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Cooley LLP:  Andrew C. Mace 
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STATEMENT OF RELATED CASES 

In accordance with Federal Circuit Rule 47.5, counsel for Appellant 

Facebook, Inc. (“Facebook”) states: 

1. Facebook is unaware of any other appeal in or from IPR proceeding 

Nos. IPR2016-01156, IPR2016-01157, IPR2016-01158, IPR2016-01159, IPR2017-

00659 and IPR2017-00709 in this Court or any other appellate court. 

2. The following cases are pending and may directly affect or be directly 

affected by the Court’s decision in the pending appeal: 

(1)  Windy City Innovations, LLC v. Facebook, Inc., Case No. 4:16-cv-
01730-YGR (N.D. Cal.) (“District Court Litigation”).  The District Court 
Litigation is a currently ongoing patent suit in which U.S. Patent Nos. 
8,407,356, 8,458,245, 8,473,552 and 8,694,657 are asserted by the patent 
owner/appellee Windy City. 

 
(2)  Windy City Innovations, LLC v. Facebook, Inc., Case Nos. 2018-1543, 

2018-1544, 2018-1545 (Fed. Cir.), in which the patent owner Windy City 
appealed from IPR proceeding nos. IPR2016-01067, IPR2016-01141 and 
IPR2016-01155.  The appeal was dismissed on May 14, 2018. 

 
JURISDICTIONAL STATEMENT 

Facebook appeals the Final Written Decisions by the Patent Trial and Appeal 

Board (“Board” or “PTAB”) in four inter partes review proceedings conducted 

pursuant to 35 U.S.C. §§ 6 and 318(a) for U.S. Patent Nos. 8,458,245 (“’245 

patent”), 8,694,657 (“’657 patent”), 8,473,552 (“’552 patent”), and 8,407,356 (“’356 

patent”) (IPR2016-01156, IPR2016-01159, IPR2016-01158, and IPR2016-01157, 

respectively).  The Board issued Final Written Decisions in each proceeding, all 
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dated December 6, 2017, concluding that Facebook had not shown by a 

preponderance of the evidence that the following claims were unpatentable:   

(1)  claims 1-15, 17-19 and 22-25 of the ’245 patent; 
 
(2)  claims 203, 209, 215 and 221 of the ’657 patent; 
 
(3)  claims 1, 4, 6, 8, 9 and 18-58 of ’552 patent; and  
 
(4)  claims 14 and 33 of the ’356 patent.1 
 

Facebook filed timely notices of appeal on January 10, 2018. This Court has subject 

matter jurisdiction pursuant to 35 U.S.C. § 141(c) and 28 U.S.C. § 1295(a)(4)(A). 

INTRODUCTION 

 All four of the patents in the appeal involve communication on the Internet 

using acknowledged old technology like chat rooms.  All of the appealed claims are 

unpatentable when a proper understanding of the primary prior art reference, 

Roseman, is applied under a proper claim construction.  Each appealed final decision 

presents slightly different issues regarding the mistakes committed by the Board, so 

each is discussed in detail in turn below. 

                                           
1   The Final Written Decisions for the ’657, ’552, and ’356 patents also found 
various claims are unpatentable.  Facebook does not appeal those findings. 
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STATEMENT OF THE ISSUES 

 1. Did the Board err in its Final Written Decision in IPR2016-01156 

finding that claims 1-15, 17-19 and 22-25 of the ’245 patent were not unpatentable 

as obvious under 35 U.S.C. § 103(a) over the instituted grounds?  

 2.  Did the Board err in its Final Written Decision in IPR2016-01159 

finding that claims 203, 209, 215 and 221 of the ’657 patent were not unpatentable 

as obvious under 35 U.S.C. § 103(a) over the instituted grounds? 

 3. Did the Board err in its Final Written Decision in IPR2016-01158 

finding that claims 1, 4, 6, 8, 9 and 18-58 of the ’552 patent were not unpatentable 

as obvious under 35 U.S.C. § 103(a) over the instituted grounds? 

4. Did the Board err in its Final Written Decision in IPR2016-01157 

finding that claims 14 and 33 of the ’356 patent were not unpatentable as obvious 

under 35 U.S.C. § 103(a) over the instituted grounds? 

STATEMENT OF THE CASE AND FACTS 

I. THE CHALLENGED PATENTS 

The four patents at issue here share a common specification and claim priority 

to a patent application filed on April 1, 1996.  (Appx226, Appx263, Appx299, 

Appx337.)  The patents, entitled “Real Time Communications System” or 

“Communications System,” disclose methods for allowing users to communicate 

over a computer-based network such as the Internet.  In one embodiment shown in 

Figure 14, users communicate through a “chat room”-like user interface: 
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(Appx237, Fig. 14.)2  The chat room window shown in Figure 14 allows two users 

(i.e., the viewing user and DMARKS) to communicate with each other.  The window 

“has three regions:  the bottom region, where responses are entered; the largest 

region, where a transcript of the communication is followed; and the rightmost 

region, which lists the group’s current members.”  (Appx254, 9:32-35.)  Whenever 

a member of the group types a message into the window, the message is transmitted 

to a central “controller computer” 5, which in turn routes the message to the 

“participator computers” 4 of the other members.  (Appx254, 9:45-52.)  Aside from 

text, users can communicate other types of data including multimedia content.  

(Appx252, 5:36-41; Appx250, 2:15-17 (“It is still a further object of the present 

                                           
2  Because all four patents share a common specification, where the patents are 
discussed collectively, a citation is provided to the ’245 patent for convenience. 
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invention to provide a chat capability suitable for handling graphical, textual, and 

multimedia information in a platform independent manner.”).)   

The specification freely acknowledges that chat room communications were 

not new.  The Background of the Invention acknowledges that existing “[c]hat room 

communications can be mere text, such as that offered locally on a file server, or can 

involve graphics and certain multimedia capability, as exemplified by such Internet 

service providers as America On Line.”  (Appx250, 1:41-45.)  The specification 

nevertheless complains that existing chat services such as America Online were not 

adaptable to the Internet “at least in part because Internet [sic] was structured for 

one-way communications analogous to electronic mail, rather than for real time 

group chat room communications.”  (Appx250, 1:46-50.)   

Although this complaint regarding the Internet is untrue (see e.g., Appx432-

433 (discussing prior art Vetter reference)), the specification purports to overcome 

the supposed limitations of the prior art through a computer system involving a 

“controller computer” linked to a plurality of “participator computers” by a 

“connection such as the Internet.”  (Appx250, 2:21-27; Appx228, Fig. 1.)  Two 

features of the system described in the specification are relevant to the issues in this 

appeal: (1) the ability to handle “out-of-band” multimedia information (information 

that a receiving computer may be unable to present), and (2) the ability to control 
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the dissemination of information among participator computers (a technique the 

patents generally refer to as “censorship” of content). 

A. Handling “Out-of-Band” Multimedia Information 

The specification acknowledges that, from time to time, a member may 

receive a communication that includes multimedia content (such as an image) that 

its participator computer may be unable to present.  The specification refers to this 

non-presentable information as “out-of-band” multimedia information.  (Appx253, 

7:34-40.)  To address this scenario, the participator computer first “tests whether [it] 

is an internally handlable [sic] multimedia type.”  (Appx253, 7:36-38; Appx233, Fig. 

6 (Step 102).)  If it is, the image may be displayed or other actions may be taken.  

(Appx233, Fig. 6 (Step 114); Appx253, 7:44-50.)  

But if the participator computer cannot internally handle the multimedia type, 

the computer attempts to locate a suitable “agent” for presenting the multimedia 

information.  (Appx253, 7:38-43.)  If the participator computer locates such an 

agent, it uses it to present the multimedia information to the user.  (Appx253, 7:41-

43 (“If the agent is found in Block 106 [of Figure 6], the logic flows to Block 110, 

which invokes the agent with a data reference to present the data.”).) 

All of the issues surrounding the present appeal with respect to the ’245 patent 

(IPR2016-01156) revolve around this “out-of-band” feature.  All challenged 

independent claims of the ’245 patent (i.e. claims 1, 7, and 19) recite a computer 
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apparatus in which a “second participator computer” receives a communication via 

the Internet, and each of these claims attempts to capture this “out-of-band” feature.  

With respect to claim 1, it recites the following step: 

the second of said participator computers internally 
determines whether or not the second of the participator 
computers can present the communication, if it is 
determined that the second of the participator computers 
can not present the communication then obtaining an agent 
with an ability to present the communication, and 
otherwise presenting the communication independent of 
the first of the independent participator computers and the 
computer 

(Appx260, 21:54-63 (Claim 1).)  Independent claims 7 and 19 recite substantially 

the same step.  (Appx260, 22:39-42 (Claim 7); Appx261, 23:36-44 (Claim 19).)   

The Board’s decision on the ’245 patent rested entirely on its decision that the 

prior art did not disclose the step of internally determining whether or not the second 

of the participator computers can present the communication.  As explained in detail 

below, the Board’s decision on this point is erroneous and lacks support in the 

evidentiary record. 

B. “Censorship” of Content 

The specification also discloses techniques for controlling what is 

communicated among the members of a group.  As the specification explains, the 

software in the controller computer 3 uses “identity tokens,” or pieces of information 
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associated with user identity, to arbitrate or moderate what is said in a group.  

(Appx253, 7:56-60, 8:6-14, 8:36-38.)  As the specification further explains: 

Censorship, which broadly encompasses control of what 
is said in a group, is also arbitrated by means of the tokens. 
Censorship can control of access [sic] to system 1 by 
identity of the user, which is associated with the user’s 
tokens. By checking the tokens, a user’s access can be 
controlled per group, as well as in giving group priority, 
moderation privileges, etc. 

Censorship also can use the tokens for real time control of 
data (ascii, text, video, audio) from and to users, as well as 
control over multimedia URLs—quantity, type, and 
subject. 

With regard to controlling communications in a group 
(which is in essence a collection of user identities), control 
extends to seeing messages, seeing the user, regulating the 
size of the communication, as well as the ability to see and 
write to a specific user. Control further extends to the 
ability to send multimedia messages. 

(Appx253, 8:36-50.)  All of the issues in this appeal relating to the other three patents 

(’657, ’552, ’356) revolve around limitations generally relating to the “censorship” 

feature of the alleged invention.  As Facebook will explain below, the Board’s 

decision on these points is based on an erroneously narrow claim interpretation. 

II. THE RELEVANT PRIOR ART CITED IN THE IPR PETITIONS 

Facebook filed IPR petitions against the ’245, ’657, ’552, and ’356 patents in 

December 2016, challenging various claims as obvious based on several prior art 

references.  The Board instituted IPR on all claims challenged in these petitions. 
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A. Roseman 

Facebook’s petitions all cited U.S. Patent No. 6,608,636 to Robert D. 

Roseman (“Roseman”) as the base reference disclosing the majority of the claim 

limitations across all four patents.  Roseman, entitled “Server Based Virtual 

Conferencing,” discloses a system for allowing users to collaborate in real time over 

a computer network.  (Appx1195-1227.)   

Roseman, using the real-world analogy of a physical conference, discloses “a 

virtual conferencing system which allows multiple persons to view, and also 

manipulate, a common video display, which is simultaneously displayed at their 

different locations.”  (Appx1219, 1:28-31.)  This virtual conferencing system 

“allows multiple persons, at different locations, to hold a conference, by providing 

many of the conveniences which the participants would have if present together in 

the same physical room.”  (Appx1219, 1:20-23.)   

Each conference participant has its own “local computer,” which 

communicates with a server that Roseman calls a “host computer.”  (Appx1219, 

1:34-41, 2:64-65.)  “When a conference is established, the local computers become 

connected to a host computer, via commercially available Local Area Networks 

(LANs) and Wide Area Networks (WANs).”  (Appx1219, 1:37-41; see also 

Appx1220, 3:14-19.)   
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A user in Roseman can create a virtual conference room by clicking an 

appropriate icon, identifying the participants of the conference room and providing 

other information such as the rules that govern the conference.  (Appx1220, 3:22-

56.)  Once the parameters of the virtual conference are specified, the host computer 

“creates the conference room.  The host does this by creating a common image, such 

as that shown in FIG. 9.”  (Appx1222, 7:30-32.)   

 

(Appx1204, Fig. 9.)  The virtual conference room shown in Figure 9 above “includes 

a picture of each invitee, a ‘table,’ and the room decor.”  (Appx1222, 7:32-34.)  “The 

pictures of the invitees can be the actual images seen by the [sic] each invitee’s close-
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up camera, or can be a photograph taken from the host’s memory.”  (Appx1222, 

7:35-38.) 

The virtual conference room provides a number of different ways for 

conference participants to communicate with each other.  For example, Roseman 

discloses a note-passing feature in which a first participant can send a private note 

to a second participant.  The first participant simply drags a note onto the picture of 

another participant in the virtual conference room, and the note is transmitted to that 

participant.  (Appx1223, 9:26-31; Appx1205, Fig. 12.)  The receiving participant, in 

turn, sees the note on top of his or her picture as shown in Figure 12: 

 

(Appx1205, Fig. 12.)  The recipient can then drag the note from the virtual 

conference room into a private viewing area on the recipient’s local computer, and 

then double-click the note to privately view it.  (Appx1223, 9:28-31.) 
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A participant can also share information in a conference by dragging a 

document (data file) from his local computer onto the “table” of the virtual 

conference room.  (Appx1224, 11:18-22.)  Figures 10 and 11 of Roseman illustrate 

how this feature works: 

 

(Appx1204-1205, Figs. 10 & 11.)  As explained in Roseman:  

Each invitee can transmit a file (of any suitable kind: data, 
text, or graphic) to the host, and the host will place the file 
onto the table, where all participants can see it.  To place 
a document on the table, an Invitee performs a “drag-and-
drop.”  That is, the invitee shrinks the window of the 
conference room to the size shown in FIG. 10.  The private 
work area outside the window displays the icons 
representing the invitee’s programs and data files.  The 
Invitee drags an icon onto the table, as shown in FIG. 11, 
and double-clicks (or actuates) the icon.  The icon blooms 
into an image dictated by the type of file which the icon 
represents (graphic, text, etc.) 

(Appx1222, 8:1-13.)  Similar to the note-passing feature above, a participant who 

receives a document can perform a “drag-and-drop” operation to view the document 

outside the virtual conference room.  (Appx1212, Fig. 16C.) 
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Roseman also discloses various ways of controlling the conduct of conference 

room participants.  For example, a host can act as a moderator by placing a limit on 

the total time each participant can speak, or by requesting a vote as to whether a 

participant should be permitted to continue speaking.  (Appx1224, 12:29-45.)  

Conference rooms can also specify that certain procedures must be followed before 

allowing a participant to speak.  (Appx1224, 11:38-47.) 

Roseman also discloses a security mechanism in which users must be invited 

and have an appropriate “key” to enter the conference room.  (Appx1223, e.g., 9:34-

55, 10:61-64 (“To open a door with a key, the user drops the key onto the door lock.  

If the key is valid and the user has the authority to use the key, the door opens and 

the user is admitted to the room.”).)  Roseman also discloses a database that stores 

the keys for the conference room.  (Appx1223, 9:49-50.) 

B. Additional References Relevant to the ’245 Patent 

As explained previously, the Board upheld the challenged claims of the ’245 

patent (IPR2016-01156) based entirely on the “out-of-band” feature of claims 1, 7 

and 19, reciting a second participator computer that “internally determines” 

whether a communication can be presented, and if not, “obtains an agent” for 
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presenting the communication.  With respect to this feature, Facebook’s IPR petition 

cited Roseman in combination with two additional references – Pike and Westaway.3 

1. Pike 

Using Mosaic, by Mary Ann Pike et al. (“Pike”), is a 1994 textbook describing 

NCSA Mosaic, one of the early browser programs for accessing the World Wide 

Web.  (Appx1246-1397.)   

From time to time, a user may encounter content on the Internet that cannot 

be displayed by the user’s web browser software.  Pike addresses this scenario by 

describing the ability for the web browser to use external software viewers to display 

content that the web browser itself cannot present.  (Appx428 (citing Appx1320-

1321).)  As Pike explains: 

Mosaic is a multimedia application, which means that you 
can view files containing a number of different types of 
media—pictures, sound, and animation.  While Mosaic for 
Windows displays normal Web documents, you may want 
to obtain additional software to handle things such as 
pictures, sounds, and animations (movies). 

(Appx1361 (under “Viewing Multimedia Files”) (italics in original); see also 

Appx1320 (under “Multimedia Viewers”).)   

                                           
3   Facebook’s IPR petitions as to the ’657, ’552 and ’356 patents also cited to Pike 
but for an entirely different reason – to show that the Uniform Resource Locators 
(URLs) in Pike disclosed the “pointer” and “pointer-triggered” limitations in the 
challenged claims of those patents.  (Appx5472-5473; Appx3720-3721; Appx2131-
2132.)  Because the Board did not find any deficiency with respect to these 
limitations, or Pike’s disclosure of them, they need not be further discussed.  
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Pike lists several examples of such viewer software programs, including for 

viewing PostScript documents, GIF and JPEG graphic images, MPEG movies, and 

audio files.  (Appx428-429 (citing Appx1321).)  Once an external viewer has been 

installed, it is invoked automatically to view the files: 

After you have a viewer installed and Mosaic knows 
where to find it and what type of files it displays, you can 
load files of that type and Mosaic automatically starts the 
viewer to display them. 

(Appx1361 (under “Viewing Multimedia Files”).) 

2. Westaway 

Facebook also cited to U.S. Patent No. 5,226,176 to William D. Westaway et 

al. (“Westaway”), which discloses a technique for automatically obtaining a 

software agent.  (Appx1398-1405.)  Westaway describes a method for obtaining 

software over a network “[i]n the event an agent requires certain software for 

execution, and the software is not available on the agent’s local hard disk drive or 

internal memory.”  (Appx429 (citing Appx1403, 1:24-27).)   

Facebook’s IPR petition cited Westaway in combination with Pike in the 

event the Board narrowly interpreted the “obtaining an agent” step of claims 1, 7, 

and 19 to require that the second participator software obtain the agent automatically 

and without any user intervention.  (Appx459.)  Because this issue was not addressed 

or relied upon by the Board in its Final Written Decision on the ’245 patent, no 

further discussion of Westaway is warranted. 
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C. Additional References Relevant to the ’657 and ’552 Patent 
“Censorship” Features 

1. Lichty 

For certain challenged claims of the ’657 and ’552 patents, Facebook relied 

on Roseman in combination with a textbook by Tom Lichty, The Official America 

Online for Macintosh Membership Kit & Tour Guide (2nd ed. 1995) (“Lichty”).  

Lichty describes aspects of a popular network-based service known as “America 

Online.”  (Appx1409-1529; Appx5473.)   

Lichty describes “chat room” features, analogous to the virtual conference 

rooms of Roseman, that allowed users to send real-time messages to each other over 

a computer network.  (Appx5473 (citing Appx1479-1505).)  One such feature allows 

an America Online member to block communications from specified other members.  

Lichty explains that “[i]f you wish to exclude a member’s comments (or those of all 

of the members in a conversation in which you’re not interested), select the 

member’s name in the People in this Room window and click the Ignore button.  

From then on, that member’s text will not appear on your screen.”  (Appx1496; 

Appx5473.)  A member can also use the “Ignore” feature to block communications 

from another member who has become disruptive.  (Appx1515 (definition of 

“Ignore”).)4  As explained in detail below, Lichty discloses claimed “censorship” 

                                           
4   The IPR petitions as to the ’245, ’657, ’552, and ’356 patents also cited the 
Rissanen and Vetter references, respectively, for the claimed “database” and 
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features in the ’657 patent under a proper interpretation of the claims.  (For the ’552 

and ’356 patents, the disclosures of Roseman, not Lichty, are at issue.)    

III. THE IPR PROCEEDINGS 

A. The ’245 Patent (IPR2016-01156) 

On December 6, 2017, the Board issued a Final Written Decision finding that 

Facebook had not shown by a preponderance of the evidence that the challenged 

claims of the ’245 patent (1-15, 17-19, and 22-25) were unpatentable.  (Appx34.)  

The Board’s decision rested on its conclusion that the prior art did not disclose the 

limitation of independent claim 1, “the second of said participator computers 

internally determines whether or not the second of the participator computers 

can present the communication.”  (Appx25-32.)   

Facebook’s IPR petition explained in detail why this limitation would have 

been obvious to a person of ordinary skill in the art.  Facebook acknowledged that 

Roseman itself did not disclose the step of internally determining whether or not the 

participator computer could present the communication, but explained that this 

feature was disclosed by Pike and Westaway.  (Appx457-463; Appx1155-1160, 

¶¶93-100.)  The Board agreed in its Institution Decision that Pike discloses this 

                                           
communication via the “Internet.”  Because the Board did not find any deficiency in 
Rissanen and Vetter for any of the limitations for which they were cited, those 
references need not be discussed in detail. 
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feature (Appx560-561), and did not retreat from that position in its Final Written 

Decision. 

Facebook also explained why a person of ordinary skill in the art would have 

found it obvious to combine Roseman with Pike and Westaway.  Among other 

things, Facebook pointed to the well-known problem of receiving a document that 

cannot be opened for lack of the software needed to view it: 

Persons of ordinary skill in the art would have appreciated that 
in any computing system, it was routine that a user could receive 
a document from someone else but be unable to open or access it 
because the user lacked the correct software (or perhaps even the 
correct version of the software). Anyone who attempted to read 
a Microsoft Word document using WordPerfect (or vice versa), 
without a document format converter, would have been aware of 
this problem.  This problem was exacerbated by wide area 
computer networks such as the Internet, which made it easier to 
exchange different types of documents from a rapidly expanding 
number of Internet users. 

These considerations would have been particularly applicable to 
Roseman. As noted, the system of Roseman allows a meeting 
participant to “drag-and-drop” an icon of a document onto the 
table of the virtual conference room.  Roseman places no limits 
on what that document could be; it could be any file stored on 
the participant’s local computer. 

(Appx1160-1162, ¶¶102-103; Appx462-463.)  Facebook also explained that “[i]t 

would have been abundantly obvious to one of ordinary skill in the art that the 

performance and execution of the virtual conference of Roseman could be improved 

using the viewer software applications described in Pike, to be obtained using the 
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software retrieval techniques taught by Westaway.”  (Appx1161-1162, ¶103; 

Appx463.)   

The Board nevertheless rejected the combination of Roseman, Pike and 

Westaway with respect to the “internally determines” step.  Notably, the Board never 

disputed that Pike actually discloses a participator computer that “internally 

determines” whether a communication can be presented, and if not, “obtains an 

agent” for presenting the communication.   

The Final Written Decision instead rejected the combination based on a 

different rationale – that the teachings in Pike were not applicable to the system of 

Roseman.  The gist of the Board’s position was that the host (server) computer of 

Roseman performs all of the processing required for display of content at the 

participant local computers.  Because a local computer need not perform any 

processing to display content (under the Board’s reasoning), the local computer 

would have no need for the external agent/viewer capability disclosed in Pike. 

In particular, the Board asserted that the system of Roseman “processes 

images at the host, not the local computers,” and that “[t]he most logical reading of 

Roseman is that its local computers already have software sufficient to render the 

common image that the host provides to them.”  (Appx29.)  The Board further 

asserted: 

At most, Petitioner’s contentions establish that a skilled 
artisan applying Pike’s and Westaway’s teachings to 
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Roseman’s system would have modified Roseman’s host 
to seek out appropriate software to process 
communications it otherwise could not present.  Petitioner 
has not shown that a skilled artisan would have further 
modified Roseman’s system to move this processing from 
the host to each individual local computer and has not 
provided any persuasive reason to make such a 
modification. 

(Appx31.)  For the same reasons as claim 1, the Board found that Facebook had not 

shown unpatentability of independent claims 7 and 19, which disclose substantially 

the same “internally determines” step.  (Appx31-32.)  As explained in detail below, 

the Board’s key misstep was the inaccurate assumption that the system in Roseman 

performs all processing of content at the host.   

B. The ’657 Patent (IPR2016-01159) 

On December 6, 2017, the Board issued a Final Written Decision finding that 

claims 189, 334, 342, 348, 465, 477, 482, 487, 492, 580, 584, and 592 were 

unpatentable, but upholding dependent claims 203, 209, 215, and 221.  The Board’s 

decision rested entirely on a “censorship” limitation in these four claims. 

Independent claim 189 recites a method of communicating via an Internet 

network that includes a step of “determining whether the first user identity is 

individually censored from sending data in the communications, the data 

presenting at least one of a pointer, video, audio, a graphic, and multimedia.”  

Facebook argued that this limitation was disclosed by Roseman and Lichty because 

both references disclosed techniques for blocking unwanted communications from 
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potentially disruptive users.  The Board agreed, finding the censorship limitation to 

be disclosed by Roseman and Lichty.  (Appx195-197.)   

But the Board upheld dependent claims 203, 209, 215 and 221 based on 

limitations found in dependent claims 202, 208, 214, and 220, which depend from 

independent claim 189:5 

202. The method of claim 189, wherein the determining whether the 
first user identity is censored includes determining that the first 
user identity is censored from the sending of the data 
presenting the video. 

 
208. The method of claim 189, wherein the determining whether the 

first user identity is censored includes determining that the first 
user identity is censored from the sending of the data 
presenting the audio. 

 
214. The method of claim 189, wherein the determining whether the 

first user identity is censored includes determining that the first 
user identity is censored from the sending of the data 
presenting the graphic. 

 
220. The method of claim 189, wherein the determining whether the 

first user identity is censored includes determining that the first 
user identity is censored from the sending of the data 
presenting the multimedia. 

(Appx384-385 (emphasis added).)  As shown these claims are similar to each other 

and differ only with respect to the type of data in the communication. 

                                           
5   The IPR petitions on the ’657 patent did not list claims 202, 208, 214, and 220 
among the challenged claims.  Their limitations were nevertheless relevant because 
Facebook did challenge claims 203, 209, 215 and 221, which depended, 
respectively, from claims 202, 208, 214, and 220.  (Appx7264.) 
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The Board found that Roseman and Lichty did not disclose these claims 

because, according to the Board, these claims require that the censorship 

determination itself be based on the type of content being communicated: 

Roseman describes censoring users from sending all 
communications based on a determination that the user is 
conducting a filibuster. Ex. 1003, 12:29–45. Petitioner 
points to no description in Roseman of determining that a 
user is censored from sending a particular type of data—it 
is all or nothing. Likewise, Lichty describes an ignore 
feature for blocking all communications from a disruptive 
user, regardless of data type—again, all or nothing. Ex. 
1007, 269, 510. We find that Roseman and Lichty do not 
teach determining that a user is censored from sending 
certain types of data. 

(Appx202.)  The Board essentially concluded that claims 202, 208, 214, and 220 

require that the system selectively and exclusively censor, respectively, video, audio, 

graphic, and multimedia, from the communication.  (Appx201 (“For example, 

Petitioner does not contend that Roseman and Lichty teach censoring a user from 

sending video data, but permitting the user to send audio data.”).)   

But the Board’s conclusion was based on a fundamental misreading of the 

claims.  As explained in detail below, the claims do not recite any kind of content-

based censorship; they simply specify the type of data that the communication in 

independent claim 189 must contain. 
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C. The ’552 Patent (IPR2016-01158) 

On December 6, 2017, the Board issued a Final Written Decision finding that 

claims 2, 3, 5, 7, 10-17, 59, and 64 are unpatentable, but not claims 1, 4, 6, 8, 9, and 

18-58.  The Board focused on limitations in claim 1 (and similar limitations in claims 

4, 6, 8, 9, 18, 50, 54 and 58) that recited “storing each said user identity and a 

respective authorization to send multimedia data” and “if permitted by the user 

identity corresponding to one of the participator computers, allowing the one 

of the participator computers to send multimedia data to another of the 

participator computers.”  (Appx147-152.)   

The Board stated that Facebook failed to show that “a key [in Roseman] that 

grants admission [to a conference room] also includes an authorization to send 

multimedia data in that conference room. Roseman’s key simply grants access to a 

conference room.”  (Appx148.)  As to claim 18, the Board also stated that Facebook 

did not “include any additional argument as to why Roseman teaches ‘the computer 

system: stores, for a first of the user identities, a respective authorization associated 

with multimedia data communication’” or “how Roseman teaches ‘based on the 

respective authorization, cause the multimedia data to be presented’ at a participator 

computer corresponding to a second user identity.”  (Appx149.)  As explained 

below, the Board misinterpreted the claim language, but even under that incorrect 

interpretation, the prior art nonetheless renders the claims obvious. 
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D. The ’356 Patent (IPR2016-01157) 

 On December 6, 2017, the Board issued a Final Written Decision finding that 

Facebook had not shown by a preponderance of the evidence that claims 14 and 33 

were unpatentable.  (Appx94.)  The Board focused on limitations in claims 14 and 

33 of “determin[es/ing] censorship of the content.”  In the Board’s view, because the 

term “censorship” was “modified by the term ‘of the content,’” the phrase 

“determining censorship of the content” was narrower than “censorship” generally 

and meant “determining whether to communicate content based on characteristics 

of the content.”  (Appx47-48.)  Similar to its approach with the ’657 patent discussed 

above, the Board concluded that Facebook had failed to show that Roseman taught 

“determining whether to communicate content based on characteristics of the 

content.”  (Appx89-90.)   

Instead, according to the Board, “[w]hen Roseman’s host acts as a moderator, 

it prevents a user from speaking without regard to characteristics of the content.”  

(Appx90.)  As explained below, the Board erred by interpreting claims 14 and 33 to 

require censorship based on characteristics of the content. 

SUMMARY OF ARGUMENT 

 The Board’s patentability findings should be reversed.  The findings were 

based on erroneous and unsupported interpretations of the claim language and a 

misunderstanding of the disclosures of the prior art. 
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With respect to the ’245 patent, the Board’s decision rests on the erroneous 

assumption that Roseman discloses a system in which the local (participant) 

computer would never need to perform any processing in order to display content 

received during a meeting.  But the Board overlooked key teachings in Roseman that 

demonstrate that local (participator) computers can receive actual data files from the 

host (server) computer, thus making the teachings of Pike and Westaway relevant.  

Because the Board’s decision to uphold the challenged claims of the ’245 patent was 

based entirely on a misreading of Roseman, the decision lacks substantial evidence 

support and must be reversed. 

The Board’s errors with respect to the other challenged patents boil down to 

classic questions of claim construction reviewed de novo by this Court. 

As to the ’657 patent, the Board adopted a narrow construction of dependent 

claims 202, 208, 214 and 220 that cannot be reconciled with the plain claim 

language.  For example, claim 202 recites the step of “determining that the first user 

identity is censored from the sending of the data presenting the video.”  The Board 

narrowly interpreted this language to require censoring of only the video portion of 

a communication.  (Appx201 (“For example, Petitioner does not contend that 

Roseman and Lichty teach censoring a user from sending video data, but permitting 

the user to send audio data.”).)  But nothing in the claim language requires 

selectively censoring only video, or censoring based on video.  The claim only 
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requires censoring of “the data presenting the video,” and it makes no difference 

whether that system also censors other types of data that may exist in the 

communication.  For example, if a system simply censored all content – including 

video – it would meet claim 202 under its proper construction.   

The Board identified nothing in the intrinsic record that could justify 

interpreting the claims so contrary to their plain language.  Because the Board’s 

patentability decision rests entirely on an erroneous interpretation of the 

“determining” step in claims 202, 208, 214 and 220, it should be reversed.   

The Board made a similar claim construction error in its interpretation of 

certain claims of the ’552 patent.  Claim 1 recites the steps of “storing each said user 

identity and a respective authorization to send multimedia data,” and if permitted by 

that user identity, “allowing the one of the participator computers to send multimedia 

data to another of the participator computers.”  Notably, the patent owner did not 

dispute that the prior art disclosed these claim limitations.   

But the Board sua sponte confirmed these claims based on a construction of 

the claimed “authorization” that it did not disclose until its Final Written Decision.  

The Board’s construction required that the claimed authorization be tailored 

specifically to the act of sending multimedia data.  An authorization to join the group 

or conference of Roseman was insufficient, the Board found, even though joining 

the group allowed the user to send multimedia data. 

Case: 18-1400      Document: 30     Page: 32     Filed: 05/21/2018



 

27 

But the claim language does not require the authorization relate specifically 

or exclusively to the act of sending multimedia data.  For example, a gym member 

can have a keycard that allows entry into the local gym; after entering, the member 

can then use the exercise equipment inside.  The keycard clearly provides 

authorization to use the exercise equipment because it allows access to the building.  

The same is true for Roseman – a conference participant has authorization to enter a 

group or conference room, and after entering the conference room, can send 

multimedia data.  Each user identity in Roseman clearly has “a respective 

authorization to send multimedia data,” under the correct construction. 

As to the ’356 patent, the Board erred when it found that step of 

“determin[es/ing] censorship of the content” in claims 14 and 33 narrowly requires 

determining whether to communicate content based on characteristics of the 

content.  The latter improperly imports limitations from the specification into the 

claim and impermissibly rewrites it too narrowly.  Under the correct interpretation 

of the claims, as written, that step is disclosed by Roseman.  

ARGUMENT 

I. STANDARD OF REVIEW 

The ultimate interpretation of a claim term is a legal conclusion reviewed de 

novo, with any subsidiary factual findings about extrinsic evidence that underlie 

claim construction reviewed for substantial evidence.  Corning v. Fast Felt Corp., 
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873 F.3d 896, 901 (Fed. Cir. 2017) (citing In re Cuozzo Speed Techs., LLC, 793 F.3d 

1268, 1280 (Fed. Cir. 2015), aff’d sub nom. Cuozzo Speed Techs., LLC v. Lee, ––– 

U.S. ––––, 136 S. Ct. 2131, 195 L. Ed. 2d 423 (2016)).  The ultimate determination 

of obviousness is a question of law reviewed de novo, with associated factual 

findings reviewed for substantial evidence.  Id. at 902. 

The “substantial evidence” standard does not prevent this Court from applying 

its own knowledge and expertise to the review of PTO decisions.  As the Supreme 

Court has observed, “when a Federal Circuit judge reviews PTO factfinding, he or 

she often will examine that finding through the lens of patent-related experience—

and properly so, for the Federal Circuit is a specialized court.”  Dickinson v. Zurko, 

527 U.S. 150, 163 (1999). 

II. The Patentability Finding for the ’245 Patent Should Be Reversed 

The Board’s decision as to the ’245 patent rests on the false assumption that 

the local (participant) computers in Roseman would have no reason to perform 

processing of content in order to display it.  Under the Board’s view, the host (server) 

in Roseman generates a “common image” for all local computers, and that common 

image provides the sole means to view content shared in a conference.  The local 

computers, under this view, would never encounter content types they could not 

present, and thus, would never need to obtain an agent or viewer as disclosed in Pike.  

(Appx29-30 (“The most logical reading of Roseman is that its local computers 
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already have software sufficient to render the common image that the host provides 

to them.”).)  But simply because the host in Roseman creates a “common image” 

does not mean that every item of content shared in the virtual conference room is 

delivered through that image.   

The Board’s analysis overlooked at least two instances in which content 

shared in a virtual conference room can be accessed by local participant computers 

outside the context of the virtual conference room software running on the local 

computer.  This outside area is shown in Figure 10: 

 

(Appx1204, Fig. 10.)  Roseman explains that each local computer uses a standard 

operating system such as Microsoft Windows or an equivalent.  (Appx1224, 12:1-

5.)  With reference to Figure 10 above, the window on the bottom left of the screen 

shows the virtual conference room.  Roseman explains that “[t]he private work area 

Case: 18-1400      Document: 30     Page: 35     Filed: 05/21/2018



 

30 

outside the window displays the icons representing the invitee’s programs and data 

files.”  (Appx1222, 8:7-9.)  These files thus exist outside the virtual conference room 

application (such as on the user’s “desktop”).   

Roseman allows a participant to “drag” a data file from this outside private 

area into the conference room to share the file with other participants.  (Appx1224, 

11:20-22 (“This might be done by dragging an icon of the object from the outside 

(users non-‘meeting room’ windows) onto the table.”).)  Roseman also refers to the 

area outside the virtual conference room window as a “private viewing area,” which 

can be used to view private notes outside the conference room.  (Appx1223, 9:28-

31 (“When the other party sees the note on his picture, as in FIG. 12, he can drag it 

to a private viewing area, double-click it, and read it. No other people are aware of 

the passed note.”).)   

 These two embodiments – note passing and document sharing – provide two 

clear examples of how a local computer in Roseman can access and process shared 

communications.  These embodiments thus disprove the key premise behind the 

Board’s decision – that Roseman “processes images at the host, not the local 

computers.”  (Appx29.) 

A. Note-Passing Feature 

The note-passing feature in Roseman allows a conference participant to send 

a private note to another participant, which only the recipient can view.  (Appx454.)  
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Roseman explains that “[w]hen the other party [recipient] sees the note on his 

picture, as in FIG. 12, he can drag it to a private viewing area, double-click it, and 

read it. No other people are aware of the passed note.”  (Appx1223, 9:28-31 

(emphasis added).)   

In other words, the note recipient must drag the received note outside of the 

conference room window in order to privately view it.  This provides a clear example 

of content shared in Roseman that must be processed and viewed on the local 

computer outside the local conference room software, and thus, not delivered in the 

“common image” it receives from the host. 

And Roseman makes clear the private note-passing feature could not work 

any other way.  If a recipient attempted to access a private note from within the 

virtual conference room, that note would be seen by the other participants of the 

conference.  (Appx1222, 7:55-57 (“The table is a common display area which is 

shown to, and available for work by, each Invitee.”); Appx1219, 2:38-47 (“In the 

invention, the participants share a common virtual conference table. Each participant 

can (1) place a document onto the table electronically…  All other participants see 

the preceding … event[] as [it] occur[s].”).)  In other words, for a private note 

recipient to view the note privately, the recipient must drag it outside the conference 

room window and open it on the recipient’s local computer.  (Appx1223, 9:28-31 

(“When the other party sees the note on his picture, as in FIG. 12, he can drag it to a 
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private viewing area, double-click it, and read it. No other people are aware of the 

passed note.”).)   

B. Document Drag-and-Drop Feature 

Roseman discloses a second drag-and-drop feature that demonstrates how the 

local computers in Roseman process files for display.  As noted previously, a user 

can drag a data file from outside the conference room window 

(e.g., from the user’s desktop) onto the table of the conference 

room.  This functionality is shown in the flowchart in Figure 

16A (at right).  (Appx1212, Fig. 16A.)  Critically, each step 

in Figure 16A shows that the actual data file (“DATA FILE”) 

the participant dragged from his screen into the conference 

room – not a common image or representation of it generated 

by the host – is transmitted to each conference participant.  

Nothing in Roseman suggests that the host interprets the “DATA FILE” and 

generates a common image representation of it for transmission to the local 

computers.  Roseman instead sends the actual data file itself to the local computers. 
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This is confirmed by Figure 16C, which 

shows that another participant, after receiving the 

“DATA FILE” shared during the conference, can 

drag the file into his or her private work or viewing 

area (his “screen”).  The last step in Figure 16C 

shows that the data file can be activated from the 

recipient’s screen (outside the conference), which presents the file “to the individual 

participant.”  (Appx1212, Fig. 16C; Appx1225, 14:62-67.) 

As explained above in the context of note-passing, the fact that the data file is 

presented to the “individual participant” (Appx1212, Fig. 16C), and not all 

conference participants, confirms that the participant has accessed the file on her 

local computer from outside the conference room software.6  And Roseman makes 

                                           
6   This is also confirmed by Roseman’s mechanism for terminating a conference.  
Roseman explains that when a conference has ended, one of the first things the host 
does is notify each participant of the latest modifications to the data files.  
(Appx1217, Fig. 22A (“HOST SENDS LATEST MODIFICATION OF EACH 
DATA FILE TO EACH PARTICIPANT”).)  The host can then destroy the data files 
if the conference initiator prefers.  (Appx1218, Fig. 22B (“HOST DESTROYS 
CONFERENCE ROOM ATTRIBUTES AND FILES”).)  It would make no sense 
to notify conference room participants of recent changes to the data files after a 
conference ends if, as the Board seemed to believe, the data files could only be 
accessed during a conference through the host-generated common image.  The 
notification in Roseman clearly contemplates that the data files are accessible to the 
participants’ local computers after termination of the conference and even after the 
host deletes those its copies of those files.  This further confirms that the local 
computers of conference participants receive the actual data files and not simply a 
host-generated screen representation of them.   
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clear that this occurs by the typical way that any Microsoft Windows user could 

recognize – by double-clicking the file’s icon to open the appropriate application on 

the local computer.  (Appx1224, 12:11-13 (“For example, implementation of 

dragging-and-dropping, double-clicking to actuate a program, or to cause an icon to 

bloom into a screen, etc, is within the skill of the art.”) (emphasis added).)  

Facebook’s expert explained that “Roseman places no limits on what that document 

could be; it could be any file stored on the participant’s local computer.”  

(Appx1161, ¶103.)   

C. The Note-Passing and Document Sharing Features of Roseman 
Undermine the Key Premise of the Board’s Decision 

The record thus contradicts the key premise behind the Board’s decision – that 

Roseman “processes images at the host, not the local computers,” and thus, “its local 

computers already have software sufficient to render the common image that the host 

provides to them.”  (Appx29.)  The features discussed above provide at least two 

ways in which documents shared in a conference can be stored and processed on 

local (participant) computers, outside the local computer’s conference room 

software and the “common image” received from the host. 

The Board’s erroneous assumption that Roseman “processes images at the 

host, not the local computers” was the foundation to its entire Final Written 

Decision.  This assumption provided the sole basis for the Board’s conclusion that a 

person of ordinary skill in the art would not have found the teachings of Pike and 
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Westaway applicable to Roseman.  Because that assumption was incorrect, the 

Board’s decision on the ’245 patent must be reversed. 

Once a file is accessed by a local (participant) computer in Roseman, outside 

the conference room software – as Roseman clearly discloses can occur – it would 

have been obvious that the local computer could check to determine whether it had 

the appropriate software to present the document, as disclosed in Pike and Westaway 

and accepted by the Board as noted above.  Because the “internally determining” 

step was the sole basis on which the Board distinguished the challenged claims of 

the ’245 patent from the prior art, this Court should reverse the Board’s decision and 

conclude that the challenged claims are unpatentable. 

III. The Patentability Finding for the ’657 Patent Should Be Reversed 

A. Facebook Established that Roseman and Lichty Disclose and 
Render Obvious the “Determining” Steps of Claims 202, 208, 214 
and 220 

Claims 202, 208, 214 and 220 of the ’657 patent depend from independent 

claim 189.  The Board correctly found that claim 189 is unpatentable over Roseman 

in view of Rissanen, Vetter, Pike and Lichty.  (Appx180-199.)    

Claim 189 recites in part “determining whether the first user identity is 

individually censored from sending data in the communications, the data presenting 

at least one of a pointer, video, audio, a graphic, and multimedia by determining 

whether a respective at least one parameter corresponding to the first user identity 
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has been determined by another of the user identities.”  (Appx383-384, 36:66-37:5].)  

Facebook explained how this limitation as a whole is disclosed by and obvious over 

Roseman and Lichty, and the Board agreed.  (Appx7302-7305; Appx196-197.)  

Facebook further explained how the prior art discloses each of the five types of data 

recited in the limitation (i.e., a pointer, video, audio, a graphic, and multimedia), and 

the Board agreed.  (Appx7296-7301; Appx5494-5500; Appx195-196 (“Petitioner 

argues that Roseman describes several examples of presenting data of different 

types. . . . We agree that these are specific examples of data presenting at least one 

of a pointer, video, audio, a graphic, and multimedia.”).)  

Claims 202, 208, 214 and 220 narrow this limitation by each reciting 

censorship regarding one of the types of data recited in claim 189:  claim 202 recites 

video, claim 208 recites audio, claim 214 recites a graphic, and claim 220 recites 

multimedia.  Critically, each dependent claim’s requirement of determining that a 

user is censored does not require determining the type of data.  Instead, each claim 

simply adds an express requirement for the particular type of data recited.  For 

example, while a disclosure in the prior art of any one of the five types of data is 

sufficient to meet claim 189, claim 202 is not met unless the user is actually censored 

and the data is video.  Thus, Facebook explained how Roseman and Lichty disclose 

the limitations that these claims add to claim 189:  

The Petition cited Lichty for its disclosure of its censoring feature, and 
relied on the host in Roseman to carry out the other features of the 
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claim, including the transmission of video, audio, content, graphic or 
multimedia content.  Accordingly, under the combination of Roseman 
and Lichty, when a first user is blocked from sending data to a second 
user via the censoring features of Lichty, that user is blocked from 
sending video, audio, graphic or multimedia content, whatever the case 
may be. The claims require nothing more. 

 
(Appx5895 (internal citations omitted) (emphasis added).)     

B. The Board’s Interpretation of the “Determining” Steps in Claims 
202, 208, 214 and 220 was Too Narrow 

The Board erred when it concluded that the “determining” steps of claims 202, 

208, 214 and 220 narrowly require “determining whether the first user identity is 

censored from sending particular types of data.”  (Appx201.)  The Board’s erroneous 

interpretation was based on a misinterpretation of both the plain language of the 

claims and the specification.   

The Board first reviewed the claim language itself, finding that the claims 

“include additional language reciting determinations based on data type.”  (Appx202 

(emphasis added).)  But nothing in the claims requires censorship based on the type 

of data in the communication.   

More specifically claim 189 (from which these claims depend) recites the step 

of “determining whether the first user identity is individually censored from sending 

data in the communications, the data presenting at least one of a pointer, video, 

audio, a graphic, and multimedia…”  Claim 189 therefore only requires that the 
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communication contain one of those types of data.  If the communication contains a 

video, therefore, it need not contain a pointer, audio, a graphic, or multimedia. 

Dependent claims 202, 208, 214 and 220 simply specify what happens if the 

communication does contain one of four types of data (i.e., video, audio, graphic or 

multimedia).  Claim 202, for example, adds the step of “determining that the first 

user identity is censored from the sending of the data presenting the video.”  This 

claim language requires that video – to the extent it is part of the communication of 

claim 189 – be censored.  It states nothing more, and requires nothing more. 

Nothing in the claim language requires selectively censoring only video, or 

censoring based on video content.  For example, if a system censored video and 

some other type of content, it could still meet claim 202.  In fact, if a system censored 

all types of content – including video – it could still meet claim 202.  So long as a 

system censors “the data presenting the video,” it makes no difference under the 

claim language whether that system censors other types of data as well. 

The Board’s interpretation effectively improperly rewrites the claim to recite 

“[t]he method of claim 189, wherein the determining whether the first user identity 

is censored includes determining that the first user identity is censored from the 

sending of the data presenting the video based on the data being video.”   

In fact, not only is there no basis in the claim language for the Board’s 

interpretation, other claims of the ’657 patent confirm that the applicants knew how 

Case: 18-1400      Document: 30     Page: 44     Filed: 05/21/2018



 

39 

to draft claims using “based on” language but chose not to for the challenged claims.  

For example, claim 204 recites “[t]he method of claim 202, further including 

determining whether at least one of the communications is censored based on 

content.”  (Appx384, 38:27-29 (emphasis added).)  Claims 202, 208, 214 and 220 

could have been drafted using similar language, but they were not.  The 

unambiguous chosen claim language should not be rewritten.  Chicago Bd. Options 

Exch., Inc. v. Int’l Securities Exch., LLC, 677 F. 3d 1361, 1369 (Fed. Cir. 2012) 

(discussing presumption that different terms have different meanings); Chef 

America, Inc. v. Lamb-Weston, Inc., 358 F. 3d 1371, 1374 (Fed. Cir. 2004) 

(observing that Federal Circuit has repeatedly declined to rewrite unambiguous 

patent claim language).     

The same analysis applies to dependent claims 208, 214, and 220.  These 

claims simply require that audio, graphic or multimedia data, respectively, be 

censored to the extent they are part of the “communication” of claim 189.  They 

recite no requirement of selective or content-based censoring. 

The Board also attempted to look to the specification for support, asserting 

that its interpretation was “consistent with the description in the specification that 

‘[c]ensorship also can use the tokens for real time control of data (ascii, text, video, 

audio) from and to users, as well as control over multimedia URLs—quantity, type, 

and subject.’”  (Appx202.)  But rather than supporting the Board’s interpretation, 
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the cited passage illustrates that the Board improperly imported a limitation from the 

specification into the claims.   

The passage quoted by the Board makes clear that “real time control of data” 

can be based on more than just “type,” such as “quantity” and “subject.”  These 

additional bases for censoring data meet the plain language of the claims, but they 

would be excluded by the Board’s interpretation.  See, e.g., Hill-Rom Servs., Inc. v. 

Stryker Corp., 755 F. 3d 1367, 1372-73 (Fed. Cir. 2014) (absent clear language in 

the specification limiting the invention, “we do not import limitations from the 

specification”); Superguide Corp. v. DirecTV Enters., Inc., 358 F. 3d 870, 875 (Fed. 

Cir. 2004) (“The written description… is not a substitute for, nor can it be used to 

rewrite, the chosen claim language.”). 

The sole reason for the Board’s decision that claims 203, 209, 215 and 221 

were not unpatentable over the prior art was based on its incorrect interpretation of 

claims 202, 208, 214 and 220.  (Appx201-202.)  Under a correct interpretation of 

those claims, Facebook demonstrated by a preponderance of the evidence that claims 

203, 209, 215 and 221 are obvious. 

IV. The Patentability Finding for the ’552 Patent Should Be Reversed 

The Board’s findings with respect to the ’552 patent suffer from a similar flaw 

as the ’657 patent.   
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A. Facebook Established that Roseman Discloses the Claimed 
“Authorization” Steps 

Claim 1 of the ’552 patent recites that the “controller computer system 

control[s] real-time communications” by (1) “storing each said user identity and a 

respective authorization to send multimedia data . . .” and (2) “if permitted by the 

user identity corresponding to one of the participator computers, allowing the one of 

the participator computers to send multimedia data to another of the participator 

computers.”   

The petition set forth how Roseman (alone or with Rissanen) discloses these 

steps, explaining that Roseman discloses the use of keys associated with user 

identities for controlling admission to a particular conference:   

[T]he keys are stored and distributed by the host computer 
to potential conference participants. Each “key” that 
relates to the identity of the participant and provides the 
permissions allowing access to the conference room. 
(Roseman, 9:34-55 (underlining added); see also id., 
10:61-64 (“To open a door with a key, the user drops the 
key onto the door lock. If the key is valid and the user has 
the authority to use the key, the door opens and the user is 
admitted to the room.”).) “The meeting room ‘knows’ 
about each key and its invitation level. Persons with 
improper keys are not admitted to the room.” (Roseman, 
9:49-51 (underlining added).) Thus, Roseman discloses 
these limitations because a user identity that is not 
authorized to access a room cannot send multimedia data 
to conference participants.  As explained above, to the 
extent there is any question that Roseman discloses storing 
key information at the host computer, doing so would have 
been obvious to a person of ordinary skill in the art in view 
of Rissanen. 
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(Appx3755-3756 (emphasis in original).)  As the passage above explains, the claim 

steps are satisfied because a user identity in Roseman that is not authorized to access 

a room based on stored key information cannot send multimedia data to conference 

room participants.  That is all that the steps require.   

 The petition further explained that claims 4, 6, 8, 9, 18, 50, 54 and 58 recite 

substantially the same limitations that are disclosed by the prior art for the same 

reasons as claim 1.  (Appx3761-3762 (claim 18); Appx3764; Appx3766-3767; 

Appx3769; Appx3779 (claims 4, 6, 8, 9).)     

B. The Board Incorrectly Interpreted the “Authorization” Steps 

The Board erred when it concluded that the “authorization” steps of the claims 

narrowly require “determining what a user can do in a conference room once 

admitted.”7  (Appx148 (emphasis added).)  The Board did not identify any support 

in the specification for this view.   See, e.g., Hill-Rom Servs., 755 F. 3d at 1371 (“We 

depart from the plain and ordinary meaning of claim terms based on the specification 

in only two instances: lexicography and disavowal.”).   

                                           
7 The Board initially adopted Facebook’s analysis in its Institution Decision and did 
not discuss the “authorization” steps at the oral hearing.  It was not until the Final 
Written Decision that the Board specifically addressed the steps and reversed course.  
Thus, the Board improperly changed theories without giving Facebook an 
opportunity to respond.  See Intellectual Ventures II LLC v. Ericsson Inc., 686 Fed. 
App’x 900, 906 (Fed. Cir. 2017). 
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The plain language of the claimed authorization steps of the ’552 patent is 

broad but unambiguous.  The steps simply require “storing each said user identity 

and a respective authorization to send multimedia data,” and “if permitted by the 

user identity corresponding to one of the participator computers, allowing the one of 

the participator computers to send multimedia data to another of the participator 

computers.”  This language does not require any separate determinations that a user 

is authorized to perform the specific act of sending multimedia data.  For example, 

if a user is permitted to send multimedia data simply by virtue of being authorized 

to join a group or conference, the claim limitations are satisfied.   

The petition explained that this is precisely what the prior art discloses.  

Roseman (alone or with Rissanen) teaches that the host stores key information for 

an associated user for accessing a particular conference room.  (Appx3755-3756.)  

“If the key is valid and the user has the authority to use the key, the door opens and 

the user is admitted to the room.”  (Appx1223, 10:62-64.)  However, “[p]ersons with 

improper keys are not admitted to the room.”  (Appx1223, 9:50-51.)  If admitted to 

the conference room, the user is authorized to send multimedia data to other 

conference participants.  (Appx1222, e.g., 8:1-4 (“Each Invitee can transmit a file 

(of any suitable kind:  data, text, or graphic) to the host, and the host will place the 

file onto the table, where all participants can see it.”), 8:14-15 (“Each Invitee can 

write on the document . . . .”), 7:55-56 (“The table is a common display area which 

Case: 18-1400      Document: 30     Page: 49     Filed: 05/21/2018



 

44 

is shown to, and available for work by, each Invitee.”), 8:19-21 (“Any Invitee can 

pull down a note sheet, as shown in FIG. 12, by using the pointing device, and write 

on the sheet.”).)  If not admitted, or not authorized, no data can be sent. 

The “authorization” steps are therefore disclosed by Roseman (alone or with 

Rissanen).  Notably, Windy City did not dispute that the cited prior art disclosed the 

“authorization” steps.   

C. The Prior Art Discloses the “Authorization” Limitations Even 
Under the Board’s Incorrect Construction 

 However, even if the Board’s construction were correct, the steps are 

nonetheless disclosed by the prior art.  In particular, Roseman explains that a 

conference room can have both Invitees who are authorized to send multimedia data 

in a conference and “Spectators” who can enter a conference room but who can only 

observe the proceedings: 

[T]he Requester can state that “Spectators” can observe 
the conference. That is, any person can contact the host, 
obtain a list of ongoing conferences, select a conference 
room, enter it, and observe the proceedings.  

(Appx1222, 7:21-24.)  Thus, Roseman discloses that by designating a user as an 

Invitee to a conference, the user is being authorized to send multimedia data to other 

conference participants and to cause that data to be presented to those participants.  

 The Board’s only reason for its patentability finding was based on its 

erroneously narrow conclusions regarding the “authorization” steps.  (Appx147-
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152.)  As explained above, the prior art discloses these steps.  This Court should 

therefore reverse the Board’s decision and find claims 1, 4, 6, 8, 9 and 18-58 

unpatentable. 

V. The Patentability Finding for the ’356 Patent Should Be Reversed 

A. Facebook Established that Roseman Discloses the 
“Determin[es/ing] Censorship of the Content” Step of Claims 14 
and 33 

Claim 14 of the ’356 patent depends from claim 1 and recites “[t]he method 

of claim 1, further including determining censorship of the content.”  (Appx297, 

22:21-22.)  The “content” recited in claim 14 refers back to the preamble of claim 1, 

which recites in part “[a] method of communicating content among users.”  

(Appx297, 21:30 (emphasis added).) 

Facebook explained that Roseman discloses several means of censorship that 

satisfy the limitations of claim 14.  (Appx2163-2164.)  For instance, Roseman 

explains that a conference room could require procedural issues to be followed 

before allowing a vote to occur or before someone was allowed to speak.  (Appx2164 

(citing Appx1224, 11:40-46.)  In addition, Roseman discloses that its host computer 

can perform censorship by acting as a conference “moderator” and regulating when 

and/or how long participants can speak during the conference, or preventing a 

disruptive participant from continuing to speak.  (Appx2164 (citing Appx1224, 

12:29-45.)   
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Facebook also noted that Roseman’s disclosures mirror examples of 

censorship described in the ’356 patent.  (Appx2164 (citing Appx290, 8:41-46).)  

For example, the ’356 patent discloses that censorship is a broad concept that can 

take the form of controlling whether a user can join a group in the first place as well 

as controlling various forms of interaction once joined in a group: 

Censorship, which broadly encompasses control of what 
is said in a group, is also arbitrated by means of the tokens. 
Censorship can control of access to system 1 by identity of 
the user, which is associated with the user’s tokens. By 
checking the tokens, a user’s access can be controlled per 
group, as well as in giving group priority, moderation 
privileges, etc.  
Censorship also can use the tokens for real time control of 
data (ascii, text, video, audio) from and to users, as well as 
control over multimedia URLs--quantity, type, and 
subject.  
With regard to controlling communications in a group 
(which is in essence a collection of user identities), control 
extends to seeing messages, seeing the user, regulating the 
size of the communication, as well as the ability to see and 
write to a specific user. Control further extends to the 
ability to send multimedia messages. 

 
(Appx290, 8:39-53 (emphasis added).) 

Facebook further noted that claim 33 is substantially the same as claim 14 and 

therefore disclosed by Roseman for the same reasons.  (Appx2167-2168.) 

B. The Board’s Claim Construction of “Determin[es/ing] Censorship 
of the Content” Is Too Narrow 

The Board correctly found that the term “censorship” should be broadly 

construed as “control of what is said in a group” in accordance with definitional 
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language in the specification.  (Appx45-47.)  However, the Board erred when it 

concluded that the step of “determin[es/ing] censorship of the content” of claims 14 

and 33 narrowly requires “determining whether to communicate content based on 

characteristics of the content.” 8   (Appx48 (emphasis added).)  The Board’s 

erroneous interpretation was based on a misinterpretation of both the plain language 

of the claims and the patent’s specification. 

The Board first looked to the language of the claims, asserting that “the broad 

term ‘censorship’ is modified by the term ‘of the content.’”  (Appx47.)  The Board 

also compared the language of claims 14 and 33 to claims 2 and 20, which simply 

recite that the content includes “at least one of sound, video, pointer and multimedia 

content.”  (Appx48.)  Although claims 14 and 33 do not depend from claims 2 and 

20, the Board found that claims 2 and 20 “further show[] that content refers to the 

type of data, so that censorship of content is directed to censoring content based on 

characteristics such as the type of data.”  (Appx48.)  The Board also sought support 

in the specification, which in its view, disclosed an example of censorship “based on 

the characteristics of the data itself...”   (Appx47 (“This is consistent with the 

example in the specification, cited above, that ‘[c]ensorship also can use the tokens 

                                           
8 In the decision instituting IPR, the Board credited Facebook’s analysis and did not 
construe the phrase “determin[es/ing] censorship of the content.”  (Appx2251-2254.)  
Nor was a construction for this phrase addressed subsequently until the Final Written 
Decision.  Thus, the Board improperly changed theories without giving Facebook 
an opportunity to respond.  See Intellectual Ventures II, 686 Fed. App’x at 906. 
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for real time control of data (ascii, text, video, audio) from and to users, as well as 

control over multimedia URLs—quantity, type, and subject.’”).) 

The Board’s claim construction is wrong as a matter of law.  To begin with, 

because the claim language is clear, the Board should not have construed the phrase 

in the first place.  See, e.g., Hill-Rom Servs., 755 F. 3d at 1371-72 (“We depart from 

the plain and ordinary meaning of claim terms based on the specification in only two 

instances: lexicography and disavowal.”).  However, even if it were appropriate to 

provide a construction to understand the application of the prior art to the claim 

language, the Board’s construction improperly rewrites the claim and imports 

limitations from the specification such that the claims narrowly require 

“determin[es/ing] censorship of the content …based on characteristics of the 

content.”   (Appx48.) See, e.g., Hill-Rom Servs., 755 F. 3d at 1372-73 (absent clear 

language in the specification limiting the invention, “we do not import limitations 

from the specification”); Superguide, 358 F. 3d at 875 (“The written description . . . 

is not a substitute for, nor can it be used to rewrite, the chosen claim language.”).  

Simply put, the broader concept of “censorship of the content” from the claim 

language is not the same thing as “censorship based on the content” which the Board 

erroneously added.      

 There is no basis in the claim language or specification to narrowly limit 

claims 14 and 33 to censorship “based on characteristics of the content.”  The claims 
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simply require “determin[es/ing] censorship of the content.”  This requirement is 

plainly satisfied when the communication of content from a user joined in a 

conference room is blocked, irrespective of the characteristics of that content.  To 

the extent that claims 2 and 20 are even relevant to the analysis,9 they only disclose 

potential types of content that can be communicated. 

The specification supports this reading of claims 14 and 33.  As noted above, 

the ’356 patent identifies several ways in which censorship can be carried out.  Some 

of those ways do not involve censorship of content and others do.  For example, the 

’356 patent states that censorship includes determining whether a user has access to 

the system or can join a group in the first place.  (Appx290, 8:41-44.)  The patent 

further states that, once in a group, censorship can include “the ability to see . . . a 

specific user.”  (Appx290, 8:48-52].)  These forms of censorship are clearly different 

than “censorship of the content” described in the claims and in the specification, 

such as the ability to see and send messages once in a group: 

With regard to controlling communications in a group 
(which is in essence a collection of user identities), control 
extends to seeing messages, seeing the user, regulating the 
size of the communication, as well as the ability to see and 
write to a specific user. Control further extends to the 
ability to send multimedia messages. 

                                           
9 In SunRace Roots Enterprise Co., Ltd. v. SRAM Corp., 336 F. 3d 1298 (Fed. Cir. 
2003), this Court recognized that the doctrine of claim differentiation is “not a hard 
and fast rule of construction” and that its utility is diminished when comparing 
dependent claims where the limitation in dispute is not the only meaningful 
difference.  SunRace Roots Enter., 336 F. 3d at 1302. 
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(Appx290, 8:48-53.) 

 Thus, the Board’s construction is wrong. 10   The Board’s erroneous 

construction was the only reason for the Board’s decision that claims 14 and 33 were 

not unpatentable over the prior art.  (Appx88-90.)  As explained above, Roseman 

discloses various ways in which a user’s communication of content in a conference 

is censored.  Under a correct interpretation of those claims, Facebook demonstrated 

by a preponderance of the evidence that they are obvious. 

CONCLUSION 

For all of the foregoing reasons, Facebook respectfully requests that the Court 

reverse the Board’s final written decisions and find all challenged claims 

unpatentable. 

 

 

 

 

                                           
10  While the “broadest reasonable construction” applies to the IPR2016-01157 
proceeding, see 37 CFR § 42.100(b) (approved by Cuozzo Speed Techs., LLC v. Lee, 
––– U.S. ––––, 136 S. Ct. 2131, 2144-45 (2016)), there is no basis for the 
construction under the Phillips standard either.  Phillips v. AWH Corp., 415 F. 3d 
1303, 1313 (Fed. Cir. 2005) (“[T]he person of ordinary skill in the art is deemed to 
read the claim term not only in the context of the particular claim in which the 
disputed term appears, but in the context of the entire patent, including the 
specification.”). 
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UNITED STATES PATENT AND TRADEMARK OFFICE 

____________ 

BEFORE THE PATENT TRIAL AND APPEAL BOARD 

____________ 

FACEBOOK, INC., 

Petitioner, 

v. 

WINDY CITY INNOVATIONS, LLC, 

Patent Owner. 

____________ 

Case IPR2016-011561 

Patent 8,458,245 B1 

____________ 

Before KARL D. EASTHOM, DAVID C. MCKONE, and 

MELISSA A. HAAPALA, Administrative Patent Judges. 

MCKONE, Administrative Patent Judge. 

FINAL WRITTEN DECISION  

35 U.S.C. § 318(a) and 37 C.F.R. § 42.73 

1 Case IPR2017-00709 has been joined with this proceeding. 

Appx1
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I. INTRODUCTION 

A. Background 

Facebook, Inc. (“Petitioner”) filed a Petition (Paper 1, “Pet.”) seeking 

inter partes review of claims 1–15, 17, and 18 of U.S. Patent No. 8,458,245 

B1 (Ex. 1001, “the ’245 Patent”).  Windy City Innovations, LLC (“Patent 

Owner”) filed a Preliminary Response (Paper 6, “Prelim. Resp.”). 

Pursuant to 35 U.S.C. § 314, in our Institution Decision (Paper 7, 

“Dec.”), we instituted this proceeding as to claims 1–15, 17, and 18. 

Patent Owner filed a Patent Owner’s Response (Paper 22, “PO 

Resp.”), and Petitioner filed a Reply to the Patent Owner’s Response 

(Paper 31, “Reply”).   

Petitioner relies on the Declarations of Tal Lavian, Ph.D. (Ex. 1002, 

“Lavian Decl.”; Ex. 1021, “2nd Lavian Decl.”).  Patent Owner relies on the 

Declaration of Jaime G. Carbonell, Ph.D. (Ex. 2005, “Carbonell Decl.”). 

On January 17, 2017, Petitioner filed a petition seeking inter partes 

review of claims 19 and 22–25 of the ’245 patent and sought to join that 

proceeding to this proceeding.  IPR2017-00709, Paper 2 (“the ’709 Pet.”), 

Paper 3 (Mot. for Joinder).  We instituted a trial in that proceeding and 

joined it to this proceeding.  Paper 34 (“the ’709 Dec.”).  Petitioner relies on 

the Declaration of Dr. Lavian in the ’709 proceeding (IPR2017-00709, 

Ex. 1002 (“Lavian ’709 Decl.”). 

As to the additional claims challenged in the ’709 Petition, Patent 

Owner filed a Supplemental Patent Owner’s Response (Paper 45, “Supp. PO 

Resp.”) and Petitioner filed a Supplemental Reply (Paper 46, “Supp. 

Reply”). 

An oral argument was held on October 19, 2017 (Paper 51, “Tr.”). 

Appx2
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We have jurisdiction under 35 U.S.C. § 6.  This Decision is a final 

written decision under 35 U.S.C. § 318(a) as to the patentability of claims 1–

15, 17–19, and 22–25.  Based on the record before us, Petitioner has not 

proved, by a preponderance of the evidence, that any claim of the ’245 

patent is unpatentable. 

 

B. Related Matters 

The parties indicate that the ’245 patent has been asserted in Windy 

City Innovations, LLC v. Microsoft Corp., Civ. A. No. 15-cv-00103-GM 

(W.D.N.C.) (transferred to 16-cv-1729 (N.D. Cal.)), and Windy City 

Innovations, LLC v. Facebook, Inc., Civ. A. No. 15-cv-00102-GM 

(W.D.N.C.) (transferred to 16-cv-1730 (N.D. Cal.)).  Pet. 1; Paper 4, 1.  The 

’245 patent also is the subject of inter partes review petitions in IPR2016-

01141, Paper 4, 1, and IPR2017-00655, which was joined to IPR2016-

01141.  The ’245 patent was the subject of IPR2017-00669 (now 

terminated), which Microsoft Corp. filed and sought to join with this 

proceeding prior to settling with Patent Owner.  Patents related to the ’245 

patent are subjects of additional inter partes review petitions. 

 

C. Asserted Prior Art References 

Petitioner relies on the following prior art: 

U.S. Patent No. 6,608,636 B1, issued Aug. 19, 2003, filed May 13, 

1992 (Ex. 1003, “Roseman”);  

Published European Pat. App. No. 0 621 532 A1, published Oct. 26, 

1994 (Ex. 1004, “Rissanen”); 
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Ronald J. Vetter, Videoconferencing on the Internet, IEEE COMPUTER 

SOCIETY 77–79 (Jan. 1995) (Ex. 1005, “Vetter”); 

MARY ANN PIKE ET AL., USING MOSAIC (1994) (Ex. 1006, “Pike”); 

U.S. Patent No. 5,226,176, issued July 6, 1993 (Ex. 1007, 

“Westaway”); and 

TOM LICHTY, THE OFFICIAL AMERICA ONLINE FOR MACINTOSH 

MEMBERSHIP KIT & TOUR GUIDE (2nd ed. 1994) (Ex. 1008, 

“Lichty”). 

  

D. The Instituted Grounds 

We instituted a trial on the following grounds of unpatentability.  

Dec. 30; ’709 Dec. 6–7. 

References Basis Claims Challenged 

Roseman, Rissanen, Vetter, Pike, 

and Westaway 
§ 103(a) 

1–5, 7, 9–14, 19, and 

22–25 

Roseman, Rissanen, Vetter, Pike, 

Westaway, and Lichty 
§ 103(a) 6, 8, 15, 17, and 18 

 

E. The ’245 Patent 

The ’245 patent describes an Internet “chat room.”  According to the 

’245 patent, it was known to link computers together to form chat rooms in 

which users communicated by text, graphics, and multimedia, giving the 

example of the Internet service provider “America On Line.”  Ex. 1001, 

1:40–46.  The ’245 patent acknowledges that chat rooms have been 

implemented on the Internet, albeit with “limited chat capability,” but 

contends that the complex chat room communications capable with Internet 

service providers had not been developed on the Internet “at least in part 
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because [the] Internet was structured for one-way communications 

analogous to electronic mail, rather than for real time group chat room 

communications” and because “there is no particular control over the 

platform that would be encountered on the Internet.”  Id. at 1:47–54, 1:60–

62. 

Figure 1, reproduced below, illustrates an embodiment of the 

invention: 

 

Figure 1 is a block diagram showing the components and data flow of a 

computerized human communication arbitrating and distributing system.  

Id. at 4:60–64.  The system includes a controller computer (shown as 1 in 

Figure 1 but described as 3 in the written description) in communication 

with several participator computers 5 (e.g., IBM-compatible personal 
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computers) over connection 13 (e.g., an Internet connection or a World 

Wide Web connection).  Id. at 4:65–5:17.   

The controller computer runs under the control of controller software 

2, and the software arbitrates, in accordance with predefined rules (including 

user identities), which participator computers 5 can interact in a group 

through the controller computer, and directs real-time data to the members 

of the group.  Id. at 5:19–25.  The software uses “identity tokens,” or pieces 

of information associated with user identity, in the arbitration.  Id. at 8:6–9.  

The tokens are stored in memory 11 in a control computer database along 

with personal information about the users.  Id. at 8:9–14.   

The arbitration can be used to control a user’s ability to join or leave a 

group of participator computers, to moderate communications involving the 

group, and to see other users in the group.  Id. at 8:21–32.  Arbitration using 

tokens also can be used to perform censorship: 

Censorship, which broadly encompasses control of what 

is said in a group, is also arbitrated by means of the tokens.  

Censorship can control of access [sic] to system 1 by identity of 

the user, which is associated with the user’s tokens.  By checking 

the tokens, a user’s access can be controlled per group, as well 

as in giving group priority, moderation privileges, etc.   

Censorship also can use the tokens for real time control of 

data (ascii, text, video, audio) from and to users, as well as 

control over multimedia URLs [Uniform Resource Locators]—

quantity, type, and subject. 

Id. at 8:36–44. 

According to the specification, “[t]he present invention comprehends 

communicating all electrically communicable multimedia information as 

Message 8, by such means as pointers, for example, URLs.  URLs can point 

to pre-stored audio and video communications, which the Controller 

Appx6

Case: 18-1400      Document: 30     Page: 65     Filed: 05/21/2018



IPR2016-01156 

Patent 8,458,245 B1 

 

7 

Computer 3 can fetch and communicate to the Participator Computers 5.”  

Id. at 5:36–41. 

The ’245 patent also describes a participator computer that can locate 

an agent for presenting a communication that the participator computer, on 

its own, cannot present.  See id. at 7:34–43.  Figure 6, reproduced below, 

illustrates an example: 
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Figure 6 is a flow diagram of participator software for out-of-band 

multimedia handling.  Id. at 2:64–65, 7:34–45.  When the software identifies 

a type of multimedia (step 26), the software determines whether it is an 
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internally handlable multimedia type (step 102).  Id. at 7:35–38.  If not, the 

software looks up a suitable agent for presentation of that data type (step 

104) and, if a suitable agent is found (step 106), the agent is invoked with a 

data reference (e.g., URL) to present the data (step 110).  Id. at 7:38–43. 

Claim 1, reproduced below, is illustrative of the claimed subject 

matter: 

1. A computer apparatus distributing a communication 

over an Internet network, the apparatus including:  

a controller computer system adapted to communicate 

responsive to a respective authenticated user identity 

corresponding respectively to each of a plurality of 

participator computers,  

each said participator computer communicatively 

connected to said Internet network, each said 

participator computer programmed to enable the 

communication, the communication including at least 

one of a pre-stored sound, video, graphic, and 

multimedia,  

the controller computer system including a controller 

computer and a database which serves as a repository 

of tokens for other programs to access, thereby 

affording information to each of the participator 

computers which are otherwise independent of each 

other;  

wherein  

one said authenticated user identity is used to 

communicate a pointer-triggered private message 

from a first of said participator computers to said 

controller computer and from said controller 

computer to a second of said participator computers 

that invokes said pointer-triggered private message 

to fetch and receive the communication from a 

computer other than said first or said second said 
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participator computers in real time over the Internet 

network  

such that the second of said participator computers 

internally determines whether or not the second 

of the participator computers can present the 

communication, if it is determined that the 

second of the participator computers can not 

present the communication then obtaining an 

agent with an ability to present the 

communication, and otherwise presenting the 

communication independent of the first of the 

independent participator computers and the 

computer. 

 

II. ANALYSIS 

A. Claim Construction 

We interpret claims of an unexpired patent using the broadest 

reasonable construction in light of the specification of the patent in which 

they appear.  See 37 C.F.R. § 42.100(b); Cuozzo Speed Techs., LLC v. Lee, 

136 S. Ct. 2131, 2144–45 (2016).  In applying a broadest reasonable 

construction, claim terms generally are given their ordinary and customary 

meaning, as would be understood by one of ordinary skill in the art in the 

context of the entire disclosure.  See In re Translogic Tech., Inc., 504 F.3d 

1249, 1257 (Fed. Cir. 2007). 

 

1. Constructions in the Institution Decision 

In the Institution Decision, we preliminarily construed the following 

terms (Dec. 6–9): 
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Claim Term Preliminary Construction 

“token” “piece of information associated with user 

identity” 

“censored” “controlled with respect to what is said in a 

group” 

 

Patent Owner adopts our construction of “token” (which Petitioner 

initially proposed), PO Resp. 8, and challenges our construction of 

“censored,” id. at 12–13.  Petitioner accepts our construction of “censored” 

and presents arguments in favor of that construction.  Reply 3.  The parties 

also dispute the meaning of “database,” PO Resp. 8–12; Reply 3–6.  

Nevertheless, we determine that construction of these terms is not necessary 

to resolve the dispute in this proceeding.  See Vivid Techs., Inc. v. Am. Sci. & 

Eng’g, Inc., 200 F.3d 795, 803 (Fed. Cir. 1999) (“[O]nly those terms need be 

construed that are in controversy, and only to the extent necessary to resolve 

the controversy.”). 

   

B.  Asserted Grounds of Unpatentability 

A claim is unpatentable under 35 U.S.C. § 103(a) if the differences 

between the claimed subject matter and the prior art are “such that the 

subject matter as a whole would have been obvious at the time the invention 

was made to a person having ordinary skill in the art to which said subject 

matter pertains.”  We resolve the question of obviousness on the basis of 

underlying factual determinations, including:  (1) the scope and content of 

the prior art; (2) any differences between the claimed subject matter and the 

prior art; (3) the level of skill in the art; and (4) objective evidence of 
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nonobviousness, i.e., secondary considerations.2  See Graham v. John Deere 

Co., 383 U.S. 1, 17–18 (1966). 

In an obviousness analysis, some reason must be shown as to why a 

person of ordinary skill would have combined or modified the prior art to 

achieve the patented invention.  See Innogenetics, N.V. v. Abbott Labs., 512 

F.3d 1363, 1374 (Fed. Cir. 2008).  A reason to combine or modify the prior 

art may be found explicitly or implicitly in market forces; design incentives; 

the “interrelated teachings of multiple patents”; “any need or problem 

known in the field of endeavor at the time of invention and addressed by the 

patent”; and the background knowledge, creativity, and common sense of 

the person of ordinary skill.  Perfect Web Techs., Inc. v. InfoUSA, Inc., 587 

F.3d 1324, 1328–29 (Fed. Cir. 2009) (quoting KSR Int’l Co. v. Teleflex Inc., 

550 U.S. 398, 418–21 (2007)). 

 

1. Level of Ordinary Skill 

Neither party proposes a level of ordinary skill in the art.  

Nevertheless, both parties’ experts testify to similar levels of skill.  

Specifically, Dr. Lavian testifies that a skilled artisan “would possess at least 

a bachelor’s degree in electrical engineering or computer science (or 

equivalent degree or experience) with practical experience or coursework in 

the design or development of systems for network-based communication 

between computer systems.”  Ex. 1002 ¶ 14.  For his part, Dr. Carbonell 

testifies that a skilled artisan “would have had a bachelor’s degree in 

                                           
2 The record does not include arguments or evidence regarding objective 

indicia of nonobviousness. 
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computer science (or a related field) and at least one year of work experience 

in programming in computer communication methods” and notes that his 

“opinions herein would not change even if the person having ordinary skill 

in the art were to be found to have the level of skill proposed by Dr. 

Lavian.”  Ex. 2005 ¶ 18.  We adopt Dr. Lavian’s proposal, as it is consistent 

with the level of skill reflected in the prior art of record.  Nevertheless, we 

discern no material difference between his proposal and that of Dr. 

Carbonell.  Thus, our findings and conclusions would be the same under 

either proposal. 

 

2. Scope and Content of the Prior Art 

Petitioner contends that the challenged claims would have been 

obvious over Roseman, alone or in combination with Rissanen, Vetter, Pike, 

Westaway, and Lichty.  Pet. 7–8; ’709 Pet. 6.     

 

a. Overview of Roseman 

Roseman describes a system for multimedia conferencing, in which 

parties are linked by both video and audio media.  Ex. 1003, Abstract.  In 

Roseman, a conference is represented visually as a common virtual 

conference table, in which each participant can place a document onto the 

table electronically, manipulate and write on the document, write on a virtual 

notepad, and move a pointer to draw other users’ attention.  Id. at 2:38–45, 

7:55–8:37.  Participants can see the events as they occur.  Id. at 2:46–47.  

Figure 9, reproduced below, illustrates an example conference room: 
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Figure 9 is a picture of a video screen that is generated by a host computer 

and distributed to all participants in a conference.  Id. at 2:16–18. 

The parties operate their own local computers (which include video 

cameras and speaker-type telephones) and, when a conference is established, 

connect to a host computer via commercially available local area networks 

(“LANs”) and wide area networks (“WANs”).  Id. at 1:34–41.  In the 

conference, the host computer generates a common video screen (e.g., 

Figure 9, reproduced above) displayed at each of the local computers, and 

the parties send information, such as drawings, to be displayed on the 

common screen.  Id. at 1:42–46.  The telephones and video cameras allow 

the parties to see and speak with each other.  Id. at 1:47–49. 
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Roseman includes a pseudo code appendix that details how its 

features are implemented.  Id. at 12:66–13:2.  According to the pseudo code, 

a participant interacts with the conference table, for example, by dragging an 

icon onto the table, which causes a data file to be transmitted to the host.  

Id. at 14:53–55.  The host then transmits the icon to the table of each 

participant.  Id. at 14:56–57.  If another participant activates the icon, the 

host sends the open file to the tables of all participants.  Id. at 14:58–61.  If 

the participant drags the icon from the table to his own screen and activates 

the icon on his screen, the data file is presented to the participant.  Id. at 

14:62–66. 

Roseman describes additional features, such as a party’s ability to 

“whisper” to another party without being heard by others in the conference 

room, and the ability to “pass notes” by dragging a note to the picture of 

another party, while the other parties are unaware of the note.  Id. at 9:16–

31.  Each room may also have “doors” to committee rooms or child-rooms.  

A child-room is created in the same way as a parent room and is dependent 

upon the parent room for access and existence.  Id. at 10:18–23. 

A meeting requester creates a conference by selecting the participants, 

the attributes of the virtual conference room (e.g., virtual equipment and 

room décor), and the rules of the conference (e.g., whether the requester has 

absolute control over voice and message interaction of the parties).  Id. at 

3:22–56.  According to Roseman, “[t]he conference room itself is actually a 

combination of stored data and computer programs,” the stored data can 

include conference proceedings, and “both the conference room and the 

proceedings of the conference have persistence in time.”  Id. at 12:16–25. 
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The meeting requester specifies a level for each invitation and 

compiles an invitation list.  Id. at 9:34–36.  Invitations include “keys” 

specifying the level, e.g., whether the invitation is for the invitee only or can 

be passed to a delegate or to anyone.  Id. at 9:35–48.  For example, “Level 1 

keys may not be passed to any other person and may not be copied” while 

“Level 2 keys may be passed to exactly one other person and may not be 

copied.”  Id. at 9:42–45.  According to Roseman, “[t]he meeting room 

‘knows’ about each key and its invitation level.  Persons with improper keys 

are not admitted to the room.”  Id. at 9:49–51.  A key is distributed 

electronically as an object attached to the invitation.  Id. at 9:54–55.  To 

attend a meeting, a party walks a virtual “hallway” to the meeting room and 

opens the meeting room door by dropping the key onto a virtual “door lock.”  

Id. at 10:30–32, 10:61–65.  Moreover, the host “can automatically prevent 

filibustering” by “monitor[ing] the speech of each person, and plac[ing] a 

limit on the total time allowed to each person.”  Id. at 12:29–38. 

 

b. Overview of Rissanen 

Rissanen describes a system and method for validation of spoken 

passwords.  Ex. 1004, 2:17–21.  Rissanen’s Background of the Invention 

discusses systems in which “business computer systems are arranged to 

initially record and store passwords assigned to users,” a user is prompted 

for entry of a password, and “the system compares the keyboard entered 

password with the stored passwords and enables the user to access the 

system when the entered password matches the previously stored password.”  

Id. at 1:21–28.  In Rissanen’s proposed solution, “[u]sers are initially entered 

into a password database stored in the computer system by assigning each 
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user an account code and a password, such as consisting of a number of 

numerical digits.”  Id. at 2:26–29. 

Petitioner makes clear that “[a]lthough Rissanen also describes using 

spoken voice passwords, this Petition cites it for its more pedestrian 

teachings relating to database storage of passwords of any form.”  Pet. 12. 

 

c. Overview of Vetter 

Vetter is an IEEE Computer Society Magazine article discussing 

available tools for conducting teleconferencing over the Internet.  According 

to Vetter, “[v]ideoconferences are becoming increasingly frequent on the 

Internet and are generating much research interest.”  Ex. 1005, 77.  Vetter 

states that “the emerging multicast backbone (or MBone) can efficiently 

send traffic from a single source over the network to multiple recipients,” 

and, “[a]t the same time, many workstations attached to the Internet are 

being equipped with video capture and sound cards to send and receive 

video and audio data streams.”  Id.  Vetter concludes that “[t]he price/ 

performance of these hardware devices has finally reached a level that 

makes wide-scale deployment possible, which is perhaps the most important 

factor in the recent growth of videoconferencing applications.”  Id. 

Vetter also describes challenges that faced implementation of audio, 

graphic, and video tools on the Internet, including “disturbing feedback 

when the microphones at multiple sites were left ‘open’ during a 

discussion,” taking too much time to broadcast a simple graphic image to 

multiple participants when using “Whiteboard tools” (collaborative software 

tools that support a shared desktop whiteboard among a group of distributed 

users on the Internet), and use of video during a classroom presentation that 
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caused the workstations in the classroom lab to lock up.  Id. at 78–79.  

Vetter also notes that the physical distance between two points on the 

Internet can be different from the electronic distance between those points.  

Id. at 79. 

Vetter discusses in particular a CU-SeeMe platform from Cornell 

University that supported video and audio conferencing over the Internet, 

and a CU-SeeMe Reflector that allowed multiparty conferencing with CU-

SeeMe.  Id. at 78. 

 

d. Overview of Pike 

Pike is a reference and guide book for using the Web browser Mosaic.  

Ex. 1006, 2.  Petitioner cites to Pike’s discussion of URLs and hyperlinks.  

According to Pike, URLs were developed as a standard way of referencing 

items on the World Wide Web.  Id. at 38.  “A URL is a complete description 

of an item, containing the location of the item that you want to retrieve.  The 

location of the item can range from a file on your local disk to a file on an 

Internet site halfway around the world.”  Id.       

Pike also describes adding auxiliary software to Mosaic to allow 

Mosaic to handle documents it otherwise would not be able to handle.  Id. at 

55.  For example, a user “may want to obtain additional software to allow 

Mosaic to handle things such as pictures, sounds, and animations (movies)” 

and could find such additional software at an anonymous FTP site identified 

in Pike.  Id. at 55–56.  According to Pike, “[a]fter you have a viewer 

installed and Mosaic knows where to find it and what type of files it 

displays, you can load files of that type and Mosaic automatically starts the 

viewer to display them.”  Id. at 96. 
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e. Overview of Westaway 

Westaway is directed to “methods and apparatus for automatically 

loading missing system software without terminating current processing 

operations being executed by the data processing device in a data processing 

system.”  Ex. 1007, 1:10–16.  Specifically, Westaway describes a system 

including “a plurality of data processing devices (‘agents’)” coupled to a 

network.  Id. at 1:18–20.  “System software resources,” such as a disk drive 

or optical storage device coupled to the network, provide system software to 

agents on the network.  Id. at 1:20–24.  “In the event an agent requires 

certain software for execution, and the software is not available on the 

agent’s local hard disk drive or internal memory, then it [is] accessed from 

one of the system software resources such as a disk drive, tape drive or the 

like.”  Id. at 1:24–29. 

 

f. Overview of Lichty 

Lichty is a book intended as a “tour guide” of America Online 

(“AOL”), an online email service, Internet gateway, and community.  

Ex. 1008, 1–3.  Petitioner (Pet. 58–59) focuses on Lichty’s description of 

AOL’s real-time interactive “People Connection” feature.  Ex. 1007, 251–

78.  People Connection includes chat rooms in which a user communicates 

with others by posting text messages to the other participants in a chat room.  

Id. at 252–55.  Lichty describes, in particular, that a People Connection 

interface includes an “Ignore” button.  Id. at 268–69.  According to Lichty, 

“[i]f you wish to exclude a member’s comments (or those of all the members 

in a conversation in which you’re not interested), select the member’s name 

in the People in this Room window and click the Ignore button.  From then 
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on, that member’s text will not appear on your screen.”  Id. at 269; see also 

id. at 510 (glossary definition of “Ignore—(1) Chat blinders; a way of 

blocking a member’s chat from your view in a chat/conference room 

window.  Ignore is most useful when the chat of another member becomes 

disruptive in the chat room.”). 

 

3. Claim 1, Differences Between the Claimed Subject Matter 

and the Prior Art, and Reasons to Modify or Combine 

For the reasons given below, we conclude that Petitioner has not 

shown that claim 1 would have been obvious over Roseman, Rissanen, 

Vetter, Pike, and Westaway. 

Petitioner contends that Roseman teaches the majority of the 

limitations of claim 1, but cites the remaining references for the following, 

should we determine that Roseman lacks such a teaching: 

Rissanen for a teaching that tokens could have been stored in a 

database; 

Vetter for a teaching that Roseman’s communications could have 

been over the Internet; 

Pike for a teaching of URLs; and 

Pike and Westaway teachings of external software applications used 

to view certain types of content. 

Pet. 7–8. 

Claim 1 recites “a controller computer system,” including a 

“controller computer,” that communicates with “each of a plurality of 

participator computers.”  Petitioner contends (Pet. 17) that Roseman 

describes a “host computer” that communicates with “local computers” that 
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are used by the parties to a videoconference, the host computer overseeing 

the conference.  Ex. 1003, 1:42–52; 3:14–19.  With respect to the “Internet 

network” limitations, the Petition relies on combining the teachings of 

Roseman with Vetter.  Pet. 17–19, 24.  As Petitioner notes (id.), Vetter 

indicates explicitly that “[v]ideoconferences are becoming increasingly 

frequent on the Internet,” and describes software that supports “video and 

audio conferencing over the Internet,” including “multiparty conferencing.”  

Ex. 1005, 77–78.  Further, relying on Dr. Lavian’s testimony, Petitioner 

asserts that a person of ordinary skill would have recognized Roseman’s 

reference to connections via commercially available WANs to implicate the 

Internet.  Pet. 17–18 (citing Ex. 1002 ¶ 51).  According to Dr. Lavian, a 

person of ordinary skill in the art would have been motivated to combine the 

teachings of Roseman and Vetter, such that the videoconference 

communications described in Roseman occur over the Internet, based on the 

above disclosures of Vetter and Roseman, as well as the artisan’s 

background knowledge regarding the Internet.  Ex. 1002 ¶ 54. 

As to “a respective authenticated user identity corresponding 

respectively to each of a plurality of participator computers,” the Petition 

relies on Roseman’s discussion of “keys” provided to invitees to a 

videoconference—for example, a “Level 1 key” that is restricted to a 

specific user only—which are used by the invitees to access the conference 

and enable communications among the users and the host computer.  

Pet. 21–23 (citing Ex. 1003, 9:34–55, 10:61–65, 11:10–17).   

With respect to “a database which serves as a repository of tokens for 

other programs to access,” as recited in claim 1, Petitioner cites to the 

combination of Roseman and Rissanen.  Pet. 26–33.  Petitioner contends that 
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Roseman’s “keys” are blocks of data that are associated with users’ 

identities and, thus, are tokens.  Id. at 26–27.  As explained above, Roseman 

describes that an invitor, in setting up a meeting, creates an invitation that 

includes a key that conforms to an invitation level.  Ex. 1003, 9:34–48.  A 

key “is an electronic object attached to the invitation.”  Id. at 9:54–55.  The 

“level” of a key determines who can use it.  For example, “Level 1 keys may 

not be passed to any other person and may not be copied.”  Id. at 9:42–44.  

According to Roseman, “[t]o open a door with a key, the user drops the key 

onto the door lock.  If the key is valid and the user has the authority to use 

the key, the door opens and the user is admitted to the room.”  Id. at 10:61–

64.   

As to “a database which serves as a repository of tokens for other 

programs to access,” as recited in claim 1, Petitioner argues that Roseman 

explains that each conference room “knows” about each key to that room, 

reasoning that Roseman, thus, teaches the host computer storing each key so 

users’ keys can be recognized.  Pet. 27–28 (citing Ex. 1003, 9:49–51; 

Ex. 1002 ¶ 68).  Once a key is recognized and a user is granted access to a 

room, each of the participants in the room are notified of the user’s entry, 

and data (e.g., the video signal of the user) is communicated to the 

participants.  Ex. 1003, 10:61–65, 11:11–17.  According to Petitioner, 

Roseman indicates that each virtual conference room provided by the host 

computer “is actually a combination of stored data and computer programs.”  

Pet. 30 (quoting Ex. 1003, 12:16–18).  Therefore, Petitioner asserts that 

Roseman teaches “other programs” (i.e., the conference rooms) accessing a 

central repository of tokens (i.e., keys), thereby affording information to 
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each of the participator computers (i.e., communicating data to each 

participant in a conference). 

Petitioner additionally argues that Rissanen teaches storing user 

authentication information, such as user identity information and passwords, 

in a database, and that such teaching would have been applicable to the keys 

of Roseman.  Pet. 28–29.  Petitioner argues that Roseman’s keys are 

analogous to user identity and passwords.  Id.  Petitioner further argues that 

storing keys in a database is one of a finite number of known solutions for 

verifying whether a previously issued key matches to a key later presented 

by a user to access a conference room.  Pet. 30 (citing Ex. 1002 ¶¶ 71–72). 

As to “affording information to each of the participator computers,” as 

recited in claim 1, Petitioner argues that Roseman describes allowing a user 

to communicate with others in the conference (e.g., by audio and video 

links, and by placing documents on a virtual table), upon that user being 

admitted via acceptance of a key.  Pet. 31–32 (citing Ex. 1003, 8:1–4, 

11:11–22).   

Regarding participator computers that are “otherwise independent of 

each other,” Petitioner argues that each of Roseman’s local computers is 

independent of the others because the computers are located at different 

geographic locations and only become part of a virtual conference when 

connected to the host computer.  Pet. 32–33 (citing Ex. 1003, 3:14–19).   

The Petition identifies Roseman’s description of conference 

participants placing a document or file onto the virtual conference table as 

an example of “communicat[ing] a pointer-triggered private message from a 

first of said participator computers to said controller computer and from said 

controller computer to a second of said participator computers,” as recited in 
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claim 1.  Pet. 24–26, 34.  Roseman describes a procedure where a participant 

in a conference can “drag-and-drop” a file from the participant’s computer 

onto the table in the virtual conference room.  Ex. 1003, 8:1–13, Figs. 10, 

11.  According to Roseman, the file may be “of any suitable kind: data, text, 

or graphic.”  Id. at 8:1–4.  Roseman indicates that the participant may do this 

by dragging an icon “represent[ing]” the file.  Ex. 1003, 8:1–13.  When any 

participant “activates” the icon on the table, the file associated with the icon 

is “presented” on the table by the host computer and sent to all participants.  

Id. at 14:58–61.  Petitioner contends that this icon is a “pointer-triggered 

message” because the icon contains information that points to and is used to 

present an underlying document.  Pet. 35.   

Petitioner further argues that, to the extent that a “pointer” requires an 

Internet URL or the like, a skilled artisan would have consulted Pike for a 

teaching of basic Internet concepts, such as URLs.  Pet. 36–39.  According 

to Petitioner, “[t]his would have predictably resulted in the virtual 

conferencing system of Roseman in which the clickable icons used to access 

content (such as a document placed on the table) included a URL that 

identified the location of the document on the host computer.”  Id. at 36–37.  

Petitioner argues that Pike’s URL would “identify content stored on the host 

computer of Roseman which, upon activation, would fetch the requested 

content and transmit it to second meeting participant computer over the 

Internet.”  Id. at 37.  Petitioner argues that this would have saved bandwidth 

“because the file content need not be communicated from the host computer 

to the participant (thus consuming network bandwidth) unless the participant 

requests to view the content by invoking the URL.”  Id. at 38.  Thus, 

Petitioner argues that Roseman’s icon causes the second participator 
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computer to fetch and receive the underlying content by virtue of the host 

fetching and receiving the content and forwarding it to the second 

participator computer.  Id. at 41. 

The parties dispute whether the prior art teaches 

such that the second of said participator computers internally 

determines whether or not the second of the participator 

computers can present the communication, if it is determined that 

the second of the participator computers can not present the 

communication then obtaining an agent with an ability to present 

the communication,  

as recited in claim 1.  PO Resp. 36–38; Reply 22–23.  Petitioner concedes 

that “Roseman does not appear to contemplate the scenario in which the 

second participant computer internally determines that it cannot present 

the communication.”  Pet. 43.  According to Petitioner, however the 

combination of Roseman, Pike, and Westaway teaches these limitations.  

Id. at 42–50. 

Specifically, Petitioner contends that Pike “discloses the 

‘determining’ and ‘obtaining’ steps” of claim 1.  Id. at 44.  Petitioner 

argues that Pike “explains that there may be occasions when a user receives 

information over the Internet but his or her computer lacks the software 

needed to view it.”  Id. at 43 (citing Ex. 1006, 55–56).  Here, Pike notes that, 

while the Mosaic Web browser displays normal Web documents, it might 

not handle things like pictures, sounds, and movies.  Ex. 1006, 55.  In those 

instances, Pike explains, a user could obtain additional software to handle 

such things at an anonymous FTP site, using an address Pike specifies.  Id. at 

55–56.  As Petitioner notes, Pike explains that once a user has installed an 

external viewer in Mosaic, Mosaic knows where to find the viewer and 

automatically invokes it to display files supported by the viewer.  Pet. 44 
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(citing Ex. 1006, 96).   According to Petitioner, this functionality teaches 

that a computer with Mosaic must internally determine that it cannot display 

a file because “if it cannot read the file using Mosaic, and it cannot locate an 

appropriate viewer application, it cannot present the communication.”  Id.  

Here, Petitioner assumes that the claim language does not require the 

“obtaining” limitation to be performed automatically without user 

involvement—in other words, Petitioner argues that the “obtaining” 

limitation is satisfied by a user manually obtaining and installing an agent 

with an ability to present a communication after a participator computer 

internally determines that it cannot present the communication.  Id. at 45. 

Alternatively, if we determine that the claim language requires the 

“obtaining” limitation to be performed automatically, Petitioner contends 

that this is taught by Westaway.  Id.  Westaway explains in its Background 

of the Invention, that, in the event that a software data processing agent 

lacked certain software necessary to execute a file, the agent would attempt 

to access that software from a disk drive, tape drive, or the like.  Ex. 1007, 

1:24–29.  Petitioner contends that this shows an agent automatically 

obtaining requisite software if there has been a determination that the system 

cannot execute a certain process.  Pet. 47.  Westaway’s Background further 

explains that, when an executing process would attempt to use software that 

had not yet been loaded onto the system’s software resources, the system 

would generate a “file not found” message instead of finding and loading the 

required programs without causing a termination of the executing process.  

Ex. 1007, 1:47–51, 1:64–2:2.  Petitioner argues that this evidences an agent 

that internally determines whether or not it can present the file.  Pet. 46.  

Petitioner notes that “[a]lthough Westaway does not expressly disclose that 
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the software determined to be missing and then obtained can include 

software for ‘present[ing] [] communication,’ that was already disclosed by 

Pike, as explained previously, which expressly contemplates that additional 

software may be required to present certain types of communications.”  

Id. at 47. 

Petitioner contends that it would have been predictable to combine 

Roseman, Pike, and Westaway.  Id. at 47–48.  Petitioner argues that “it was 

routine that a user could receive a document from someone else but be 

unable to open or access it because the user lacked the correct software” and 

that this would have been particularly applicable to Roseman because its 

system allowed a participant to drag and drop an icon of a document onto a 

table of a virtual conference room.  Id. at 48.  Petitioner contends that the 

teachings of Pike and Westaway would have been applied because of the 

possibility that a meeting participant would place a document on the table 

that other participants would not have the correct software to view.  Id. at 49.  

In those instances, Petitioner argues, the skilled artisan would have followed 

the teachings of Pike and Westaway to obtain an external viewer software to 

handle files not supported by the participant’s already-installed software.  Id.  

In response, Patent Owner argues that the ’245 patent only describes 

these limitations in the context of participator software invoking an external 

data type viewer on demand of the operator of the participator software.  PO 

Resp. 34–36 (citing Ex. 1001, 7:34–55).  This is consistent with the 

language of claim 1, which recites “the second of said participator 

computers internally determines whether or not the second of the 

participator computers can present the communication” and “if it is 

determined that the second of the participator computers can not present the 
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communication then obtaining an agent with an ability to present the 

communication.”  Patent Owner argues that “Petitioner does not identify any 

software on the users’ computers that could qualify as participator software” 

and contends that Roseman actually teaches the contrary and describes “that 

all graphics are generated on the host computer.”  Id. at 36 (citing Ex. 1003, 

1:43–46, 14:48–50).   

In the passages cited by Patent Owner, Roseman describes a host 

receiving communications from participant computers and generating a 

common video screen, which it sends to all of the participator computers: 

The parties send the information which they want displayed, such 

as drawings, to the host computer.  The host computer generates 

a common video screen, which it distributes to the parties: they 

see the drawings at their own local computers. 

Ex. 1003, 1:43–46.  Other disclosure in Roseman confirms that its system 

operates in this manner.  Id. at 7:30–34 (“[T]he host creates the conference 

room.  The host does this by creating a common image, such as that shown 

in FIG. 9.  The common image includes a picture of each invitee, a ‘table,’ 

and the room decor.”).   

The portions of Roseman cited by Petitioner (Pet. 42–43) also support 

Patent Owner’s explanation of Roseman’s system.  For example, in its 

description of placing documents on a conference table, Roseman states that 

“[e]ach Invitee can transmit a file (of any suitable kind: data, text, or 

graphic) to the host, and the host will place the file onto the table, where all 

participants can see it.”  Ex. 1003, 8:1–4.  Roseman’s pseudo code, which 

both parties cite (PO Resp. 36; Pet. 42–43), makes clear that documents are 

received by the host and communicated to all of the participants as a 

common display: 
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IF PARTICIPANT DRAGS ICON TO THE TABLE ON HIS 

SCREEN 

ICON (DATA FILE) TRANSMITTED TO HOST  

HOST TRANSMITS ICON (DATA FILE) TO TABLE 

OF EACH PARTICIPANT 

IF ANY PARTICIPANT ACTIVATES ICON ON TABLE 

DATA FILE PRESENTED ON TABLE BY HOST 

HOST SENDS OPEN FILE TO ALL PARTICIPANTS 

TABLES 

Ex. 1003, 14:53–62. 

The disclosure in Roseman cited by both Petitioner and Patent Owner 

describes that the software that processes and renders images operates on 

Roseman’s host.  Indeed, Petitioner admits that “Roseman does not appear to 

contemplate the scenario in which the second participant computer 

internally determines that it cannot present the communication.”  Pet. 43.  

Thus, Petitioner must show that this feature is taught elsewhere and that a 

skilled artisan would have had reason to combine that teaching with 

Roseman.   

We are not persuaded that Pike provides that teaching.  Petitioner 

relies on a description in Pike that a user could manually seek and install 

software to add to Mosaic.  Pet. 43–44.  Petitioner, however, does not 

explain why a skilled artisan would have incorporated this feature into 

Roseman’s local computers (participator computers) in light of Roseman’s 

system, which processes images at the host, not the local computers.  The 

most logical reading of Roseman is that its local computers already have 

software sufficient to render the common image that the host provides to 

them.  Thus, Petitioner’s argument that Pike and Westaway would have been 
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applied because of the possibility that a meeting participant would place a 

document on the table that other participants would not have the correct 

software to view (Pet. 49) is not applicable to Roseman.  Petitioner has not 

explained why, in the case where the host is unable to present a 

communication received from a local computer as part of its common image, 

a local computer would make an internal determination to that effect, or why 

users at the local computers would seek out software to present the 

communication.   

Petitioner’s arguments with respect to Westaway suffer from the same 

deficiencies.  Although Petitioner cites to Westaway for a teaching of a 

program determining that it cannot present a communication and obtaining 

software that can (Pet. 45–47), Petitioner does not explain persuasively why 

a skilled artisan would have applied these teachings to Roseman such that 

Roseman’s local computers would have implemented the functionality.   

Petitioner simply states, without persuasive reasoning or evidence, 

that “[i]t would have been obvious to adapt the teachings of Pike and 

Westaway to Roseman, predictably resulting in the videoconferencing 

system of Roseman in which participant local computers determine whether 

or not they can present a particular communication.”  Pet. 48.  Petitioner 

cites only to Dr. Lavian, who merely repeats Petitioner’s argument, nearly 

verbatim, without citation to the basis for his testimony.  Id. (citing Ex. 1002 

¶ 101).  Thus, Dr. Lavian’s testimony does not add materially to Petitioner’s 

unpersuasive attorney argument.  Moreover, Petitioner’s position on this 

limitation is inconsistent with its arguments as to the “pointer-triggered 

private message” limitation, in which Petitioner argues for a system in which 

“a person of ordinary skill in the art [would] use the ubiquitous Internet URL 
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to identify content stored on the host computer of Roseman which, upon 

activation, would fetch the requested content and transmit it to [a] second 

meeting participant computer over the Internet” (i.e., Petitioner concedes it 

is the host in Roseman that fetches the requested content, not the local 

computers).  Id. at 37. 

At most, Petitioner’s contentions establish that a skilled artisan 

applying Pike’s and Westaway’s teachings to Roseman’s system would have 

modified Roseman’s host to seek out appropriate software to process 

communications it otherwise could not present.  Petitioner has not shown 

that a skilled artisan would have further modified Roseman’s system to 

move this processing from the host to each individual local computer and 

has not provided any persuasive reason to make such a modification.   

Therefore, we find that Petitioner has not shown that Roseman, Pike, 

and Westaway teach 

such that the second of said participator computers internally 

determines whether or not the second of the participator 

computers can present the communication, if it is determined that 

the second of the participator computers can not present the 

communication then obtaining an agent with an ability to present 

the communication, 

as recited in claim 1.  Accordingly, Petitioner has not shown, by a 

preponderance of the evidence, that claim 1 would have been obvious over 

Roseman, Rissanen, Vetter, Pike, and Westaway. 

 

4. Claims 7 and 19 

Independent claims 7 and 19 are apparatus claims similar in most 

respects to claim 1.  In particular, claim 7 recites 
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the second of the participator computers determines internally 

whether or not the second of the participator computers can 

present the communication, if it is determined that the second of 

the participator computers can not present the communication 

then obtaining an agent with an ability to present the 

communication; 

and claim 19 recites 

the second participator computer internally determines whether 

or not the second participator computer can present the pre-

stored data, if it is determined that the second participator 

computer can not present the pre-stored data then obtaining an 

agent with an ability to present the pre-stored data. 

Petitioner contends that these limitations are taught by Roseman, Pike, and 

Westaway for the same reasons, detailed above, Petitioner gives for the 

corresponding limitation of claim 1, 

such that the second of said participator computers internally 

determines whether or not the second of the participator 

computers can present the communication, if it is determined that 

the second of the participator computers can not present the 

communication then obtaining an agent with an ability to present 

the communication. 

Pet. 55; ’709 Pet. 48–55 (substantially copying Pet. 42–49). 

For the reasons given above, Petitioner has not shown that Roseman, 

Pike, and Westaway teach this limitation of claim 1.  For the same reasons, 

Petitioner has not shown that Roseman, Pike and Westaway teach the 

corresponding limitations of claims 7 and 19.  Accordingly, Petitioner has 

not shown, by a preponderance of the evidence, that claims 7 and 19 would 

have been obvious over Roseman, Rissanen, Vetter, Pike, and Westaway. 
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5. Claims 6 and 8 

Claims 6 and 8 depend from claims 1 and 7, respectively, and add 

“wherein the computer system further determines that the message is not 

censored.”   

Petitioner argues that this limitation would have been obvious over 

Roseman and Lichty.  Pet. 57–60.  Nevertheless, Petitioner’s evidence and 

argument for this limitation do not overcome the deficiencies noted above 

for claims 1 and 7.  Thus, Petitioner has not demonstrated, by a 

preponderance of the evidence, that claims 6 and 8 would have been obvious 

over Roseman, Rissanen, Vetter, Pike, Westaway, and Lichty. 

 

6. Remaining Challenged Dependent Claims 

We have analyzed Petitioner’s evidence and argument for claims 2–5, 

9–15, 17, 18, 22–25.  Pet. 50, 55–57, 61–63; ’709 Pet. 56–58.  Petitioner’s 

evidence and argument for the additional limitations of these dependent 

claims do not overcome the deficiencies noted above for claims 1, 7, and 19.  

Thus, Petitioner has not demonstrated, by a preponderance of the evidence, 

that claims 2–5, 9–14, and 22–25 would have been obvious over Roseman, 

Rissanen, Vetter, Pike, and Westaway, or that claims 15, 17, and 18 would 

have been obvious over Roseman, Rissanen, Vetter, Pike, Westaway, and 

Lichty. 

 

III.  PATENT OWNER’S MOTION TO EXCLUDE 

Patent Owner filed a paper styled “Motion to Exclude Evidence,” 

seeking to exclude certain portions of the 2nd Lavian Declaration that it 

argues exceeds the proper scope of a reply.  Paper 38, 1.  In particular, 
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Patent Owner seeks to exclude portions of paragraphs 54 and 74 of the 2nd 

Lavian Declaration.  Id. at 2–4.  Petitioner opposes this motion on the 

ground that it is not directed to the admissibility of evidence and, therefore, 

is procedurally improper.  Paper 41, 2.  We do not consider paragraphs 54 

and 74.  Moreover, even if we were to consider the evidence Patent Owner 

seeks to exclude, Petitioner still has not shown, by a preponderance of the 

evidence, that any claim of the ’245 patent is unpatentable.  Accordingly, we 

dismiss Patent Owner’s Motion to Exclude as moot. 

 

III. CONCLUSION 

Petitioner has not proved by a preponderance of the evidence that 

claims 1–15, 17–19, and 22–25 are unpatentable.     

 

IV. ORDER 

For the reasons given, it is: 

ORDERED, that Petitioner has not shown, by a preponderance of the 

evidence, that claims 1–15, 17–19, and 22–25 are unpatentable;  

FURTHER ORDERED, that Patent Owner’s Motion to Exclude is 

dismissed as moot; and 

FURTHER ORDERED, because this is a final written decision, the 

parties to this proceeding seeking judicial review of our Decision must 

comply with the notice and service requirements of 37 C.F.R. § 90.2. 
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I. INTRODUCTION 

A. Background 

Facebook, Inc. (“Petitioner”) filed a Petition (Paper 1, “Pet.”) to 

institute an inter partes review of claims 1–9, 12, 14–28, 31, and 33–37 

(“the challenged claims”) of U.S. Patent No. 8,407,356 B1 (Ex. 1001, “the 

’356 Patent”).  Windy City Innovations, LLC (“Patent Owner”) filed a 

Preliminary Response (Paper 6, “Prelim. Resp.”).   

Pursuant to 35 U.S.C. § 314, in our Institution Decision (Paper 7, 

“Dec.”), we instituted this proceeding as to claims 1–9, 12, 14–28, 31, and 

33–37. 

Patent Owner filed a Patent Owner’s Response (Paper 22, “PO 

Resp.”), and Petitioner filed a Reply to the Patent Owner’s Response 

(Paper 31, “Reply”).   

Petitioner relies on the Declarations of Tal Lavian, Ph.D. (Ex. 1002, 

“Lavian Decl.”; Ex. 1021, “2nd Lavian Decl.”).  Patent Owner relies on the 

Declaration of Jaime G. Carbonell, Ph.D. (Ex. 2005, “Carbonell Decl.”). 

An oral argument was held on October 19, 2017 (Paper 46, “Tr.”). 

We have jurisdiction under 35 U.S.C. § 6.  This Decision is a final 

written decision under 35 U.S.C. § 318(a) as to the patentability of claims 1–

9, 12, 14–28, 31, and 33–37.  Based on the record before us, Petitioner has 

proved, by a preponderance of the evidence, that claims 1–9, 12, 15–28, 31, 

and 34–37 of the ’356 patent are unpatentable, but has not proved that 

claims 14 and 33 are unpatentable. 
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B. Related Matters 

The parties indicate that the ’356 patent has been asserted in Windy 

City Innovations, LLC v. Microsoft Corp., Civ. A. No. 15-cv-00103-GM 

(W.D.N.C.) (transferred to 16-cv-1729 (N.D. Cal.)), and Windy City 

Innovations, LLC v. Facebook, Inc., Civ. A. No. 15-cv-00102-GM 

(W.D.N.C.) (transferred to 16-cv-1730 (N.D. Cal.)).  Pet. 1; Paper 4, 1.  The 

’356 patent was the subject of inter partes review petitions in IPR2016–

01067.  Paper 4, 1.  The ’356 patent also was the subject of IPR2017-00624, 

which Microsoft Corp. filed and sought to join with this proceeding prior to 

settling with Patent Owner.  Patents related to the ’356 patent are subjects of 

additional inter partes review petitions. 

 

C. Asserted Prior Art References 

Petitioner relies on the following prior art: 

U.S. Patent No. 6,608,636 B1, issued Aug. 19, 2003, filed May 13, 

1992 (Ex. 1003, “Roseman”);  

Published European Pat. App. No. 0 621 532 A1, published Oct. 26, 

1994 (Ex. 1004, “Rissanen”); 

Ronald J. Vetter, Videoconferencing on the Internet, IEEE COMPUTER 

SOCIETY 77–79 (Jan. 1995) (Ex. 1005, “Vetter”); 

MARY ANN PIKE ET AL., USING MOSAIC (1994) (Ex. 1006, “Pike”); 

and 

James Gosling, Java Intermediate Bytecodes, ACM SIGPLAN 

WORKSHOP ON INTERMEDIATE REPRESENTATIONS (IR ’95), 

VOL. 30, NO. 3 ACM SIGPLAN NOTICES 111–18 (Mar. 1995) 

(Ex. 1007, “Gosling”). 
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D. The Instituted Grounds 

We instituted a trial on the following grounds of unpatentability 

(Dec. 27): 

References Basis Claims Challenged 

Roseman, Rissanen, and Vetter § 103(a) 

1–5, 8, 9, 12, 14–16, 

19–24, 27, 28, 31, 33–

35, and 37 

Roseman, Rissanen, Vetter, and 

Pike 
§ 103(a) 6, 7, 17, 26, and 36 

Roseman, Rissanen, Vetter, and 

Gosling 
§ 103(a) 18 and 25 

 

E. The ’356 Patent 

The ’356 patent describes an Internet “chat room.”  According to the 

’356 patent, it was known to link computers together to form chat rooms in 

which users communicated by text, graphics, and multimedia, giving the 

example of the Internet service provider “America On Line.”  Ex. 1001, 

1:46–52.  The ’356 patent acknowledges that chat rooms have been 

implemented on the Internet, albeit with “limited chat capability,” but 

contends that the complex chat room communications capable with Internet 

service providers had not been developed on the Internet “at least in part 

because [the] Internet was structured for one-way communications 

analogous to electronic mail, rather than for real time group chat room 

communications” and because “there is no particular control over the 

platform that would be encountered on the Internet.”  Id. at 1:54–56, 1:60–

62.   
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Figure 1, reproduced below, illustrates an embodiment of the 

invention: 

 

Figure 1 is a block diagram showing the components and data flow of a 

computerized human communication arbitrating and distributing system.  

Id. at 4:62–66.  The system includes controller computer 3 in 

communication with several participator computers 5 (e.g., IBM-compatible 

personal computers) over connection 13 (e.g., an Internet connection or a 

World Wide Web connection).  Id. at 4:67–5:20.   

Controller computer 3 runs under the control of controller software 2, 

and the software arbitrates, in accordance with predefined rules (including 

user identities), which participator computers 5 can interact in a group 

through the controller computer, and directs real-time data to the members 

of the group.  Id. at 5:21–27.  The software uses “identity tokens,” or pieces 

of information associated with user identity, in the arbitration.  Id. at 8:9–12.  
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The tokens are stored in a memory in a control computer database along 

with personal information about the users.  Id. at 8:12–17.   

The arbitration can be used to control a user’s ability to join or leave a 

group of participator computers, to moderate communications involving the 

group, and to see other users in the group.  Id. at 8:24–37.  Arbitration using 

tokens also can be used to perform censorship: 

Censorship, which broadly encompasses control of what 

is said in a group, is also arbitrated by means of the tokens.  

Censorship can control of access [sic] to system 1 by identity of 

the user, which is associated with the user’s tokens.  By checking 

the tokens, a user’s access can be controlled per group, as well 

as in giving group priority, moderation privileges, etc.   

Censorship also can use the tokens for real time control of 

data (ascii, text, video, audio) from and to users, as well as 

control over multimedia URLs—quantity, type, and subject. 

Id. at 8:39–47. 

According to the specification, “[t]he present invention comprehends 

communicating all electrically communicable multimedia information as 

Message 8, by such means as pointers, for example, URLs.  URLs can point 

to pre-stored audio and video communications, which the Controller 

Computer 3 can fetch and communicate to the Participator Computers 5.”  

Id. at 5:38–43. 

 Figure 2, reproduced below, represents an overview of the 

communications described in the ’356 patent. 
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Figure 2 is a block diagram that provides a communications overview.  Id. at 

2:63–64.  Blocks 10, 12, 14, 16, and 18 in Figure 2 illustrate operations 

under controller software 2, and Blocks 20, 22, 24, 26, and 30 illustrate 

operations under participator software 4.  Id. at 5:45–54, 5:58–6:2.  For 

example, Block 14 represents the handling of a private message.  Id. at 5:50–

51.   

Block 10 and Block 20 illustrate software multiplexing and 

demultiplexing of API messages by message type on the controller computer 

and a participator computer, respectively.  Id. at 5:46–48, 5:59–61.1  

Multiplexing and demultiplexing the API messages, according to the ’356 

                                           
1 The ’356 patent does not specifically state what the acronym “API” 

represents, but the parties essentially agree that API messages represent 

messages of different types as discussed further below.  Ex. 1002 ¶ 33; 

Ex. 1010 ¶ 8 (Patent Owner’s declarant asserting during prosecution that the 

’356 patent “specification . . . never uses the term ‘application program 

interface’”).     
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patent, creates a “virtual connection” between different functions on the 

controller computer (e.g., a private message) and participator computer such 

that each function does not need to handle its own connection separately.  

See id. at 6:3–9. 

In particular, the ’356 patent states “[d]e/multiplexing via API 

provides a ‘virtual connection’ between Channel, Private message, and 

Multimedia objects in the controller computer 3 and each participator 

computer 5.”  Id. at 6:3–5.  In essence, the API multiplexing system routes 

messages together, and a demultiplexor at the participator computer 

separates them according to message type in accordance with a particular 

function associated with that message type.  See id. at Fig. 2, 5:44–54, 6:3–5.  

As background prior art, the ’356 patent states “corporations may link 

remote offices to have a conference by computer . . . . [with a] central 

computer . . . control[ling] the multiplexing of what appears as an electronic 

equivalent to a discussion involving many individuals,” but “[m]ultiplexing 

in multimedia is more complex.”  Id. at 1:42–45.    

Claim 1, reproduced below, is illustrative of the claimed subject 

matter: 

1. A method of communicating content among users 

using of [sic] a computer system including a controller computer 

and a database which serves as a repository of tokens for other 

programs to access, thereby affording information to each of a 

plurality of participator computers which are otherwise 

independent of each other, the method comprising:  

authenticating a first user identity and a second user 

identity according to permissions retrieved from the 

repository of tokens of the database; 
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affording some of the information to a first of the 

participator computers via the Internet network, 

responsive to an authenticated first user identity;  

affording some of the information to a second of the 

participator computers via the Internet network, 

responsive to an authenticated second user identity;  

running controller software on the controller computer, in 

accordance with predefined rules, to direct 

arbitration of which ones of the participator 

computers interactively connect within a group of 

the participator computers;  

providing an API on the controller computer, the API 

multiplexing and demultiplexing API messages by 

type, creating a virtual connection and providing the 

virtual connection between channels, private 

messages, and multimedia objects in the controller 

computer and the participator computers; and  

communicating real-time messages within the group of the 

interactively connected said participator computers. 

 

II. ANALYSIS 

A. Claim Construction 

We interpret claim terms in an unexpired patent using the broadest 

reasonable construction in light of the specification of the patent in which 

they appear.  See 37 C.F.R. § 42.100(b); Cuozzo Speed Techs., LLC v. Lee, 

136 S. Ct. 2131, 2144–45 (2016).  In applying a broadest reasonable 

construction, claim terms generally carry their ordinary and customary 

meaning, as would be understood by one of ordinary skill in the art in the 

context of the entire disclosure.  See In re Translogic Tech., Inc., 504 F.3d 

1249, 1257 (Fed. Cir. 2007). 

Appx44

Case: 18-1400      Document: 30     Page: 103     Filed: 05/21/2018



IPR2016-01157 

Patent 8,407,356 B1 

 

10 

1. Constructions in the Institution Decision 

In the Institution Decision, we preliminarily construed the following 

terms (Dec. 7–9): 

Claim Term Preliminary Construction 

“token” “piece of information associated with user 

identity” 

“channel” “group of participator computers in active 

communication” 

“censorship” “control of what is said in a group” 

 

Neither party challenges our construction of “channel,” and we 

maintain that construction on the complete record.  Patent Owner adopts our 

construction of “token” (which Petitioner initially proposed), PO Resp. 8, 

and challenges our construction of “censoring,” id. at 13.  Petitioner accepts 

our construction of “censoring” and presents arguments in favor of that 

construction.  Reply 3.  We maintain our construction of “token” on the 

complete record.  We address the construction “censoring” below.  The 

parties further dispute the meaning of “database,” PO Resp. 8–12; Reply 3–

7, and we construe that term below.  We also construe “multiplexing and 

demultiplexing API messages by type” to resolve the parties’ dispute with 

respect to this term. 

   

2. “censorship” 

Dependent claims 14 and 33 recite “censorship of the content”; 

dependent claims 15 and 34 recite “determines censorship.”  As noted 

above, we preliminarily construed “censorship” to mean “control of what is 

said in a group.”  Dec. 9–10.  We further explained that Patent Owner had 
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not shown that “censorship” should be construed to exclude controlling user 

access rights or censorship of users.  Id. at 10.  We based our construction on 

the description of that term in the specification.  Id.  Specifically, the 

specification of the ’356 patent describes censorship as follows: 

Censorship, which broadly encompasses control of what 

is said in a group, is also arbitrated by means of the tokens.  

Censorship can control of access [sic] to system 1 by identity of 

the user, which is associated with the user’s tokens.  By checking 

the tokens, a user’s access can be controlled per group, as well 

as in giving group priority, moderation privileges, etc.   

Censorship also can use the tokens for real time control of 

data (ascii, text, video, audio) from and to users, as well as 

control over multimedia URLs—quantity, type, and subject. 

Ex. 1001, 8:39–47 (emphasis added).  Here, the specification describes 

“censorship” as “broadly encompass[ing] control of what is said in a group” 

and includes an example in which an action is taken on a user, rather than 

the data itself.   

Patent Owner argues that censorship should be construed to mean 

“examine in order to suppress or delete anything considered objectionable.”  

PO Resp. 13.  According to Patent Owner, “[i]n order to control what is said 

in a group, it is necessary to first know what is said (or proposed to be 

said).”  Id.  Patent Owner argues that this is consistent with the meaning 

given to “censor” and “censorship” in dictionaries, including “to examine in 

order to suppress or delete anything considered objectionable” (Webster’s 

Collegiate Dictionary (Ex. 2002)) and “[t]he action of preventing material 

that a party considers objectionable from circulating within a system of 

communication over which that party has some power” (Microsoft Press 

Computer Dictionary (Ex. 2003)).   
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We are not persuaded by Patent Owner’s arguments.  The claim 

language itself does not support a construction of “censorship” limited to 

analysis of the content of data and suppression based on that content.  

Claim 15, for example, recites only that “the controller computer determines 

censorship,” and does not recite that censoring is based on any analysis of 

the content of the message to determine whether it is objectionable.  To the 

extent Patent Owner’s dictionary definitions suggest a narrower meaning, 

extrinsic evidence such as dictionary definitions “may be used only to help 

the court come to the proper understanding of the claims; it may not be used 

to vary or contradict the claim language.”  Vitronics Corp. v. Conceptronic, 

Inc., 90 F.3d 1576, 1584 (Fed. Cir. 1996); accord Phillips v. AWH Corp., 

415 F.3d 1303, 1317 (Fed. Cir. 2005) (en banc) (“[W]hile extrinsic evidence 

can shed useful light on the relevant art, we have explained that it is less 

significant than the intrinsic record in determining the legally operative 

meaning of claim language.” (internal citations and quotation marks 

omitted)). 

On the complete record, in accordance with the specification’s 

definition, “censorship” means “control of what is said in a group.”  

“Censorship,” by itself, is not limited to examining data to determine 

whether it is objectionable. 

As noted above, claims 14 and 33 recite “determin[es/ing] censorship 

of the content.”  Here, the broad term “censorship” is modified by the term 

“of the content.”  This is consistent with the example in the specification, 

cited above, that “[c]ensorship also can use the tokens for real time control 

of data (ascii, text, video, audio) from and to users, as well as control over 

multimedia URLs—quantity, type, and subject.”  Ex. 1001, 8:45–47. In this 
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example, the censorship is based on the characteristics of the data itself, 

including determining what type of data it is (e.g., text or video) and does 

not simply involve blocking all communications from or to a particular user.  

Moreover, claims 2 and 20 depend from claims 1 and 19, respectively, and 

recite “wherein the communicating content includes communicating at least 

one of sound, video, pointer and multimedia content.”  This further shows 

that content refers to the type of data, so that censorship of content is 

directed to censoring content based on characteristics such as the type of 

data.  Thus, “determining censorship of the content” is narrower than 

censorship generally, and means “determining whether to communicate 

content based on characteristics of the content.” 

 

3. “database” 

Neither party proposed construing “database” prior to institution.  

Nevertheless, in related proceedings, for similar claims of related patents, we 

construed “database” to mean “a collection of logically related data.”  See, 

e.g., Case IPR2016-01158, Paper 7, 9–10 (for claims of U.S. Patent 

No. 8,473,552 B1); Case IPR2016-01159, Paper 7, 9–10 (for claims of U.S. 

Patent No. 8,694,657 B1).  Patent Owner challenges our preliminary 

construction of “database” in those proceedings and echoes its arguments in 

this proceeding.  Specifically, Patent Owner contends that “a database 

should be construed as ‘a collection of logically related data which is stored 

with persistence and associated tools for interacting with the data such as a 

DBMS.’”  PO Resp. 12.  In essence, Patent Owner urges a construction that 

differs from our preliminary construction in related matters in two regards:  

(1) Patent Owner contends that a database is a collection of logically related 
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data “which is stored with persistence”; and (2) Patent Owner contends that 

a database includes “associated tools for interacting with the data such as a 

DBMS.”  PO Resp. 12.   

Patent Owner’s primary argument in favor of construing “database” to 

require these limitations is that it filed, in a related application before the 

Patent Office, an information disclosure statement (IDS) that supports its 

construction.  Id. at 9–10 (citing Ex. 2008).  The IDS was submitted to the 

Patent Office in pending application 14/246,965 on January 1, 2017, after 

Petitioner filed the Petition and shortly after we instituted this proceeding 

and preliminarily rejected Patent Owner’s claim construction arguments in 

related proceedings.  In the IDS, Patent Owner argued, inter alia, that 

“attention is respectfully drawn to the defendants’ contentions2 of invalidity 

in view of the database and ‘other programs’ limitations that are common to 

all claims” and that “[b]ecause the database affords information to other 

programs and computers, it must store the data, such as the tokens, with 

persistence, such that tools can interact with the data such as a DBMS when 

providing the data to the participator computers of the authenticated users.”  

Ex. 2008, 2.  Patent Owner argues that we must accept its construction 

pursuant to Verizon Services Corp. v. Vonage Holdings Corp., 503 F.3d 

1295, 1306 (Fed. Cir. 2007), which held that, in some circumstances, a 

statement made by a patentee in the prosecution history of a related 

application can operate as a disclaimer, even if the disclaimer occurred after 

the patent-in-suit had issued.  PO Resp. 10.     

                                           
2 This appears to be a reference to invalidity contentions filed in a related 

district court proceeding. 
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Although we doubt that the Federal Circuit intended that an IDS in a 

related application should be a vehicle for overturning a disadvantageous 

claim construction in an adversarial proceeding,3 we need not reach that 

issue.  As the Federal Circuit also held, “[t]o operate as a disclaimer, the 

statement in the prosecution history must be clear and unambiguous, and 

constitute a clear disavowal of claim scope.”  Verizon, 503 F.3d at 1306.  

That is not the case here.  The statements in Patent Owner’s IDS are not in 

response to any rejection by the Examiner, do not accompany any 

amendments, and are not directed to any particular claims, other than a 

general statement that the statements apply to “all claims.”4  Ex. 2008, 2.  

                                           
3 See Moleculon Research Corp. v. CBS, Inc., 793 F.2d 1261, 1270 (Fed. 

Cir. 1986) (“A citation may be made at ‘any time’ either during prosecution 

or, as here, after the patent has issued.  If made during prosecution, it is clear 

that the statements may be considered for claim interpretation purposes, just 

as any other document submitted during prosecution.  If submitted after 

issuance, the answer, again, is it may be considered.  To say that it may be 

considered is not to say what weight statements in the Citation are to be 

accorded.  For example, a Citation filed during litigation might very well 

contain merely self-serving statements which likely would be accorded no 

more weight than testimony of an interested witness or argument of counsel.  

Issues of evidentiary weight are resolved on the circumstances of each 

case.”); Phillips, 415 F.3d at 1317 (“Like the specification, the prosecution 

history provides evidence of how the PTO and the inventor understood the 

patent. . . . Yet because the prosecution history represents an ongoing 

negotiation between the PTO and the applicant, rather than the final product 

of that negotiation, it often lacks the clarity of the specification and thus is 

less useful for claim construction purposes.” (emphasis added)). 

4 Adding to the ambiguity, it is not clear whether the IDS’s reference to “all 

claims” refers to the claims in the pending application or the claims 

discussed in the defendants’ contentions of invalidity to which the sentence 

is directed. 
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See Phillips, 415 F.3d at 1317 (“Like the specification, the prosecution 

history provides evidence of how the PTO and the inventor understood the 

patent. . . . Yet because the prosecution history represents an ongoing 

negotiation between the PTO and the applicant, rather than the final product 

of that negotiation, it often lacks the clarity of the specification and thus is 

less useful for claim construction purposes.” (emphasis added)).   

Although Patent Owner argues that the IDS “supports the construction 

that a database is limited” in the manner that it argues, Patent Owner does 

not contend that the IDS constitutes a disclaimer of any subject matter.  PO 

Resp. 9–10.  We find that the IDS does not contain a “‘clear and 

unmistakable’ disclaimer that would have been evident to one skilled in the 

art.”  Trivascular, Inc. v. Samuels, 812 F.3d 1056, 1064 (Fed. Cir. 2016).  

Therefore, we are not persuaded that we should apply prosecution history 

disclaimer to limit the scope of the term “database.”     

Patent Owner also cites to the testimony of Dr. Carbonell that “[t]wo 

hallmarks of a database are (1) persistence of the data, and (2) interactivity 

with the data via a database management system (DBMS).”  Id. (citing 

Ex. 2005 ¶ 33).  In support, Patent Owner and Dr. Carbonell cite to the 

Macmillan Encyclopedia of Computers (Ex. 2004).  PO Resp. 10–11; 

Carbonell Decl. ¶ 33.  In the portion included in Exhibit 2004, The 

Macmillan Encyclopedia states that “[a] database system is a collection of 

related records stored in a manner that makes the storage and retrieval of the 

data very efficient.  The four well-known data models for databases are the 

hierarchical, network, relational, and object-oriented models.”  Ex. 2004, 

230.  This definition does not require persistence and Patent Owner does not 

explain why persistence should be inferred from this definition.  Dr. Lavian, 
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in turn, cites to a 1991 textbook, which defines “database” as “a collection of 

interrelated data,” a definition that does not require “persistence.”  Ex. 1021 

¶ 12 (quoting Ex. 1017 (“Korth”), 5).  Moreover, we observe that Patent 

Owner provides no boundaries for “stored with persistence” to meaningfully 

limit the term.  For example, all data accessed and stored by a program while 

the program is executing has some level of “persistence.”  

As to a DBMS, Macmillan explains: 

A database management system (DBMS) is a software package.  

Its main functions are (1) to provide the facility to set up the 

database, (2) to retrieve and store source data (actual data in the 

database), (3) to retrieve and store the data about the structure of 

the database (data dictionary), (4) to provide the facilities to 

enforce security rules, (5) to back up the database, and (6) to 

control the concurrent transactions so that one user’s 

environment is protected from others. 

Ex. 2004, 231.  Patent Owner characterizes the DBMS as “another criteria of 

a database” that provides interactive querying capability not present in 

“[s]tandard storage” in temporary or permanent memory.  PO Resp. 11.  

Dr. Carbonell repeats Patent Owner’s arguments without citation to 

evidence.  Ex. 2005 ¶¶ 33–36.  Nevertheless, we read Macmillan to describe 

a DBMS as software that works with a database, rather than a part of a 

database or a component that necessarily accompanies a database.  

Dr. Carbonell’s testimony, which does not identify its bases, adds little to 

Macmillan.  See 37 C.F.R. § 42.65(a) (“Expert testimony that does not 

disclose the underlying facts or data on which the opinion is based is entitled 

to little or no weight.”). 

Patent Owner also argues that the disclosure of the ’356 patent 

imposes “persistence” and DBMS limitations on the claimed database 
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because it describes the database as storing security information such as 

tokens for other programs to access.  PO Resp. 12.  Patent Owner does not 

provide a citation to the ’356 patent in support of its argument.  

Nevertheless, Patent Owner argues, again without citation, that “[o]ne of 

ordinary skill in the art would have expected that this type of security feature 

would persist in a location other than in program memory so that other user 

programs could access the information.”  Id.  Finally, Patent Owner argues 

that the ’356 patent describes tokens stored in hierarchies, which, according 

to Patent Owner, “are typical of database storage organization, and natural 

schema when storing and managing access to diverse information.”  Id.  

None of these arguments supports reading persistence or a DBMS into the 

term “database.”  We note also that the other claim language, “serves as a 

repository of tokens for other programs to access,” is a requirement we 

evaluate separately and do not read into the term “database.” 

The specification describes a database consistently with the 

Macmillan and Korth definitions, explaining that tokens are “pieces of 

information associated with user identity,” that tokens are “stored in memory 

11 in a control computer database, along with personal information about the 

user,” and that “[i]n the database, the storage of tokens can be by user, 

group, and content.”  Ex. 1001, 8:9–21.  The specification does not require a 

DBMS (or similar software) or impose a persistence requirement.   

On the complete record, we construe database to mean “a collection of 

logically related data.”  This is the construction most consistent with both 

the intrinsic evidence and dictionary definitions.  However, we note that 

Petitioner contends, and we find, that the prior art shows a database with 
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persistence and associated tools for interacting with the stored data, as 

explained below. 

 

4. “multiplexing and demultiplexing API messages by type” 

Claim 1 recites “providing an API on the controller computer, the API 

multiplexing and demultiplexing API messages by type.”  Petitioner 

contends that the Background of the Invention section of the ’356 patent 

describes “multiplexing” as transporting messages from different messaging 

technologies (e.g., email, conferencing, and chat messages) using a shared 

communications pathway.  Pet. 8–9 (citing Ex. 1001, 1:34–52).  Petitioner 

further points to Figure 2 (reproduced above) and its corresponding 

description, as supporting this framework.  Id. at 11–12 (citing Ex. 1001, 

5:45–48).  Petitioner further argues that “‘demultiplexing’ would be 

understood as the reverse of multiplexing, i.e. separating an individual 

message from the combined signal carried by the communications pathway 

to deliver it to the intended recipient.”  Pet. 9. 

Describing Figure 2, as it pertains to the controller computer, the 

specification explains: 

Beginning with the Controller Computer Software 2, reference is 

made to Block 10, which illustrates demultiplexing and 

multiplexing operations carried out by message type on API 

messages of all types.  Block 10 links to Block 12, which is 

illustrative of channel A . . . . Block 10 also links to Block 14, 

which illustrates handling private message A.  Block 10 also 

links to Block 16, illustrative of handling out-of-band media.  

Block 10 additionally links to Block 18, which illustrates 

asynchronous status messages. 

Ex. 1001, 5:45–54 (ellipses in original).  As Petitioner points out (Pet. 12), 

the specification further describes demultiplexing by message type: 
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From a message that is demultiplexed by message type, there are 

six possibilities: ERROR MESSAGE, MESSAGE, STATUS, 

JOINCHANNEL, LEAVE CHANNEL, AND MODMSG.  

ERROR MESSAGE is communicated to block 76, where the 

error message is displayed to the transcript in the transcript area 

of Block 80.  MESSAGE is communicated to Block 78 where 

the message is immediately added to the transcript in transcript 

area 78. . . . 

Id. at 7:4–24.  We agree that the specification describes multiplexing as 

combining and transporting different types of messages over the same 

connection and demultiplexing as separating an individual message from the 

combined signal carried by the communications pathway to deliver it to a 

recipient based on the type of the message.   

From the description in the specification, Petitioner concludes that 

“‘demultiplexing’ simply refers to routing a received API message to the 

correct software functionality based on the type of message.”  Pet. 14 (citing 

Ex. 1001, 7:11–12, 7:30–32).  As explained above, the specification supports 

this conclusion, with the understanding that demultiplexing includes 

separating the received API messages from a combined signal.   

As to “multiplexing,” however, Petitioner proposes a construction 

inconsistent with its characterization of the specification, detailed above.  

Specifically, Petitioner argues that “‘multiplexing’ simply involves 

communicating an ‘API message’ to the appropriate software based on the 

type of the message.”  Pet. 13.  Despite arguing (correctly) that 

demultiplexing is essentially the reverse of multiplexing, Petitioner proposes 

constructions of multiplexing and demultiplexing that are nearly identical in 

substance, rather than one being the reverse of the other.  Although Patent 

Owner does not propose a construction of this term, Patent Owner does 

Appx55

Case: 18-1400      Document: 30     Page: 114     Filed: 05/21/2018



IPR2016-01157 

Patent 8,407,356 B1 

 

21 

observe that Petitioner uses the term “multiplexing” in a way that is the same 

as demultiplexing.  PO Resp. 31–32.  Under its construction of 

“multiplexing,” Petitioner concludes that “providing an API on the 

controller computer, the API multiplexing and demultiplexing API messages 

by type,” should be construed to mean “providing software functionality on 

the controller computer for sending and receiving messages of different 

types and communicating each message to software functionality based on 

the message type.”  Id. at 15.  Petitioner’s combined construction does not 

account for two operations, with one being the reverse of the other.   

Petitioner finds support for its construction of “multiplexing” in the 

specification’s description of Figure 3 (Ex. 1001, 6:12–15, 25–40).  

Specifically, Petitioner argues that the specification describes Block 10, 

labeled “MULTIPLEXING OF MESSAGE TYPE,” as evaluating a type of 

message and routing the message to an appropriate software functionality.  

Pet. 13.  Petitioner mischaracterizes Figure 3.  Figure 3 is a dependency 

diagram showing the relationships among various functions in a system, not 

a flow chart showing the actual flow of data through the system.  Ex. 1001, 

6:10–12.  Thus, Figure 3 does not show a multiplexing block or module 

splitting data from a common connection and distributing it to multiple other 

modules according to data type (which would be demultiplexing).  As 

explained above, Figure 2 shows multiplexing as combining multiple 

messages of different types for transmission rather than splitting a 

transmission apart and routing individual messages to appropriate software 

functionality.   

In light of the specification, “multiplexing . . . API messages by type” 

means “combining and transporting different types of messages over the 
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same connection” and “demultiplexing API messages by type” means 

“routing received API messages to the correct software functionalities based 

on the types of messages.” 

 

B.  Asserted Grounds of Unpatentability 

A claim is unpatentable under 35 U.S.C. § 103(a) if the differences 

between the claimed subject matter and the prior art are “such that the 

subject matter as a whole would have been obvious at the time the invention 

was made to a person having ordinary skill in the art to which said subject 

matter pertains.”  We resolve the question of obviousness on the basis of 

underlying factual determinations, including:  (1) the scope and content of 

the prior art; (2) any differences between the claimed subject matter and the 

prior art; (3) the level of skill in the art; and (4) objective evidence of 

nonobviousness, i.e., secondary considerations.5  See Graham v. John Deere 

Co., 383 U.S. 1, 17–18 (1966). 

In an obviousness analysis, some reason must be shown as to why a 

person of ordinary skill would have combined or modified the prior art to 

achieve the patented invention.  See Innogenetics, N.V. v. Abbott Labs., 512 

F.3d 1363, 1374 (Fed. Cir. 2008).  A reason to combine or modify the prior 

art may be found explicitly or implicitly in market forces; design incentives; 

the “interrelated teachings of multiple patents”; “any need or problem 

known in the field of endeavor at the time of invention and addressed by the 

patent”; and the background knowledge, creativity, and common sense of 

                                           
5 The record does not include arguments or evidence regarding objective 

indicia of nonobviousness. 
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the person of ordinary skill.  Perfect Web Techs., Inc. v. InfoUSA, Inc., 587 

F.3d 1324, 1328–29 (Fed. Cir. 2009) (quoting KSR Int’l Co. v. Teleflex Inc., 

550 U.S. 398, 418–21 (2007)). 

 

1. Level of Ordinary Skill 

Neither party proposes a level of ordinary skill in the art.  

Nevertheless, both parties’ experts testify to similar levels of skill.  

Specifically, Dr. Lavian testifies that a skilled artisan “would possess at least 

a bachelor’s degree in electrical engineering or computer science (or 

equivalent degree or experience) with practical experience or coursework in 

the design or development of systems for network-based communication 

between computer systems.”  Ex. 1002 ¶ 13.  For his part, Dr. Carbonell 

testifies that a skilled artisan “would have had a bachelor’s degree in 

computer science (or a related field) and at least one year of work experience 

in programming in computer communication methods” and notes that his 

“opinions herein would not change even if the person having ordinary skill 

in the art were to be found to have the level of skill proposed by Dr. 

Lavian.”  Ex. 2005 ¶ 18.  We adopt Dr. Lavian’s proposal, as it is consistent 

with the level of skill reflected in the prior art of record.  Nevertheless, we 

discern no material difference between his proposal and that of Dr. 

Carbonell.  Thus, our findings and conclusions would be the same under 

either proposal.  
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2. Scope and Content of the Prior Art 

Petitioner contends that the challenged claims would have been 

obvious over Roseman, alone or in combination with Rissanen, Vetter, Pike, 

and Gosling.  Pet. 16.     

 

a. Overview of Roseman 

Roseman describes a system for multimedia conferencing, in which 

parties are linked by both video and audio media.  Ex. 1003, Abstract.  In 

Roseman, a conference is represented visually as a common virtual 

conference table, in which each participant can place a document onto the 

table electronically, manipulate and write on the document, write on a virtual 

notepad, and move a pointer to draw other users’ attention.  Id. at 2:38–45, 

7:55–8:37.  Participants can see the events as they occur.  Id. at 2:46–47.  

Figure 9, reproduced below, illustrates an example conference room: 
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Figure 9 is a picture of a video screen that is generated by a host computer 

and distributed to all participants in a conference.  Id. at 2:16–18. 

The parties operate their own local computers (which include video 

cameras and speaker-type telephones) and, when a conference is established, 

connect to a host computer via commercially available local area networks 

(“LANs”) and wide area networks (“WANs”).  Id. at 1:34–41.  In the 

conference, the host computer generates a common video screen (e.g., 

Figure 9, reproduced above) displayed at each of the local computers, and 

the parties send information, such as drawings, to be displayed on the 

common screen.  Id. at 1:42–46.  The telephones and video cameras allow 

the parties to see and speak with each other.  Id. at 1:47–49. 

Appx60

FIG. 9 

r.'OTf$ 

Case: 18-1400      Document: 30     Page: 119     Filed: 05/21/2018



IPR2016-01157 

Patent 8,407,356 B1 

 

26 

Roseman includes a pseudo code appendix that details how its 

features are implemented.  Id. at 12:66–13:2.  According to the pseudo code, 

a participant interacts with the conference table, for example, by dragging an 

icon onto the table, which causes a data file to be transmitted to the host.  

Id. at 14:53–55.  The host then transmits the icon to the table of each 

participant.  Id. at 14:56–57.  If another participant activates the icon, the 

host sends the open file to the tables of all participants.  Id. at 14:58–61.  If 

the participant drags the icon from the table to his own screen and activates 

the icon on his screen, the data file is presented to the participant.  Id. at 

14:62–66. 

Roseman describes additional features, such as a party’s ability to 

“whisper” to another party without being heard by others in the conference 

room, and the ability to “pass notes” by dragging a note to the picture of 

another party, while the other parties are unaware of the note.  Id. at 9:16–

31.  Each room may also have “doors” to committee rooms or child-rooms.  

A child-room is created in the same way as a parent room and is dependent 

upon the parent room for access and existence.  Id. at 10:18–23. 

A meeting requester creates a conference by selecting the participants, 

the attributes of the virtual conference room (e.g., virtual equipment and 

room décor), and the rules of the conference (e.g., whether the requester has 

absolute control over voice and message interaction of the parties).  Id. at 

3:22–56.  According to Roseman, “[t]he conference room itself is actually a 

combination of stored data and computer programs,” the stored data can 

include conference proceedings, and “both the conference room and the 

proceedings of the conference have persistence in time.”  Id. at 12:16–25. 
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The meeting requester specifies a level for each invitation and 

compiles an invitation list.  Id. at 9:34–36.  Invitations include “keys” 

specifying the level, e.g., whether the invitation is for the invitee only or can 

be passed to a delegate or to anyone.  Id. at 9:35–48.  For example, “Level 1 

keys may not be passed to any other person and may not be copied” while 

“Level 2 keys may be passed to exactly one other person and may not be 

copied.”  Id. at 9:42–45.  According to Roseman, “[t]he meeting room 

‘knows’ about each key and its invitation level.  Persons with improper keys 

are not admitted to the room.”  Id. at 9:49–51.  A key is distributed 

electronically as an object attached to the invitation.  Id. at 9:54–55.  To 

attend a meeting, a party walks a virtual “hallway” to the meeting room and 

opens the meeting room door by dropping the key onto a virtual “door lock.”  

Id. at 10:30–32, 10:61–65.  Moreover, the host “can automatically prevent 

filibustering” by “monitor[ing] the speech of each person, and plac[ing] a 

limit on the total time allowed to each person.”  Id. at 12:29–38. 

 

b. Overview of Rissanen 

Rissanen describes a system and method for validation of spoken 

passwords.  Ex. 1004, 2:17–21.  Rissanen’s Background of the Invention 

discusses systems in which “business computer systems are arranged to 

initially record and store passwords assigned to users,” a user is prompted 

for entry of a password, and “the system compares the keyboard entered 

password with the stored passwords and enables the user to access the 

system when the entered password matches the previously stored password.”  

Id. at 1:21–28.  In Rissanen’s proposed solution, “[u]sers are initially entered 

into a password database stored in the computer system by assigning each 
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user an account code and a password, such as consisting of a number of 

numerical digits.”  Id. at 2:26–29. 

Petitioner makes clear that “[a]lthough Rissanen also describes using 

spoken voice passwords, this Petition cites it for its more pedestrian 

teachings relating to database storage of passwords of any form.”  Pet. 20. 

 

c. Overview of Vetter 

Vetter is an IEEE Computer Society Magazine article discussing 

available tools for conducting teleconferencing over the Internet.  According 

to Vetter, “[v]ideoconferences are becoming increasingly frequent on the 

Internet and are generating much research interest.”  Ex. 1005, 77.  Vetter 

states that “the emerging multicast backbone (or MBone) can efficiently 

send traffic from a single source over the network to multiple recipients,” 

and, “[a]t the same time, many workstations attached to the Internet are 

being equipped with video capture and sound cards to send and receive 

video and audio data streams.”  Id.  Vetter concludes that “[t]he price/ 

performance of these hardware devices has finally reached a level that 

makes wide-scale deployment possible, which is perhaps the most important 

factor in the recent growth of videoconferencing applications.”  Id. 

Vetter also describes challenges that faced implementation of audio, 

graphic, and video tools on the Internet, including “disturbing feedback 

when the microphones at multiple sites were left ‘open’ during a 

discussion,” taking too much time to broadcast a simple graphic image to 

multiple participants when using “Whiteboard tools” (collaborative software 

tools that support a shared desktop whiteboard among a group of distributed 

users on the Internet), and use of video during a classroom presentation that 
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caused the workstations in the classroom lab to lock up.  Id. at 78–79.  

Vetter also notes that the physical distance between two points on the 

Internet can be different from the electronic distance between those points.  

Id. at 79. 

Vetter discusses in particular a CU-SeeMe platform from Cornell 

University that supported video and audio conferencing over the Internet, 

and a CU-SeeMe Reflector that allowed multiparty conferencing with CU-

SeeMe.  Id. at 78. 

 

d. Overview of Pike 

Pike is a reference and guide book for using the Web browser Mosaic.  

Ex. 1006, 2.  Petitioner cites to Pike’s discussion of URLs and hyperlinks.  

According to Pike, URLs were developed as a standard way of referencing 

items on the World Wide Web.  Id. at 38.  “A URL is a complete description 

of an item, containing the location of the item that you want to retrieve.  The 

location of the item can range from a file on your local disk to a file on an 

Internet site halfway around the world.”  Id.       

 

e. Overview of Gosling 

Gosling is a paper describing various aspects of the Java programming 

language.  Ex. 1007, 111.  According to Gosling, programming in Java has 

the benefit of portability such that Java programs “can execute on any kind 

of CPU.”  Id. at 115. 
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3. Claim 1, Differences Between the Claimed Subject Matter 

and the Prior Art, and Reasons to Modify or Combine 

Petitioner contends that Roseman teaches each limitation of claim 1, 

but cites the remaining references for the following, should we determine 

that Roseman lacks such a teaching: 

Rissanen for a teaching that tokens could have been stored in a 

database; 

Vetter for a teaching that Roseman’s communications could have 

been over the Internet; 

Pike for a teaching of URLs; and 

Gosling for a teaching of a JAVA application. 

Pet. 19–23. 

 

a. “A method of communicating content among users 

using of [sic] a computer system including a 

controller computer and a database which serves as a 

repository of tokens for other programs to access, 

thereby affording information to each of a plurality of 

participator computers which are otherwise 

independent of each other” 

Petitioner contends that Roseman’s host computer is a controller 

computer.  Pet. 24–25.  Petitioner identifies Roseman’s local computers as 

independent participator computers and argues that Roseman’s various ways 

of communicating information (placing documents on a virtual table, shared 

notes, whisper conversations) are examples of affording information to those 

participator computers.  Pet. 31–33.  As detailed above, Roseman describes a 

system in which individual computers are connected to a central host 

computer via a combination of LANs and WANs.  Ex. 1003, 3:14–19.  
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According to Roseman, “[t]he host controls many of the events occurring 

during the conference, as well as those occurring both during initiation of the 

conference and after termination of the proceedings.”  Id. at 1:50–52.  We 

find that Roseman’s host computer is a “controller computer,” that 

Roseman’s local computers are “participator computers,” and that 

Roseman’s various ways of communicating information from the host to the 

local computers are examples of “affording information to each of a plurality 

of participator computers which are otherwise independent of each other,” as 

recited in claim 1.6 

The parties dispute whether Roseman describes “a database which 

serves as a repository of tokens for other programs to access.”  First, 

Petitioner contends that Roseman’s “keys” are tokens.  Pet. 25–26.  As 

explained above, the parties agree that a “token” is “a piece of information 

associated with user identity.”  As also explained above, Roseman describes 

that an invitor, in setting up a meeting, creates an invitation that includes a 

key that conforms to an invitation level.  Ex. 1003, 9:34–48.  A key “is an 

electronic object attached to the invitation.”  Id. at 9:54–55.  The “level” of a 

key determines who can use it.  Id. at 9:34–41.  For example, “Level 1 keys 

may not be passed to any other person and may not be copied.”  Id. at 9:42–

44.  According to Roseman, “[t]o open a door with a key, the user drops the 

key onto the door lock.  If the key is valid and the user has the authority to 

use the key, the door opens and the user is admitted to the room.”  Id. at 

                                           
6 Patent Owner argues that “Petitioner does not address the issue that the 

database affords information to each of a plurality of computers.”  PO Resp. 

21.  Claim 1, however, does not recite that the database affords information 

to the plurality of computers. 
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10:61–64.  Petitioner argues that this evidence shows that Roseman’s keys 

are “pieces of information associated with a user identity,” and thus, are 

“tokens.”  Pet. 26. 

Patent Owner argues that Roseman’s keys are not tokens because they 

are associated only with conference rooms, rather than user identities.  PO 

Resp. 17.  Patent Owner points to Roseman’s Figure 8, which shows a key 

associated with “CONFERENCE ROOM 17L (DATE, TIME).”  Id.  In 

describing Figure 8, however, Roseman explains “the key is, essentially, a 

block of data, or a code,” that can be used if the Invitee may send a delegate 

to give the Absentee-Invitee a “key,” which enables access to the meeting.  

Ex. 1003, 6:54–61.  “The Requester can leave the key in his local computer, 

in the form of an icon residing on the display, as shown in FIG. 8.  Anyone 

entering the office can use the key.”  Ex. 1003, 6:60–63.  In this example, 

the key can be used only with a particular user’s computer.  Figure 8 also 

shows the “key” icon contained within a “vault” icon.  Id. at 6:64–65.  In 

this example,  

a user must use a “combination” to the “vault” to obtain the 

“key.”  In this latter example, the [] “combination” (ie, a pass-

code) is obtained from the Absentee-Invitee in some appropriate 

way.  At conference time, the Delegate opens the “vault,” obtains 

the “key,” and enters the conference room, by using the key. 

Id. at 6:65–7:3.  Patent Owner argues that Roseman’s keys are “transferable 

to anyone—like a key to a door lock.”  PO Resp. 17.  Patent Owner contends 

that Roseman teaches away from keys being associated with a specific user 

through its description that “[k]eys may be copied and redistributed, if 

permitted, or sent to another individual, if permitted.”  Id. at 17–18 (quoting 

Ex. 1003, 9:55–57) (emphasis by Patent Owner).  
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Patent Owner’s arguments are not persuasive.  Roseman describes 

keys that are transferable (Level 2 and 3 keys) and keys that are not 

transferable (Level 1 keys).  Ex. 1003, 9:42–48.  Petitioner’s contentions 

(Pet. 26) are directed to Level 1 keys, which “may not be passed to any other 

person and may not be copied.”  Id. at 9:43–44.  We find that keys that may 

not be passed to any other person are keys associated with that person.  

Figure 8 of Roseman is consistent with this because it describes passing a 

key to an “Absentee-Invitee” when the Invitee sends a delegate, i.e., a 

Level 2 key.   

As to Level 1 keys, Patent Owner argues that a key is merely an 

attachment to an invitation, which “offers the only suggestion of an 

association with specific invitee.”  PO Resp. 18.  Dr. Carbonell testifies 

(without identifying a basis) that Roseman’s system could prevent the 

transfer of a key using a “no-transfer or no-duplication policy of such a key 

to insure that [it] always stays in the possession of the first user,” by making 

transferability an attribute of the key and having the system simply assume, 

without recording transfers, that a user in possession of a key is authorized 

to use it.  Ex. 2005 ¶ 31.  As Petitioner argues, however, the claim 

construction to which Patent Owner agreed does not require an association 

between a key and a user to be implemented in a certain way.  Reply 15–16.  

Even if Dr. Carbonell is correct as to how Roseman’s keys would be 

implemented, such a non-transferable key would still be associated with the 

person who is prevented from transferring it. 

Petitioner further argues that Roseman discloses storing keys in “a 

database which serves as a repository of tokens,” as recited in claim 1, 

because a meeting room that is accessed by a key “‘knows’ about each key 
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and its invitation level.”  Pet. 27 (quoting Ex. 1003, 9:49–51).  According to 

Petitioner, a copy of each key must be stored on the host computer for the 

meeting room to “know” about each key.  Id. at 27.  Petitioner argues that a 

skilled artisan would have understood the claimed database to be a stored 

collection of tokens.  Id. at 27–28.  Roseman does not expressly describe 

storing tokens in a database.  Thus, we understand Petitioner to argue that 

tokens necessarily are stored in a database in light of Petitioner’s cited 

disclosure—in other words, that a database is inherent in Roseman. 

Patent Owner, relying on Dr. Carbonell’s testimony, argues that a 

meeting room’s knowledge of a key could be implemented using a hash 

function, which would not have required storage of the key in a database.  

PO Resp. 20–21 (citing Ex. 2005 ¶ 40).  Petitioner characterizes Patent 

Owner’s argument as “based on pure speculation and conjecture” and 

inconsistent with Roseman’s disclosure.  Reply 11–12.  Nevertheless, we 

view both parties’ respective theories of Roseman’s implementation as 

speculation.  Because Petitioner’s position is speculative, it is insufficient to 

show that a database is inherent in Roseman.7 

In the alternative, Petitioner argues that Rissanen teaches storing user 

authentication information, such as user identity information and passwords, 

                                           
7 Patent Owner also argues that Roseman does not suggest storing keys in a 

manner that is persistent and does not disclose tools such as a DBMS.  PO 

Resp. 21–22.  Roseman does teach that the data associated with its 

conference rooms are stored in a manner that is persistent, Ex. 1003, 12:16–

28, and this at least suggests that keys also would be stored in such a 

manner.  As to a DBMS, we explain above that the construction of 

“database” does not require this feature.  Nevertheless, as explained below, 

Rissanen teaches a database even under Patent Owner’s proposed 

construction. 
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in a database, and that such teaching would have been applicable to the keys 

of Roseman.  Pet. 28–29.  Petitioner argues that Roseman’s keys are 

analogous to user identity and passwords.  Id.  According to Petitioner and 

its expert, Roseman’s key verification step might not function properly if the 

keys are not stored in a database.  Id. at 29 (citing Ex. 1002 ¶ 67).  Petitioner 

further argues that storing keys in a database is one of a finite number of 

known solutions for verifying whether a previously issued key matches to a 

key later presented by a user to access a conference room.  Id. at 29–30 

(citing Ex. 1002 ¶¶ 67–68). 

Patent Owner admits that “[Rissanen] does disclose a database,” but 

argues that its database is used in a different type of system.  PO Resp. 22.  

Thus, Patent Owner does not contest that Rissanen’s database stores user 

identities and passwords in a persistent manner and is used in conjunction 

with tools such as a DBMS.  For Petitioner, Dr. Lavian testifies that 

“Rissanen clearly discloses a relational database whose data is stored 

persistently and includes tools for interacting with the data such as a 

DBMS.”  Ex. 1021 ¶ 37.  We find that Rissanen teaches a database that 

stores data with persistence and tools for interacting with the database. 

Nevertheless, Patent Owner argues “[i]f one were going to combine 

Roseman and Rissenan in order to authenticate an individual (and not merely 

authenticate a key for a room) the necessary logic would be significantly 

more complicated.”  PO Resp. 23.  Petitioner does not argue, however, that 

Rissanen’s database would be bodily incorporated into Roseman’s system.  

Rather, Petitioner argues that Rissanen teaches storing data “analogous to 

and serv[ing] the same purpose as” the keys in Roseman in a database.  

Pet. 28.  See In re Mouttet, 686 F.3d 1322, 1332–32 (Fed. Cir. 2012) (“It is 
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well-established that a determination of obviousness based on teachings 

from multiple references does not require an actual, physical substitution of 

elements. . . .  Rather, the test for obviousness is what the combined 

teachings of the references would have suggested to those having ordinary 

skill in the art.”).  Given that Roseman describes using keys to access 

conference rooms that have persistence, we agree with Petitioner that a 

database, described in Rissanen as storing similar information for a similar 

purpose, would be a straightforward and predictable choice for storing 

Roseman’s keys.   

The parties also dispute whether Roseman and Rissanen teach that the 

database “serves as a repository of tokens for other programs to access, 

thereby affording information to each of a plurality of participator 

computers,” as recited in claim 1.  Petitioner argues that other programs 

access the stored collection of tokens, including the various meeting or 

conference rooms maintained on the host computer.  Pet. 30.  Petitioner 

relies on disclosure in Roseman that a meeting room is accessible from a 

virtual hallway with doors to other meeting rooms.  Id. (citing Ex. 1003, 

9:63–65).  According to Petitioner, “[e]ach meeting room . . . contains a 

number of computer programs, and each meeting room itself can be thought 

of as a program.  These programs access the repository of keys when a user 

presents a key to obtain access to a conference room.”  Id. 

Patent Owner argues that “Petitioner does not identify any programs 

that could access a database of tokens and receive information, other than 

the singular conference calling software running on the host computer of 

Roseman.”  PO Resp. 24–25.  According to Patent Owner, “to the extent that 

there are multiple conference rooms in existence, that is because the 
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Roseman system has instantiated the same conference room program with 

different parameters as there is no suggestion that there is different software 

associated with each conference room.”  Id.  Patent Owner does not explain 

why “other programs” require different software rather than different 

instantiations of the same software, or point to evidence supporting this 

view.  We are not persuaded that the claims should be limited in this way.  

Nevertheless, as Petitioner points out (Reply 17–18), Roseman characterizes 

its conference rooms as collections of different programs (Ex. 1003, 12:16–

18) and makes clear that different conference rooms will have different 

attributes (different virtual equipment, different tools, different appearances, 

etc.) (id. at 3:42–50, 10:9–12).  We find that Roseman at least suggests 

different conference rooms with different programs, even under Patent 

Owner’s view.  These programs determine whether a participant can join a 

meeting room based on evaluations of keys that, in light of Rissanen, would 

have been stored in a database.  Thus, we find that Roseman and Rissanen 

teach “a database which serves as a repository of tokens for other programs 

to access,” as recited in claim 1. 

 

b. “authenticating a first user identity and a second user 

identity according to permissions retrieved from the 

repository of tokens of the database” 

As explained above, Roseman discusses a user validation system 

based on “keys” provided to invitees to a virtual conference—for example, a 

“Level 1 key” that is restricted to a specific user only—which are used by 

the invitees to access the conference and enable communications between 

and among the users and the host computer.  Id. at 9:34–55, 10:61–65, 
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11:10–17.  We find that this teaches authenticating users according to 

permissions retrieved from the repository of tokens. 

 

c. “affording some of the information to a first of the 

participator computers via the Internet network, 

responsive to an authenticated first user identity” 

“affording some of the information to a second of the 

participator computers via the Internet network, 

responsive to an authenticated second user identity” 

As explained above, Roseman describes admitting participants into a 

conference room when the participants present keys.  Ex. 1003, 10:61–65.  

We find that this teaches “an authenticated first user identity” and “an 

authenticated second user identity.”  Additionally, Roseman describes 

various ways of affording information to local computers of users admitted 

to the conference room, including as follows: 

Objects (documents) can be shared in the conference room by 

placing them on the table.  This might be done by dragging an 

icon of the object from the outside (users non-“meeting room” 

windows) onto the table. Ownership of the object is still 

maintained.  If the object owner wishes, the object may be 

copied, borrowed by other users, or given to other users.  The 

object may be altered (changed, annotated) by anyone with 

permission to do so. 

Id. at 11:18–26.  See also Pet. 36–37.  We find that these examples in 

Roseman teach “affording some of the information to a [first/second] of the 

participator computers . . ., responsive to an authenticated [first/second] user 

identity,” as recited in claim 1. 

The parties dispute whether the prior art teaches affording information 

“via the Internet Network,” as recited in claim 1.  As explained above, 

Roseman describes communicating between a host and local computers via 
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commercially available LANs and WANs.  Ex. 1003, 1:37–41, 3:14–19.  

Petitioner contends that a skilled artisan would have understood the Internet 

to be an example of the commercially available WAN described in 

Roseman.  Pet. 37; Ex. 1002 ¶ 83.  According to Dr. Lavian, “a person of 

ordinary skill in the art would have recognized the Internet as one of the 

largest networks for connecting remote computers (if not the largest), 

making it the obvious Wide Area Network (WAN) for use with Roseman to 

connect the host and participant computers.”  Ex. 1002 ¶ 86; see also 

Ex. 2006 (Lavian Dep.), 104:12–105:23 (“Q So Roseman could have been 

implemented in that 1994 to ’96 time frame with ATM technology?  A If 

I’m looking at the specification of Roseman and what specifically Roseman 

disclose, it disclose as using a -- local computers become connected to host 

computer via commercially available Local Area Networks and Wide Area 

Networks.  When you’re talking about Local Area Networks and Wide Area 

Networks, this is the Internet.  That’s different name to Internet.  Q So 

you’re saying that Roseman by itself teaches the Internet?  A Roseman by 

itself reference to remote computers commercially available, commercially 

available that said Internet.  Local Area Networks, definitely part of the 

Internet.  Wide Area Networks, different name to the Internet.  It’s actually 

the Internet itself. . . .”). 

Petitioner further argues that Vetter teaches using the Internet to 

facilitate the same types of computer-based conferencing functions as 

described in Roseman.  Pet. 37–38.  Petitioner contends that Vetter itself 

identifies a reason to combine the teachings of Roseman and Vetter, namely 

“[v]ideoconferences are becoming increasingly frequent on the Internet” and 
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the CU-SeeMe videoconferencing tool described in Vetter “is also becoming 

very popular.”  Id. at 39 (quoting Ex. 1005, 77 (emphases by Petitioner)). 

Patent Owner argues that Vetter does not state that Internet 

videoconferencing would have been ubiquitous at the time of the invention; 

rather, Patent Owner argues, the Internet was beginning to support video 

conferencing.  PO Resp. 26.  According to Patent Owner, “while  

communication over the Internet maybe obvious today, the mid-1990’s were 

still the early formative years of the Internet, and one of ordinary skill in the 

art would not necessarily have looked to the Internet to improve systems 

such as Roseman.”  Id. at 27.  Patent Owner further argues that Vetter 

describes a system for point-to-point and point-to-mulitpoint 

communications without the use of a centralized server structure, database, 

or tokens.  Id.    

We are persuaded by Petitioner.  Roseman expressly states that its 

local computers and host communicate via a commercially available WAN.  

We credit Dr. Lavian’s testimony that, to the extent that this is not an 

express reference to the Internet, the most suitable and obvious 

commercially available WAN would have been the Internet.  We also find 

that Vetter suggests using the Internet for purposes similar to those of 

Roseman.  Vetter describes an example in which features such as audio, 

video, and virtual whiteboard tools are used to conference over the Internet.  

Ex. 1005, 77–78.  Thus, to the extent Roseman does not expressly suggest 

using the Internet, Vetter includes an express suggestion to update a system 

such as Roseman using modern electronic components, such as the Internet, 

to gain the commonly understood benefits of such adaptation.  See Leapfrog 

Enters., Inc. v. Fisher-Price, Inc., 485 F.3d 1157, 1162 (Fed. Cir. 2007); 
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cf., Muniauction, Inc. v. Thomson Corp., 532 F.3d 1318, 1326–27 (Fed. Cir. 

2008) (“The record in this case demonstrates that adapting existing 

electronic processes to incorporate modern internet and web browser 

technology was similarly commonplace at the time the ’099 patent 

application was filed.”).  Vetter reinforces our finding that the Internet 

would have been the most suitable commercially available WAN for use in 

Roseman’s system.  Patent Owner’s argument that Vetter does not describe a 

system with a controller computer, database, or tokens is unpersuasive as it 

merely attacks Vetter individually without considering the combination 

proposed by Petitioner.  See In re Merck & Co., Inc., 800 F.2d 1091, 1097 

(Fed. Cir. 1986) (“Non-obviousness cannot be established by attacking 

references individually where the rejection is based upon the teachings of a 

combination of references.”). 

In sum, we find that Roseman and Vetter teach affording information 

to first and second participator computers “via the Internet network,” as 

recited in claim 1. 

 

d. “running controller software on the controller 

computer, in accordance with predefined rules, to 

direct arbitration of which ones of the participator 

computers interactively connect within a group of the 

participator computers” 

With regard to the limitation, “controller software . . . to direct 

arbitration of which ones of the participator computers interactively connect 

within a group of the participator computers,” the Petition relies on 

teachings in Roseman about the functions of the host software on the host 

computer.  Pet. 40–44.  For example, Roseman describes applying rules to 
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govern which conference participants can communicate interactively, and 

how the participants may communicate, such as a “talking queue” permitting 

only one participant to speak at a time, permitting only one participant at a 

time to utilize the pencil tool, and private communication features where 

only select participants may exchange private communications.  Ex. 1003, 

3:52–56, 9:16–31, 11:38–46, Fig. 19. 

As to “in accordance with predefined rules,” Petitioner (Pet. 41) 

argues that Roseman discloses that a person setting up a conference can 

determine aspects of the meeting, such as:  “What rules govern the conduct 

of the meeting?  Does the Requester have absolute control of the voice and 

message interaction among the participants?  Or Is the meeting a 

brainstorming free-for-all, where numerous people can speak at once?”  

Ex. 1003, 3:52–54.  As to a specific example, Petitioner points to Roseman’s 

“pencil” tool, through which a participant can write a message in a 

conference room using the pencil tool, and other participants are disabled 

from doing so while the first participant has the pencil.  Pet. 42 (citing 

Ex. 1003, Fig. 19).  Petitioner also cites to Roseman’s “Whisper Mode” for 

private voice conversations and “note-passing” for private textual 

conversations as examples of predefined rules that govern how users 

conduct real-time communications.  Id. at 42–43 (citing Ex. 1003, 9:16–31, 

15:12–15, Fig. 17C).  We agree with Petitioner that these are examples of 

“predefined rules” that “direct arbitration of which ones of the participator 

computers interactively connect within a group of the participator 

computers.”  Thus, we find that Roseman teaches this limitation.  We note 

that Patent Owner does not contest that Roseman teaches this limitation. 
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e. “providing an API on the controller computer, the 

API multiplexing and demultiplexing API messages by 

type, creating a virtual connection and providing the 

virtual connection between channels, private 

messages, and multimedia objects in the controller 

computer and the participator computers” 

Claim 1 recites “providing an API on the controller computer, the API 

multiplexing and demultiplexing API messages by type.”  For the recited 

“API,” Petitioner identifies a series of software functions for which 

Roseman provides pseudo-code, including transmitting data files to 

conference participants, transmitting private notes between participants, and 

enabling (and disabling) the pencil tool.  Pet. 44–47 (citing Ex. 1003, 12:66–

13:2, Figs. 16A, 17C, 19).  According to Petitioner, this API multiplexes and 

demultiplexes API messages by type, as recited in claim 1, because “the host 

computer receives a type of message and routes the message to the 

appropriate software functionality to handle that message type.”  Id. at 45–

47.  According to Petitioner, 

Roseman discloses software functionality that transmits and 

processes particular types of messages, such as placing a 

document on the table (causing the document to be sent to each 

participant), using the pencil (causing the participant’s actions 

to be sent to each participant), sending a private message 

(causing the message to be sent only to the intended recipient), 

and other messaging functions.  Messages corresponding to these 

commands are multiplexed because the host computer processes 

each message using the software functionality described above – 

using the message type to determine the appropriate software. 

Id. at 46–47 (emphasis added).  Petitioner argues that ’356 patent’s 

“description mirrors what the ‘host computer’ in Roseman does.”  Id. at 47. 

In response, Patent Owner argues that “none of Petitioner’s evidence 

indicates the presence of both multiplexing and demultiplexing on the 
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controller computer.”  PO Resp. 31.  According to Patent Owner, any 

multiplexing identified by Petitioner would occur only in the context of the 

participator software.  Id.  As to Petitioner’s contention that messages 

corresponding to Roseman’s, icon, note, and pencil features “are 

multiplexed because the host computer processes each message using the 

software functionality described above – using the message type to 

determine the appropriate software,” Pet. 45–47, Patent Owner argues that 

“using the message type to determine the appropriate software is actually 

demultiplexing,” PO Resp. 31–32. 

In reply, Petitioner notes that Patent Owner, in a related proceeding 

(IPR2016-01067), proposed construing “multiplexing” to mean “collecting 

messages from different objects/code and sending the messages over a 

common channel to the participators,” a construction similar to our 

construction in Section II.A.4 above (“combining and transporting different 

types of messages over the same connection”).  Pet. 22–23 (citing IPR2016-

02067, Paper 26, 31).  Petitioner contends that it showed, in the Petition, 

multiplexing in Roseman under Patent Owner’s construction.  Id. at 23.  We 

agree with Petitioner.  As explained above, Roseman describes a host 

receiving icon, note, and pencil messages from the local computers over the 

Internet (a common communication channel), routing those messages to the 

appropriate software to handle the messages (demultiplexing), and further 

sending those messages to each of the participants (in the case of icons and 

pencil messages) or to only an identified participant (in the case of notes) 

over the Internet.  Ex. 1003, 8:1–5, 9:26–31, 14:53–67, 15:10–13, 15:20–27.  

We find that, to send these messages of different types to the participants 

over the same Internet connection (in the combination that includes Vetter’s 
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teachings), the messages would be combined.  Therefore, we find Roseman 

teaches multiplexing as construed (“combining and transporting different 

types of messages over the same connection”).    

Patent Owner further argues that Roseman’s description of a “whisper 

mode” teaches away from multiplexing because a whisper mode audio 

communication is invoked in a separate voice connection that is not shared 

with the data connection.  PO Resp. 32.  Even if this is the case, Patent 

Owner does not explain how it undermines the other examples cited by 

Petitioner, including icons, notes, and pencil messages, which we find are 

multiplexed and carried over the same connection.   

Claim 1 also recites “creating a virtual connection and providing the 

virtual connection between channels, private messages, and multimedia 

objects in the controller computer and the participator computers.”  

Petitioner asserts that Roseman’s description of the virtual conference room 

provided by the host computer, within which the various software functions 

are made available, teaches the recited “virtual connection.”  Pet. 47.  

Petitioner contends that the host software providing a virtual conference 

room that connects a group of participants is an example of creating a virtual 

connection between channels in the controller computer and the participator 

computers.  Id. at 48.  As explained in Section II.A.1 above, “channel” 

means “a group of participator computers in active communication.”  

Petitioner further argues that Roseman’s child rooms are additional 

examples of channels.  Pet. 48 (citing Ex. 1003, 10:18–25).   

As discussed above, Roseman also describes private communications 

features within the virtual conference rooms, including note-passing, which 

Petitioner maps to the recited “private messages.”  Id. at 48 (citing Ex. 1003, 
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2:49–50).  Petitioner contends that this teaches providing a virtual 

connection between private messages in the controller computer and the 

participator computers.  Id.  Finally, Roseman describes “multi-media 

conferencing” where audio and video are exchanged between participants in 

a virtual conference room, as well as the sharing of documents and files 

(including text and graphics).  Id. at 48–49 (citing Ex. 1003, Abstract, 2:38–

45, 7:65–67, 8:1–4, 11:11–13).  Petitioner argues that this teaches providing 

a virtual connection between multimedia objects in the controller computer 

and the participator computers.  Id. at 49.   

Patent Owner argues that claim 1 “explicitly requires a connection to 

be established between corresponding objects in the controller and 

participator computers, necessitating the existence of the claimed objects 

within the participator computers,” and that “Roseman does not disclose any 

software on the users’ computers that could qualify as corresponding 

participator software that includes the claimed channel objects, private 

messaging objects, or multimedia objects.”  PO Resp. 29.  Patent Owner 

argues that Roseman describes generating images on the host computer and 

sending that same display to each of the local computers, rather than opening 

files on the local computers.  Id. at 29–30 (citing Ex. 1003, 8:1–4, 8:11–13). 

Petitioner argues that “[t]he claims do not under their broadest 

reasonable construction exclude a communications system in which the 

controller computer provides information to participator computers in the 

form of graphical representations.”  Reply 21.  According to Petitioner, 

Patent Owner’s expert admitted that an “object” in the context of the 

challenged claims is simply an item of information.  Id. (citing Ex. 1016, 
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111:20–112:14).8  Consistent with Petitioner’s argument, Dr. Carbonell 

testified that “objects” means “items of information,” for example, “[i]t can 

be a figure, it can be a video clip, it can be audio.”  Ex. 1016, 111:20–112:3.  

Petitioner argues that Roseman’s rendering of a conference room constitutes 

an “object.”  Reply 21. 

We agree with Petitioner that the claims do not require corresponding 

software at a participator computer for demultiplexing messages such that an 

object (item of information) multiplexed at the host and sent to the 

participator computer is demultiplexed to separate out that object, which is 

how Patent Owner construes this claim limitation.  On one hand, the ’356 

patent Specification describes demultiplexing and multiplexing on both 

participator and controller computers to create the disclosed virtual 

connection between channel, message, and multimedia objects:  

“De/multiplexing via API provides a ‘virtual connection’ between Channel, 

Private Message, and Multimedia objects in the controller computer 3 and 

each participator computer 5.”  Ex. 1001, 6:3–5.  On the other hand, the 

caption at the bottom of Figure 2 implies that merely multiplexing API 

messages creates a “virtual” connection.  See id. at Fig. 2 

(“MULTIPLEXING VIA API PROVIDES A ‘VIRTUAL CONNECTION 

BETWEEN CHANNEL, PRIVATE MESSAGE, AND MULTIMEDIA 

OBJECTS IN CONTROLLER AND PARTICIPATOR.”). 

The claims, however, in essence define a “virtual” connection as one 

created by multiplexing and demultiplexing messages by type on the 

                                           
8 Petitioner cites to Exhibit 1014, which we assume is a typographical error.  

Dr. Carbonell’s deposition is Exhibit 1016. 
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controller computer.  For example, claim 1 recites “providing an API on the 

controller computer, the API multiplexing and demultiplexing API messages 

by type, creating a virtual connection and providing the virtual connection 

between channels, private messages, and multimedia objects in the 

controller computer and the participator computers.”   

 Although the ’356 patent presents different generic or functional 

descriptions about what it means by a “virtual” connection, the disclosure 

reveals that a virtual connection is not “a separate connection between each 

object,” which is “[a]n alternate connection” to a “virtual connection.”  

Ex. 1001, 6:3–9.  In view of the ’356 patent specification, a “virtual” 

connection “between channels” means that the controller computer connects 

participators to the same “channel” via the controller computer––meaning 

that users in a group on that “channel” can chat or teleconference.  

Roseman’s description of placing documents on a virtual conference table, 

causing the document to be sent to each participant as part of a common 

rendering, teaches a virtual connection between channels.  Pet. 48. 

In similar fashion, a “virtual” connection for the claimed “private 

message” and “multimedia object” simply means a connection through the 

controller computer and between different users exists so that participators 

on a “channel” each may see a “private message” and a “multimedia object” 

(e.g., via a download or URL connection) sent by another participator user.  

See Ex. 1001, Fig. 2, 5:38–43 (describing multimedia as sent by URL links), 

5:44–6:9 (discussing private messages, channels, multimedia objects, and 

virtual connections).   

By way of example, the specification describes in general terms how 

participator computer Block 20, which “is illustrative of demultiplexing and 
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multiplexing operations carried out by message type on API messages of all 

types,” “links to Block 24, which illustrates handling private message A,” 

and “also links to Block 26, illustrative of handling out-of-band media.”  

Ex. 1001, 5:58–68 (emphases added).  These illustrations using different 

“Blocks” simply describe in functional software terms connecting users on 

“channels” (so that users can chat and/or send messages) and transferring 

private messages and multimedia objects between users via the controller 

computer.  Id. at 5:43–67.  Another feature of a “virtual” connection implied 

by Figures 1 and 2 is that no direct connection between users exists, rather, 

an indirect connection routed through the controller computer exists.  

Ex. 1001, Figs. 1, 2.     

We find that Roseman’s description of sending notes to an identified 

participant, and no one else, is a teaching of a connection through the host 

(controller computer) and between different local computers (participator 

computers) that allows participators on a “channel” to see a “private 

message.”   

Patent Owner also argues that Roseman describes initiating separate 

data and voice connections when the “whisper mode” is used, rather than a 

shared connection.  PO Resp. 30.  This is similar to Patent Owner’s 

argument, discussed above, that Roseman’s whisper mode teaches away 

from claim 1.  Once again, Patent Owner does not explain why Roseman’s 

description of one particular type of communication (whisper mode) 

undermines Petitioner’s evidence as to Roseman’s other examples of 

communications, such as note passing and multi-media conferencing.   

In sum, we find that Roseman and Vetter teach “providing an API on 

the controller computer, the API multiplexing and demultiplexing API 
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messages by type, creating a virtual connection and providing the virtual 

connection between channels, private messages, and multimedia objects in 

the controller computer and the participator computers,” as recited in 

claim 1. 

 

f. “communicating real-time messages within the group 

of the interactively connected said participator 

computers” 

Petitioner identifies Roseman’s teachings of real-time 

communications in the form of sharing documents, writing/drawing on 

shared documents, and using a virtual pointer to indicate parts of shared 

documents.  Pet. 50–51 (citing Ex. 1003, 2:38–47, 7:54–8:5, 8:41–46, 

12:26–28).  Petitioner contends that communications in one of Roseman’s 

conference rooms, such as placing documents on a table, drawing on a 

document, and moving a pointer, take place in real time because they are 

communicated to participants as the underlying events occur.  Id.  For 

example, Roseman explains: 

In the invention, the participants share a common virtual 

conference table.  Each participant can 

(1) place a document onto the table electronically, 

(2) write on the document, draw on it, and otherwise 

manipulate it, and 

(3) move a pointer to different positions on the document, 

to point to specific parts of it. 

All other participants see the [] preceding three events as they 

occur.  
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Ex. 1003, 2:38–47.  We find that these are specific examples in Roseman of 

real-time communications sent and received by the participator computers in 

a group. 

Thus, we find that Roseman teaches this limitation of claim 1.  We 

note that Patent Owner does not contest that Roseman teaches this 

limitation. 

In sum, we find that Roseman, Rissanen, and Vetter teach each 

limitation of claim 1. 

 

4. Remaining Challenged Independent Claims 

Claim 19 recites an apparatus configured to perform functions that 

track the steps of claim 1, except that claim 19 does not recite functions 

corresponding to “affording some of the information to a [first/second] of 

the participator computers via the Internet network, responsive to an 

authenticated [first/second] user identity.”  Claim 37 is substantively the 

same as claim 19, except that, where claim 19 recites “affording information 

to each of a plurality of participator computers which are otherwise 

independent of each other in communication with each of the participator 

computers,” claim 37 recites “affording information to each of a plurality of 

independent participator computers which are otherwise independent of each 

other, via the Internet network communicating with the participator 

computers.”  Petitioner compares the limitations of claims 1 and 19 side-by-

side and argues that claim 19 is taught by Roseman, Rissanen, and Vetter for 

the same reasons as given for claim 1.  Pet. 55–57.  Petitioner further 

compares the limitations of claims 19 and 37 side-by-side and argues that 

claim 37 is unpatentable for the same reasons as given for claims 1 and 19.  
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Patent Owner argues claims 19 and 37 along with claim 1.  For the reasons 

given for claim 1, Roseman, Rissanen, and Vetter teach each limitation of 

claims 19 and 37. 

 

1. Claims 2–5, 8, 9, 12, 16, 20–24, 27, 28, 31, 35 

Claims 2–5 depend, directly or indirectly, from claim 1, and recite that 

the communication content includes communicating at least one, two, three, 

or four of “sound, video, graphic, pointer, and multimedia content.”  Claims 

20–24 depend, directly or indirectly, from claim 19 and include similar 

limitations.  Petitioner points to examples in Roseman of communicating 

sound and video (Ex. 1003, 11:11–16 (“Audio and video connections”)), 

graphic content (id. at 8:1–4 (“[e]ach Invitee can transmit a file (of any 

suitable kind: data, text or graphic) to the host”)), and multi-media (id. at 

Abstract (“‘multi-media’ conferencing”)).  Pet. 51–52, 57.  Patent Owner 

does not present separate arguments for these claims.  Based on Petitioner’s 

evidence, we find that Roseman teaches the additional limitations of claims 

2–5 and 20–24. 

Claims 8, 9, and 12 depend from claim 1.  Claim 8 recites “wherein 

the API includes API messages”; claim 9 recites “wherein communications 

among the controller computer and the participator computers are mediated 

via API messages”; and claim 12 recites “wherein the controller software 

includes multiplexing and de-multiplexing operations carried out as a 

message type on API messages.”  Claims 27, 28, and 31 depend from claim 

19 and recite similar limitations.  Petitioner contends that these claims do not 

add materially to claim 1 and are unpatentable for the same reasons as given 

for the limitation of claim 1, “providing an API on the controller computer, 
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the API multiplexing and demultiplexing API messages by type, creating a 

virtual connection and providing the virtual connection between channels, 

private messages, and multimedia objects in the controller computer and the 

participator computers.”  Pet. 53, 57–58.  Patent Owner does not present 

separate argument for these claims.  We agree with Petitioner that Roseman 

and Vetter teach the additional limitations for the same reasons as given for 

claim 1, “providing an API on the controller computer, the API multiplexing 

and demultiplexing API messages by type, creating a virtual connection and 

providing the virtual connection between channels, private messages, and 

multimedia objects in the controller computer and the participator 

computers.” 

Claim 16 depends from claim 1 and adds “wherein the communicating 

is conducted over the network, including the Internet.”  Claim 35 depends 

from claim 19 and recites a similar limitation.  We find that this limitation is 

taught by Roseman and Vetter for the same reasons given above for claim 1, 

the limitation “affording some of the information to a first of the participator 

computers via the Internet network.”   

 

2. Claims 14, 15, 33, 34 (“censorship” claims) 

Claims 15 and 34 depend from claims 1 and 19, respectively, and add 

“the controller computer determines censorship.”  Claims 14 and 33 also 

depend from claims 1 and 19, respectively, and add a more narrow 

“determining censorship of the content” and “the computer system 

determines censorship of the content,” respectively.  Petitioner presents the 

same arguments and evidence for both of these sets of claims, without 

distinguishing between them.  Pet. 54, 58. 
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Petitioner points to Roseman’s description of measures that can be 

taken to prevent participants from speaking.  Id. at 54 (citing Ex. 1003, 

11:40–46, 12:29–45).  For example, Roseman’s host can act as a moderator, 

such that 

While one participant is speaking, the host can monitor the audio 

input of the other participants.  The host looks for instances when 

the speaker refuses to stop talking when the other participants 

speak.  When the host finds such instances, the host issues a 

message to all participants stating that a filibuster appears to be 

occurring, and requests a vote as to whether to allow the filibuster 

to continue. 

Ex. 1003, 12:39–45.  Petitioner argues that this “mirror[s] the examples of 

‘censorship’ in the written description of the ’356 patent.”  Pet. 54 (citing 

Ex. 1001, 8:41–46) 

As to claims 15 and 34, we agree with Petitioner.  These claims 

simply recite that the controller computer “determines censorship.”  As 

explained in Section II.A.2 above, censorship is “control of what is said in a 

group.”  Roseman’s host preventing participants from speaking is a form of 

control over what is said in a group.  This is similar to the ’356 patent’s 

example in which “[c]ensorship can control . . . access to system 1 by 

identity of the user.”  Ex. 1001, 8:41–42.  Thus, we find that Roseman 

teaches the additional limitations of claims 15 and 34. 

As to claims 14 and 33, however, Petitioner has not explained 

persuasively why preventing a user from speaking constitutes “censorship of 

the content.”  As explained in Section II.A.2 above, censorship of the 

content means “determining whether to communicate content based on 

characteristics of the content.”  This aligns with the ’356 patent’s example in 

which “[c]ensorship also can use the tokens for real time control of data 
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(asci, text, video, audio) from and to users, as well as control over 

multimedia URLs—quantity, type, and subject.”  Ex. 1001, 8:45–47.  When 

Roseman’s host acts as a moderator, it prevents a user from speaking 

without regard to characteristics of the content.  Accordingly, Petitioner has 

not shown, by a preponderance of the evidence, that claims 14 and 33 would 

have been obvious over Roseman, Rissanen, and Vetter. 

 

3. Claims 6, 7, 17, 26, 36 (“pointer” claims) 

As noted above, claim 2 recites “wherein the communicating content 

includes communicating at least one of sound, video, graphic, pointer, and 

multimedia content.”  Claim 6 depends from claim 2 and recites “wherein 

said at least one comprises at least five.”  In our analysis of claim 5, above, 

we find that Roseman teaches examples of four of these, sound video, 

graphic, and multimedia, leaving “pointer” unaccounted for.  Claim 7 

depends from claim 1 and recites “wherein the communicating content 

includes communicating a pointer that allows the content to be produced on 

demand.”  Claim 26 depends from claim 19 and adds a similar limitation.  

Petitioner cites Roseman and Pike for examples of pointers.  Pet. 60–64. 

For example, as noted above, Roseman describes a user placing an 

icon onto the table of a virtual conference room and the host sending the 

icon to the table of each conference participant.  If the icon is clicked by a 

participant, the host presents the file to all of the participants.  Ex. 1003, 

14:53–62.  Petitioner contends that the icon is a pointer because it points to, 

or references, an underlying document.  Pet. 60–61.  We agree, and find that 

Roseman teaches communicating content by communicating a pointer that 

allows content to be produced on demand. 
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Petitioner further cites to Pike “in the event it is later argued or 

determined that ‘pointer’ requires an Internet URL or something functionally 

similar.”  Id. at 61.  Although we do not determine that claims 6, 7, and 26 

require a URL, claim 17 depends from claim 1 and recites “wherein the 

communicating content includes communicating content invoked with a 

URL.”  Claim 36 depends from claim 19 and includes a similar recitation.  

Thus, we evaluate whether Roseman, Vetter, and Pike teach communicating 

content invoked with a URL. 

As Petitioner argues (Pet. 61–62), Pike explains that a URL “is a 

complete description of an item, including the location of the item that you 

want to retrieve,” and can be used to locate and retrieve documents from 

another computer.  Ex. 1006, 36–39.  Dr. Lavian testifies that incorporating 

Pike’s URLs into Roseman’s system (communicating via the Internet, per 

Vetter’s teaching) “would have predictably resulted in the virtual 

conferencing system of Roseman in which the clickable icons used to access 

content (such as documents and notes) included a URL that identified the 

location of content on the host computer.”  Ex. 1002 ¶ 121.  On this 

evidence, we find that Roseman, Vetter, and Pike teach communicating 

content invoked with a URL.  

We note that Patent Owner does not present separate arguments for 

these claims.  On the complete record, we find that Roseman, Vetter, and 

Pike teach the additional limitations of claims 6, 7, 17, 26, and 36. 

 

4. Claims 18, 25 (“JAVA” claims) 

Claim 18 depends from claim 1 and recites “wherein the controller 

software comprises a JAVATM application.”  Claim 25 depends from claim 
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19 and adds a similar limitation.  Petitioner cites to Gosling as providing 

evidence that Java was a known programming language that could be used 

to build application software.  Pet. 64 (citing Lavian Decl. ¶ 131).  Petitioner 

argues that Gosling provides a reason to use Java in Roseman’s application, 

namely, “[o]ne of the obvious benefits of using a bytecode like Java’s is that 

compiled programs are portable: so long as the interpreter is present, 

programs can execute on any kind of CPU.”  Id. (citing Ex. 1007, 115).  

Dr. Lavian testifies that “[b]y using Java for the host computer software in 

Roseman, the developer would be freed from the burden of having to rewrite 

or change the application in the event of a change in the type of CPU or 

computer architecture for the server computer.”  Lavian Decl. ¶ 132.  On the 

complete record, we find that a skilled artisan would have had reason to 

implement Roseman’s system using Java, namely, to create programs that 

are portable and that can be executed on many kinds of computers without 

having to be rewritten.  Thus, Roseman and Gosling teach the additional 

limitations of claims 18 and 25. 

 

5. Conclusion of Obviousness 

As explained above, Roseman, Rissanen, and Vetter teach each 

limitation of claims 1–5, 8, 9, 12, 15, 16, 19–24, 27, 28, 31, 34, 35, and 37; 

Roseman, Rissanen, Vetter, and Pike teach each limitation of claims 6, 7, 17, 

26, and 36; and Roseman, Rissanen, Vetter, and Gosling teach each 

limitation of claims 18 and 25.  Petitioner has introduced persuasive 

evidence that a skilled artisan would have had reasons to combine the 

teachings of Roseman, Rissanen, Vetter, Pike, and Gosling.  Patent Owner 

does not argue or introduce evidence of objective indicia of nonobviousness.  
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In sum, upon consideration of all the evidence, we conclude that Petitioner 

has proved by a preponderance of the evidence, that claims 1–5, 8, 9, 12, 15, 

16, 19–24, 27, 28, 31, 34, 35, and 37 would have been obvious over 

Roseman, Rissanen, and Vetter; that claims 6, 7, 17, 26, and 36 would have 

been obvious over Roseman, Rissanen, Vetter, and Pike; and that claims 18 

and 25 would have been obvious over Roseman, Rissanen, Vetter, and 

Gosling. 

As explained above, Petitioner has not proved by a preponderance of 

the evidence that claims 14 and 33 would have been obvious over Roseman, 

Rissanen, and Vetter. 

 

III.  PATENT OWNER’S MOTION TO EXCLUDE 

Patent Owner filed a paper styled a “Motion to Exclude Evidence,” 

seeking to exclude certain portions of the 2nd Lavian Declaration that it 

argues exceeds the proper scope of a reply.  Paper 37, 1.  Specifically, Patent 

Owner moves to exclude portions of paragraphs 54, 74, and 75 of the 2nd 

Lavian Declaration.  Id. at 2–4. 

Petitioner opposes this motion on the ground that it is not directed to 

the admissibility of evidence and, therefore, is procedurally improper.  

Paper 39, 2.  Patent Owner contends that arguments that exceed the scope of 

a reply are irrelevant, prejudicial, confusing, or misleading under Federal 

Rules of Evidence 401, 402, and 403.  Paper 41, 1–2.  As Petitioner points 

out, however, the Board repeatedly has denied, as improper, motions to 

exclude that merely argue that evidence is outside the proper scope of a 

reply.  Paper 39, 2–3.  Despite its invocation of Rules 401, 402, and 403, we 

agree that Patent Owner’s Motion to Exclude is nothing more than an 
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argument that Petitioner’s Reply exceeds its proper scope.  Accordingly, we 

deny Patent Owner’s Motion. 

Nevertheless, we have considered Patent Owner’s argument with 

respect to those portions of Petitioner’s Reply that are relied upon, and 

determine they do not belatedly raise new issues or present evidence that 

should have been presented in the Petition.  In any case, we do not rely on 

paragraphs 54, 74, and 75 of the 2nd Lavian Declaration. 

 

III. CONCLUSION 

Petitioner has established by a preponderance of the evidence that 

claims 1–9, 12, 15–28, 31, and 34–37 are unpatentable, but has not proved 

that claims 14 and 33 are unpatentable.     

 

IV. ORDER 

For the reasons given, it is: 

ORDERED, based on a preponderance of the evidence, that claims 1–

9, 12, 15–28, 31, and 34–37 are unpatentable; and 

FURTHER ORDERED, because this is a final written decision, the 

parties to this proceeding seeking judicial review of our Decision must 

comply with the notice and service requirements of 37 C.F.R. § 90.2. 
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I. INTRODUCTION 

A. Background 

Facebook, Inc. (“Petitioner”) filed a Petition (Paper 1, “Pet.”) to 

institute an inter partes review of claims 1–61 and 64 of U.S. Patent No. 

8,473,552 B1 (Ex. 1001, “the ’552 patent”).  Windy City Innovations, LLC 

(“Patent Owner”) filed a Preliminary Response (Paper 6, “Prelim. Resp.”).   

Pursuant to 35 U.S.C. § 314, in our Institution Decision (Paper 7, 

“Dec.”), we instituted this proceeding as to claims 1–59 and 64, but not 

claims 60 and 61. 

Patent Owner filed a Patent Owner’s Response (Paper 22, “PO 

Resp.”), and Petitioner filed a Reply to the Patent Owner’s Response 

(Paper 31, “Reply”).   

Petitioner relies on the Declarations of Tal Lavian, Ph.D. (Ex. 1002, 

“Lavian Decl.”; Ex. 1021, “2nd Lavian Decl.”).  Patent Owner relies on the 

Declaration of Jaime G. Carbonell, Ph.D. (Ex. 2005, “Carbonell Decl.”). 

An oral argument was held on October 19, 2017 (Paper 46, “Tr.”). 

We have jurisdiction under 35 U.S.C. § 6.  This Decision is a final 

written decision under 35 U.S.C. § 318(a) as to the patentability of claims 1–

59 and 64.  Based on the record before us, Petitioner has proved, by a 

preponderance of the evidence, that claims 2, 3, 5, 7, 10–17, 59, and 64 of 

the ’552 patent are unpatentable, but has not proved that claims 1, 4, 6, 8, 9, 

and 18–58 are unpatentable. 

 

B. Related Matters 

The parties indicate that the ’552 patent has been asserted in Windy 

City Innovations, LLC v. Microsoft Corp., Civ. A. No. 15-cv-00103-GM 
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(W.D.N.C.) (transferred to 16-cv-1729 (N.D. Cal.)), and Windy City 

Innovations, LLC v. Facebook, Inc., Civ. A. No. 15-cv-00102-GM 

(W.D.N.C.) (transferred to 16-cv-1730 (N.D. Cal.)).  Pet. 1; Paper 4, 1.  The 

’552 patent was the subject of inter partes review petitions in IPR2016-

01138, IPR2016-01137, IPR2016-01146, and IPR2016-01147.  Paper 4, 1–

2.  The ’552 patent also was the subject of IPR2017-00603, which Microsoft 

Corp. filed and sought to join with this proceeding prior to settling with 

Patent Owner.  Patents related to the ’552 patent are subjects of additional 

inter partes review petitions. 

 

C. Asserted Prior Art References 

Petitioner relies on the following prior art: 

U.S. Patent No. 6,608,636 B1, issued Aug. 19, 2003, filed May 13, 

1992 (Ex. 1003, “Roseman”);  

Published European Pat. App. No. 0 621 532 A1, published Oct. 26, 

1994 (Ex. 1004, “Rissanen”); 

Ronald J. Vetter, Videoconferencing on the Internet, IEEE COMPUTER 

SOCIETY 77–79 (Jan. 1995) (Ex. 1005, “Vetter”); 

MARY ANN PIKE ET AL., USING MOSAIC (1994) (Ex. 1006, “Pike”); 

TOM LICHTY, THE OFFICIAL AMERICA ONLINE FOR MACINTOSH 

MEMBERSHIP KIT & TOUR GUIDE (2nd ed. 1994) (Ex. 1007, 

“Lichty”). 
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D. The Instituted Ground 

We instituted a trial on the ground of unpatentability of claims 1–59 

and 64 as obvious, under 35 U.S.C. § 103(a), over Roseman, Rissanen, 

Vetter, Pike, and Lichty.  Dec. 37. 

 

E. The ’552 Patent 

The ’552 patent describes an Internet “chat room.”  According to the 

’552 patent, it was known to link computers together to form chat rooms in 

which users communicated by text, graphics, and multimedia, giving the 

example of the Internet service provider “America On Line.”  Ex. 1001, 

1:40–46.  The ’552 patent acknowledges that chat rooms have been 

implemented on the Internet, albeit with “limited chat capability,” but 

contends that the complex chat room communications capable with Internet 

service providers had not been developed on the Internet “at least in part 

because [the] Internet was structured for one-way communications 

analogous to electronic mail, rather than for real time group chat room 

communications” and because “there is no particular control over the 

platform that would be encountered on the Internet.”  Id. at 1:47–54, 1:60–

62. 

Figure 1, reproduced below, illustrates an embodiment of the 

invention: 
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Figure 1 is a block diagram showing the components and data flow of a 

computerized human communication arbitrating and distributing system.  

Id. at 4:50–54.  The system includes a controller computer (shown as 1 in 

Figure 1 but described as 3 in the written description) in communication 

with several participator computers 5 (e.g., IBM-compatible personal 

computers) over connection 13 (e.g., an Internet connection or a World 

Wide Web connection).  Id. at 4:55–5:7.   

The controller computer runs under the control of controller software 

2, and the software arbitrates, in accordance with predefined rules (including 
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user identities), which participator computers 5 can interact in a group 

through the controller computer, and directs real-time data to the members 

of the group.  Id. at 5:8–14.  The software uses “identity tokens,” or pieces 

of information associated with user identity, in the arbitration.  Id. at 7:61–

64.  The tokens are stored in memory 11 in a control computer database 

along with personal information about the users.  Id. at 7:64–8:2.   

The arbitration can be used to control a user’s ability to join or leave a 

group of participator computers, to moderate communications involving the 

group, and to see other users in the group.  Id. at 8:8–20.  Arbitration using 

tokens also can be used to perform censorship: 

Censorship, which broadly encompasses control of what 

is said in a group, is also arbitrated by means of the tokens.  

Censorship can control of access [sic] to system 1 by identity of 

the user, which is associated with the user’s tokens.  By checking 

the tokens, a user’s access can be controlled per group, as well 

as in giving group priority, moderation privileges, etc.   

Censorship also can use the tokens for real time control of 

data (ascii, text, video, audio) from and to users, as well as 

control over multimedia URLs [Uniform Resource Locators]—

quantity, type, and subject. 

Id. at 8:24–32. 

According to the specification, “[t]he present invention comprehends 

communicating all electrically communicable multimedia information as 

Message 8, by such means as pointers, for example, URLs.  URLs can point 

to pre-stored audio and video communications, which the Controller 

Computer 3 can fetch and communicate to the Participator Computers 5.”  

Id. at 5:25–30. 
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Claim 2, reproduced below (disputed terms in italics), is illustrative of 

the claimed subject matter: 

2. A method of communicating via an Internet 

network by using a computer system including a controller 

computer and a database which serves as a repository of tokens 

for other programs to access, thereby affording information to 

each of a plurality of participator computers which are otherwise 

independent of each other, wherein the controller computer 

system is programmed to provide access to the controller 

computer system via any of two client software alternatives, 

wherein both of the two client software alternatives allow the 

respective user identities to be recognized by the controller 

computer system and allow at least some of the participator 

computers to form at least one group in which members can send 

communications and receive communications from another of 

the members, wherein at least some of the communications are 

received in real time via the Internet network, and wherein the at 

least one of client software alternatives allows the controller 

computer system to determine whether at least one of the user 

identities, individually, is censored from data representing at 

least one of a pointer, video, audio, graphic, and multimedia such 

that the data that is censored is not presented by the 

corresponding participator computer, the method including:  

affording some of the information to a first of the 

participator computers via the Internet network, 

responsive to an authenticated first user identity;  

affording some of the information to a second of the 

participator computers via the Internet network, 

responsive to an authenticated second user identity;  

permitting at least the first user identity and the second 

user identity to form a group; and  

permitting sending communications in real time, via the 

Internet network, among the participator computers 

corresponding to the user identities in the group, 

wherein at least some of the communications 

include messages comprising more than one data 
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type, and at least some other of the communications 

include a pointer that produces a pointer-triggered 

message on demand. 

 

II. ANALYSIS 

A. Claim Construction 

1. Constructions in the Institution Decision 

We interpret claims of an unexpired patent using the broadest 

reasonable construction in light of the specification of the patent in which 

they appear.  See 37 C.F.R. § 42.100(b); Cuozzo Speed Techs., LLC v. Lee, 

136 S. Ct. 2131, 2144–45 (2016).  In applying a broadest reasonable 

construction, claim terms generally are given their ordinary and customary 

meaning, as would be understood by one of ordinary skill in the art in the 

context of the entire disclosure.  See In re Translogic Tech., Inc., 504 F.3d 

1249, 1257 (Fed. Cir. 2007). 

In the Institution Decision, we preliminarily construed the following 

terms (Dec. 7–15): 

Claim Term Preliminary Construction 

“token” “piece of information associated with user 

identity” 

“database” “a collection of logically related data” 

“censor” “control what is said in a group” 

“at least one of the user 

identities, individually, 

is censored from data” 

refers to control of data received by the at least 

one of the user identities, individually, and is not 

limited to data suppressed based on the content 

of those data or by a moderator 

“pointer” “a link or reference to a file, data, or service” 
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Claim Term Preliminary Construction 

“a pointer-triggered 

message on demand” 

“a message, where the content of the message is 

specified by a pointer and found on demand of 

the operator of the participator software” 

 

Patent Owner adopts our construction of “token” (which Petitioner 

initially proposed) PO Resp. 8, and challenges our constructions of 

“database” and “censor,” id. at 8–13.  Petitioner accepts our constructions of 

“database” and “censor” and presents arguments in favor of those 

constructions.  Reply 1–7.  We maintain our construction of “token” on the 

complete record.  We address the constructions of “database” and “censor,” 

below, as well as the construction of the related term “at least one of the user 

identities, individually, is censored from data.”  Neither party challenges our 

constructions of “pointer” and “a pointer-triggered message on demand,” 

and we maintain those constructions on the complete record.   

 

2. “database” 

In the Petition, relying on Dr. Lavian’s testimony, Petitioner argues 

that “[a] person of ordinary skill in the art would have understood the 

claimed ‘database’ under its broadest reasonable construction to simply refer 

to a stored collection of tokens.  The patent does not require that the 

database be any particular type, such as relational.”  Pet. 19 (citing Ex. 1002 

¶ 56).  Dr. Lavian, in turn, relies on the specification’s description of tokens 

being “stored in memory 11 in a control computer database, along with 

personal information about the user, such as the user’s age.”  Ex. 1002 ¶ 56 

(citing Ex. 1001, 7:64–66). 
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Patent Owner urges a construction that is narrower in two regards:  

(1) Patent Owner contends that a database is a collection of logically-related 

data “which is stored with persistence”; and (2) Patent Owner contends that 

a database includes “associated tools for interacting with the data such as a 

DBMS.”  PO Resp. 12.   

Patent Owner’s primary argument in favor of construing “database” to 

require these limitations is that it filed, in a related application before the 

Patent Office, an information disclosure statement (IDS) that supports its 

construction.  Id. at 9–10 (citing Ex. 2008).  The IDS was submitted to the 

Patent Office in pending application 14/246,965 on January 1, 2017, after 

Petitioner filed the Petition and shortly after we instituted this proceeding 

and preliminarily rejected Patent Owner’s claim construction arguments.  In 

the IDS, Patent Owner argued, inter alia, that “attention is respectfully 

drawn to the defendants’ contentions1 of invalidity in view of the database 

and ‘other programs’ limitations that are common to all claims” and that 

“[b]ecause the database affords information to other programs and 

computers, it must store the data, such as the tokens, with persistence, such 

that tools can interact with the data such as a DBMS when providing the 

data to the participator computers of the authenticated users.”  Ex. 2008, 2.  

Patent Owner argues that we must accept its construction pursuant to 

Verizon Services Corp. v. Vonage Holdings Corp., 503 F.3d 1295, 1306 

(Fed. Cir. 2007), which held that, in some circumstances, a statement made 

by a patentee in the prosecution history of a related application can operate 

                                           
1 This appears to be a reference to invalidity contentions filed in a related 

district court proceeding. 

Appx105

Case: 18-1400      Document: 30     Page: 164     Filed: 05/21/2018



IPR2016-01158 

Patent 8,473,552 B1 

 

11 

as a disclaimer, even if the disclaimer occurred after the patent-in-suit had 

issued.  PO Resp. 10.     

Although we doubt that the Federal Circuit intended that an IDS in a 

related application should be a vehicle for overturning a disadvantageous 

claim construction in an adversarial proceeding,2 we need not reach that 

issue.  As the Federal Circuit also held, “[t]o operate as a disclaimer, the 

statement in the prosecution history must be clear and unambiguous, and 

constitute a clear disavowal of claim scope.”  Verizon, 503 F.3d at 1306.  

That is not the case here.  The statements in Patent Owner’s IDS are not in 

response to any rejection by the Examiner, do not accompany any 

                                           
2 See Moleculon Research Corp. v. CBS, Inc., 793 F.2d 1261, 1270 (Fed. 

Cir. 1986) (“A citation may be made at ‘any time’ either during prosecution 

or, as here, after the patent has issued.  If made during prosecution, it is clear 

that the statements may be considered for claim interpretation purposes, just 

as any other document submitted during prosecution.  If submitted after 

issuance, the answer, again, is it may be considered.  To say that it may be 

considered is not to say what weight statements in the Citation are to be 

accorded.  For example, a Citation filed during litigation might very well 

contain merely self-serving statements which likely would be accorded no 

more weight than testimony of an interested witness or argument of counsel.  

Issues of evidentiary weight are resolved on the circumstances of each 

case.”); Phillips v. AWH Corp., 415 F.3d 1303, 1317 (Fed. Cir. 2005) (en 

banc) (“Like the specification, the prosecution history provides evidence of 

how the PTO and the inventor understood the patent. . . . Yet because the 

prosecution history represents an ongoing negotiation between the PTO and 

the applicant, rather than the final product of that negotiation, it often lacks 

the clarity of the specification and thus is less useful for claim construction 

purposes.” (emphasis added)).   
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amendments, and are not directed to any particular claims, other than a 

general statement that the statements apply to “all claims.”3  Ex. 2008, 2.   

Although Patent Owner argues that the IDS “supports the construction 

that a database is limited” in the manner that it argues, Patent Owner does 

not contend that the IDS constitutes a disclaimer of any subject matter.  PO 

Resp. 10.  We find that the IDS does not contain a “‘clear and unmistakable’ 

disclaimer that would have been evident to one skilled in the art.”  

Trivascular, Inc. v. Samuels, 812 F.3d 1056, 1064 (Fed. Cir. 2016).  

Therefore, we are not persuaded that we should apply prosecution history 

disclaimer to limit the scope of the term “database.”   

Patent Owner also cites to the testimony of Dr. Carbonell that “[t]wo 

hallmarks of a database are (1) persistence of the data, and (2) interactivity 

with the data via a database management system (DBMS).”  Id. (quoting 

Ex. 2005 ¶ 33).  As Petitioner points out (Reply 1–2), Dr. Carbonell’s 

testimony on this point appears to be a copy of the testimony of Dr. Bajaj, 

who submitted a declaration in support of Patent Owner’s Preliminary 

Response (compare Ex. 2005 ¶ 33, with Ex. 2001 ¶ 20), although 

Dr. Carbonell testified that he was unaware of Dr. Bajaj’s declaration 

(Ex. 1016, 132:2–12).  In any case, as Petitioner points out, Dr. Carbonell 

marshals the same evidence that did not persuade us at the institution stage 

without adding any additional evidence or even acknowledging our concerns 

with Dr. Bajaj’s evidence.  Reply 2 n.1. 

                                           
3 Adding to the ambiguity, it is not clear whether the IDS’s reference to “all 

claims” refers to the claims in the pending application or the claims 

discussed in the defendants’ contentions of invalidity to which the sentence 

is directed. 
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In particular, Patent Owner and Dr. Carbonell cite to the Macmillan 

Encyclopedia of Computers (Ex. 2004).  PO Resp. 10–11; Carbonell Decl. 

¶ 33.  In the portion included in Exhibit 2004, The Macmillan Encyclopedia 

states that “[a] database system is a collection of related records stored in a 

manner that makes the storage and retrieval of the data very efficient.  The 

four well-known data models for databases are the hierarchical, network, 

relational, and object-oriented models.”  Ex. 2004, 230.  This definition does 

not require persistence and Patent Owner does not explain why persistence 

should be inferred from this definition.  Moreover, as we observed in the 

Institution Decision, the Macmillan definition is consistent with the 

definition of “database” given by the IEEE Dictionary of Standards Terms.  

See IEEE 100 THE AUTHORITATIVE DICTIONARY OF IEEE STANDARDS TERMS 

268 (7th ed. 2000) (“database (DB) . . . A collection of logically related 

data stored together in one or more computerized files.”) (Ex. 3001).  This 

definition also does not require persistence.  Although this dictionary was 

published several years after the filing date of the ’552 patent, Dr. Lavian 

testifies that the plain and ordinary meaning of “database” did not change 

during this time.  Ex. 1021 ¶ 11.  In support of this testimony, Dr. Lavian 

cites to a 1991 textbook, which defines “database” as “a collection of 

interrelated data,” yet another definition that does not require “persistence.”  

See Ex. 1017, 5.  Moreover, we observe that Patent Owner provides no 

boundaries for “stored with persistence” to meaningfully limit the term.  For 

example, all data accessed and stored by a program while the program is 

executing has some level of “persistence.”  
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As to a DBMS, Macmillan explains: 

A database management system (DBMS) is a software package.  

Its main functions are (1) to provide the facility to set up the 

database, (2) to retrieve and store source data (actual data in the 

database), (3) to retrieve and store the data about the structure of 

the database (data dictionary), (4) to provide the facilities to 

enforce security rules, (5) to back up the database, and (6) to 

control the concurrent transactions so that one user’s 

environment is protected from others. 

Ex. 2004, 231.  Patent Owner characterizes the DBMS as “another criteria of 

a database” that provides interactive querying capability not present in 

“[s]tandard storage” in temporary or permanent memory.  PO Resp. 11.  

Dr. Carbonell repeats Patent Owner’s arguments without citation to evidence 

and in testimony that largely copies that of Dr. Bajaj.  Ex. 2005 ¶¶ 33–36; 

see also Ex. 2001 ¶¶ 20–23.  Nevertheless, we read Macmillan to describe a 

DBMS as software that works with a database, rather than a part of a 

database or a component that necessarily accompanies a database.  

Dr. Carbonell’s testimony, which does not identify its bases, adds little to 

Macmillan.  See 37 C.F.R. § 42.65(a) (“Expert testimony that does not 

disclose the underlying facts or data on which the opinion is based is entitled 

to little or no weight.”). 

Patent Owner also argues that the disclosure of the ’552 patent 

imposes “persistence” and DBMS limitations on the claimed database 

because it describes the database as storing security information such as 

tokens for other programs to access.  PO Resp. 12.  Patent Owner does not 

provide a citation to the ’552 patent in support of its argument.  

Nevertheless, Patent Owner argues, again without citation, that “[o]ne of 

ordinary skill in the art would have expected that this type of security feature 
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would persist in a location other than in program memory so that other user 

programs could access the information.”  Id.  Finally, Patent Owner argues 

that the ’552 patent describes tokens stored in hierarchies, which, according 

to Patent Owner, “are typical of database storage organization, and natural 

schema when storing and managing access to diverse information.”  Id.  

None of these arguments supports reading persistence or a DBMS into the 

term “database.”  We note also that the other claim language, “serves as a 

repository of tokens for other programs to access,” is a requirement we 

evaluate separately and do not read into the term “database.” 

As noted in the Institution Decision (at 10), the specification describes 

a database consistently with the Macmillan and IEEE definitions, explaining 

that tokens are “pieces of information associated with user identity,” that 

tokens are “stored in memory 11 in a control computer database, along with 

personal information about the user,” and that “[i]n the database, the storage 

of tokens can be by user, group, and content.”  Ex. 1001, 7:61–8:5.  The 

specification does not require a DBMS (or similar software) or impose a 

persistence requirement.   

On the complete record, we maintain our construction of database, 

namely, “a collection of logically related data.”  This is the construction 

most consistent with both the intrinsic evidence and dictionary definitions.  

However, we note that Petitioner contends, and we find, that the prior art 

shows a database with persistence and associated tools for interacting with 

the stored data, as explained below. 
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3. “censor” / “at least one of the user identities, individually, 

is censored from data” 

Claim 2 recites “the at least one of client software alternatives allows 

the controller computer system to determine whether at least one of the user 

identities, individually, is censored from data representing at least one of a 

pointer, video, audio, graphic, and multimedia such that the data that is 

censored is not presented by the corresponding participator computer.”  The 

other challenged independent claims include similar recitations.  As noted 

above, we preliminarily construed “censor” to mean “control what is said in 

a group” and explained that “at least one of the user identities, individually, 

is censored from data” refers to control of data received by the at least one of 

the user identities, individually, and is not limited to data suppressed based 

on the content of those data or by a moderator.  Dec. 13.   

We based our construction on the description of that term in the 

specification.  Id. at 12.  Specifically, the specification describes censorship 

as follows: 

Censorship, which broadly encompasses control of what 

is said in a group, is also arbitrated by means of the tokens.  

Censorship can control of access [sic] to system 1 by identity of 

the user, which is associated with the user’s tokens.  By checking 

the tokens, a user’s access can be controlled per group, as well 

as in giving group priority, moderation privileges, etc.   

Censorship also can use the tokens for real time control of 

data (ascii, text, video, audio) from and to users, as well as 

control over multimedia URLs—quantity, type, and subject. 

Ex. 1001, 8:24–32 (emphasis added).  Here, the specification describes 

“censorship” as “broadly encompass[ing] control of what is said in a group” 

and includes an example in which an action is taken on a user, rather than 

the data itself.   
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Patent Owner argues that “censorship should be construed to be 

‘examine in order to suppress or delete anything considered objectionable.’”  

PO Resp. 13.  According to Patent Owner, “[i]n order to control what is said 

in a group, it is necessary to first know what is said (or proposed to be 

said).”  Id.  Patent Owner argues that this is consistent with the meaning 

given to “censor” and “censorship” in dictionaries, including “to examine in 

order to suppress or delete anything considered objectionable” (Webster’s 

Collegiate Dictionary (Ex. 2002)) and “[t]he action of preventing material 

that a party considers objectionable from circulating within a system of 

communication over which that party has some power” (Microsoft Press 

Computer Dictionary (Ex. 2003)).   

We are not persuaded by Patent Owner’s arguments, which essentially 

track those presented in the Preliminary Response (at 6–7).  The claim 

language itself does not support a construction of “censor” limited to 

analysis of the content of data and suppression based on that content.  Claim 

2 recites “at least one of the user identities, individually, is censored from 

data.”  The claim language focuses on censoring a user identity and does not 

specify that such censoring is based on the content of the data.  As explained 

above, the specification describes censorship as an action taken on a user, 

rather than the data itself.  As explained in the Institution Decision (at 12–

13), extrinsic evidence such as dictionary definitions “may be used only to 

help the court come to the proper understanding of the claims; it may not be 

used to vary or contradict the claim language.”  Vitronics Corp. v. 

Conceptronic, Inc., 90 F.3d 1576, 1584 (Fed. Cir. 1996); accord Phillips, 

415 F.3d at 1317 (“[W]hile extrinsic evidence can shed useful light on the 

relevant art, we have explained that it is less significant than the intrinsic 
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record in determining the legally operative meaning of claim language.”) 

(internal citations and quotation marks omitted). 

On the complete record, in accordance with the specification’s 

definition, “censor” means “control what is said in a group.”  In the context 

of claim 2, for example, “at least one of the user identities, individually, is 

censored from data” refers to control of data received by the at least one of 

the user identities, individually, and is not limited to data suppressed based 

on the content of those data or by a moderator.  We apply the same 

definition of “censor” in interpreting similar language in the remaining 

challenged independent claims.   

 

B.  Asserted Grounds of Unpatentability 

A claim is unpatentable under 35 U.S.C. § 103(a) if the differences 

between the claimed subject matter and the prior art are “such that the 

subject matter as a whole would have been obvious at the time the invention 

was made to a person having ordinary skill in the art to which said subject 

matter pertains.”  We resolve the question of obviousness on the basis of 

underlying factual determinations, including:  (1) the scope and content of 

the prior art; (2) any differences between the claimed subject matter and the 

prior art; (3) the level of skill in the art; and (4) objective evidence of 

nonobviousness, i.e., secondary considerations.4  See Graham v. John Deere 

Co., 383 U.S. 1, 17–18 (1966). 

                                           
4 The record does not include arguments or evidence regarding objective 

indicia of nonobviousness. 
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In an obviousness analysis, some reason must be shown as to why a 

person of ordinary skill would have combined or modified the prior art to 

achieve the patented invention.  See Innogenetics, N.V. v. Abbott Labs., 512 

F.3d 1363, 1374 (Fed. Cir. 2008).  A reason to combine or modify the prior 

art may be found explicitly or implicitly in market forces; design incentives; 

the “interrelated teachings of multiple patents”; “any need or problem 

known in the field of endeavor at the time of invention and addressed by the 

patent”; and the background knowledge, creativity, and common sense of 

the person of ordinary skill.  Perfect Web Techs., Inc. v. InfoUSA, Inc., 587 

F.3d 1324, 1328–29 (Fed. Cir. 2009) (quoting KSR Int’l Co. v. Teleflex Inc., 

550 U.S. 398, 418–21 (2007)). 

 

1. Level of Ordinary Skill 

Relying on Dr. Lavian’s testimony, Petitioner contends that a person 

of ordinary skill in the art “would have had at least a bachelor’s degree in 

electrical engineering or computer science (or equivalent degree or 

experience) with practical experience or coursework in the design or 

development of systems for network-based communication between 

computer systems.”  Pet. 7–8 n.1 (citing Ex. 1002 ¶ 14).  Patent Owner does 

not contest this statement in its Response.  In his testimony, Dr. Carbonell 

proposes a similar level of skill, namely “a bachelor’s degree in computer 

science (or a related field) and at least one year of work experience in 

programming in computer communication methods.”  Ex. 2005 ¶ 18.  

Dr. Carbonell states that his opinions would not change under a 

determination that Dr. Lavian’s opinion regarding the level of ordinary skill 

is correct.  Id.  On the complete record, we adopt Petitioner’s statement of 

Appx114

Case: 18-1400      Document: 30     Page: 173     Filed: 05/21/2018



IPR2016-01158 

Patent 8,473,552 B1 

 

20 

the level of ordinary skill, although we note that Dr. Carbonell’s statement 

of the level of skill is not materially different.   

 

2. Scope and Content of the Prior Art 

Petitioner contends that the challenged claims would have been 

obvious over Roseman, alone or in combination with Rissanen, Vetter, Pike, 

and Lichty.  Pet. 7–8.     

 

a. Overview of Roseman 

Roseman describes a system for multimedia conferencing, in which 

parties are linked by both video and audio media.  Ex. 1003, Abstract.  In 

Roseman, a conference is represented visually as a common virtual 

conference table, in which each participant can place a document onto the 

table electronically, manipulate and write on the document, write on a virtual 

notepad, and move a pointer to draw other users’ attention.  Id. at 2:38–45, 

7:55–8:37.  Participants can see the events as they occur.  Id. at 2:46–47.  

Figure 9, reproduced below, illustrates an example conference room: 
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Figure 9 is a picture of a video screen that is generated by a host computer 

and distributed to all participants in a conference.  Id. at 2:16–18. 

The parties operate their own local computers (which include video 

cameras and speaker-type telephones) and, when a conference is established, 

connect to a host computer via commercially available local area networks 

(“LANs”) and wide area networks (“WANs”).  Id. at 1:34–41.  In the 

conference, the host computer generates a common video screen (e.g., 

Figure 9, reproduced above) displayed at each of the local computers, and 

the parties send information, such as drawings, to be displayed on the 

common screen.  Id. at 1:42–46.  The telephones and video cameras allow 

the parties to see and speak with each other.  Id. at 1:47–49. 
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Roseman includes a pseudo code appendix that details how its 

features are implemented.  Id. at 12:66–13:2.  According to the pseudo code, 

a participant interacts with the conference table, for example, by dragging an 

icon onto the table, which causes a data file to be transmitted to the host.  

Id. at 14:53–55.  The host then transmits the icon to the table of each 

participant.  Id. at 14:56–57.  If another participant activates the icon, the 

host sends the open file to the tables of all participants.  Id. at 14:58–61.  If 

the participant drags the icon from the table to his own screen and activates 

the icon on his screen, the data file is presented to the participant.  Id. at 

14:62–66. 

Roseman describes additional features, such as a party’s ability to 

“whisper” to another party without being heard by others in the conference 

room, and the ability to “pass notes” by dragging a note to the picture of 

another party, while the other parties are unaware of the note.  Id. at 9:16–

31.  Each room may also have “doors” to committee rooms or child-rooms.  

A child-room is created in the same way as a parent room and is dependent 

upon the parent room for access and existence.  Id. at 10:18–23. 

A meeting requester creates a conference by selecting the participants, 

the attributes of the virtual conference room (e.g., virtual equipment and 

room décor), and the rules of the conference (e.g., whether the requester has 

absolute control over voice and message interaction of the parties).  Id. at 

3:22–56.  According to Roseman, “[t]he conference room itself is actually a 

combination of stored data and computer programs,” the stored data can 

include conference proceedings, and “both the conference room and the 

proceedings of the conference have persistence in time.”  Id. at 12:16–25. 
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The meeting requester specifies a level for each invitation and 

compiles an invitation list.  Id. at 9:34–36.  Invitations include “keys” 

specifying the level, e.g., whether the invitation is for the invitee only or can 

be passed to a delegate or to anyone.  Id. at 9:35–48.  For example, “Level 1 

keys may not be passed to any other person and may not be copied” while 

“Level 2 keys may be passed to exactly one other person and may not be 

copied.”  Id. at 9:42–45.  According to Roseman, “[t]he meeting room 

‘knows’ about each key and its invitation level.  Persons with improper keys 

are not admitted to the room.”  Id. at 9:49–51.  A key is distributed 

electronically as an object attached to the invitation.  Id. at 9:54–55.  To 

attend a meeting, a party walks a virtual “hallway” to the meeting room and 

opens the meeting room door by dropping the key onto a virtual “door lock.”  

Id. at 10:30–32, 10:61–65.  Moreover, the host “can automatically prevent 

filibustering” by “monitor[ing] the speech of each person, and plac[ing] a 

limit on the total time allowed to each person.”  Id. at 12:29–38. 

 

b. Overview of Rissanen 

Rissanen describes a system and method for validation of spoken 

passwords.  Ex. 1004, 2:17–21.  Rissanen’s Background of the Invention 

discusses systems in which “business computer systems are arranged to 

initially record and store passwords assigned to users,” a user is prompted 

for entry of a password, and “the system compares the keyboard entered 

password with the stored passwords and enables the user to access the 

system when the entered password matches the previously stored password.”  

Id. at 1:21–28.  In Rissanen’s proposed solution, “[u]sers are initially entered 

into a password database stored in the computer system by assigning each 
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user an account code and a password, such as consisting of a number of 

numerical digits.”  Id. at 2:26–29. 

Petitioner makes clear that “[a]lthough Rissanen also describes using 

spoken voice passwords, this Petition cites it for its more pedestrian 

teachings relating to database storage of passwords of any form.”  Pet. 12. 

 

c. Overview of Vetter 

Vetter is an IEEE Computer Society Magazine article discussing 

available tools for conducting teleconferencing over the Internet.  According 

to Vetter, “[v]ideoconferences are becoming increasingly frequent on the 

Internet and are generating much research interest.”  Ex. 1005, 77.  Vetter 

states that “the emerging multicast backbone (or MBone) can efficiently 

send traffic from a single source over the network to multiple recipients,” 

and, “[a]t the same time, many workstations attached to the Internet are 

being equipped with video capture and sound cards to send and receive 

video and audio data streams.”  Id.  Vetter concludes that “[t]he price/ 

performance of these hardware devices has finally reached a level that 

makes wide-scale deployment possible, which is perhaps the most important 

factor in the recent growth of videoconferencing applications.”  Id. 

Vetter also describes challenges that faced implementation of audio, 

graphic, and video tools on the Internet, including “disturbing feedback 

when the microphones at multiple sites were left ‘open’ during a 

discussion,” taking too much time to broadcast a simple graphic image to 

multiple participants when using “Whiteboard tools” (collaborative software 

tools that support a shared desktop whiteboard among a group of distributed 

users on the Internet), and use of video during a classroom presentation that 
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caused the workstations in the classroom lab to lock up.  Id. at 78–79.  

Vetter also notes that the physical distance between two points on the 

Internet can be different from the electronic distance between those points.  

Id. at 79. 

Vetter discusses in particular a CU-SeeMe platform from Cornell 

University that supported video and audio conferencing over the Internet, 

and a CU-SeeMe Reflector that allowed multiparty conferencing with CU-

SeeMe.  Id. at 78. 

 

d. Overview of Pike 

Pike is a reference and guide book for using the Web browser Mosaic.  

Ex. 1006, 2.  Petitioner cites to Pike’s discussion of URLs and hyperlinks.  

According to Pike, URLs were developed as a standard way of referencing 

items on the World Wide Web.  Id. at 38.  “A URL is a complete description 

of an item, containing the location of the item that you want to retrieve.  The 

location of the item can range from a file on your local disk to a file on an 

Internet site halfway around the world.”  Id.       

 

e. Overview of Lichty 

Lichty is a book intended as a “tour guide” of America Online 

(“AOL”), an online email service, Internet gateway, and community.  

Ex. 1007, 1–3.  Petitioner (Pet. 34) focuses on Lichty’s description of AOL’s 

real-time interactive “People Connection” feature.  Ex. 1007, 251–78.  

People Connection includes chat rooms in which a user communicates with 

others by posting text messages to the other participants in a chat room.  

Id. at 252–55.  Lichty describes, in particular, that a People Connection 
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interface includes an “Ignore” button.  Id. at 268–69.  According to Lichty, 

“[i]f you wish to exclude a member’s comments (or those of all the members 

in a conversation in which you’re not interested), select the member’s name 

in the People in this Room window and click the Ignore button.  From then 

on, that member’s text will not appear on your screen.”  Id. at 269; see also 

id. at 510 (glossary definition of “Ignore—(1) Chat blinders; a way of 

blocking a member’s chat from your view in a chat/conference room 

window.  Ignore is most useful when the chat of another member becomes 

disruptive in the chat room.”). 

 

3. Claim 2, Differences Between the Claimed Subject Matter 

and the Prior Art, and Reasons to Modify or Combine 

Petitioner contends that Roseman teaches each limitation of claim 2, 

but cites the remaining references for the following, should we determine 

that Roseman lacks such a teaching: 

Rissanen for a teaching that tokens could have been stored in a 

database; 

Vetter for a teaching that Roseman’s communications could have 

been over the Internet; 

Pike for a teaching of URLs; and 

Lichty for a teaching of content filtering, in particular an “ignore” 

feature, which Petitioner equates to “censoring.” 

Pet. 7–8. 
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a. “A method of communicating via an Internet network 

by using a computer system including a controller 

computer and a database which serves as a repository 

of tokens for other programs to access, thereby 

affording information to each of a plurality of 

participator computers which are otherwise 

independent of each other” 

Petitioner contends that Roseman’s host computer is a controller 

computer.  Pet. 16.  Petitioner identifies Roseman’s local computers as 

independent participator computers and argues that Roseman’s various ways 

of communicating information (placing documents on a virtual table, shared 

notes, whisper conversations) are examples of affording information to those 

participator computers.  Pet. 26–27.  As detailed above, Roseman describes a 

system in which individual computers are connected to a central host 

computer via a combination of LANs and WANs.  Ex. 1003, 3:14–19.  

According to Roseman, “[t]he host controls many of the events occurring 

during the conference, as well as those occurring both during initiation of the 

conference and after termination of the proceedings.”  Id. at 1:50–52.  We 

find that Roseman’s host computer is a “controller computer,” that 

Roseman’s local computers are “participator computers,” and that 

Roseman’s various ways of communicating information from the host to the 

local computers are examples of “affording information to each of a plurality 

of participator computers which are otherwise independent of each other,” as 

recited in claim 2.5 

                                           
5 Patent Owner argues that “Petitioner does not address the issue that the 

database affords information to each of a plurality of computers.”  PO Resp. 

21.  Claim 2, however, does not recite that the database affords information 

to the plurality of computers. 
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The parties dispute whether Roseman describes “a database which 

serves as a repository of tokens for other programs to access.”  First, 

Petitioner contends that Roseman’s “keys” are tokens.  Pet. 17–18.  As 

explained above, the parties agree that a “token” is “a piece of information 

associated with user identity.”  As also explained above, Roseman describes 

that an invitor, in setting up a meeting, creates an invitation that includes a 

key that conforms to an invitation level.  Ex. 1003, 9:34–48.  A key “is an 

electronic object attached to the invitation.”  Id. at 9:54–55.  The “level” of a 

key determines who can use it.  For example, “Level 1 keys may not be 

passed to any other person and may not be copied.”  Id. at 9:42–44.  

According to Roseman, “[t]o open a door with a key, the user drops the key 

onto the door lock.  If the key is valid and the user has the authority to use 

the key, the door opens and the user is admitted to the room.”  Id. at 10:61–

64.  Petitioner argues that this evidence shows that Roseman’s keys are 

“pieces of information associated with a user identity,” and thus, are 

“tokens.”  Pet. 18.   

Patent Owner argues that Roseman’s keys are not tokens because they 

are associated only with conference rooms, rather than user identities.  PO 

Resp. 19.  Patent Owner points to Roseman’s Figure 8, which shows a key 

associated with “CONFERENCE ROOM 17L (DATE, TIME).”  Id.  In 

describing Figure 8, however, Roseman explains “the key is, essentially, a 

block of data, or a code,” that can be used if the Invitee may send a delegate, 

to give the Absentee-Invitee a “key,” which enables access to the meeting.  

Ex. 1003, 6:54–61.  “The Requester can leave the key in his local computer, 

in the form of an icon residing on the display, as shown in FIG. 8.  Anyone 

entering the office can use the key.”  Ex. 1003, 6:60–63.  In this example, 
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the key can be used only with a particular user’s computer.  Figure 8 also 

shows the “key” icon contained within a “vault” icon.  Id. at 6:64–65.  In 

this example,  

a user must use a “combination” to the “vault” to obtain the 

“key.”  In this latter example, the [] “combination” (ie, a pass-

code) is obtained from the Absentee-Invitee in some appropriate 

way.  At conference time, the Delegate opens the “vault,” obtains 

the “key,” and enters the conference room, by using the key. 

Id. at 6:65–7:3.  Patent Owner argues that Roseman’s keys are “transferable 

to anyone—like a key to a door lock.”  PO Resp. 19.  Patent Owner contends 

that Roseman teaches away from keys being associated with a specific user 

through its description that “[k]eys may be copied and redistributed, if 

permitted, or sent to another individual, if permitted.”  PO Resp., 19–20 

(quoting Ex. 1003, 9:55–57) (emphasis by Patent Owner). 

Patent Owner’s arguments are not persuasive.  Roseman describes 

keys that are transferable (Level 2 and 3 keys) and keys that are not 

transferable (Level 1 keys).  Ex. 1003, 9:42–48.  Petitioner’s contentions 

(Pet. 18) are directed to Level 1 keys, which “may not be passed to any other 

person and may not be copied.”  Id. at 9:43–44.  We find that keys that may 

not be passed to any other person are keys associated with that person.  

Figure 8 of Roseman is consistent with this because it describes passing a 

key to an “Absentee-Invitee” when the Invitee sends a delegate, i.e., a 

Level 2 key.   

As to Level 1 keys, Patent Owner argues that a key is merely an 

attachment to an invitation, which “offers the only suggestion of an 

association with specific invitee.”  PO Resp. 20.  Dr. Carbonell testifies 

(without identifying a basis) that Roseman’s system could prevent the 
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transfer of a key using a “no-transfer or no-duplication policy of such a key 

to insure that [it] always stays in the possession of the first user,” by making 

transferability an attribute of the key and having the system simply assume, 

without recording transfers, that a user in possession of a key is authorized 

to use it.  Ex. 2005 ¶ 31.  As Petitioner argues, however, the claim 

construction to which Patent Owner agreed does not require an association 

between a key and a user to be implemented in a certain way.  Reply 15–16.  

Even if Dr. Carbonell is correct as to how Roseman’s keys would be 

implemented, such a non-transferable key would still be associated with the 

person who is prevented from transferring it. 

Petitioner further argues that Roseman discloses storing keys in “a 

database which serves as a repository of tokens,” as recited in claim 2, 

because a meeting room that is accessed by a key “‘knows’ about each key 

and its invitation level.”  Pet. 18–19 (quoting Ex. 1003, 9:49–51).  

According to Petitioner, a copy of each key must be stored on the host 

computer for the meeting room to “know” about each key.  Id. at 19.  

Petitioner argues that a skilled artisan would have understood a database to 

be a stored collection of tokens.  Id.  Roseman does not expressly describe 

storing tokens in a database.  Thus, we understand Petitioner to argue that 

tokens necessarily are stored in a database in light of Petitioner’s cited 

disclosure—in other words, that a database is inherent in Roseman. 

Patent Owner, relying on Dr. Carbonell’s testimony, argues that a 

meeting room’s knowledge of a key could be implemented using a hash 

function, which would not have required storage of the key in a database.  

PO Resp. 21–22 (citing Ex. 2005 ¶ 40).  Petitioner characterizes Patent 

Owner’s argument as “based on pure speculation and conjecture” and 
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inconsistent with Roseman’s disclosure.  Reply 10–12.  Nevertheless, we 

view both parties’ respective theories of Roseman’s implementation as 

speculation.  Because Petitioner’s position is speculative, it is insufficient to 

show that a database is inherent in Roseman.6 

In the alternative, Petitioner argues that Rissanen teaches storing user 

authentication information, such as user identity information and passwords, 

in a database, and that such teaching would have been applicable to the keys 

of Roseman.  Pet. 20–21.  Petitioner argues that Roseman’s keys are 

analogous to user identity and passwords.  Id. at 20.  According to Petitioner 

and its expert, Roseman’s key verification step might not function properly 

if the keys are not stored in a database.  Id. at 21 (citing Ex. 1002 ¶ 58).  

Petitioner further argues that storing keys in a database is one of a finite 

number of known solutions for verifying whether a previously issued key 

matches to a key later presented by a user to access a conference room.  

Id. at 21–22 (citing Ex. 1002 ¶¶ 58–59). 

Patent Owner admits that “[Rissanen] does disclose a database,” but 

argues that its database is used in a different type of system.  PO Resp. 23.  

Thus, Patent Owner does not contest that Rissanen’s database stores user 

identities and passwords in a persistent manner and is used in conjunction 

                                           
6 Patent Owner also argues that Roseman does not suggest storing keys in a 

manner that is persistent and does not disclose tools such as a DBMS.  PO 

Resp. 22–23.  Roseman does teach that the data associated with its 

conference rooms are stored in a manner that is persistent, Ex. 1003, 12:16–

28, and this at least suggests that keys also would be stored in such a 

manner.  As to a DBMS, we explain above that the construction of 

“database” does not require this feature.  Nevertheless, as explained below, 

Rissanen teaches a database even under Patent Owner’s proposed 

construction. 

Appx126

Case: 18-1400      Document: 30     Page: 185     Filed: 05/21/2018



IPR2016-01158 

Patent 8,473,552 B1 

 

32 

with tools such as a DBMS.  For Petitioner, Dr. Lavian testifies that 

“Rissanen clearly discloses a relational database whose data is stored 

persistently and includes tools for interacting with the data such as a 

DBMS.”  Ex. 1021 ¶ 37.  We find that Rissanen teaches a database that 

stores data with persistence and tools for interacting with the database. 

Nevertheless, Patent Owner argues “[i]f one were going to combine 

Roseman and Rissenan in order to authenticate an individual (and not merely 

authenticate a key for a room) the necessary logic would be significantly 

more complicated.”  PO Resp. 23.  Petitioner does not argue, however, that 

Rissanen’s database would be bodily incorporated into Roseman’s system.  

Rather, Petitioner argues that Rissanen teaches storing data “analogous to 

and serv[ing] the same purpose as” the keys in Roseman in a database.  

Pet. 20.  See In re Mouttet, 686 F.3d 1322, 1332–33 (Fed. Cir. 2012) (“It is 

well-established that a determination of obviousness based on teachings 

from multiple references does not require an actual, physical substitution of 

elements. . . .  Rather, the test for obviousness is what the combined 

teachings of the references would have suggested to those having ordinary 

skill in the art.”).  Given that Roseman describes using keys to access 

conference rooms that have persistence, we agree with Petitioner that a 

database, described in Rissanen as storing similar information for a similar 

purpose, would be a straightforward and predictable choice for storing 

Roseman’s keys.   

The parties also dispute whether Roseman and Rissanen teach that the 

database “serves as a repository of tokens for other programs to access, 

thereby affording information to each of a plurality of participator 

computers,” as recited in claim 2.  Petitioner argues that other programs 
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access the stored collection of tokens, including the various meeting or 

conference rooms maintained on the host computer.  Pet. 22.  Petitioner 

relies on disclosure in Roseman that a meeting room is accessible from a 

virtual hallway with doors to other meeting rooms.  Id. (citing Ex. 1003, 

9:63–65).  According to Petitioner, “[e]ach meeting room . . . contains a 

number of computer programs, and each meeting room itself can be thought 

of as a program.  These programs access the repository of keys when a user 

presents a key to obtain access to a conference room.”  Id. 

Patent Owner argues that “Petitioner does not identify any programs 

that could access a database of tokens and receive information, other than 

the singular conference calling software running on the host computer of 

Roseman.”  PO Resp. 25.  According to Patent Owner, “to the extent that 

there are multiple conference rooms programs [sic] in existence, that is 

because the Roseman system has instantiated the same conference room 

program with different parameters as there is no suggestion that there is 

different software associated with each conference room.”  Id.  Patent Owner 

does not explain why “other programs” require different software rather than 

different instantiations of the same software, or point to evidence supporting 

this view.  We are not persuaded that the claims should be limited in this 

way.  Nevertheless, as Petitioner points out (Reply 18), Roseman 

characterizes its conference rooms as collections of different programs 

(Ex. 1003, 12:16–18) and makes clear that different conference rooms will 

have different attributes (different virtual equipment, different tools, 

different appearances, etc.) (id. at 3:42–50, 10:9–12).  We find that Roseman 

at least suggests different conference rooms with different programs, even 

under Patent Owner’s view.  These programs determine whether a 
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participant can join a meeting room based on evaluations of keys that, in 

light of Rissanen, would have been stored in a database.  Thus, we find that 

Roseman and Rissanen teach “a database which serves as a repository of 

tokens for other programs to access,” as recited in claim 2. 

The parties also dispute whether Roseman and Vetter teach 

“communicating via an Internet network,” as recited in claim 2.  As 

explained above, Roseman describes communicating between a host and 

local computers via commercially available LANs and WANs.  Ex. 1003, 

1:37–41, 3:14–19.  Petitioner contends that a skilled artisan would have 

understood the Internet to be an example of the commercially available 

WAN described in Roseman.  Pet. 23, 25; Ex. 1002 ¶¶ 65–66.  According to 

Dr. Lavian, “a person of ordinary skill in the art would have recognized the 

Internet as one of the largest networks for connecting remote computers (if 

not the largest), making it the obvious Wide Area Network (WAN) for use 

with Roseman to connect the host and participant computers.”  Ex. 1002 

¶ 65; see also Ex. 2006 (Lavian Dep.), 104:12–105:23 (“Q So Roseman 

could have been implemented in that 1994 to ’96 time frame with ATM 

technology?  A If I’m looking at the specification of Roseman and what 

specifically Roseman disclose, it disclose as using a -- local computers 

become connected to host computer via commercially available Local Area 

Networks and Wide Area Networks.  When you’re talking about Local Area 

Networks and Wide Area Networks, this is the Internet.  That’s different 

name to Internet.  Q So you’re saying that Roseman by itself teaches the 

Internet?  A Roseman by itself reference to remote computers commercially 

available, commercially available that said Internet.  Local Area Networks, 
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definitely part of the Internet.  Wide Area Networks, different name to the 

Internet.  It’s actually the Internet itself. . . .”). 

Petitioner further argues that Vetter teaches using the Internet to 

facilitate the same types of computer-based conferencing functions as 

described in Roseman.  Pet. 23–24.  Petitioner contends that Vetter itself 

identifies a reason to combine the teachings of Roseman and Vetter, namely 

“[v]ideoconferences are becoming increasingly frequent on the Internet” and 

the CU-SeeMe videoconferencing tool described in Vetter “is also becoming 

very popular.”  Id. at 25 (quoting Ex. 1005, 77 (emphases by Petitioner)). 

Patent Owner argues that Vetter does not state that Internet 

videoconferencing would have been ubiquitous at the time of the invention; 

rather, Patent Owner argues, the Internet was beginning to support video 

conferencing.  PO Resp. 26–27.  Patent Owner further argues that Vetter 

discusses difficulties in applying videoconferencing on the Internet, 

including feedback when participants leave their microphones on, degraded 

performance when broadcasting simple graphic images, workstations that 

locked up in a classroom when video streams overwhelmed a network, and 

counter-intuitive paths that data can take when travelling from one site to 

another.  Id. at 27–28 (citing Ex. 1005, 78–79).  Dr. Carbonell testifies 

(without citation) that video traffic on the Internet would experience 

unpredictable delay that would interfere with re-assembling video streams at 

the receiving end in real time.  Ex. 2005 ¶ 59.  Dr. Carbonell testifies (again 

without citation to evidence) that one would not experience these problems 

on a private WAN because such a network would be of a more predictable 

configuration.  Id. ¶ 61. 
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Patent Owner also points to a half-page article in a technical magazine 

by Robert Metcalfe, founder of 3Com, “[p]redicting the Internet’s 

catastrophic collapse” at the end of 1995 due to reasons such as low user 

measurements, telecom company monopolies, and security and capacity 

concerns.  PO Resp. 28–29 (quoting Ex. 2009).  We agree with Petitioner, 

however, that “the incorrect prediction of a single individual would not have 

discouraged (and did not discourage) the industry from using the Internet.”  

Reply 8.  Patent Owner offers no persuasive evidence that Dr. Metcalfe’s 

views were shared widely, or at all, by skilled artisans in 1995.  Indeed, the 

article itself suggests the contrary.  Ex. 2009 (“Almost all of the many 

predictions now being made about 1996 hinge on the Internet’s continuing 

exponential growth.”). 

Citing Dr. Metcalfe’s article, Dr. Carbonell testifies that other 

technologies such as Integrated Services Digital Network (ISDN) and 

Asynchronous Transfer Mode (ATM) would have been better suited than the 

Internet to handle video conferencing in the mid-1990’s.  Ex. 2005 ¶ 60.  As 

explained above, Patent Owner has not explained persuasively why 

Dr. Metcalfe’s magazine article is representative of the views of a skilled 

artisan.  The article itself does not state that there were, or identify evidence 

of, technologies better suited than the Internet to handle videoconferencing.  

Ex. 2009.  Thus, we are not persuaded that the Internet would have been an 

inferior technology for videoconferencing in 1995.  Moreover, claim 2 on its 

face is not limited to videoconferencing.  In any case, the Federal Circuit has 

explained that “just because better alternatives exist in the prior art does not 

mean that an inferior combination is inapt for obviousness purposes.”  

Mouttet, 686 F.3d at 1334. 
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Roseman expressly states that its local computers and host 

communicate via a commercially available WAN.  We credit Dr. Lavian’s 

testimony that, to the extent that this is not an express reference to the 

Internet, the most suitable and obvious commercially available WAN would 

have been the Internet.  We also find that Vetter suggests using the Internet 

for purposes similar to those of Roseman.  Vetter describes an example in 

which features such as audio, video, and virtual whiteboard tools are used to 

conference over the Internet.  Ex. 1005, 77–78.  Thus, to the extent Roseman 

does not expressly suggest using the Internet, Vetter includes an express 

suggestion to update a system such as Roseman using modern electronic 

components, such as the Internet, to gain the commonly understood benefits 

of such adaptation.  See Leapfrog Enters., Inc. v. Fisher-Price, Inc., 485 

F.3d 1157, 1162 (Fed. Cir. 2007); cf., Muniauction, Inc. v. Thomson Corp., 

532 F.3d 1318, 1326–27 (Fed. Cir. 2008) (“The record in this case 

demonstrates that adapting existing electronic processes to incorporate 

modern internet and web browser technology was similarly commonplace at 

the time the ’099 patent application was filed.”).  Vetter reinforces our 

finding that the Internet would have been the most suitable commercially 

available WAN for use in Roseman’s system. 

To be sure, Vetter discusses challenges encountered in implementing 

videoconferencing on the Internet, but Vetter also teaches that existing tools 

can be tailored to specific applications on the Internet “so that their 

limitations can be promptly recognized and corrected.”  Ex. 1005, 79 

(emphasis added).  The Federal Circuit has recognized that “a given course 

of action often has simultaneous advantages and disadvantages, and this 

does not necessarily obviate motivation to combine.”  Medichem, S.A. v. 
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Rolabo, S.L., 437 F.3d 1157, 1165 (Fed. Cir. 2006).  We find that addressing 

the challenges discussed in Vetter would have been well within the skill of 

an ordinarily skilled artisan, an engineer experienced in computer 

networking.  Thus, we find that Roseman, Rissanen, and Vetter teach “[a] 

method of communicating via an Internet network” as recited in claim 2. 

In sum, we find that the combination of Roseman, Rissanen, and 

Vetter teaches “a method of communicating via an Internet network by using 

a computer system including a controller computer and a database which 

serves as a repository of tokens for other programs to access, thereby 

affording information to each of a plurality of participator computers which 

are otherwise independent of each other,” as recited in claim 2. 

 

b. “wherein the controller computer system is 

programmed to provide access to the controller 

computer system via any of two client software 

alternatives” 

In the Institution Decision, we determined that the claim language 

“the controller computer system is programmed to provide access to the 

controller computer system via any of two client software alternatives” 

refers to separate software platforms implementing user interfaces on two 

different participator computers, with both providing access to the control 

computer.  Dec. 27.  This is the reading most consistent with the ’552 

patent’s description.  Ex. 1001, 2:35–41 (“Participator software runs on each 

of the participator computers to program each of the participator computers 

to operate a user interface.  The user interface permits one of the users to 

send and/or receive a multimedia information message to the controller 

computer, which arbitrates which of the participator computers receives the 
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multimedia information message.”), 4:43–49 (“[T]he appendix includes code 

for two different embodiments: a Tellnet embodiment and a JAVA 

embodiment. . . .  While platform controlled embodiments are within the 

scope of the invention, it is particularly advantageous to have a platform 

independent embodiment, i.e., an embodiment that is byte code compiled.”), 

5:15–19 (“The Participator Computers 5 are each running and under the 

control of Participator Software 4, which directs each of the Participator 

Computers 5 to handle a user Interface 6 permitting one said user to send a 

multimedia information Message 8 to the Controller Computer 3 . . . .”).       

Petitioner argues that Roseman describes its local computers as using 

a Windows operating system, but notes that other environments are within 

the level of skill in the art.  Pet. 28 (citing Ex. 1003, 12:1–5, 12:9–10).  

Dr. Lavian testifies that it was well-known to provide software products for 

multiple computing platforms, such as Windows and Macintosh because it 

was more commercially attractive and would increase the number of users 

who could use the software.  Ex. 1002 ¶ 73.  Petitioner argues that it would 

have been obvious to provide alternatives for local computer software that 

would operate on Windows and Macintosh platforms.  Pet. 28. 

Patent Owner argues that “Roseman does not indicate how a second 

alternative would be able to communicate with the host computer to receive 

the common image or to interact with it” and that “Roseman’s disclosure of 

the ‘Windows Context’ is not an affirmative teaching of another client 

software alternative.”  PO Resp. 35.  Petitioner, however, does not argue that 

Roseman expressly teaches two client software alternatives.  Rather, 

Petitioner argues that Roseman describes one software alternative, for the 

Windows platform, and expressly teaches that software for other platforms 
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would have been within the level of skill in the art.  Pet. 28; Reply 22 (“The 

Petition explained that the claimed two client software alternatives were 

obvious, among other reasons, because it would have been obvious to adapt 

the participator software in Roseman to run on multiple computing 

platforms, such as Windows and Macintosh.”).   

Patent Owner argues that Roseman does not “indicate how any of its 

client software could be modified so as to make [a] second software 

alternative.”  PO Resp. 35.  According to Patent Owner, Dr. Lavian admitted 

in deposition that it is not always possible to make the same software 

programs for different operating systems.  Id. at 36 (citing Ex. 2006, 157:6–

158:11).  Although it might not be possible to adapt every software program 

to work on every operating system, Roseman itself suggests adapting its 

software to different environments beyond Windows.  Ex. 1003, 12:1–10.  

Thus, Patent Owner’s argument is not persuasive.7  

Patent Owner also argues that Windows and Macintosh are not client 

software, but instead are operating systems.  PO Resp. 35–36.  Petitioner, 

however, does not argue that Windows and Macintosh are the two software 

alternatives.  Rather, Petitioner argues that Roseman describes a client 

software alternative that would work with the Windows operating system 

and suggests that another client software alternative working with the 

Macintosh operating system would have been within the level of skill in the 

art.  Pet. 28; Reply 22–23 (“But the Petitioner did not point to Windows and 

                                           
7 Patent Owner also argues that a Telnet-based solution for Roseman would 

not work without graphical user interface (GUI) support.  PO Resp. 35.  This 

is inapposite, as Petitioner does not argue that Roseman would have been 

modified to accommodate a Telnet-based solution.   
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Macintosh themselves as the two client software alternatives, but rather, to 

versions of the participator software in Roseman adapted to run on those 

platforms.”).  Thus, Patent Owner’s argument is not persuasive. 

Patent Owner further contends that a skilled artisan would not have 

used two separate software alternatives to implement Roseman’s client 

software with Windows and Macintosh platforms because the skilled artisan 

would have used Java instead.  PO Resp. 36–37.  According to Patent 

Owner, “Java and byte-code are cross-platform solutions that can run on 

both Windows and Macintosh.”  Id. at 36.  Dr. Carbonell testifies that “one 

of ordinary skill in the art who was motivated to provide software that could 

work across different platforms and operating systems would have been 

motivated to utilize a single platform independent software implementation, 

such as a Java implementation and would not have been motivated to 

provide additional alternatives to that cross-platform software.”  Ex. 2005 

¶ 74.   

Petitioner argues that the claim language does not exclude platform-

specific embodiments and that the ’552 patent specifically describes such 

embodiments as within the scope of the invention.  Reply 23–24 (citing 

Ex. 1001, 4:46–49 (“While platform controlled embodiments are within the 

scope of the invention, it is particularly advantageous to have a platform 

independent embodiment, i.e., an embodiment that is byte code compiled.”).  

We agree with Petitioner.  As noted above, “just because better alternatives 

exist in the prior art does not mean that an inferior combination is inapt for 

obviousness purposes.”  Mouttet, 686 F.3d at 1334.  Thus, even if Java 

would have been advantageous in some circumstances, we still find that 
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platform-specific client software embodiments would have been an apt 

extension of Roseman’s system. 

In light of Roseman’s description of client software for the Windows 

environment and its express teaching that the software for other 

environments is within the level of skill, Ex. 1003, 12:1–10, we are 

persuaded that Roseman at least suggests client software for other platforms 

that were common at the time, such as Macintosh.  We credit Dr. Lavian’s 

testimony that providing software for use with both Windows and Macintosh 

would have made Roseman’s system more commercially attractive by 

increasing the number of users who could use the software.  Ex. 1002 ¶ 73.  

See also KSR Int’l Co. v. Teleflex Inc., 550 U.S. 398, 417 (2007) (“When a 

work is available in one field of endeavor, design incentives and other 

market forces can prompt variations of it, either in the same field or a 

different one.”).  Thus, we find that Roseman suggests “wherein the 

controller computer system is programmed to provide access to the 

controller computer system via any of two client software alternatives,” as 

recited in claim 2. 
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c. “wherein both of the two client software alternatives 

allow the respective user identities to be recognized 

by the controller computer system and allow at least 

some of the participator computers to form at least 

one group in which members can send 

communications and receive communications from 

another of the members” and 

“permitting at least the first user identity and the 

second user identity to form a group” 

Petitioner contends that Roseman’s software running on a local 

computer, which (as explained above) can be a software implementation for 

a Windows platform and a Macintosh platform, allows user identities to be 

recognized by the host computer.  Pet. 30–31.  Petitioner argues that a group 

of local computers is formed when a user of a local computer in Roseman 

drags other participants into a child-room.  Id. at 32.  In another example, 

Petitioner argues that Roseman’s description of creating a virtual conference 

room, involving identifying the participants of the conference room and 

requiring invited users to have appropriate keys, teaches permitting at least a 

first user identity and a second user identity to form a group.  Id. at 39–40. 

We agree with Petitioner.  When Roseman’s users, via software 

running on their respective local computers, access conference rooms using 

keys, Roseman’s host computer recognizes the users and allows them to 

send and receive communications from each other.  Ex. 1003, 3:22–56.  

Thus, we find that Roseman teaches these limitations of claim 2.  We note 

that Patent Owner does not contest that Roseman teaches these limitations. 
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d. “wherein at least some of the communications are 

received in real time via the Internet network” and  

“permitting sending communications in real time, via 

the Internet network, among the participator 

computers corresponding to the user identities in the 

group” 

Petitioner contends that communications in one of Roseman’s 

conference rooms, such as placing documents on a table, drawing on a 

document, and moving a pointer, take place in real time because they are 

communicated to participants as the underlying events occur.  Pet. 32, 40.  

For example, Roseman explains: 

In the invention, the participants share a common virtual 

conference table.  Each participant can 

(1) place a document onto the table electronically, 

(2) write on the document, draw on it, and otherwise 

manipulate it, and 

(3) move a pointer to different positions on the document, 

to point to specific parts of it. 

All other participants see the [] preceding three events as they 

occur.  

Ex. 1003, 2:38–47.  We find that these are specific examples in Roseman of 

real-time communications sent and received by the participator computers in 

a group. 

As explained in Section II.B.3.a above, Roseman and Vetter teach that 

such communications can be via an Internet network. 

Thus, we find that Roseman and Vetter teach these limitations of 

claim 2.  We note that Patent Owner does not contest that Roseman and 

Vetter teach these limitations. 
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e. “wherein the at least one of client software 

alternatives allows the controller computer system to 

determine whether at least one of the user identities, 

individually, is censored from data representing at 

least one of a pointer, video, audio, graphic, and 

multimedia such that the data that is censored is not 

presented by the corresponding participator 

computer” 

Petitioner argues that this limitation would have been obvious over 

Roseman and Lichty.  Pet. 34.  In particular, Petitioner points to the “Ignore” 

button of Lichty’s user interface.  Id.  Petitioner notes that Roseman already 

has a feature in which a host computer limits the amount of information 

another participant can send in a meeting room (a group).  Id. at 35 (citing 

Ex. 1003, 12:29–45).  Petitioner argues that both Roseman and Lichty state 

essentially the same reason for their respective features, namely solving the 

common problem of dealing with potentially unwanted communications 

from conference participants.  Id.; see also Ex. 1003, 12:29–33; Ex. 1007, 

510.  Petitioner argues that Lichty’s solution would be equally applicable to 

Roseman.  Pet. 35.   

Patent Owner, relying on its proposed claim construction, argues that 

claim 2 requires that the data itself is censored and that this is not shown in 

Roseman and Lichty.  Specifically, Patent Owner argues that “Roseman’s 

procedures are inconsistent with the meaning of censorship” because 

“Roseman does not disclose restrictions based on data or other types of 
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content as the claim limitation requires.”  PO Resp. 38.8  As explained in 

Section II.A.3 above, this limitation refers to control of data received by the 

at least one of the user identities, individually, and is not limited to data 

suppressed based on the content of those data or by a moderator.  Thus, 

Patent Owner’s argument is not persuasive.  

As to Lichty, Patent Owner argues that it “does not explain how AOL 

works either at the user interface level or at the server level.”  PO Resp. 38.  

Patent Owner further argues that “Petitioner does not explain how Lichty 

teaches or discloses censoring whereby a determination as to whether to 

censor the information is made by the controller computer” and that 

“Petitioner does not even suggest that Lichty teaches a controller computer.”  

PO Resp. 40.  According to Dr. Carbonell, “one would have understood that 

such ignore features were implemented locally on the user’s computer as a 

filter, i.e. as a user-interface or presentation feature” and that “[o]ne of 

ordinary skill in the art would not have understood such features to be 

implemented at the server level.”  Ex. 2005 ¶ 27.  In reply, Petitioner argues 

that where Lichty implemented the ignore feature is irrelevant because “[t]he 

Petition cited Lichty only for its disclosure of its censoring feature, and 

relied on the host in Roseman to carry out the features of the claim.”  

Reply 20.   

                                           
8 Patent Owner also argues that “the claim limitation ‘determines that the 

message is not censored’ requires that the message itself is censored” and 

that “[t]here is no disclosure in either Roseman or Lichty of a system where 

data (i.e., a message) is censored.”  PO Resp. 40.  This language, however, is 

not part of any challenged claim.  Thus, this argument is not persuasive. 

Appx141

Case: 18-1400      Document: 30     Page: 200     Filed: 05/21/2018



IPR2016-01158 

Patent 8,473,552 B1 

 

47 

We agree with Petitioner.  As we explained in the Institution Decision 

(at 32), Roseman teaches a scheme in which a host (controller computer) 

determines whether a user identity should be prevented from sending data.  

Ex. 1003, 12:29–45.  Specifically, Roseman describes a “moderator” feature 

in which a “host can automatically prevent filibustering, in several ways,” 

including “[b]y plac[ing] a limit on the total time allowed to each person.”  

Id. at 12:34–37.  We find that this is an example of censoring performed at 

the controller computer.  Petitioner cites Lichty to show that it was known to 

prevent a user identity from receiving data.  Lichty explains why this feature 

is useful, including “[w]hen rooms become full and everyone is talking, it 

can be difficult to follow what’s going on” and that “Ignore is most useful 

when the chat of another member becomes disruptive in the chat room.”    

Ex. 1007, 269, 510.  This closely tracks Roseman’s reason for the moderator 

feature, namely, preserving free discussion that otherwise would be 

“defeated by an aggressive person who dominates the conference, and, in 

effect, maintains a ‘filibuster.’”  Ex. 1003, 12:29–33.   

Patent Owner also argues that the ’552 patent distinguishes AOL 

software.  PO Resp. 39–40 (citing Ex. 1001, 1:41–44 (“Chat room 

communications . . . can involve graphics and certain multimedia capability, 

as exemplified by such Internet service providers as America On Line.”), 

1:45–56 (“On the Internet, ‘chat room’ communications analogous to 

America On Line have not been developed, at least in part because Internet 

was structured for one-way communications analogous to electronic mail, 

rather than for real time group chat room communications.  Further, unlike 

the an Internet service provider, which has control over both the hardware 

platform and the computer program running on the platform to create the 

Appx142

Case: 18-1400      Document: 30     Page: 201     Filed: 05/21/2018



IPR2016-01158 

Patent 8,473,552 B1 

 

48 

‘chat room’, there is no particular control over the platform that would be 

encountered on the Internet.  Therefore, development of multiplexing 

technology for such an environment has been minimal.”)).  Our focus here is 

on the disclosure of Lichty, not the ’552 patent’s characterization of the 

system disclosed by Lichty.  In any case, Petitioner relies on the 

combination of Lichty and Roseman, rather than Lichty alone, to show 

censoring a user identity from data.  Thus, Patent Owner’s argument is not 

persuasive.  See In re Merck & Co., Inc., 800 F.2d 1091, 1097 (Fed. Cir. 

1986) (“Non-obviousness cannot be established by attacking references 

individually where the rejection is based upon the teachings of a 

combination of references.”). 

Patent Owner further argues that “Petitioner fails to address how the 

disclosure of Lichty’s text-based user interface could predictably result in 

the virtual conferencing system of Roseman where at least one participant is 

censored from receiving audio data” and that “there is no teaching or 

suggestion provided by the Lichty reference that motivates any changes to a 

voice and/or video conferencing system.”  PO Resp. 41.  We are not 

persuaded by this argument.  Roseman teaches censoring senders in 

meetings that involve text, audio, and graphics.  Ex. 1003, 12:26–45.  Lichty 

is cited to show censoring from receiving data.  In any case, given the level 

of skill in the art noted above, we are persuaded that the proposed 

combination would have been within that level of skill, including applying 

Lichty’s teachings to other forms of data besides text, including audio, 

video, and pointers. 

On the complete record, we find that Roseman and Lichty teach 

“wherein the at least one of client software alternatives allows the controller 
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computer system to determine whether at least one of the user identities, 

individually, is censored from data representing at least one of a pointer, 

video, audio, graphic, and multimedia such that the data that is censored is 

not presented by the corresponding participator computer,” as recited in 

claim 2. 

 

f. “affording some of the information to a first of the 

participator computers via the Internet network, 

responsive to an authenticated first user identity; 

affording some of the information to a second of the 

participator computers via the Internet network, 

responsive to an authenticated second user identity” 

As explained above, Roseman describes admitting participants into a 

conference room when the participants present keys.  Ex. 1003, 10:61–65.  

We find that this teaches “an authenticated first user identity” and “an 

authenticated second user identity.”  Additionally, Roseman describes 

various ways of affording information to local computers of users admitted 

to the conference room, including as follows: 

Objects (documents) can be shared in the conference room by 

placing them on the table.  This might be done by dragging an 

icon of the object from the outside (users non-“meeting room” 

windows) onto the table. Ownership of the object is still 

maintained.  If the object owner wishes, the object may be 

copied, borrowed by other users, or given to other users.  The 

object may be altered (changed, annotated) by anyone with 

permission to do so. 

Id. at 11:18–26.  See also Pet. 36–38.  As explained in Section II.B.3.a 

above, Roseman and Vetter teach that such communications can be via an 

Internet network. 
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Accordingly, we find that Roseman and Vetter teach these limitations 

of claim 2.  We note that Patent Owner does not contest that Roseman and 

Vetter teach these limitations. 

 

g. “wherein at least some of the communications include 

messages comprising more than one data type” 

As noted by Petitioner, Roseman describes various forms of 

multimedia conferencing, including “multiple parties are linked by both 

video and audio media,” Ex. 1003, Abstract, and “[e]ach Invitee can transmit 

a file (of any suitable kind: data, text, or graphic) to the host, and the host 

will place the file onto the table, where all participants can see it,” id. at 8:1–

4.  Pet. 40–41.  On this record, we find that Roseman teaches “wherein at 

least some of the communications include messages comprising more than 

one data type.”  We note that Patent Owner does not contest that Roseman 

teaches this limitation. 

 

h. “at least some other of the communications include a 

pointer that produces a pointer-triggered message on 

demand” 

Petitioner refers to Roseman’s description of a user placing a 

document, represented by an icon, onto a virtual conference table.  Pet. 41–

42.  Petitioner contends that Roseman’s icon “serves as a ‘pointer’ because it 

points to, or references, the underlying document.”  Id. at 42.  According to 

Petitioner, the icon points to a file and, when the icon is invoked, the host 

computer causes the file to appear on the table of each participant.  Id.  

Petitioner argues that this teaches a pointer that produces a pointer-triggered 

message on demand.  Id.   
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Patent Owner argues that Petitioner “conflates what appears on a GUI 

and the steps performed by [Roseman’s] host computer,” that “[t]he icon in 

Roseman is not a message, it is merely an indication that there is accessible 

information and clicking on the icon is merely a request to the host computer 

to send the appropriate data file” and, “[a]ccordingly, the icon itself is not a 

message, nor a pointer-triggered message.”  PO Resp. 32.  This misstates 

Petitioner’s argument.  As explained above, Petitioner contends that 

Roseman’s icon is a pointer, not a pointer-triggered message.  The pointer-

triggered message is the message that is delivered after a user clicks on the 

icon.   

As explained in Section II.A above, a “pointer” is “a link or reference 

to a file, data, or service” and a “pointer-triggered message” is “a message, 

where the content of the message is specified by a pointer and found on 

demand of the operator of the participator software.”  Under these 

constructions, Roseman’s icon is a pointer, as it is a link to a file.  Likewise, 

the message retrieved when Roseman’s icon is selected is a “pointer-

triggered message” because its contents are specified by the icon and are 

found on demand of a user at a remote computer. 

Petitioner further argues that, to the extent that a “pointer” requires an 

Internet URL or the like, a skilled artisan would have consulted Pike for a 

teaching of basic Internet concepts, such as URLs.  Pet. 42–43.  

Nevertheless, Patent Owner has not argued, and we do not find, that the 

claimed “pointer” is required to be a URL.  Thus, we need not determine 

whether a skilled artisan would have sought out Pike’s teachings of URLs. 
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On the complete record, we find that Roseman teaches “at least some 

other of the communications include a pointer that produces a pointer-

triggered message on demand,” as recited in claim 2. 

In sum, we find that Roseman, Rissanen, Vetter, Pike, and Lichty 

teach each limitation of claim 2. 

 

4. Remaining Challenged Independent Claims 

Petitioner also challenges independent claims 1, 10, 18, 50, 54, 58, 59, 

and 64.  The additional independent claims have significant overlap with 

claim 2.  For example, each of the additional independent claims recites a 

“database which serves as a repository of tokens,” an “Internet network” (or 

“the Internet”), “two client software alternatives,” and “at least one of the 

user identities, individually, is censored from data,” discussed in detail 

above.  Petitioner shows in claim charts where each of the additional 

independent claims overlaps with claim 2 and provides analysis for the 

portions of those claims that do not overlap with claim 2.  Pet. 46–70.  We 

agree with Petitioner’s identification of overlap and find that the overlapping 

limitations of claims 1, 10, 18, 50, 54, 59, and 64 are taught by Roseman, 

Rissanen, Vetter, and Lichty for the reasons given for claim 2, above.  We 

agree with Petitioner that claim 10 does not add any limitations not covered 

by our analysis of claim 2.  Pet. 51–52 

Petitioner essentially addresses claims 1, 18, 50, 54, 58 together, 

referring back to claims 1 and 2 for its analysis of claims 18, 50, 54, and 58.  

Pet. 54–57, 59–66.  Claim 1 recites “storing each said user identity and a 

respective authorization to send multimedia data” and “if permitted by the 

user identity corresponding to one of the participator computers, allowing 
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the one of the participator computers to send multimedia data to another of 

the participator computers.”  Petitioner argues that Roseman describes using 

stored keys, associated with user identities, for controlling admission to a 

particular conference.  Pet. 48.  Petitioner contends that “[e]ach ‘key’ [] 

relates to the identity of the participant and provides the permissions 

allowing access to the conference room.”  Id. (citing Ex. 1003, 9:34–55).  

The cited passage, however, only describes a key granting a user admission 

to a virtual conference room.  It does not describe keys as determining what 

a user can do in a conference room once admitted.  Ex. 1003, 9:34–55; 

see also id. at 10:61–65.  Although Roseman’s keys may be associated with 

a user identity in that a Level 1 key is given to a person and “may not be 

passed to any other person and may not be copied,” Ex. 1003, 9:43–44, it 

does not follow that the key provides permissions for behavior within a 

conference room, such as authorization to send multimedia data.   

Petitioner concludes, based on its citations to Roseman, that 

“Roseman discloses these limitations because a user identity that is not 

authorized to access a room cannot send multimedia data to conference 

participants.”  Id. at 49.  It is true that a user denied access to a conference 

room would not be permitted to send multimedia data in that conference 

room, as Petitioner argues.  Pet. 49.  Petitioner, however, does not argue 

persuasively that a key that grants admission also includes an authorization 

to send multimedia data in that conference room.  Roseman’s key simply 

grants access to a conference room.  We are not persuaded that such a key 

constitutes stored authorization to engage in certain activities once admitted 

to the conference room.  Furthermore, Petitioner does not provide persuasive 

analysis that Roseman checks if the user identity is permitted to send 
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multimedia data before allowing the corresponding participator computer to 

send such data.  Accordingly, Petitioner has not shown, by a preponderance 

of the evidence, that claim 1 would have been obvious over Roseman, 

Rissanen, Vetter, Lichty, and Pike. 

Claim 18 recites 

the computer system: stores, for a first of the user identities, a 

respective authorization associated with multimedia data 

communication, and allows the participator computers to send in 

real time via the Internet network, and, based on the respective 

authorization, cause the multimedia data to be presented at one 

of the participator computers corresponding to a second of the 

user identities. 

As to these limitations, although they differ somewhat from those of claim 1, 

Petitioner argues that “[t]he analysis for claim 1 as to these limitations 

accordingly applies to claim 18.”  As explained above, Petitioner’s 

arguments are not persuasive for claim 1.  As to claim 18, Petitioner does 

not include any additional argument as to why Roseman teaches “the 

computer system: stores, for a first of the user identities, a respective 

authorization associated with multimedia data communication.”  

Furthermore, Petitioner does not include any analysis explaining how 

Roseman teaches “based on the respective authorization, cause the 

multimedia data to be presented” at a participator computer corresponding to 

a second user identity.  Accordingly, Petitioner has not shown, by a 

preponderance of the evidence, that claim 18 would have been obvious over 

Roseman, Rissanen, Vetter, Lichty, and Pike. 

Claim 50 recites 

wherein the controller computer system controls real-time 

communications among the participator computers by: 
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associating with the user identities a respective authorization to 

communicate multimedia data; and  

sending multimedia data representing at least one of a pointer, 

video, audio, graphic, and multimedia if permitted by the 

respective authorization; 

Claims 54 and 58 recite similar limitations.  Petitioner does not explain how 

Roseman teaches associating with a user identity a respective authorization 

to communicate multimedia data.  For example, Petitioner does not explain 

why simply showing that a user has access to a conference room is enough 

to show a respective authorization to communicate multimedia data 

associated with a user identity.  Accordingly, Petitioner has not shown, by a 

preponderance of the evidence, that claims 50, 54, and 58 would have been 

obvious over Roseman, Rissanen, Vetter, Lichty, and Pike. 

Claim 59 recites “groups in which members distribute, in accordance 

with the predefined rules, the user messages in real time to the respective 

ones of the participator computers.”  Similarly, claim 64 recites “groups in 

which members distribute, via predefined rules, the messages in real time to 

the respective ones of the participator computers.”   

Petitioner (Pet. 65) argues that Roseman discloses that a person 

setting up a conference can determine aspects of the meeting, such as:  

“What rules govern the conduct of the meeting?  Does the Requester have 

absolute control of the voice and message interaction among the 

participants?  Or Is the meeting a brainstorming free-for-all, where 

numerous people can speak at once?”  Ex. 1003, 3:52–54.  As to a specific 

example, Petitioner points to Roseman’s “pencil” tool, through which a 

participant can write a message in a conference room using the pencil tool, 

and other participants are disabled from doing so while the first participant 
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has the pencil.  Pet. 66 (citing Ex. 1003, Fig. 19).  Petitioner also cites to 

Roseman’s “Whisper Mode” for private voice conversations and “note-

passing” for private textual conversations as examples of predefined rules 

that govern how users conduct real-time communications.  Id. at 66–67 

(citing Ex. 1003, 9:16–31, 15:12–15, Fig. 17C).  We agree with Petitioner 

that these are examples of groups in which members distribute, in 

accordance with predefined rules, the user messages in real time.  We find 

that Roseman teaches these limitations of claims 59 and 64.  We note that 

Patent Owner does not present separate arguments for claims 59 and 64. 

 

5. Challenged Dependent Claims 

Claims 19–49 depend, directly or indirectly, from claim 18.  Claims 

51–53 depend, directly or indirectly, from claim 50.  Claims 55–57 depend 

from claim 54.  As explained above, Petitioner has not shown that claims 18, 

50, and 54 would have been obvious.  Petitioner’s analysis of these 

dependent claims does not cure the deficiencies noted above for claims 18, 

50, and 54.  Accordingly, Petitioner has not shown, by a preponderance of 

the evidence, that claims 19–49, 51–53, and 55–57 would have been obvious 

over Roseman, Rissanen, Vetter, Lichty, and Pike.  

Claims 3, 5, and 7 depend from claim 2 and add “wherein at least one 

of the messages includes data representing” sound, video, and both sound 

and video, respectively.  Claims 11, 13, and 15 depend from claim 10 and 

recite “wherein at least one of the messages includes data representing” 

sound, video, and both sound and video, respectively.  Petitioner has 

persuasively shown that the communications in Roseman’s meetings can 

include sound, video, graphic, and multimedia.  Pet. 71–72 (citing Ex. 1003, 
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1:42–46 (drawings), 3:40–41 (graphics), 7:35–38 (pictures of participants), 

8:1–4 (graphics), 11:11–16 (audio and video), 12:34–45 (audio)).  We find 

that Roseman teaches the additional limitations of claims 3, 5, 7, 11, 13, and 

15. 

Claims 4, 6, 8, and 9 depend, directly or indirectly, from claim 2 and 

recite “storing, for the first user identity, an authorization associated with 

presentation of multimedia” and “based on the authorization, presenting the 

multimedia at one of the participator computers corresponding to the second 

user identity.”  These limitations are substantially similar to those we found 

missing from claim 1, discussed above.  Petitioner incorporates its analysis 

of claim 1 for this limitation.9  For the reasons given for claim 1, Petitioner 

has not shown, by a preponderance of the evidence, that claims 4, 6, 8, and 9 

would have been obvious over Roseman, Rissanen, Vetter, Lichty, and Pike. 

Each of claims 12, 14, 16, and 17 depends indirectly from claim 10 

and adds “the computer system is further programmed to provide access to a 

member-associated image.”  As Petitioner points out (Pet. 73), Roseman 

describes that “[a] small picture of each user is displayed in a meeting room 

to indicate presence.”  Ex. 1003, 11:11–14.  We find that these are examples 

of member-associated images.  Thus, we find that Roseman teaches the 

additional limitation of claims 12, 14, 16, and 17. 

As to the challenged dependent claims, Patent Owner refers to its 

arguments for claim 2.  PO Resp. 42.  We note that Patent Owner does not 

present separate arguments for the challenged dependent claims. 

                                           
9 Petitioner cites to claim 10, but we read this as a typographical error.  

Claim 1, not claim 10, includes a recitation similar to that of claims 4, 6, 8, 

and 9. 
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6. Conclusion of Obviousness 

As explained above, Roseman, Rissanen, Vetter, and Lichty teach 

each limitation of claims 2, 3, 5, 7, 10–17, 59, and 64.  Petitioner has 

introduced persuasive evidence that a skilled artisan would have had reasons 

to combine the teachings of Roseman, Rissanen, Vetter, and Lichty.  Patent 

Owner does not argue or introduce evidence of objective indicia of 

nonobviousness.  In sum, upon consideration of all the evidence, we 

conclude that Petitioner has proved by a preponderance of the evidence, that 

claims 2, 3, 5, 7, 10–17, 59, and 64 would have been obvious over Roseman, 

Rissanen, Vetter, and Lichty. 

 

III.  PATENT OWNER’S MOTION TO EXCLUDE 

Patent Owner filed a paper styled “Motion to Exclude Evidence,” 

seeking to exclude certain portions of the 2nd Lavian Declaration that it 

argues exceeds the proper scope of a reply.  Paper 37, 1.  Specifically, Patent 

Owner moves to exclude portions of paragraphs 54, 74, and 75 of the 2nd 

Lavian Declaration.  Id. at 2–5. 

Petitioner opposes this motion on the ground that it is not directed to 

the admissibility of evidence and, therefore, is procedurally improper.  Paper 

39, 2.  Patent Owner contends that arguments that exceed the scope of a 

reply are irrelevant, prejudicial, confusing, or misleading under Federal 

Rules of Evidence 401, 402, and 403.  Paper 41, 1–2.  As Petitioner points 

out, however, the Board repeatedly has denied, as improper, motions to 

exclude that merely argue that evidence is outside the proper scope of a 

reply.  Paper 39, 2–3.  Despite its invocation of Rules 401, 402, and 403, we 

agree that Patent Owner’s Motion to Exclude is nothing more than an 
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argument that Petitioner’s Reply exceeds its proper scope.  Accordingly, we 

deny Patent Owner’s Motion. 

Nevertheless, we have considered Patent Owner’s argument with 

respect to those portions of Petitioner’s Reply that are relied upon in this 

decision, and determine they do not belatedly raise new issues or present 

evidence that should have been presented in the Petition.  In any case, we do 

not rely on paragraphs 54, 74, and 75 of the 2nd Lavian Declaration. 

 

III. CONCLUSION 

Petitioner has proved by a preponderance of the evidence that claims 

2, 3, 5, 7, 10–17, 59, and 64 are unpatentable, but has not proved claims 1, 4, 

6, 8, 9, and 18–58 are unpatentable.     

 

IV. ORDER 

For the reasons given, it is: 

ORDERED, based on a preponderance of the evidence, that claims 2, 

3, 5, 7, 10–17, 59, and 64 are unpatentable; and 

FURTHER ORDERED, because this is a final written decision, the 

parties to this proceeding seeking judicial review of our Decision must 

comply with the notice and service requirements of 37 C.F.R. § 90.2. 
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I. INTRODUCTION 

A. Background 

Facebook, Inc. (“Petitioner”) filed a Petition (Paper 1, “Pet.”) to 

institute an inter partes review of claims 189, 334, 342, 348, 465, 580, 584, 

and 592 of U.S. Patent No. 8,694,657 B1 (Ex. 1001, “the ’657 patent”).  

Windy City Innovations, LLC (“Patent Owner”) filed a Preliminary 

Response (Paper 6, “Prelim. Resp.”).   

Pursuant to 35 U.S.C. § 314, in our Institution Decision (Paper 7, 

“Dec.”), we instituted this proceeding as to claims 189, 334, 342, 348, 465, 

580, 584, and 592. 

Patent Owner filed a Patent Owner’s Response (Paper 22, “PO 

Resp.”), and Petitioner filed a Reply to the Patent Owner’s Response 

(Paper 31, “Reply”).   

Petitioner relies on the Declarations of Tal Lavian, Ph.D. (Ex. 1002, 

“Lavian Decl.”; Ex. 1021, “2nd Lavian Decl.”).  Patent Owner relies on the 

Declaration of Jaime G. Carbonell, Ph.D. (Ex. 2005, “Carbonell Decl.”). 

On January 12, 2017, Petitioner filed a petition seeking inter partes 

review of claims 203, 209, 215, 221, 477, 482, 487, and 492 of the ’657 

patent and sought to join that proceeding to this proceeding.  IPR2017-

00659, Paper 2 (“the ’659 Pet.”), Paper 3 (Mot. for Joinder).  We instituted a 

trial in that proceeding for all challenged claims and joined it to this 

proceeding.  Paper 34 (the “’659 Dec.”).  Petitioner relies on the Declaration 

of Dr. Lavian in the ’659 proceeding (IPR2017-00659, Ex. 1002 (“Lavian 

’659 Decl.”)). 

As to the additional claims challenged in the ’659 Petition, Patent 

Owner filed a Supplemental Patent Owner’s Response (Paper 45, “Supp. PO 
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Resp.”) and Petitioner filed a Supplemental Reply (Paper 46, “Supp. 

Reply”). 

An oral argument was held on October 19, 2017 (Paper 51, “Tr.”). 

We have jurisdiction under 35 U.S.C. § 6.  This Decision is a final 

written decision under 35 U.S.C. § 318(a) as to the patentability of claims 

189, 203, 209, 215, 221, 334, 342, 348, 465, 477, 482, 487, 492, 580, 584, 

and 592.  Based on the record before us, Petitioner has proved, by a 

preponderance of the evidence, that claims 189, 334, 342, 348, 465, 477, 

482, 487, 492, 580, 584, and 592 are unpatentable, but has not proved that 

claims 203, 209, 215, and 221 are unpatentable. 

 

B. Related Matters 

The parties indicate that the ’657 patent has been asserted in Windy 

City Innovations, LLC v. Microsoft Corp., Civ. A. No. 15-cv-00103-GM 

(W.D.N.C.) (transferred to 16-cv-1729 (N.D. Cal.)), and Windy City 

Innovations, LLC v. Facebook, Inc., Civ. A. No. 15-cv-00102-GM 

(W.D.N.C.) (transferred to 16-cv-1730 (N.D. Cal.)).  Pet. 1; Paper 4, 1.  The 

’657 patent is the subject of an inter partes review petition in IPR2016-

01155.  Paper 4, 1.  IPR2017-00622, also challenging the ’657 patent, has 

been joined to IPR2016-01155.  The ’657 patent also was the subject of 

IPR2017-00606 and IPR2017-00656, which Microsoft Corp. filed and 

sought to join with IPR2016-01155 and this proceeding, respectively, prior 

to settling with Patent Owner.  Patents related to the ’657 patent are subjects 

of additional inter partes review petitions. 
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C. Asserted Prior Art References 

Petitioner relies on the following prior art: 

U.S. Patent No. 6,608,636 B1, issued Aug. 19, 2003, filed May 13, 

1992 (Ex. 1003, “Roseman”);  

Published European Pat. App. No. 0 621 532 A1, published Oct. 26, 

1994 (Ex. 1004, “Rissanen”); 

Ronald J. Vetter, Videoconferencing on the Internet, IEEE COMPUTER 

SOCIETY 77–79 (Jan. 1995) (Ex. 1005, “Vetter”); 

MARY ANN PIKE ET AL., USING MOSAIC (1994) (Ex. 1006, “Pike”); 

and 

TOM LICHTY, THE OFFICIAL AMERICA ONLINE FOR MACINTOSH 

MEMBERSHIP KIT & TOUR GUIDE (2nd ed. 1994) (Ex. 1007, 

“Lichty”). 

  

D. The Instituted Ground 

We instituted a trial on the ground of unpatentability of claims 189, 

203, 209, 215, 221, 334, 342, 348, 465, 477, 482, 487, 492, 580, 584, and 

592 as obvious, under 35 U.S.C. § 103(a), over Roseman, Rissanen, Vetter, 

Pike, and Lichty.  Dec. 36; ’659 Dec. 15. 

 

E. The ’657 Patent 

The ’657 patent describes an Internet “chat room.”  According to the 

’657 patent, it was known to link computers together to form chat rooms in 

which users communicated by text, graphics, and multimedia, giving the 

example of “America On Line.”  Ex. 1001, 1:33–37.  The ’657 patent 

acknowledges that chat rooms have been implemented on the Internet, albeit 
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with “limited chat capability,” but contends that the complex chat room 

communications capable with Internet service providers had not been 

developed on the Internet because “[t]he Internet was structured for one-way 

communications analogous to electronic mail, rather than for real time group 

chat room communications” and because “there is no particular control over 

the platform that would be encountered on the Internet.”  Id. at 1:38–44, 

1:50–52. 

Figure 1, reproduced below, illustrates an embodiment of the 

invention: 

 

Figure 1 is a block diagram showing the components and data flow of a 

computerized human communication arbitrating and distributing system.  
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Id. at 4:36–40.  The system includes controller computer 3 in 

communication with several participator computers 5 (e.g., IBM-compatible 

personal computers) over connection 13 (e.g., an Internet connection or a 

World Wide Web connection).  Id. at 4:41–60.   

Controller computer 3 runs under the control of controller software 2, 

and the software arbitrates, in accordance with predefined rules (including 

user identities), which participator computers 5 can interact in a group 

through the controller computer, and directs real-time data to the members 

of the group.  Id. at 4:61–67.  The software uses “identity tokens,” or pieces 

of information associated with user identity, in the arbitration.  Id. at 7:49–

52.  The tokens are stored in a memory in a control computer database along 

with personal information about the users.  Id. at 7:52–57.   

The arbitration can be used to control a user’s ability to join or leave a 

group of participator computers, to moderate communications involving the 

group, and to see other users in the group.  Id. at 7:62–8:6.  Arbitration using 

tokens also can be used to perform censorship: 

Censorship, which broadly encompasses control of what 

is said in a group, is also arbitrated by means of the tokens.  

Censorship can control of access [sic] to system 1 by identity of 

the user, which is associated with the user’s tokens.  By checking 

the tokens, a user’s access can be controlled per group, as well 

as in giving group priority, moderation privileges, etc.   

Censorship also can use the tokens for real time control of 

data (ascii, text, video, audio) from and to users, as well as 

control over multimedia URLs—quantity, type, and subject. 

Id. at 8:11–19. 

According to the specification, “[t]he present invention comprehends 

communicating all electrically communicable multimedia information as 
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Message 8, by such means as pointers, for example, URLs.  URLs can point 

to pre-stored audio and video communications, which the Controller 

Computer 3 can fetch and communicate to the Participator Computers 5.”  

Id. at 5:11–16. 

Claims 189 and 465, reproduced below, are the only independent 

claims challenged in this proceeding: 

189. A method of communicating via an Internet 

network by using a computer system including a controller 

computer and a database which serves as a repository of tokens 

for other programs to access, thereby affording information to 

each of a plurality of participator computers which are otherwise 

independent of each other, the method including:  

affording some of the information to a first of the 

participator computers via the Internet network, 

responsive to an authenticated first user identity;  

affording some of the information to a second of the 

participator computers via the Internet network, 

responsive to an authenticated second user identity; 

and  

determining whether the first user identity and the second 

user identity are able to form a group to send and to 

receive real-time communications; and  

determining whether the first user identity is individually 

censored from sending data in the communications, 

the data presenting at least one of a pointer, video, 

audio, a graphic, and multimedia by determining 

whether a respective at least one parameter 

corresponding to the first user identity has been 

determined by an other of the user identities; and  

if the user identities are able to form the group, forming 

the group and facilitating sending the 

communications that are not censored from the first 

participator computer to the second participator 
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computer, wherein the sending is in real time and 

via the Internet network, and wherein, for the 

communications which are received and which 

present an Internet URL, facilitating handling the 

Internet URL via the computer system so as to find 

content specified by the Internet URL and 

presenting the content at an output device of the 

second participator computer, and  

if the first user identity is censored from the sending of the 

data, not allowing sending the data that is censored 

from the first participator computer to the second 

participator computer. 

465. An Internet network communications system, the 

system including:  

a computer system including a controller computer and a 

database which serves as a repository of tokens for 

other programs to access, thereby affording 

information to each of a plurality of participator 

computers which are otherwise independent of each 

other, the computer system in communication with 

a first of the participator computers responsive to a 

first authenticated user identity and with a second of 

the participator computers responsive to a second 

authenticated user identity, wherein the computer 

system 

determines whether the first user identity and the second 

of the user identity are able to form a group to send 

and to receive real-time communications; and  

determines whether the first user identity, is individually 

censored from sending data in the communications, 

the data presenting at least one of a pointer, video, 

audio, a graphic, and multimedia by determining 

whether a respective at least one parameter 

corresponding to the first user identity has been 

determined by an other of the user identities; and  
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if the user identities are determined to be able to form the 

group, forms the group and facilitates sending the 

communications that are not censored from the first 

participator computer to the second participator 

computer, wherein the sending is in real time and 

via the Internet network, and wherein the computer 

system facilitates, for the communications which 

are received and which present an Internet URL, 

handling the Internet URL via the computer system 

so as to find content specified by the Internet URL 

and facilitates presenting the content at an output 

device of the second participator computer; and  

if the first user identity is censored from sending the data, 

does not facilitate sending the data that is censored 

from the first participator computer to the second 

participator computer. 

 

II. ANALYSIS 

A. Claim Construction 

We interpret claims of an unexpired patent using the broadest 

reasonable construction in light of the specification of the patent in which 

they appear.  See 37 C.F.R. § 42.100(b); Cuozzo Speed Techs., LLC v. Lee, 

136 S. Ct. 2131, 2144–45 (2016).  Nevertheless, the ’657 patent is expired.  

“[T]he Board’s review of the claims of an expired patent is similar to that of 

a district court’s review.”  In re Rambus Inc., 694 F.3d 42, 46 (Fed. Cir. 

2012) (citations omitted).  District courts construe claims in accordance with 

their ordinary and customary meanings, as would be understood by a person 

of ordinary skill in the art, in the context of the specification.  See Phillips v. 

AWH Corp., 415 F.3d 1303 (Fed. Cir. 2005) (en banc). 
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1. Constructions in the Institution Decision 

In the Institution Decision, we preliminarily construed the following 

terms (Dec. 7–13): 

Claim Term Preliminary Construction 

“token” “piece of information associated with user 

identity” 

“database” “a collection of logically related data” 

“censor” “control what is said in a group” 

“the first user identity 

is individually 

censored from sending 

data” 

refers to control of data sent by the at least one 

of the user identities, individually, and is not 

limited to data suppressed based on the content 

of those data or by a moderator 

 

Patent Owner adopts our construction of “token” (which Petitioner 

initially proposed) PO Resp. 7–8, and challenges our construction of 

“database,” id. at 8–12.  Petitioner accepts our construction of “database” 

and presents arguments in favor of it.  Reply 3–7.  The parties do not address 

further our constructions of “censor” and “the first user identity is 

individually censored from sending data.”  We maintain our constructions of 

“token,” “censor,” and “the first user identity is individually censored from 

sending data” on the complete record.  We address the construction of 

“database,” below.2   

 

                                           
2 Although this decision analyzes the claims under the Phillips standard, in 

related proceedings, we reach substantially the same constructions of these 

claim terms under the broadest reasonable interpretation. 

Appx165

Case: 18-1400      Document: 30     Page: 224     Filed: 05/21/2018



IPR2016-01159 

Patent 8,694,657 B1 

 

11 

2. “database” 

In the Petition, relying on Dr. Lavian’s testimony, Petitioner argues 

that “[a] person of ordinary skill in the art would have understood the 

claimed ‘database’ to simply refer to a stored collection of tokens.  The ’657 

patent does not require that the database be any particular type, such as 

relational.”  Pet. 18 (citing Ex. 1002 ¶ 50).  Dr. Lavian, in turn, relies on the 

specification’s description of tokens being “stored in memory in a control 

computer database, along with personal information about the user, such as 

the user’s age.”  Ex. 1002 ¶ 50 (citing Ex. 1001, 7:52–54). 

Patent Owner urges a construction that is narrower in two regards:  

(1) Patent Owner contends that a database is a collection of logically-related 

data “which is stored with persistence”; and (2) Patent Owner contends that 

a database includes “associated tools for interacting with the data such as a 

DBMS.”  PO Resp. 12.   

Patent Owner’s primary argument in favor of construing “database” to 

require these limitations is that it filed, in a related application before the 

Patent Office, an information disclosure statement (IDS) that supports its 

construction.  Id. at 9–10 (citing Ex. 2008).  The IDS was submitted to the 

Patent Office in pending application 14/246,965 on January 1, 2017, after 

Petitioner filed the Petition and shortly after we instituted this proceeding 

and preliminarily rejected Patent Owner’s claim construction arguments.  In 

the IDS, Patent Owner argued, inter alia, that “attention is respectfully 

drawn to the defendants’ contentions3 of invalidity in view of the database 

                                           
3 This appears to be a reference to invalidity contentions filed in a related 

district court proceeding. 
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and ‘other programs’ limitations that are common to all claims” and that 

“[b]ecause the database affords information to other programs and 

computers, it must store the data, such as the tokens, with persistence, such 

that tools can interact with the data such as a DBMS when providing the 

data to the participator computers of the authenticated users.”  Ex. 2008, 2.  

Patent Owner argues that we must accept its construction pursuant to 

Verizon Services Corp. v. Vonage Holdings Corp., 503 F.3d 1295, 1306 

(Fed. Cir. 2007), which held that, in some circumstances, a statement made 

by a patentee in the prosecution history of a related application can operate 

as a disclaimer, even if the disclaimer occurred after the patent-in-suit had 

issued.  PO Resp. 9–10.     

Although we doubt that the Federal Circuit intended that an IDS in a 

related application should be a vehicle for overturning a disadvantageous 
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claim construction in an adversarial proceeding,4 we need not reach that 

issue.  As the Federal Circuit also held, “[t]o operate as a disclaimer, the 

statement in the prosecution history must be clear and unambiguous, and 

constitute a clear disavowal of claim scope.”  Verizon, 503 F.3d at 1306.  

That is not the case here.  The statements in Patent Owner’s IDS are not in 

response to any rejection by the Examiner, do not accompany any 

amendments, and are not directed to any particular claims, other than a 

general statement that the statements apply to “all claims.”5  Ex. 2008, 2.   

Although Patent Owner argues that the IDS “supports the construction 

that a database is limited” in the manner that it argues, Patent Owner does 

                                           
4 See Moleculon Research Corp. v. CBS, Inc., 793 F.2d 1261, 1270 (Fed. 

Cir. 1986) (“A citation may be made at ‘any time’ either during prosecution 

or, as here, after the patent has issued.  If made during prosecution, it is clear 

that the statements may be considered for claim interpretation purposes, just 

as any other document submitted during prosecution.  If submitted after 

issuance, the answer, again, is it may be considered.  To say that it may be 

considered is not to say what weight statements in the Citation are to be 

accorded.  For example, a Citation filed during litigation might very well 

contain merely self-serving statements which likely would be accorded no 

more weight than testimony of an interested witness or argument of counsel.  

Issues of evidentiary weight are resolved on the circumstances of each 

case.”); Phillips, 415 F.3d at 1317 (“Like the specification, the prosecution 

history provides evidence of how the PTO and the inventor understood the 

patent. . . . Yet because the prosecution history represents an ongoing 

negotiation between the PTO and the applicant, rather than the final product 

of that negotiation, it often lacks the clarity of the specification and thus is 

less useful for claim construction purposes.” (emphasis added)).   

5 Adding to the ambiguity, it is not clear whether the IDS’s reference to “all 

claims” refers to the claims in the pending application or the claims 

discussed in the defendants’ contentions of invalidity to which the sentence 

is directed. 
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not contend that the IDS constitutes a disclaimer of any subject matter.  PO 

Resp. 9.  We find that the IDS does not contain a “‘clear and unmistakable’ 

disclaimer that would have been evident to one skilled in the art.”  

Trivascular, Inc. v. Samuels, 812 F.3d 1056, 1064 (Fed. Cir. 2016).  

Therefore, we are not persuaded that we should apply prosecution history 

disclaimer to limit the scope of the term “database.”   

Patent Owner also cites to the testimony of Dr. Carbonell that “[t]wo 

hallmarks of a database are (1) persistence of the data, and (2) interactivity 

with the data via a database management system (DBMS).”  Id. at 10 

(quoting Ex. 2005 ¶ 33).  As Petitioner points out (Reply 1–2), 

Dr. Carbonell’s testimony on this point appears to be a copy of the testimony 

of Dr. Bajaj, who submitted a declaration in support of Patent Owner’s 

Preliminary Response (compare Ex. 2005 ¶ 33, with Ex. 2001 ¶ 20), 

although Dr. Carbonell testified that he was unaware of Dr. Bajaj’s 

declaration (Ex. 1016, 132:2–12).  In any case, as Petitioner points out, 

Dr. Carbonell marshals the same evidence that did not persuade us at the 

institution stage without adding any additional evidence or even 

acknowledging our concerns with Dr. Bajaj’s evidence.  Reply 2 n.1. 

In particular, Patent Owner and Dr. Carbonell cite to the Macmillan 

Encyclopedia of Computers (Ex. 2004).  PO Resp. 10–11; Carbonell Decl. 

¶ 33.  In the portion included in Exhibit 2004, The Macmillan Encyclopedia 

states that “[a] database system is a collection of related records stored in a 

manner that makes the storage and retrieval of the data very efficient.  The 

four well-known data models for databases are the hierarchical, network, 

relational, and object-oriented models.”  Ex. 2004, 230.  This definition does 

not require persistence and Patent Owner does not explain why persistence 
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should be inferred from this definition.  Moreover, as we observed in the 

Institution Decision, the Macmillan definition is consistent with the 

definition of “database” given by the IEEE Dictionary of Standards Terms.  

See IEEE 100 THE AUTHORITATIVE DICTIONARY OF IEEE STANDARDS TERMS 

268 (7th ed. 2000) (“database (DB) . . . A collection of logically related 

data stored together in one or more computerized files.”) (Ex. 3001).  This 

definition also does not require persistence.  Although this dictionary was 

published several years after the filing date of the ’657 patent, Dr. Lavian 

testifies that the plain and ordinary meaning of “database” did not change 

during this time.  Ex. 1021 ¶ 11.  In support of this testimony, Dr. Lavian 

cites to a 1991 textbook, which defines “database” as “a collection of 

interrelated data,” yet another definition that does not require “persistence.”  

See Ex. 1017, 5.  Moreover, we observe that Patent Owner provides no 

boundaries for “stored with persistence” to meaningfully limit the term.  For 

example, all data accessed and stored by a program while the program is 

executing has some level of “persistence.”  

As to a DBMS, Macmillan explains: 

A database management system (DBMS) is a software package.  

Its main functions are (1) to provide the facility to set up the 

database, (2) to retrieve and store source data (actual data in the 

database), (3) to retrieve and store the data about the structure of 

the database (data dictionary), (4) to provide the facilities to 

enforce security rules, (5) to back up the database, and (6) to 

control the concurrent transactions so that one user’s 

environment is protected from others. 

Ex. 2004, 231.  Patent Owner characterizes the DBMS as “another criteria of 

a database” that provides interactive querying capability not present in 

“[s]tandard storage” in temporary or permanent memory.  PO Resp. 10–11.  
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Dr. Carbonell repeats Patent Owner’s arguments without citation to evidence 

and in testimony that largely copies that of Dr. Bajaj.  Ex. 2005 ¶¶ 33–36; 

see also Ex. 2001 ¶¶ 20–23.  Nevertheless, we read Macmillan to describe a 

DBMS as software that works with a database, rather than a part of a 

database or a component that necessarily accompanies a database.  

Dr. Carbonell’s testimony, which does not identify its bases, adds little to 

Macmillan.  See 37 C.F.R. § 42.65(a) (“Expert testimony that does not 

disclose the underlying facts or data on which the opinion is based is entitled 

to little or no weight.”). 

Patent Owner also argues that the disclosure of the ’657 patent 

imposes “persistence” and DBMS limitations on the claimed database 

because it describes the database as storing security information such as 

tokens for other programs to access.  PO Resp. 12.  Patent Owner does not 

provide a citation to the ’657 patent in support of its argument.  

Nevertheless, Patent Owner argues, again without citation, that “[o]ne of 

ordinary skill in the art would have expected that this type of security feature 

would persist in a location other than in program memory so that other user 

programs could access the information.”  Id.  Finally, Patent Owner argues 

that the ’657 patent describes tokens stored in hierarchies, which, according 

to Patent Owner, “are typical of database storage organization, and natural 

schema when storing and managing access to diverse information.”  Id.  

None of these arguments supports reading persistence or a DBMS into the 

term “database.”  We note also that the other claim language, “serves as a 

repository of tokens for other programs to access,” is a requirement we 

evaluate separately and do not read into the term “database.” 
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As noted in the Institution Decision (at 10), the specification describes 

a database consistently with the Macmillan and IEEE definitions, explaining 

that tokens are “pieces of information associated with user identity,” that 

tokens are “stored in memory in a control computer database, along with 

personal information about the user,” and that “[i]n the database, the storage 

of tokens can be by user, group, and content.”  Ex. 1001, 7:52–58.  The 

specification does not require a DBMS (or similar software) or impose a 

persistence requirement.   

On the complete record, we maintain our construction of database, 

namely, “a collection of logically related data.”  This is the construction 

most consistent with both the intrinsic evidence and dictionary definitions.  

However, we note that Petitioner contends, and we find, that the prior art 

shows a database with persistence and associated tools for interacting with 

the stored data, as explained below. 

 

B.  Asserted Grounds of Unpatentability 

A claim is unpatentable under 35 U.S.C. § 103(a) if the differences 

between the claimed subject matter and the prior art are “such that the 

subject matter as a whole would have been obvious at the time the invention 

was made to a person having ordinary skill in the art to which said subject 

matter pertains.”  We resolve the question of obviousness on the basis of 

underlying factual determinations, including:  (1) the scope and content of 

the prior art; (2) any differences between the claimed subject matter and the 

prior art; (3) the level of skill in the art; and (4) objective evidence of 
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nonobviousness, i.e., secondary considerations.6  See Graham v. John Deere 

Co., 383 U.S. 1, 17–18 (1966). 

In an obviousness analysis, some reason must be shown as to why a 

person of ordinary skill would have combined or modified the prior art to 

achieve the patented invention.  See Innogenetics, N.V. v. Abbott Labs., 512 

F.3d 1363, 1374 (Fed. Cir. 2008).  A reason to combine or modify the prior 

art may be found explicitly or implicitly in market forces; design incentives; 

the “interrelated teachings of multiple patents”; “any need or problem 

known in the field of endeavor at the time of invention and addressed by the 

patent”; and the background knowledge, creativity, and common sense of 

the person of ordinary skill.  Perfect Web Techs., Inc. v. InfoUSA, Inc., 587 

F.3d 1324, 1328–29 (Fed. Cir. 2009) (quoting KSR Int’l Co. v. Teleflex Inc., 

550 U.S. 398, 418–21 (2007)). 

 

1. Level of Ordinary Skill 

Neither party proposes a level of ordinary skill in the art.  

Nevertheless, both parties’ experts testify to similar levels of skill.  

Specifically, Dr. Lavian testifies that a skilled artisan “would possess at least 

a bachelor’s degree in electrical engineering or computer science (or 

equivalent degree or experience) with practical experience or coursework in 

the design or development of systems for network-based communication 

between computer systems.”  Ex. 1002 ¶ 13.  For his part, Dr. Carbonell 

testifies that a skilled artisan “would have had a bachelor’s degree in 

                                           
6 The record does not include arguments or evidence regarding objective 

indicia of nonobviousness. 
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computer science (or a related field) and at least one year of work experience 

in programming in computer communication methods” and notes that his 

“opinions herein would not change even if the person having ordinary skill 

in the art were to be found to have the level of skill proposed by Dr. 

Lavian.”  Ex. 2005 ¶ 18.  We adopt Dr. Lavian’s proposal, as it is consistent 

with the level of skill reflected in the prior art of record.  Nevertheless, we 

discern no material difference between his proposal and that of Dr. 

Carbonell.  Thus, our findings and conclusions would be the same under 

either proposal.   

 

2. Scope and Content of the Prior Art 

Petitioner contends that the challenged claims would have been 

obvious over Roseman, alone or in combination with Rissanen, Vetter, Pike, 

and Lichty.  Pet. 5–6; ’659 Pet. 9–10.     

 

a. Overview of Roseman 

Roseman describes a system for multimedia conferencing, in which 

parties are linked by both video and audio media.  Ex. 1003, Abstract.  In 

Roseman, a conference is represented visually as a common virtual 

conference table, in which each participant can place a document onto the 

table electronically, manipulate and write on the document, write on a virtual 

notepad, and move a pointer to draw other users’ attention.  Id. at 2:38–45, 

7:55–8:37.  Participants can see the events as they occur.  Id. at 2:46–47.  

Figure 9, reproduced below, illustrates an example conference room: 
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Figure 9 is a picture of a video screen that is generated by a host computer 

and distributed to all participants in a conference.  Id. at 2:16–18. 

The parties operate their own local computers (which include video 

cameras and speaker-type telephones) and, when a conference is established, 

connect to a host computer via commercially available local area networks 

(“LANs”) and wide area networks (“WANs”).  Id. at 1:34–41.  In the 

conference, the host computer generates a common video screen (e.g., 

Figure 9, reproduced above) displayed at each of the local computers, and 

the parties send information, such as drawings, to be displayed on the 

common screen.  Id. at 1:42–46.  The telephones and video cameras allow 

the parties to see and speak with each other.  Id. at 1:47–49. 
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Roseman includes a pseudo code appendix that details how its 

features are implemented.  Id. at 12:66–13:2.  According to the pseudo code, 

a participant interacts with the conference table, for example, by dragging an 

icon onto the table, which causes a data file to be transmitted to the host.  

Id. at 14:53–55.  The host then transmits the icon to the table of each 

participant.  Id. at 14:56–57.  If another participant activates the icon, the 

host sends the open file to the tables of all participants.  Id. at 14:58–61.  If 

the participant drags the icon from the table to his own screen and activates 

the icon on his screen, the data file is presented to the participant.  Id. at 

14:62–66. 

Roseman describes additional features, such as a party’s ability to 

“whisper” to another party without being heard by others in the conference 

room, and the ability to “pass notes” by dragging a note to the picture of 

another party, while the other parties are unaware of the note.  Id. at 9:16–

31.  Each room may also have “doors” to committee rooms or child-rooms.  

A child-room is created in the same way as a parent room and is dependent 

upon the parent room for access and existence.  Id. at 10:18–23. 

A meeting requester creates a conference by selecting the participants, 

the attributes of the virtual conference room (e.g., virtual equipment and 

room décor), and the rules of the conference (e.g., whether the requester has 

absolute control over voice and message interaction of the parties).  Id. at 

3:22–56.  According to Roseman, “[t]he conference room itself is actually a 

combination of stored data and computer programs,” the stored data can 

include conference proceedings, and “both the conference room and the 

proceedings of the conference have persistence in time.”  Id. at 12:16–25. 
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The meeting requester specifies a level for each invitation and 

compiles an invitation list.  Id. at 9:34–36.  Invitations include “keys” 

specifying the level, e.g., whether the invitation is for the invitee only or can 

be passed to a delegate or to anyone.  Id. at 9:35–48.  For example, “Level 1 

keys may not be passed to any other person and may not be copied” while 

“Level 2 keys may be passed to exactly one other person and may not be 

copied.”  Id. at 9:42–45.  According to Roseman, “[t]he meeting room 

‘knows’ about each key and its invitation level.  Persons with improper keys 

are not admitted to the room.”  Id. at 9:49–51.  A key is distributed 

electronically as an object attached to the invitation.  Id. at 9:54–55.  To 

attend a meeting, a party walks a virtual “hallway” to the meeting room and 

opens the meeting room door by dropping the key onto a virtual “door lock.”  

Id. at 10:30–32, 10:61–65.  Moreover, the host “can automatically prevent 

filibustering” by “monitor[ing] the speech of each person, and plac[ing] a 

limit on the total time allowed to each person.”  Id. at 12:29–38. 

 

b. Overview of Rissanen 

Rissanen describes a system and method for validation of spoken 

passwords.  Ex. 1004, 2:17–21.  Rissanen’s Background of the Invention 

discusses systems in which “business computer systems are arranged to 

initially record and store passwords assigned to users,” a user is prompted 

for entry of a password, and “the system compares the keyboard entered 

password with the stored passwords and enables the user to access the 

system when the entered password matches the previously stored password.”  

Id. at 1:21–28.  In Rissanen’s proposed solution, “[u]sers are initially entered 

into a password database stored in the computer system by assigning each 
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user an account code and a password, such as consisting of a number of 

numerical digits.”  Id. at 2:26–29. 

Petitioner makes clear that “[a]lthough Rissanen also describes using 

spoken voice passwords, this Petition cites it for its more pedestrian 

teachings relating to database storage of passwords of any form.”  Pet. 11. 

 

c. Overview of Vetter 

Vetter is an IEEE Computer Society Magazine article discussing 

available tools for conducting teleconferencing over the Internet.  According 

to Vetter, “[v]ideoconferences are becoming increasingly frequent on the 

Internet and are generating much research interest.”  Ex. 1005, 77.  Vetter 

states that “the emerging multicast backbone (or MBone) can efficiently 

send traffic from a single source over the network to multiple recipients,” 

and, “[a]t the same time, many workstations attached to the Internet are 

being equipped with video capture and sound cards to send and receive 

video and audio data streams.”  Id.  Vetter concludes that “[t]he price/ 

performance of these hardware devices has finally reached a level that 

makes wide-scale deployment possible, which is perhaps the most important 

factor in the recent growth of videoconferencing applications.”  Id. 

Vetter also describes challenges that faced implementation of audio, 

graphic, and video tools on the Internet, including “disturbing feedback 

when the microphones at multiple sites were left ‘open’ during a 

discussion,” taking too much time to broadcast a simple graphic image to 

multiple participants when using “Whiteboard tools” (collaborative software 

tools that support a shared desktop whiteboard among a group of distributed 

users on the Internet), and use of video during a classroom presentation that 
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caused the workstations in the classroom lab to lock up.  Id. at 78–79.  

Vetter also notes that the physical distance between two points on the 

Internet can be different from the electronic distance between those points.  

Id. at 79. 

Vetter discusses in particular a CU-SeeMe platform from Cornell 

University that supported video and audio conferencing over the Internet, 

and a CU-SeeMe Reflector that allowed multiparty conferencing with CU-

SeeMe.  Id. at 78. 

 

d. Overview of Pike 

Pike is a reference and guide book for using the Web browser Mosaic.  

Ex. 1006, 2.  Petitioner cites to Pike’s discussion of URLs and hyperlinks.  

According to Pike, URLs were developed as a standard way of referencing 

items on the World Wide Web.  Id. at 38.  “A URL is a complete description 

of an item, containing the location of the item that you want to retrieve.  The 

location of the item can range from a file on your local disk to a file on an 

Internet site halfway around the world.”  Id.       

 

e. Overview of Lichty 

Lichty is a book intended as a “tour guide” of America Online 

(“AOL”), an online email service, Internet gateway, and community.  

Ex. 1007, 1–3.  Petitioner (Pet. 34) focuses on Lichty’s description of AOL’s 

real-time interactive “People Connection” feature.  Ex. 1007, 251–78.  

People Connection includes chat rooms in which a user communicates with 

others by posting text messages to the other participants in a chat room.  

Id. at 252–55.  Lichty describes, in particular, that a People Connection 
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interface includes an “Ignore” button.  Id. at 268–69.  According to Lichty, 

“[i]f you wish to exclude a member’s comments (or those of all the members 

in a conversation in which you’re not interested), select the member’s name 

in the People in this Room window and click the Ignore button.  From then 

on, that member’s text will not appear on your screen.”  Id. at 269; see also 

id. at 510 (glossary definition of “Ignore—(1) Chat blinders; a way of 

blocking a member’s chat from your view in a chat/conference room 

window.  Ignore is most useful when the chat of another member becomes 

disruptive in the chat room.”). 

 

3. Claim 189, Differences Between the Claimed Subject Matter 

and the Prior Art, and Reasons to Modify or Combine 

Petitioner contends that Roseman teaches each limitation of claim 

189, but cites the remaining references for the following, should we 

determine that Roseman lacks such a teaching: 

Rissanen for a teaching that tokens could have been stored in a 

database; 

Vetter for a teaching that Roseman’s communications could have 

been over the Internet; 

Pike for a teaching of URLs; and 

Lichty for a teaching of content filtering, in particular an “ignore” 

feature, which Petitioner equates to “censoring.” 

Pet. 6; ’659 Pet. 9–10. 
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a. “A method of communicating via an Internet network 

by using a computer system including a controller 

computer and a database which serves as a repository 

of tokens for other programs to access, thereby 

affording information to each of a plurality of 

participator computers which are otherwise 

independent of each other” 

Petitioner contends that Roseman’s host computer is a controller 

computer.  Pet. 15.  Petitioner identifies Roseman’s local computers as 

independent participator computers and argues that Roseman’s various ways 

of communicating information (placing documents on a virtual table, shared 

notes, whisper conversations) are examples of affording information to those 

participator computers.  Pet. 14–15, 23–24.  As detailed above, Roseman 

describes a system in which individual computers are connected to a central 

host computer via a combination of LANs and WANs.  Ex. 1003, 3:14–19.  

According to Roseman, “[t]he host controls many of the events occurring 

during the conference, as well as those occurring both during initiation of the 

conference and after termination of the proceedings.”  Id. at 1:50–52.  We 

find that Roseman’s host computer is a “controller computer,” that 

Roseman’s local computers are “participator computers,” and that 

Roseman’s various ways of communicating information from the host to the 

local computers are examples of “affording information to each of a plurality 

of participator computers which are otherwise independent of each other,” as 

recited in claim 189.7 

                                           
7 Patent Owner argues that “Petitioner does not address the issue that the 

database affords information to each of a plurality of computers.”  PO Resp. 

20.  Claim 189, however, does not recite that the database affords 

information to the plurality of computers. 
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The parties dispute whether Roseman describes “a database which 

serves as a repository of tokens for other programs to access.”  First, 

Petitioner contends that Roseman’s “keys” are tokens.  Pet. 15–16.  As 

explained above, the parties agree that a “token” is “a piece of information 

associated with user identity.”  As also explained above, Roseman describes 

that an invitor, in setting up a meeting, creates an invitation that includes a 

key that conforms to an invitation level.  Ex. 1003, 9:34–48.  A key “is an 

electronic object attached to the invitation.”  Id. at 9:54–55.  The “level” of a 

key determines who can use it.  For example, “Level 1 keys may not be 

passed to any other person and may not be copied.”  Id. at 9:42–44.  

According to Roseman, “[t]o open a door with a key, the user drops the key 

onto the door lock.  If the key is valid and the user has the authority to use 

the key, the door opens and the user is admitted to the room.”  Id. at 10:61–

64.  Petitioner argues that this evidence shows that Roseman’s keys are 

“pieces of information associated with a user identity,” and thus, are 

“tokens.”  Pet. 17.   

Patent Owner argues that Roseman’s keys are not tokens because they 

are associated only with conference rooms, rather than user identities.  PO 

Resp. 18.  Patent Owner points to Roseman’s Figure 8, which shows a key 

associated with “CONFERENCE ROOM 17L (DATE, TIME).”  Id.  In 

describing Figure 8, however, Roseman explains “the key is, essentially, a 

block of data, or a code,” that can be used if the Invitee may send a delegate, 

to give the Absentee-Invitee a “key,” which enables access to the meeting.  

Ex. 1003, 6:54–61.  “The Requester can leave the key in his local computer, 

in the form of an icon residing on the display, as shown in FIG. 8.  Anyone 

entering the office can use the key.”  Ex. 1003, 6:60–63.  In this example, 
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the key can be used only with a particular user’s computer.  Figure 8 also 

shows the “key” icon contained within a “vault” icon.  Id. at 6:64–65.  In 

this example,  

a user must use a “combination” to the “vault” to obtain the 

“key.”  In this latter example, the [] “combination” (ie, a pass-

code) is obtained from the Absentee-Invitee in some appropriate 

way.  At conference time, the Delegate opens the “vault,” obtains 

the “key,” and enters the conference room, by using the key. 

Id. at 6:65–7:3.  Patent Owner argues that Roseman’s keys are “transferable 

to anyone—like a key to a door lock.”  PO Resp. 18.  Patent Owner contends 

that Roseman teaches away from keys being associated with a specific user 

through its description that “[k]eys may be copied and redistributed, if 

permitted, or sent to another individual, if permitted.”  PO Resp., 18–19 

(quoting Ex. 1003, 9:55–57) (emphasis by Patent Owner). 

Patent Owner’s arguments are not persuasive.  Roseman describes 

keys that are transferable (Level 2 and 3 keys) and keys that are not 

transferable (Level 1 keys).  Ex. 1003, 9:42–48.  Petitioner’s contentions 

(Pet. 17) are directed to Level 1 keys, which “may not be passed to any other 

person and may not be copied.”  Id. at 9:43–44.  We find that keys that may 

not be passed to any other person are keys associated with that person.  

Figure 8 of Roseman is consistent with this because it describes passing a 

key to an “Absentee-Invitee” when the Invitee sends a delegate, i.e., a 

Level 2 key.   

As to Level 1 keys, Patent Owner argues that a key is merely an 

attachment to an invitation, which “offers the only suggestion of an 

association with specific invitee.”  PO Resp. 19.  Dr. Carbonell testifies 

(without identifying a basis) that Roseman’s system could prevent the 
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transfer of a key using a “no-transfer or no-duplication policy of such a key 

to insure that [it] always stays in the possession of the first user,” by making 

transferability an attribute of the key and having the system simply assume, 

without recording transfers, that a user in possession of a key is authorized 

to use it.  Ex. 2005 ¶ 31.  As Petitioner argues, however, the claim 

construction to which Patent Owner agreed does not require an association 

between a key and a user to be implemented in a certain way.  Reply 16.  

Even if Dr. Carbonell is correct as to how Roseman’s keys would be 

implemented, such a non-transferable key would still be associated with the 

person who is prevented from transferring it. 

Petitioner further argues that Roseman discloses storing keys in “a 

database which serves as a repository of tokens,” as recited in claim 189, 

because a meeting room that is accessed by a key “‘knows’ about each key 

and its invitation level.”  Pet. 17–18 (quoting Ex. 1003, 9:49–51).  

According to Petitioner, a copy of each key must be stored on the host 

computer for the meeting room to “know” about each key.  Id. at 18.  

Petitioner argues that a skilled artisan would have understood a database to 

be a stored collection of tokens.  Id.  Roseman does not expressly describe 

storing tokens in a database.  Thus, we understand Petitioner to argue that 

tokens necessarily are stored in a database in light of Petitioner’s cited 

disclosure—in other words, that a database is inherent in Roseman. 

Patent Owner, relying on Dr. Carbonell’s testimony, argues that a 

meeting room’s knowledge of a key could be implemented using a hash 

function, which would not have required storage of the key in a database.  

PO Resp. 20–21 (citing Ex. 2005 ¶ 40).  Petitioner characterizes Patent 

Owner’s argument as “based on pure speculation and conjecture” and 
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inconsistent with Roseman’s disclosure.  Reply 11–12.  Nevertheless, we 

view both parties’ respective theories of Roseman’s implementation as 

speculation.  Because Petitioner’s position is speculative, it is insufficient to 

show that a database is inherent in Roseman.8 

In the alternative, Petitioner argues that Rissanen teaches storing user 

authentication information, such as user identity information and passwords, 

in a database, and that such teaching would have been applicable to the keys 

of Roseman.  Pet. 18–20.  Petitioner argues that Roseman’s keys are 

analogous to user identity and passwords.  Id. at 19.  Petitioner further 

argues that storing keys in a database is one of a finite number of known 

solutions for verifying whether a previously issued key matches to a key 

later presented by a user to access a conference room.  Id. at 20 (citing 

Ex. 1002 ¶¶ 52–53). 

Patent Owner admits that “[Rissanen] does disclose a database,” but 

argues that its database is used in a different type of system.  PO Resp. 22.  

Thus, Patent Owner does not contest that Rissanen’s database stores user 

identities and passwords in a persistent manner and is used in conjunction 

with tools such as a DBMS.  For Petitioner, Dr. Lavian testifies that 

“Rissanen clearly discloses a relational database whose data is stored 

                                           
8 Patent Owner also argues that Roseman does not suggest storing keys in a 

manner that is persistent and does not disclose tools such as a DBMS.  PO 

Resp. 21–22.  Roseman does teach that the data associated with its 

conference rooms is stored in a manner that is persistent, Ex. 1003, 12:16–

28, and this at least suggests that keys also would be stored in such a 

manner.  As to a DBMS, we explain above that the construction of 

“database” does not require this feature.  Nevertheless, as explained below, 

Rissanen teaches a database even under Patent Owner’s proposed 

construction. 
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persistently and includes tools for interacting with the data such as a 

DBMS.”  Ex. 1021 ¶ 37.  We find that Rissanen teaches a database that 

stores data with persistence and tools for interacting with the database. 

Nevertheless, Patent Owner argues “[i]f one were going to combine 

Roseman and Rissenan in order to authenticate an individual (and not merely 

authenticate a key for a room) the necessary logic would be significantly 

more complicated.”  PO Resp. 22.  Petitioner does not argue, however, that 

Rissanen’s database would be bodily incorporated into Roseman’s system.  

Rather, Petitioner argues that Rissanen teaches storing data “analogous to 

and serv[ing] the same purpose as” the keys in Roseman in a database.  

Pet. 19.  See In re Mouttet, 686 F.3d 1322, 1332–33 (Fed. Cir. 2012) (“It is 

well-established that a determination of obviousness based on teachings 

from multiple references does not require an actual, physical substitution of 

elements. . . .  Rather, the test for obviousness is what the combined 

teachings of the references would have suggested to those having ordinary 

skill in the art.”).  Given that Roseman describes using keys to access 

conference rooms that have persistence, we agree with Petitioner that a 

database, described in Rissanen as storing similar information for a similar 

purpose, would be a straightforward and predictable choice for storing 

Roseman’s keys.   

The parties also dispute whether Roseman and Rissanen teach that the 

database “serves as a repository of tokens for other programs to access, 

thereby affording information to each of a plurality of participator 

computers,” as recited in claim 189.  Petitioner argues that other programs 

access the stored collection of tokens, including the various meeting or 

conference rooms maintained on the host computer.  Pet. 20–21.  Petitioner 
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relies on disclosure in Roseman that a meeting room is accessible from a 

virtual hallway with doors to other meeting rooms.  Id. (citing Ex. 1003, 

9:63–65).  According to Petitioner, “[e]ach meeting room . . . contains a 

number of computer programs, and each meeting room itself can be thought 

of as a program.  These programs access the repository of keys when a user 

presents a key to obtain access to a conference room.”  Id. at 21. 

Patent Owner argues that “Petitioner does not identify any programs 

that could access a database of tokens and receive information, other than 

the singular conference calling software running on the host computer of 

Roseman.”  PO Resp. 24.  According to Patent Owner, “to the extent that 

there are multiple conference rooms in existence is because the Roseman 

system has instantiated the same conference room program with different 

parameters as there is no suggestion that there is different software 

associated with each conference room.”  Id.  Patent Owner does not explain 

why “other programs” require different software rather than different 

instantiations of the same software, or point to evidence supporting this 

view.  We are not persuaded that the claims should be limited in this way.  

Nevertheless, as Petitioner points out (Reply 18), Roseman characterizes its 

conference rooms as collections of different programs (Ex. 1003, 12:16–18) 

and makes clear that different conference rooms will have different 

attributes (different virtual equipment, different tools, different appearances, 

etc.) (id. at 3:42–50, 10:9–12).  We find that Roseman at least suggests 

different conference rooms with different programs, even under Patent 

Owner’s view.  These programs determine whether a participant can join a 

meeting room based on evaluations of keys that, in light of Rissanen, would 

have been stored in a database.  Thus, we find that Roseman and Rissanen 
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teach “a database which serves as a repository of tokens for other programs 

to access,” as recited in claim 189. 

The parties also dispute whether Roseman and Vetter teach 

“communicating via an Internet network,” as recited in claim 189.  As 

explained above, Roseman describes communicating between a host and 

local computers via commercially available LANs and WANs.  Ex. 1003, 

1:37–41, 3:14–19.  Petitioner contends that a skilled artisan would have 

understood the Internet to be an example of the commercially available 

WAN described in Roseman.  Pet. 24, 26; Ex. 1002 ¶¶ 53–64.  According to 

Dr. Lavian, “a person of ordinary skill in the art would have recognized the 

Internet as one of the largest networks for connecting remote computers (if 

not the largest), making it the obvious Wide Area Network (WAN) for use 

with Roseman to connect the host and participant computers.”  Ex. 1002 

¶ 63; see also Ex. 2006 (Lavian Dep.), 104:12–105:23 (“Q So Roseman 

could have been implemented in that 1994 to ’96 time frame with ATM 

technology?  A If I’m looking at the specification of Roseman and what 

specifically Roseman disclose, it disclose as using a -- local computers 

become connected to host computer via commercially available Local Area 

Networks and Wide Area Networks.  When you’re talking about Local Area 

Networks and Wide Area Networks, this is the Internet.  That’s different 

name to Internet.  Q So you’re saying that Roseman by itself teaches the 

Internet?  A Roseman by itself reference to remote computers commercially 

available, commercially available that said Internet.  Local Area Networks, 

definitely part of the Internet.  Wide Area Networks, different name to the 

Internet.  It’s actually the Internet itself. . . .”). 
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Petitioner further argues that Vetter teaches using the Internet to 

facilitate the same types of computer-based conferencing functions as 

described in Roseman.  Pet. 24–25.  Petitioner contends that Vetter itself 

identifies a reason to combine the teachings of Roseman and Vetter, namely 

“[v]ideoconferences are becoming increasingly frequent on the Internet” and 

the CU-SeeMe videoconferencing tool described in Vetter “is also becoming 

very popular.”  Id. at 25–26 (quoting Ex. 1005, 77 (emphases by Petitioner)). 

Patent Owner argues that Vetter does not state that Internet 

videoconferencing would have been ubiquitous at the time of the invention; 

rather, Patent Owner argues, the Internet was beginning to support video 

conferencing.  PO Resp. 26.  Patent Owner further argues that Vetter 

discusses difficulties in applying videoconferencing on the Internet, 

including feedback when participants leave their microphones on, degraded 

performance when broadcasting simple graphic images, workstations that 

locked up in a classroom when video streams overwhelmed a network, and 

counter-intuitive paths that data can take when travelling from one site to 

another.  Id. at 26–27 (citing Ex. 1005, 78–79).  Dr. Carbonell testifies 

(without citation) that video traffic on the Internet would experience 

unpredictable delay that would interfere with re-assembling video streams at 

the receiving end in real time.  Ex. 2005 ¶ 59.  Dr. Carbonell testifies (again 

without citation to evidence) that one would not experience these problems 

on a private WAN because such a network would be of a more predictable 

configuration.  Id. ¶ 61. 

Patent Owner also points to a half-page article in a technical magazine 

by Robert Metcalfe, founder of 3Com, “[p]redicting the Internet’s 

catastrophic collapse” at the end of 1995 due to reasons such as low user 
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measurements, telecom company monopolies, and security and capacity 

concerns.  PO Resp. 27–28 (quoting Ex. 2009).  We agree with Petitioner, 

however, that “the incorrect prediction of a single individual would not have 

discouraged (and did not discourage) the industry from using the Internet.”  

Reply 8.  Patent Owner offers no persuasive evidence that Dr. Metcalfe’s 

views were shared widely, or at all, by skilled artisans in 1995.  Indeed, the 

article itself suggests the contrary.  Ex. 2009 (“Almost all of the many 

predictions now being made about 1996 hinge on the Internet’s continuing 

exponential growth.”). 

Citing Dr. Metcalfe’s article, Dr. Carbonell testifies that other 

technologies such as Integrated Services Digital Network (ISDN) and 

Asynchronous Transfer Mode (ATM) would have been better suited than the 

Internet to handle video conferencing in the mid-1990’s.  Ex. 2005 ¶ 60.  As 

explained above, Patent Owner has not explained persuasively why 

Dr. Metcalfe’s magazine article is representative of the views of a skilled 

artisan.  The article itself does not state that there were, or identify evidence 

of, technologies better suited than the Internet to handle videoconferencing.  

Ex. 2009.  Thus, we are not persuaded that the Internet would have been an 

inferior technology for videoconferencing in 1995.  Moreover, claim 189 on 

its face does not require videoconferencing.  In any case, the Federal Circuit 

has explained that “just because better alternatives exist in the prior art does 

not mean that an inferior combination is inapt for obviousness purposes.”  

Mouttet, 686 F.3d at 1334. 

Roseman expressly states that its local computers and host 

communicate via a commercially available WAN.  We credit Dr. Lavian’s 

testimony that, to the extent that this is not an express reference to the 
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Internet, the most suitable and obvious commercially available WAN would 

have been the Internet.  We also find that Vetter suggests using the Internet 

for purposes similar to those of Roseman.  Vetter describes an example in 

which features such as audio, video, and virtual whiteboard tools are used to 

conference over the Internet.  Ex. 1005, 77–78.  Thus, to the extent Roseman 

does not expressly suggest using the Internet, Vetter includes an express 

suggestion to update a system such as Roseman using modern electronic 

components, such as the Internet, to gain the commonly understood benefits 

of such adaptation.  See Leapfrog Enters., Inc. v. Fisher-Price, Inc., 485 

F.3d 1157, 1162 (Fed. Cir. 2007); cf., Muniauction, Inc. v. Thomson Corp., 

532 F.3d 1318, 1326–27 (Fed. Cir. 2008) (“The record in this case 

demonstrates that adapting existing electronic processes to incorporate 

modern internet and web browser technology was similarly commonplace at 

the time the ’099 patent application was filed.”).  Vetter reinforces our 

finding that the Internet would have been the most suitable commercially 

available WAN for use in Roseman’s system. 

To be sure, Vetter discusses challenges encountered in implementing 

videoconferencing on the Internet, but Vetter also teaches that existing tools 

can be tailored to specific applications on the Internet “so that their 

limitations can be promptly recognized and corrected.”  Ex. 1005, 79 

(emphasis added).  The Federal Circuit has recognized that “a given course 

of action often has simultaneous advantages and disadvantages, and this 

does not necessarily obviate motivation to combine.”  Medichem, S.A. v. 

Rolabo, S.L., 437 F.3d 1157, 1165 (Fed. Cir. 2006).  We find that addressing 

the challenges discussed in Vetter would have been well within the skill of 

an ordinarily skilled artisan, an engineer experienced in computer 
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networking.  Thus, we find that Roseman, Rissanen, and Vetter teach “[a] 

method of communicating via an Internet network” as recited in claim 189. 

In sum, we find that the combination of Roseman, Rissanen, and 

Vetter teaches “[a] method of communicating via an Internet network by 

using a computer system including a controller computer and a database 

which serves as a repository of tokens for other programs to access, thereby 

affording information to each of a plurality of participator computers which 

are otherwise independent of each other,” as recited in claim 189. 

 

b. “affording some of the information to a first of the 

participator computers via the Internet network, 

responsive to an authenticated first user identity; 

affording some of the information to a second of the 

participator computers via the Internet network, 

responsive to an authenticated second user identity” 

As explained above, Roseman describes admitting participants into a 

conference room when the participants present keys.  Ex. 1003, 10:61–65.  

We find that this teaches “an authenticated first user identity” and “an 

authenticated second user identity.”  Additionally, Roseman describes 

various ways of affording information to local computers of users admitted 

to the conference room, including as follows: 

Objects (documents) can be shared in the conference room by 

placing them on the table.  This might be done by dragging an 

icon of the object from the outside (users non-“meeting room” 

windows) onto the table. Ownership of the object is still 

maintained.  If the object owner wishes, the object may be 

copied, borrowed by other users, or given to other users.  The 

object may be altered (changed, annotated) by anyone with 

permission to do so. 
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Id. at 11:18–26.  See also Pet. 28–30.  As explained in Section II.B.3.a 

above, Roseman and Vetter teach that such communications can be via an 

Internet network. 

Accordingly, we find that Roseman and Vetter teach these limitations 

of claim 189.  We note that Patent Owner does not contest that Roseman and 

Vetter teach these limitations. 

 

c. “determining whether the first user identity and the 

second user identity are able to form a group to send 

and to receive real-time communications” and 

“if the user identities are able to form the group, 

forming the group and facilitating sending the 

communications that are not censored from the first 

participator computer to the second participator 

computer, wherein the sending is in real time and via 

the Internet network” 

Petitioner contends that Roseman describes several examples of 

determining whether user identities are able to form groups.  Pet. 32–33, 44.  

Petitioner argues that a host computer uses keys to determine whether users 

can form a group conference in a conference room.  Id. at 32.  Petitioner also 

argues that a host can form a “child room” in the same manner.  Id.  

Petitioner also points to Roseman’s “Whisper Mode” and private note 

passing features as examples of groups.  Id. at 32–33.  We agree with 

Petitioner that each of these is an example of Roseman’s host computer 

determining whether multiple user identities are able to form a group.   

Petitioner contends that communications in one of Roseman’s 

conference rooms, such as placing documents on a table, drawing on a 

document, and moving a pointer, take place in real time because they are 
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communicated to participants as the underlying events occur.  Id. at 33–34, 

45–46.  For example, Roseman explains: 

In the invention, the participants share a common virtual 

conference table.  Each participant can 

(1) place a document onto the table electronically, 

(2) write on the document, draw on it, and otherwise 

manipulate it, and 

(3) move a pointer to different positions on the document, 

to point to specific parts of it. 

All other participants see the [] preceding three events as they 

occur.  

Ex. 1003, 2:38–47.  We find that these are specific examples in Roseman of 

real-time communications sent and received by the participator computers in 

a group. 

As explained in Section II.B.3.a above, Roseman and Vetter teach that 

such communications can be via an Internet network. 

Thus, we find that Roseman and Vetter teach these limitations of 

claim 189.  We note that Patent Owner does not contest that Roseman and 

Vetter teach these limitations. 
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d. “determining whether the first user identity is 

individually censored from sending data in the 

communications, the data presenting at least one of a 

pointer, video, audio, a graphic, and multimedia by 

determining whether a respective at least one 

parameter corresponding to the first user identity has 

been determined by an other of the user identities” 

and 

“if the first user identity is censored from the sending 

of the data, not allowing sending the data that is 

censored from the first participator computer to the 

second participator computer” 

Petitioner argues that Roseman describes several examples of 

presenting data of different types, including: 

a pointer: Ex. 1003, 14:53–62 (description of a user placing a file onto 

a virtual conference table, the host sending an icon (pointer) representing 

that file to the other participator computers in the group, and a participant 

clicking on the icon, causing the host computer to present the file to all 

participants); 

  audio and video: id. at 11:11–16 (“Audio and video connections are 

made if supported by the user, the room and the other users.  A small picture 

of each user is displayed in the meeting room to indicate presence.  If video 

links are enabled than [sic] the picture may be replaced with a video signal 

from the user, typically showing the user.”); 

graphic: id. at 8:1–4 (“Each Invitee can transmit a file (of any suitable 

kind: data, text, or graphic) to the host, and the host will place the file onto 

the table, where all participants can see it.”); 

multimedia: id. at Abstract (discussing “‘multi-media’ conferencing”). 
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Pet. 35–36, 38–40.  We agree that these are specific examples of data 

presenting at least one of a pointer, video, audio, a graphic, and multimedia. 

As to “determining whether the first user identity is individually 

censored from sending data in the communications,” as recited in claim 189, 

Petitioner contends that Roseman’s host computer can act as a “moderator” 

to regulate when and/or how long participants can speak during a 

conference.  Pet. 41–42.  Specifically, Roseman describes the following: 

11.  Host Can Act as Moderator.  The Requestor may wish 

to hold a conference wherein ideas are freely exchanged among 

the participants.  It is possible that this intent can be defeated by 

an aggressive person who dominates the conference, and, in 

effect, maintains a “filibuster.”   

The host can automatically prevent filibustering, in several 

ways.  One, the host can monitor the speech of each person, and 

place a limit on the total time allowed to each person.  The limit 

can be overriden by the Requester, or by a vote taken by the host 

of the other participants. 

Two, while one participant is speaking, the host can 

monitor the audio input of the other participants.  The host looks 

for instances when the speaker refuses to stop talking when the 

other participants speak.  When the host finds such instances, the 

host issues a message to all participants stating that a filibuster 

appears to be occurring, and requests a vote as to whether to 

allow the filibuster to continue. 

Ex. 1003, 12:29–45.  We find that this is an example of “determining 

whether the first user identity is individually censored from sending data in 

the communications . . . by determining whether a respective at least one 

parameter corresponding to the first user identity has been determined by an 

other of the user identities.”  Here, the first user identity is the party seeking 

to filibuster and the other of the user identities can be the requestor or the 

other participants who vote.   
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Petitioner also argues that Lichty teaches censoring.  Pet. 42.  In 

particular, Petitioner points to the “Ignore” button of Lichty’s user interface.  

Id.  Petitioner contends that a first member pressing the ignore button is “an 

other of the user identities” and the party the first member chooses to ignore 

corresponds to “the user identity” of claim 189.  Id.  Petitioner argues that 

both Roseman and Lichty state essentially the same reason for their 

respective moderator and “ignore” features, namely solving the common 

problem of dealing with potentially unwanted communications from 

conference participants.  Id. at 43–44; see also Ex. 1003, 12:29–33 (“The 

requestor may wish to hold a conference wherein ideas are freely exchanged 

among the participants.  It is possible that this intent can be defeated by an 

aggressive person who dominates the conference, and, in effect, maintains a 

‘filibuster.’”); Ex. 1007, 510 (“Ignore is most useful when the chat of 

another member becomes disruptive in the chat room.”).  Petitioner argues 

that Lichty’s solution would be equally applicable to Roseman.  Pet. 44.  We 

agree with Petitioner that Lichty teaches another example of “determining 

whether the first user identity is individually censored from sending data in 

the communications . . . by determining whether a respective at least one 

parameter corresponding to the first user identity has been determined by an 

other of the user identities.”  We find that Lichty’s “ignore” feature would 

have been a predictable solution for the common problem described in both 

Roseman and Lichty, namely, dealing with unwanted communications from 

disruptive users.    

On the complete record, we find that Roseman and Lichty teach these 

limitations of claim 189.  We note that Patent Owner does not contest that 

Roseman and Lichty teach these limitations. 
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e. “wherein, for the communications which are received 

and which present an Internet URL, facilitating 

handling the Internet URL via the computer system so 

as to find content specified by the Internet URL and 

presenting the content at an output device of the 

second participator computer” 

Petitioner contends that Roseman teaches sending a document from a 

first participator computer to a second participator computer by using a 

document icon that the host computer places on a virtual conference table 

for retrieval by the second participator computer.  Pet. 41–42.  Petitioner 

contends that Pike provides a teaching of “basic and familiar Internet 

concepts, such as hypertext links and URLs.”  Id. at. 36.  Petitioner argues 

that it would have been obvious to combine this teaching with the teachings 

of Roseman and Vetter, with the predictable result that Roseman’s clickable 

icons include URLs to identify the location of the corresponding document 

on the host computer.  Id. at 37.  Petitioner argues that a person of ordinary 

skill would have known that this would be advantageous as it would 

alleviate a need to communicate the file content itself from the host 

computer to the participant computer unless requested by the participant.  

Id. at 37–38.  As explained in detail above, it would have been obvious to 

implement Roseman’s system to communicate over the Internet.  We find 

that it would have been straightforward and obvious to implement 

Roseman’s icon as a URL, as Pike illustrates that it was well-known to 

implement pointers as URLs when communicating over the Internet.  

Ex. 1006, 43. 

On this record, we are persuaded that Petitioner’s evidence supports a 

finding that Roseman teaches this limitation of claim 189.  We note that 
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Patent Owner does not contest that Roseman, Vetter, and Pike teach this 

limitation. 

 

4. Claim 465 

Petitioner contends that independent claim 465 recites an apparatus 

with limitations that are substantially similar to the steps of claim 189.  

Pet. 53.  Petitioner shows in a claim chart where each limitation of claim 465 

overlaps with claim 189.  Id. at 54–55.  Petitioner argues that claim 465 

would have been obvious for the same reasons given for claim 189.  Id. at 

55–56.  Patent Owner does not advance any additional arguments for claim 

465.  PO Resp. 30–31.  We agree with Petitioner’s identification of overlap 

and find that claim 465 is taught by Roseman, Rissanen, Vetter, and Lichty 

for the reasons given for claim 189, above.   

 

5. Intermediate Claims 202, 208, 214, 220 and Challenged 

Claims 203, 209, 215, 221 

Petitioner challenges dependent claims 203, 209, 215, and 221, which 

depend indirectly from challenged claim 189.  ’659 Pet. 6.  The challenged 

dependent claims depend directly from claims 202, 208, 214, and 220, 

respectively, which are not challenged.  Nevertheless, to determine the 

patentability of claims 203, 209, 215, and 221, we must evaluate 

unchallenged intermediate claims 202, 208, 214, and 220. 

Claims 202, 208, 214, and 220 recite “wherein the determining 

whether the first user identity is censored includes determining that the first 

user identity is censored from the sending of,” respectively: 

“the data presenting the video” (claim 202); 
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“the data presenting the audio” (claim 208); 

“the data presenting the graphic” (claim 214); and 

“the data presenting the multimedia” (claim 220). 

Petitioner makes essentially the same argument for each of these 

claims.  For example, for claim 202, Petitioner refers to examples of 

communicating video that it presented for the limitation of claim 189, 

“determining whether the first user identity is individually censored from 

sending data in the communications, the data presenting at least one of a 

pointer, video, audio, a graphic, and multimedia,”9 and incorporates the 

arguments it presents for claim 189[d] to show censoring.  Pet. 51–52; see 

also id. at 57–61 (similar arguments for claims 208, 214, and 220). 

Patent Owner argues that “Lichty merely discloses ignoring a user, 

not specifically excluding video, audio, graphic or multimedia from being 

presented to a certain identity” and that “Lichty excludes a user, not content 

or data from being presented.”  Supp. PO Resp. 9–10.  Patent Owner also 

argues that “Petitioner’s assertion that the same reasoning from limitation 

189[d] applies to the present limitations is incorrect for at least the reason 

that 189[d] fails to apply to the level of particularity of claims 202, 208, 214, 

and 220, and thus Petitioner fails to address each and every limitation of the 

claims.”  Supp. PO Resp. 10. 

In reply, Petitioner argues that “[t]he Petition cited Lichty for its 

disclosure of its censoring feature, and relied on the host in Roseman to 

carry out the other features of the claim, including the transmission of video, 

audio, content, graphic or multimedia content” and that “under the 

                                           
9 Petitioner refers to this limitation as limitation “189[d].” 
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combination of Roseman and Lichty, when a first user is blocked from 

sending data to a second user via the censoring features of Lichty, that user 

is blocked from sending video, audio, graphic or multimedia content, 

whatever the case may be.”  Reply 7.  In other words, Petitioner argues that, 

by censoring a user from sending any content, the user effectively is 

censored from sending individual types of content, including video, audio, 

graphic, or multimedia, even if there is no determination specific to the type 

of content.  Petitioner does not contend that Roseman and Lichty teach 

making a determination as to whether a user can send data based on the type 

of data the user seeks to send.  For example, Petitioner does not contend that 

Roseman and Lichty teach censoring a user from sending video data, but 

permitting the user to send audio data.   

Claim 189 recites “determining whether the first user identity is 

individually censored from sending data in the communications, the data 

presenting at least one of a pointer, video, audio, a graphic, and multimedia.”  

On its face, claim 189 does not require a determination that the user is 

censored from sending a particular type of data.  Rather, claim 189 recites 

determining whether the user identity is censored from sending data.  Claims 

202, 208, 214, and 220, however, more narrowly recite determining whether 

the first user identity is censored from sending particular types of data.  

Claim 202, for example, recites “determining that the first user identity is 

censored from the sending of the data presenting the video.”  Claim 202, 

thus, positively recites a determination of censorship based on data type.  

Contrary to Petitioner’s reading, claim 202 recites more than just a result of 

a general censorship of all data sent by the user.  Claims 208 (audio), 214 
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(graphic), and 220 (multimedia) similarly recite determination of censorship 

based on data type.   

In Section II.A.1 above, we construe “censor,” by itself, to mean 

“control what is said in a group,” and “the first user identity is individually 

censored from sending data,” as recited in claim 189, to refer to control of 

data sent by the at least one of the user identities, individually.  

Nevertheless, claims 202, 208, 214, and 220 include additional language 

reciting determinations based on data type.  This is consistent with the 

description in the specification that “[c]ensorship also can use the tokens for 

real time control of data (ascii, text, video, audio) from and to users, as well 

as control over multimedia URLs—quantity, type, and subject.”  Ex. 1001, 

8:17–19.   

As explained above, Roseman describes censoring users from sending 

all communications based on a determination that the user is conducting a 

filibuster.  Ex. 1003, 12:29–45.  Petitioner points to no description in 

Roseman of determining that a user is censored from sending a particular 

type of data—it is all or nothing.  Likewise, Lichty describes an ignore 

feature for blocking all communications from a disruptive user, regardless of 

data type—again, all or nothing.  Ex. 1007, 269, 510.  We find that Roseman 

and Lichty do not teach determining that a user is censored from sending 

certain types of data.   

In sum, Petitioner has not shown that Roseman, Rissanen, Vetter, 

Lichty, and Pike teach the limitations of intermediate claims 202, 208, 214, 

and 220.  Accordingly, Petitioner has not shown by a preponderance of the 

evidence that Roseman, Rissanen, Vetter, Lichty, and Pike render obvious 

claims 203, 209, 215, and 221. 
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6. Intermediate Claims 476, 481, 486, 491 

Petitioner challenges independent claim 465 and dependent claims 

477, 482, 487, and 492, which depend indirectly from claim 465.  ’659 

Pet. 6.  The challenged dependent claims depend directly from claims 476, 

481, 486, and 491, respectively, which are not challenged.  Nevertheless, to 

determine the patentability of claims 477, 482, 487, and 492, we must 

evaluate unchallenged intermediate claims 476, 481, 486, and 491. 

Claim 476 recites “wherein data presents the video”; claim 481 recites 

“wherein the data presents the audio”; claim 486 recites “wherein the data 

presents the graphic”; and claim 491 recites “wherein the data presents the 

multimedia.”  For the reasons given in Section II.B.3.d above, we find that 

Roseman teaches examples of the data presenting video, audio, graphics, and 

multimedia.  Thus, Roseman teaches the additional limitations of claims 

476, 481, 486, and 491.  We note that Patent Owner does not raise any 

additional arguments for these claims. 

 

7. Claims 334, 477, 482, 487, 492, 580 (“two client software 

alternatives”) 

Claim 334 depends from claim 189 and adds 

wherein the computer system provides access via any of two 

client software alternatives, wherein both of the client software 

alternatives allow respective user identities to be recognized and 

allow at least some of the participator computers to form at least 

one group in which members can send communications and 

receive communications. 

Claim 580 depends from claim 465 and recites the same limitation.  Claims 

477, 482, 487, and 492 depend from intermediate claims 476, 481, 486, and 

491, respectively, and recite substantially the same limitation. 
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In the Institution Decision, we determined that the claim language 

“the computer system provides access via any of two client software 

alternatives” refers to separate software platforms implementing user 

interfaces on two different participator computers, with both providing 

access to the control computer.  Dec. 34.  This is the reading most consistent 

with the ’657 patent’s description.  Ex. 1001, 2:25–31 (“Participator 

software runs on each of the participator computers to program each of the 

participator computers to operate a user interface.  The user interface permits 

one of the users to send and/or receive a multimedia information message to 

the controller computer, which arbitrates which of the participator computers 

receives the multimedia information message.”), 4:32–35 (“While platform 

controlled embodiments are within the scope of the invention, it is 

particularly advantageous to have a platform independent embodiment, i.e., 

an embodiment that is byte code compiled.”), 5:1–5 (“The Participator 

Computers 5 are each running and under the control of Participator 

Software 4, which directs each of the Participator Computers 5 to handle a 

user Interface permitting one said user to send a multimedia information 

Message 8 to the Controller Computer 3 . . . .”).       

Petitioner argues that Roseman describes its local computers as using 

a Windows operating system, but notes that other environments are within 

the level of skill in the art.  Pet. 48 (citing Ex. 1003, 12:1–5, 12:9–10); ’659 

Pet. 53.  Dr. Lavian testifies that it was well-known to provide software 

products for multiple computing platforms, such as Windows and Macintosh 

because it was more commercially attractive and would increase the number 

of users who could use the software.  Ex. 1002 ¶ 119.  Petitioner argues that 

it would have been obvious to provide alternatives for local computer 
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software that would operate on Windows and Macintosh platforms.  Pet. 48; 

’659 Pet. 53. 

Patent Owner argues that “Roseman does not indicate how a second 

alternative would be able to communicate with the host computer to receive 

the common image or to interact with it” and that “Roseman’s disclosure of 

the ‘Windows Context’ is not an affirmative teaching of another client 

software alternative.”  PO Resp. 33; Supp. PO Resp. 5–6.  Petitioner, 

however, does not argue that Roseman expressly teaches two client software 

alternatives.  Rather, Petitioner argues that Roseman describes one software 

alternative, for the Windows platform, and expressly teaches that software 

for other platforms would have been within the level of skill in the art.  

Pet. 48; ’659 Pet. 53; Reply 20 (“The Petition explained that the claimed two 

client software alternatives were obvious, among other reasons, because it 

would have been obvious to adapt the participator software in Roseman to 

run on multiple computing platforms, such as Windows and Macintosh.”); 

Supp. Reply 3.   

Patent Owner argues that Roseman does not “indicate how any of its 

client software could be modified so as to make [a] second software 

alternative.”  PO Resp. 33; Supp. PO Resp. 6.  According to Patent Owner, 

Dr. Lavian admitted in deposition that it is not always possible to make the 

same software programs for different operating systems.  PO Resp. 34 

(citing Ex. 2006, 157:6–158:11); Supp. PO Resp. 6–7.  Although it might 

not be possible to adapt every software program to work on every operating 

system, Roseman itself suggests adapting its software to different 
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environments beyond Windows.  Ex. 1003, 12:1–10.  Thus, Patent Owner’s 

argument is not persuasive.10  

Patent Owner also argues that Windows and Macintosh are not client 

software, but instead are operating systems.  PO Resp. 33; Supp. PO Resp. 

6.  Petitioner, however, does not argue that Windows and Macintosh are the 

two software alternatives.  Rather, Petitioner argues that Roseman describes 

a client software alternative that would work with the Windows operating 

system and suggests that another client software alternative working with the 

Macintosh operating system would have been within the level of skill in the 

art.  Pet. 48; ’659 Pet. 53; Reply 20 (“But the Petitioner did not point to 

Windows and Macintosh themselves as the two client software alternatives, 

but rather, to versions of the participator software in Roseman adapted to run 

on those platforms.”); Supp. Reply 3.  Thus, Patent Owner’s argument is not 

persuasive. 

Patent Owner further contends that a skilled artisan would not have 

used two separate software alternatives to implement Roseman’s client 

software with Windows and Macintosh platforms because the skilled artisan 

would have used Java instead.  PO Resp. 34–35; Supp. PO Resp. 7–8.  

According to Patent Owner, “Java and byte-code are cross-platform 

solutions that can run on both Windows and Macintosh.”  PO Resp. 34; 

Supp. PO Resp. 7.  Dr. Carbonell testifies that  

                                           
10 Patent Owner also argues that a Telnet-based solution for Roseman would 

not work without graphical user interface (GUI) support.  PO Resp. 33; 

Supp. PO Resp. 6.  This is inapposite, as Petitioner does not argue that 

Roseman would have been modified to accommodate a Telnet-based 

solution.   
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one of ordinary skill in the art who was motivated to provide 

software that could work across different platforms and operating 

systems would have been motivated to utilize a single platform 

independent software implementation, such as a Java 

implementation and would not have been motivated to provide 

additional alternatives to that cross-platform software.  

Ex. 2005 ¶ 71.   

Petitioner argues that the claim language does not exclude platform-

specific embodiments and that the ’657 patent specifically describes such 

embodiments as within the scope of the invention.  Reply 21 (citing 

Ex. 1001, 4:32–35 (“While platform controlled embodiments are within the 

scope of the invention, it is particularly advantageous to have a platform 

independent embodiment, i.e., an embodiment that is byte code compiled.”).  

We agree with Petitioner.  As noted above, “just because better alternatives 

exist in the prior art does not mean that an inferior combination is inapt for 

obviousness purposes.”  Mouttet, 686 F.3d at 1334.  Thus, even if Java 

would have been advantageous in some circumstances, we still find that 

platform-specific client software embodiments would have been an apt 

extension of Roseman’s system. 

In light of Roseman’s description of client software for the Windows 

environment and its express teaching that the software for other 

environments is within the level of skill, Ex. 1003, 12:1–10, we are 

persuaded that Roseman at least suggests client software for other platforms 

that were common at the time, such as Macintosh.  We credit Dr. Lavian’s 

testimony that providing software for use with both Windows and Macintosh 

would have made Roseman’s system more commercially attractive by 

increasing the number of users who could use the software.  Ex. 1002 ¶ 119.  

See also KSR Int’l Co. v. Teleflex Inc., 550 U.S. 398, 417 (2007) (“When a 
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work is available in one field of endeavor, design incentives and other 

market forces can prompt variations of it, either in the same field or a 

different one.”).  Thus, we find that Roseman suggests “wherein the 

computer system provides access via any of two client software 

alternatives,” as recited in claim 334 and similarly recited in claims 477, 

482, 487, and 492. 

Petitioner contends that Roseman’s software running on a local 

computer, which can be a software implementation for a Windows platform 

and a Macintosh platform, allows user identities to be recognized by the host 

computer.  Pet. 50–51; ’659 Pet. 55–56.  Petitioner argues that a group of 

local computers is formed when a user of a local computer in Roseman drags 

other participants into a child-room.  Pet. 51; ’659 Pet. 56.  In another 

example, Petitioner argues that Roseman’s description of creating a virtual 

conference room, involving identifying the participants of the conference 

room and requiring invited users to have appropriate keys, teaches 

permitting at least a first user identity and a second user identity to form a 

group.  Pet. 32; ’659 Pet. 34. 

We agree with Petitioner.  When Roseman’s users, via software 

running on their respective local computers, access conference rooms using 

keys, Roseman’s host computer recognizes the users and allows them to 

send and receive communications from each other.  Ex. 1003, 3:22–56.  

Thus, we find that Roseman teaches “wherein both of the client software 

alternatives allow respective user identities to be recognized and allow at 

least some of the participator computers to form at least one group in which 

members can send communications and receive communications,” as recited 

in claim 334, and similarly recited in claims 477, 482, 487, 492, and 580.   
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8. Remaining Challenged Dependent Claims 

Claim 342 depends from claim 189 and adds “wherein at least one of 

the communications includes data presenting a human communication of 

sound.”  Claim 584 depends from claim 465 and adds a similar limitation.  

As Petitioner observes (Pet. 52), Roseman describes communicating in 

virtual conference rooms via audio connections.  Ex. 1003, 11:11–16.  Thus, 

Roseman teaches the additional limitation of claims 342 and 584. 

Claim 348 depends from claim 189 and adds “providing the first user 

identity with access to a member-associated image corresponding to the 

second user identity.”  Claim 592 depends from claim 465 and adds a similar 

limitation.  Petitioner points to Roseman’s description of including 

photographs of each participant in the common screen presented to the users.  

Pet. 52–53 (citing Ex. 1003, 7:35–39, Fig. 9).  This is shown in Figure 9 of 

Roseman, reproduced above.  Based on this evidence, we find that Roseman 

teaches the subject matter of claims 348 and 592. 

 

9. Conclusion of Obviousness 

As explained above, Roseman, Rissanen, Vetter, Lichty, and Pike 

teach each limitation of claims 189, 334, 342, 348, 465, 477, 482, 487, 492, 

580, 584, and 592.  Petitioner has introduced persuasive evidence that a 

skilled artisan would have had reasons to combine the teachings of 

Roseman, Rissanen, Vetter, Lichty, and Pike.  Patent Owner does not argue 

or introduce evidence of objective indicia of nonobviousness.  In sum, upon 

consideration of all the evidence, we conclude that Petitioner has proved by 

a preponderance of the evidence that claims 189, 334, 342, 348, 465, 477, 

482, 487, 492, 580, 584, and 592 would have been obvious over Roseman, 
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Rissanen, Vetter, Lichty, and Pike.  Petitioner has not proved, by a 

preponderance of the evidence, that claims 203, 209, 215, and 221 are 

unpatentable. 

 

III.  PATENT OWNER’S MOTION TO EXCLUDE 

Patent Owner filed a paper styled “Motion to Exclude Evidence,” 

seeking to exclude certain portions of the 2nd Lavian Declaration that it 

argues exceeds the proper scope of a reply.  Paper 39, 1.  Specifically, Patent 

Owner moves to exclude portions of paragraphs 54, 74, and 75 of the 2nd 

Lavian Declaration.  Id. at 2–5. 

Petitioner opposes this motion on the ground that it is not directed to 

the admissibility of evidence and, therefore, is procedurally improper.  Paper 

42, 2.  Patent Owner contends that arguments that exceed the scope of a 

reply are irrelevant, prejudicial, confusing, or misleading under Federal 

Rules of Evidence 401, 402, and 403.  Paper 44, 1–2.  As Petitioner points 

out, however, the Board repeatedly has denied, as improper, motions to 

exclude that merely argue that evidence is outside the proper scope of a 

reply.  Paper 42, 2–3.  Despite its invocation of Rules 401, 402, and 403, we 

agree that Patent Owner’s Motion to Exclude is nothing more than an 

argument that Petitioner’s Reply exceeds its proper scope.  Accordingly, we 

deny Patent Owner’s Motion. 

Nevertheless, we have considered Patent Owner’s argument with 

respect to those portions of Petitioner’s Reply that are relied upon in this 

decision, and determine they do not belatedly raise new issues or present 

evidence that should have been presented in the Petition.  In any case, we do 

not rely on paragraphs 54, 74, and 75 of the 2nd Lavian Declaration. 
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IV. CONCLUSION 

Petitioner has proved by a preponderance of the evidence that claims 

189, 334, 342, 348, 465, 477, 482, 487, 492, 580, 584, and 592 are 

unpatentable, but has not proved that claims 203, 209, 215, and 221 are 

unpatentable.     

 

V. ORDER 

For the reasons given, it is: 

ORDERED, based on a preponderance of the evidence, that claims 

189, 334, 342, 348, 465, 477, 482, 487, 492, 580, 584, and 592 are 

unpatentable; and 

FURTHER ORDERED, because this is a final written decision, the 

parties to this proceeding seeking judicial review of our Decision must 

comply with the notice and service requirements of 37 C.F.R. § 90.2. 
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FIG. 5 
CLIENT CHANNEL DATA STRUCTURE AND INFORMATION FLOW DIAGRAM 
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FIG. 7 
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FIG. 9 
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FIG. 11 
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FIG. 13 
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FIG. 15 
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FIG. 17 
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FIG. 19 

File Maintenance 

TESTCHANNEL-PJT 

Untrusted Java A let Window 

FIG. 20 

~ - _[]I)( 

File Maintenance 

TEST ProoP.rtv F'rlitnr 
Tooele All Postino 
Toaale All Joinina 
Too ole T ranscriot 

Untrusted Java Apple! Window 

Case: 18-1400      Document: 30     Page: 286     Filed: 05/21/2018



Facebook Inc.'s Exhibit 1001016

Appx241

U.S. Patent Jun.4,2013 Sheet 14 of 22 US 8,458,245 Bl 

FIG. 21 
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FIG. 23 
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FIG. 25 
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FIG. 27 
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FIG.28 
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FIG.29 
kolmect Edit Terminal tiel 

CHANNEL LIST 
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~nnect !;dit Terminal tfeiD 
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l----------
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I channel and press 
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--Channel: TESTCHANNEL--------------------------------' CTL-P for private 
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FIG. 31 
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FIG. 32 
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FIG. 33 
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FIG. 34 
.lt:IIX 

''DMARKS "Daniel Marks 
IME "Me." • 
I 
I 
I 
I 
I 
'---------· 
I Type what you wish 
I to say on the 
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REAL TIME COMMUNICATIONS SYSTKVI 

I. PRIORITY DATA 

The present patent application is a continuation of and 
incorporates by reference U.S. patent application Ser. No. 
09/399,578 filed by the same inventor on Sep. 20, 1999, as 
well as U.S. patent application Scr. No. 08/617,658, issuing 
as U.S. Pat. No. 5,956,491, on Sep. 21, 1999, titled Group 
Communications Multiplexing System that was filed by the 
same inventor on Apr. 1, 1996. U.S. patent application Ser. 
No. 09/399,578, filed Sep. 20, 1999, is a continuation ofU.S. 
patent application Ser. No. 08/617,658, filed Apr. 1, 1996, 
issuing as U.S. Pat. No. 5,956,491, on Sep. 21, 1999. 

II. FIELD OF INVENTION 

This invention is directed to an apparatus, a manufacture, 
and methods for making and using the same, in a field of 
digital electrical computer systems. More partictJlarly, the 
present invention is directed lo a digital electrical computer 
system involving a plurality of participator computers linked 
by a network to at least one of a plurality of participator 
computers, the participator computers operating in conjunc
tion with the controller computer to handle multiplexing 
operations for communications involving groups of some of 
the participator computers. 

III. BACKGROUND OF THE INVENTION 

Multiplexing group conunmlications among computers 
ranges from very simple lo very complex col11ll1Lmicalions 
systems. At a simple level, group col11lllunications among 
computers involves electronic mail sent in a one way trans
mission to all those in a group or subgroup using, say, a local 
area network. Arbitrating wllich computers receive electronic 
mail is a rather well understood undertaking. 

On a more complex level, corporations may link remote 
offices to have a conference by computer. A central computer 
can control the multiplexing of what appears as an electronic 
equivalent to a discussion involving many individuals. 

Even more complex is linking of computers lo col11llluni
cate in what has become known as a "chat room." Chat room 
communications can be mere text, such as that offered locally 
on a file server, or can involve graphics and certain multime-
dia capability, as exemplified by such Internet service provid-
ers as America On Line. Multiplexing in multimedia is more 
complex for this electronic environment. 

2 
teclmology of group computer multiplexing to enable better 
computerized group col11lllunications. 

It is another object of the present invention to provide a 
computerized human col11lllunication arbitrating and distrib
uting system. 

It is yet another object of the present invention to provide a 
group communication multiplexing system involving a con
troller digital computer linked to a plurality of participator 
computers to organize conmmnications by groups of the par-

10 ticipator computers. 

15 

It is still another object of the present invention to link the 
controller computer and the plurality of computers with 
respective software coordinated to arbitrate multiplexing 
activities. 

It is still a further object ofthe present invention to provide 
a chat capability suitable for handling graphical, textual, and 
multimedia information in a platform independent manner. 

These and other objects and utilities ofthe invention, which 
apparent from the discussion herein, are addressed by a com-

2U puterized human commtmication arbitrating and distributing 
system. The system includes a controller digital electrical 
computer and a plurality of participator digital computers, 
each of the participator computers including an input device 
for receiving hmnan-input information and an output device 

25 for presenting information to a user having a user identity. A 
connection such as the Internet links the controller computer 
with each of the participator computers. 

Controller software runs on the controller computer, pro
grannning the controller computer to arbitrate in accordance 

30 with predefined rules including said user identity, which ones 
of the participator computers can interact in one of a plurality 
of groups conununicating through the controller computer 
and to distribute real time data to the respective ones of the 

35 
groups. 

Participator software runs on each oflhe participator com
puters to program each of the participator computers to oper
ate a userintedace.1l1e userintertacepennits one oftheusers 
to send and/or receive a multimedia information message to 
the controller computer, which arbitrates which of the partici-

40 pator computers receives the nmltimedia infonnation mes
sage. The controller computer also conveys the multimedia 
information message to the selected participator computers to 
present the multimedia information to the respective user. 

Therefore, for a computer system involving a plurality of 
45 progral11llled participator computers running the participator 

computer program can interact through a progranuned con
troller computer with the controller computer multiplexing 
the conmnulications for groups ti:m11ed from the plurality, as 
well as arbitrating connnunications behavior. 

On the Internet, "chat room" col11lllunications analogous to 
America On Line have not been developed, at least in part 
because Internet was structured tor one-way communications 
analogous lo electronic mail, rather than for real lime group 
chat room col11lllunications. Further, tmlike the an Internet 50 

service provider, which has control over both the hardware 
platform and the computer program running on the platform 

V. BRIEF DESCRIPTION OF THE DRAWINGS 

to create the "chat room", there is no particular control over 
the platform that would be encountered on the Internet. 
Therefore, development of multiplexing technology for such ss 
an environment has been minimal. 

Even with an emergence of the World Wide Web, which 
does have certain graphical multimedia capability, sophisti
cated chat room communication nmltiplexing has been the 
domain of the Internet service providers. Users therefore have 60 

a choice between the limited audience of a particular Internet 
Service provider or the limited chat capability of the Internet. 

FIG. 1 is a depiction of hardware suitable for performing 
the present invention; 

FIG. 2 is a communications overview oflhe present inven
tion. 

FlG. 3 is a data and communications dependency diagram 
for the controller group channel structure of the present 
invention. 

FIG. 4 is a flow chart of the central controller loop com
munications for the controller computer. 

FIG. 5 is a client channel data structure and information 
flow diagram of the present invention. 

IV SUMMARY OF THE INVENTION FIG. 6 is a participator software out-of-band multimedia 
o5 information flow diagram ofthe present invention. 

It is an object of the present invention to overcome such 
limitations of the prior art and to advance and improve the 

FIG. 7 is an illustration of a login/password screen of the 
present invention. 
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FIG. 8 is an illustration of a confirmation screen of the 
present invention. 

FIG. 9 is an illustration of a channel list area screen of the 
present invention. 

FIG. 10 is an illustration of a New Charn1el option pull
down menu screen of the present invention. 

FIG. 11 is an illustration of a member on a new channel 
screen of the present invention. 

FIG. 12 is an illllStration of a second member on the new 10 
channel screen of the present invention. 

FIG. 13 is an illustration of a communication on the new 
channel screen of the present invention. 

FIG. 14 is an illustration of a private message window on 
the new channel screen of the present invention. 15 

FIG. 15 is an illustration of a private message displayed on 
the private message window on the new chmmel screen of the 
present invention. 

FIG. 16 is a further illustration of the private message on 
20 

the private message window on new channel screen of the 
present invention. 

FIG. 17 is an illustration of an attribute revocation on the 
new charmel screen of the present invention. 

FIG.18 is a further illustration ofthenew chmmel screen of 25 

the present invention. 

FIG. 19 is an illustration of the channel list window screen 
of the present invention. 

FIG. 20 is an illustration of the toggle posting option on a 
30 

screen of the present invention. 

FI<T. 21 is an illustration of a moderated version ofthe new 
channel screen of the present invention. 

FIG. 22 is an illustration of a collll11unication on a modera-
tion window screen of the present invention. 35 

FIG. 23 is an illustration of the communication passed on 
to the moderated version of the new channel screen of the 
present invention. 

FIG. 24 is an illustration of a communication, for sending 
40 

a graphical multimedia message, on to the moderated version 
of the new channel screen of the present invention 

FIG. 25 is an illustration of a conmmnication, for passing a 
URL (Uniform Resource Locator) to channel members, on a 
moderator pull-down menu screen of the present invention. 

PTG. 25 is an illustration, showing the name ofthe URT., on 
a moderated version ofthe new channel screen of the present 
invention. 

lllG. 26 is an illustration of data associated with the graphi-

45 

cal multimedia message on a moderated version of the new 5U 

channel screen of the present invention. 

FIG. 27 is an illustration of a proprietary editor, suitable for 
a dialog to change tokens, on a screen of the present invention. 

FIG. 28 is an illustration of a text-based interface login/ 55 
password screen of the present invention. 

FTG. 29 is an illustration of a text-based interface group 
screen of the present invention. 

FIG. 30 is another illustration of a text-based interface 
group screen of the present invention. 

FIG. 31 is another illustration of a text-based interface 
group screen of the present invention. 

60 

4 
FIG. 34 is another illustration of a text-based interface 

group with moderator screen of the present invention. 

VI. DETAILED DESCRIPTION OF THE 
DRAWINGS 

In providing a detailed description of a preferred embodi
ment of the present invention, reference is made to an appen
dix hereto, including the following items. 

APPENDIX CONTENTS 

ALLUSERC 
ALLUSERH 
CHANNELC 
CHANNELH 
CHANNEL HLP 
CLISTC 
CLISTH 
CLISTHLP 
EDITUSERC 
EDITUSERH 
ENTRYFRMC 
ENTRYFRMH 
ENTRYFRM HLP 
HELPC 
HELPB 
HELPSCRC 
HELPSCRH 
LINEEDITC 
LINEEDITH 
LISTC 
LISTH 
LOGIN HLP 
MAINC 
MAKE FILE 
MESSAGEC 
MESSAGEH 
MODERATHLP 
PRIVATEC 
PRIVATEH 
PRIVATE HLP 
SOCKIOC 
SOCKIOH 
STRC 
STRH 
UCCLIENT 
USERC 
USERH 
WINDOWC 
WINDOWH 
Note that the appendix includes code for two different 

embodiments: a Tellnet embodiment and a JAVA embodi
ment. Documentation and error messages, help files, log files, 
are also included in the appendix. While platform controlled 
embodiments are within the scope of the invention, it is par
ticularly advantageous to have a platform independent 
embodiment, i.e., an embodiment that is byte code compiled. 

Referring now to FIG. 1, the overall fimctioning of a com-
puterized human commtmication arbitrating and distributing 
System 1 of the present invention is shown with odd numbers 
designating hardware or programmed hardware, and even 
numbers designating computer progran1logic and data flow. FIG. 32 is an illustration of a text-based interface private 

message screen of the present invention. 

FIG. 33 is another illustration of a !ext-based interface 
private message screen of the present invention. 

o5 The System 1 includes a digital Controller Computer 3, such 
as an Interne! service provider-type computer. The Controller 
Computer 3 is operating with an operating system. 
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De/multiplexing via API provides a "virtual connection" 
between Channel, Private Message, and Multimedia objects 
in the controller computer 3 and each participator computer 5. 
An altemate architecture is to allow for a separate connection 
between each object so that multiplexing/demultiplexing is 
not necessary and each object handles its own connection. 
This would influence system performm1ce, however. 

Turning now to FIG. 3, a data and cmrummications depen
dency diagrmn controller group chmmel structure is illus
trated. Beginning from what is designated as a portion of 
Block 10 the logic flows to Block 34 to consider JOIN, 
LEAVE, STATUS, SETCHAN API instructions. Block 34 

System 1 also includes a plurality of digital Participator 
Computers 5, each of which may be an 113M-compatible 
personal computer with a processor and a DOS operating 
system. Each of the Participator Computers 5 includes an 
Input Device 7 for receiving human-input information from a 
respective hmnan user. T11e Input Device 7 can be, for 
exmnple, a keyboard, mouse or the like. Each of the Partici
pator Computers 5 also includes an Output Device 9 for 
presenting information to the respective user. The Output 

10 Device 9 can be a monitor, printer (such as a dot-matrix or 
laser printer), or preferably both arc used. Each ofthe Partici
pator Computers 5 also includes a Memory 11, such as a disk 
storage means. exmnines member list maintenance instructions, accessing 

15 
Block 36 to check pennissions, list users, and change 
attributes. Note the exploded window 38 shows a display of 

The System 1 includes a Connection 13 located between, 
so as to link, the Controller Computer 3 with each of the 
Participator Computers 5. The Connection 13 can be an Inter
net or more particularly, a World Wide Web connection. 

member information including a user's name, personal infor
mation, and attributes/properties/permissions (operations 
involving the subsequently discussed tokens), i.e., stored per 
chmmel attributes under each member. In m1y case, confinna
tion or denial of access is commm1icated via Block 40 for 
multiplexing return of status messages to a target object. 

From the portion of Block 10, the logic flows to Block 42 
for MESSAGE and MODMSG API instructions. Block 42 

The Controller Computer 3 is running m1d under the con
trol of Controller Software 2, which directs the Controller 20 

Computer 3 to arbitrate in accordance with predefined rules 
including a user identity, which ones of the Participator Com
puters 5 cm1 interact in one of a plurality of groups through the 
Controller Computer 3 and to distribute real time data to the 
respective ones of the groups. 

The Participator Computers 5 are each rumling m1d under 
the control of Participator Software 4, which directs each of 
the Participator Computers 5 to handle a user Interface 6 
permitting one said user to send a multimedia information 
Message 8 to the Controller Computer 3, which arbitrates 30 

which of the Participator Computers 5 receives the multime
dia infonnation Message 8 and which conveys the multime
dia information Message 8 to the selected participator com
puters 5 to present the multimedia information Message 8 to 
the respective user. 

25 tests which of the two instructions were received, and for 
MODMSG. the logic flows to Block 44, which tests whether 
the user is a moderator. lfthe user is not a moderator, the logic 
flows to Block 46, which sends a denial message through 
Block 40. If, however, the in Block 44 the user is a moderator, 
the logic flows to Block 48 tor a repeat to all list members who 
are permitted to see the message, via Block 40. 

Returning to Block 42, if MESSAGE is detected, the logic 
flows to Block 50, which tests whether a user has post per
Inission. If the user has post permission, the logic flows to 

35 Block 48, etc. lf the user does not have post permission, the 
logic flows to Block 52 to forward the message to moderators 
for approval, via Block 40. 

The present invention comprehends communicating all 
electrically communicable multimedia information as Mes
sage 8, by such means as pointers, tor example, URf ,s. URf .s 
cm1 point to pre-stored audio m1d video communications, 
which the Controller Computer 3 can fetch m1d communicate 40 

to the Participator Computers 5. 
Turning now to FIG. 2, there is shown a communications 

overview of the present invention. Beginning with the Con
troller Computer Software 2, reference is made to Block 10, 
which illustrates demultiplexing m1d multiplexing operations 45 

carried out by message type on APT messages of all types. 
Block 10 links to Block 12, which is illustrative of channel 
A .... Block 10 also links to Block 14, which illustrates 
handling private message A. Block 10 also links to Block 16, 
illustrative of handling out-of-bm1d media. Block 10 addi- 5U 

tionally links to Block 18, which illustrates asynchronous 
status messages. 

Multiple connections between the controller computer 3 
and a plurality of participator computers 5 permit communi
cation implemented via the interplay of controller software 2 55 

and participator software 4. With particular regard to the 
participator software 4 illustrated in FlG. 2, Block 20 is 
illustrative of demultiplexing and multiplexing operations 
carried out by message type on API messages of all types. 
Block 20 links to Block 22, which is illustrative of channel 60 

A .... Block 20 also links to Block 24, which illustrates 
hm1dling private message A. Block 20 also links to Block 26, 
illustrative of handling out-of-band media via Block 28, 
which is illustrative of a Web browser or auxiliary computer 
program. Tllock 20 also links to Tllock 30, which illustrates o5 
asynchronous status message handling via Block 32, illustra
tive of user interface objects windows and screens. 

Additionally, the logic flows trom Block 10 to Block 54 for 
a URL API instruction. Block 54 tests whether the user has 
graphical multimedia cmmnunication privileges, and if not, 
the logic flows via Block 56, which sends a denial message 
via Block 40. Otherwise, if the user does have graphical 
multimedia communications privileges in Block 54, Block 58 
sends graphical multimedia information to all approved users 
via Block 40. 

Turning now to PlG. 4, central controller loop communi
cations is illustrated. For the data on central poll point 58 (see 
Appendix POLL_POINT), a "do" loop begins at Block 60 for 
each cmmection. Block 62 tests whether bytes are available 
on the data stremn. If they are, the bytes are added to user 
space FIFO per connection at Block 64, leading to Block 66, 
which tests whether there are llilY more connections. Note that 
in FIG. 4, ifthere are no more bytes available in Block 62, the 
logic skips to Block 66, m1d if Block 66 is not finished with all 
connections, the loop returns to Block 62. 'When all connec
tions have been completed in Block 62, the logic flows to 
Block 68, which looks tor an available complete data instruc
tion for any com1ection by extracting packets byte-wise from 
the FIFO. Thereafter, Block 70 tests whether there is a com
plete response available from the participator computer. If the 
response is complete, the logic flows to Block 72 which, using 
a commm1d type, demultiplexes into m1 appropriate object 
(output FIFOs may be filled here for any com1ection). The 
logic from Block 72 joins the "no" branch from Block 70 at 
Tllock 74, which enables unblocking tor writing connections 
for only connections with data available to write, looping 
back to Block 58. 
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FIG. 5 shows a client channel data structure and infonna
tion flow diagram. From a message that is demultiplexed by 
message type, there are six possibilities: ERROR MES
SAGE. MESSAGE, STATUS, JOINCHANNEL, 
LEAVECHANNEL and MODMSG. ERROR MESSAGE is 
communicated to Block 76, where the error message is dis
played to the transcript in the transcript area of Block 80. 
MESSAGE is communicated to Rlock 78 where the message 
is immediately added to the transcript in transcript area 78. 
STATUS is communicated to Block 82 to update user data 
structure; JOIN CHANNEL is communicated to Block 84 to 
remove a user from the member list and display the change; 
and LEAVECHANNEL is communicated to Block 86. From 
Block82, Block 84, and Block 88, the logic flows to Block88, 
which includes a member list, a member identifier, known 
attributes/permissions/properties, and personal inforn1ation. 
From Block 88, the logic proceeds to Block 90, a member list 
area, and on to Block 92 to compose a request to change a 
member attrib11te. This "SETCHAN request is then conmm
nicated to Block 94, which is the multiplexer leading to the 
controller computer connection. 

MODMSG is conummicated to Block 96, which sends the 
message to the moderation area of Block 98, and then to 
Block 100 to resubmit a member message as approved, 
thereby conveying a MODMSG request to Block 94. 

8 
For an asynchronous notification, each message is sent 
through the system 1 (API), which updates the information on 
the output device of the participator computers 5. For a syn
chronmJs notification, a participator computer 5 must inter
rogate the system 1 for a message. 

With regard to the arbitrating of the controller computer 3 
is directed by the controller computer program 2 to use "iden
tity tokens", which are pieces of infonnation associated with 

10 
user identity. The pieces of information are stored in memory 
11 in a control computer database, along with personal infor
mation about the user, such as the user's age. The control 
computer database serves as a repository of tokens for other 
programs to access, thereby affording information to other-

15 wise independent computer systems. In the database, the 
storage of tokens can be by user, group, and content, and 
distribution controls can also be placed on the user's tokens as 
well as the database. 

Each token is used to control the ability of a user to gain 
20 access to other tokens in a token hierarchy arbitration process. 

The arbitration also includes controlling a user's ability to 
moderate communications involving a group or subgroup of 
the participator computers 5. Once in a group, temporary 
tokens are assigned for priority to moderate/submoderate 

25 groups (a group is sometimes known as a channel in multi
plexing terminology). Note that a response is prepared in the response area of 

Rlock 102. If the response is a standard message, it is con
veyed to Block 104 to compose the response into a controller 
message, thereby sending a MESSAGE request to box 94. If, 
however, the message is a graphical information submission, 30 

the logic flows from Block 102 to Block 106 to compose the 
graphical information submission into a controller message, 
thereby sending a URL request to Block 94. 

Accordingly, tokens are used by the controller computer 5 
to control a user's group priority and moderation privileges, 
as well as controlling who joins the group, who leaves the 
group, and the visibility of members in the gro11p. Visibility 
refers to whether a user is allowed to know another user is in 
the chat group. 

Tokens are also used to permit a user's control of identity, 
and in priority contests between 2 users, for example, a chal
lenge as to whether a first user can see a second user. 

Censorship, which broadly encompasses control of what is 
said in a group, is also arbitrated by means of the tokens. 
Censorship can control of access to system 1 by identity ofthe 
user, which is associated with the user's tokens. By checking 

FIG. 6 is a participator software out-of-band multimedia 
information flow diagram, which begins with Block 26, the 35 

multimedia type patch point. Block 26 leads to Block 102, 
which tests whether there is an internally handlable multime
dia type. If not, Rlock 104 looks up a suitable agent tor data 
type presentation, which leads to Block 106, which tests 
whether an agent was found. If not, Block 108 reports loca
tion of data to the user for n1h1re referencing. If the agent is 
found in Block 106. the logic flows to Block 110, which 
invokes the agent with a data reference to present the data. 

40 the tokens, a user's access can be controlled per group, as well 
as in giving group priority, moderation privileges, etc. 

Censorship also can use the tokens for real time control of 
data (ascii, text, video, audio) from and to users, as well as 
control over multimedia URLs-quantity, type, and subject 

With regard to controlling communications in a group 
(which is in essence a collection of user identities), control 
extends to seeing messages, seeing the user, regulating the 
size of the communication, as well as the ability to see and 
write to a specific user. Control n1rther extends to the ability 

If the multimedia type is internally handlable from Block 
102, the logic flows to Block 112, which tests whether this is 45 

a member associated image. If it is a member associated 
image, Block 114 displays the image next to member identity 
information, and if it is not, the logic flows to Block 116, 
which tests if this is a member public data reference (e.g., a 
URL ). If a URL is detected at Block 116, Block 118 invokes su to send multimedia messages. 
an external data type viewer only on demand of the operator 
of the participator software, and otherwise Block 120 stores 
the reference for furure use by the operator of the participator 
software, or treats the reference as an externally handled 
multimedia type (at the user's option). 

With further regard to the manner of interaction between 
the controller computer 3 and the participator computers 5, 
and their respective computer programs 2 and 4, includes a 
moderation capability that is controlled, or arbitrated, pursu
ant to system 1 recognizing user identity. Note that using the 
user identity for moderation purposes is a use additional to the 
use ofthe user identity for security purposes. 

One embodiment of the present invention is to bring chat 
capability to the internet and World Wide Web. However, 
another embodiment involves non-internet relay chat. In 
either embodiment System 1 is state driven such that syn
chronous and asynchronous messages can be communicated. 

Note that tokens for members in group can involve mul
tiples formed in real time, say, within the span of a conversa
tion. For example, for private communication, tokens are 
immediately formed to define a group of2 users. Hierarchical 

55 groups within groups can also be formed, with each inheriting 
the properties of the group before it. Thus, a subgroup can 
include up to all members or more by adding any surplus to 
the former group. 

With further regard to the controller computer 3, e.g., a 
60 server, infonnation is controlled for distribution to the user 

interfaces at selected ones of the participator computers 5. 
The controller computer program, in one embodiment, can be 
a resident program interface (such as a JAVA. application). 
There can be a token editor object (window/tear down, etc.) 

o5 per group, private communication, user, channel listings, user 
listings, etc. Each can link up in a token hierarchy for arbi
tration control. 
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The controller computer 5, by means of the controller 
computer program 2, keeps track of states and asynchronous 
messages as well as generating a synchronous message as a 
user logs in or interrogates system 1. 

With regard to multimedia information messages 8, such 
messages are of independent data types, e.g., audio/video 
data types. The content of the message (e.g., a URL) permits 
the System 1 to automatically detennine the handling of the 

:re~:::~:!t~e~~~:c~~~~ro~~: ~~:~~::r 3J:~:;~t~e ;~:tt:~~ 10 

mines from the Message 8 how to find the content, say via 
Netscape. Accordingly, Message 8 can colll1llunicate video 
and sound (or other multimedia, e.g., a UKL)tousers, subject 
only to the server arbitration controls over what can be sent. 

15 

10 
which has been forwarded to user DMI\RKS (at FIG. 15). 
This message is displayed innnediately on lJMARKS's win
dow. 

DMARKS now returns to the channel window for the 
group "TESTCHANNEL" (at FIG. 16). To modifY the per
nlission attributes associated with user ME on the channel 
TEST CHANNEL, DMARKS (who is a moderator of the 
channel), clicks on the user ME in the member list to select 
ME, pulls down the Moderator menu, and selects "Toggle 
Moc.lerator." This removes themoc.leratorprivileges from ME. 

As a result of the attribute revocation, the "M" has disap
peared from next to ME's name in the member list (at FIG. 
17), indicating that the property is no longer associated with 
the user ME. 

Now lJMARKS returns to the Channel List window (at 
FIG. 18). DMARKS wishes to fully moderate the contents of 
the channel TESTCTlANNET ., censoring all unwanted com
munications to the channel. DIVIARKS retums to the channel 

·1\.rrning now to an illustration of using the invention, the 
session starts with verifYing the user's identity (at FIG. 7). 
The login/password screen is shown, and the user enters 
his/her assigned login/password combination and clicks the 
"Login To Chat" button. If the password was entered cor
rectly, a confirmation box appears on the screen. 

20 list, and selects the chmmel TESTCHANNEL by clicking on 
its name in the channel list. 

Then the cham1ellist area is shown at FIG. 8. The Channel 
List area is a window which shows a list of all of the groups 
currently on the server in active communication. Because no 
one is yet connectec.l in this example, there are no groups 25 

currently available on the screen. 

Now DMARKS selects the "Toggle All Posting" option in 
the Maintenance pull-down menu (at FIG. 19). This will tum 
off the chmmel property "posting," (or sending commtmica
tions to the channel without moderator approval) which will 
be inc.licatec.l by the removal of the letter "P" from next to the 
name TESTCHANNEL (at FIG. 20). To create a new group, the "New Channel" option is 

selected from a pull-downmenu (at FIG. 9). The name of the 
channel is entered by the input device 7. 

Now the letter "P" is removed from after the name 
TESTCHANNEL in the Channel List window (at FIG. 21), 

30 indicating that this chmmel is now moderated and \Vill only 
have tree posting ability by designated members. 

Ifthe user has pem1ission (this one does), a new channel is 
created for the group (at FIG.10). The window that displays 
the channel area has three regions: the bottom region, where 
responses are entered; the largest region, where a transcript of 
the communication is followed; and the rightmost region, 
which lists the group's current members. This list is continu- 35 

ously upc.latec.l with asynchronously generatec.l status mes
sages received illl1llediately when a new member joins the 
group. Only "DMARKS" is currently in this group. The 
"MWU" is the properties currently associated with 
DMARKS-the ability to moderate, write to the channel, and 40 

send multimedia messages. 
Anew member has joined the channel, and the member list 

status area is updated right away (at FIG. 11). This new 
member has a login of "ME." 

The user DMARKS now types "hello there" into the 45 

response area and presses RETIJRN (at PIG. 12). This mes
sage is passec.l to the controller computer 5, which senc.ls the 
message to all cham1el members, i.e., those using participator 
computers 5, including DMARKS. 

The user ME now sends a message to the controller: "hi su 
there" (at FIG. 13 ). Tllis message is also sent to all members 
by the controller computer 5. Now user DMA.RKS clicks 
(using input device 7. a mouse) on the name oftheuser"ME" 
in the member list window. The participator software 4 will 
now create a private message winc.low, so that the users ME 55 

and DIVIARKS can exchange private messages. Private mes
sages are only sent to the intended recipient by the controller, 
and no one else. 

Now, type user ME (who is also on channel TESTCHAN
NEL) wishes to send conm1unications: "this will not be writ
ten directly to the channel" (at FIG. 22). The controller, 
instead of sending it inm1ediately to the chmmel to be seen by 
all members, will instead forward the message to the mod
erators for approval. The moderator, DMARKS, will then see 
the message on the Moderation Window, which provides a 
preview of any messages to be sen!. To approve a message for 
general viC\ving, DMARKS now clicks on the message. 

Now that DIVIARKS has click eel c.lirec!ly on the message, it 
is displayed inside the group's Channel window for all mem
bers to see (at FIG. 23). 

DMARKS now wishes to send a graphical multimedia 
message. This implementation sends graphical multimedia 
images by allowing a chmmelmember to specify an Intemet 
URL of a graphical multimedia resource to be presented to the 
group members. In this example, DMARKS wishes to send 
the URL "http://www.ais.net" (corresponding to the World 
Wide Web home page of American Information Systems, 
Inc.) to the chmmelmembers. DMi\RKS enters the URL into 
the response window, and selects "Send URL" from the Mod
erator pull-down menu (at FIG. 24). 

The controller computer 5 now passes the URL to the 
channel members. This participator software 4 perfom1s two 
actions in response to the graphical multimedia display 
request. The first is to put the name of the URL onto the 
trooscript of the group's channel, so that it can be read by A private message window appears in response to 

DMARKS's request to open private cmmmmications with 
ME (at FIG. 14). Now DMARKS types a message into the 
private message window's response area to ME: "this mes
sage is seen only by the user ME." Vvl1en complete, the 
participator software 4 will forward this message to the con
troller computer 3. 

60 group members. The second response is to have the partici
pator software show the data associated with the graphical 
multimedia message in a human interpretable way (at FIG. 
25). To do this, the participator software 6 either uses built in 
rules to decide how the graphical multimedia data is to be 

In response, the user ME has enterec.l "This is the private 
message response that is only seen by the user DMARKS," 

o5 presented, or locates another program suitable to present the 
c.lata. In this case, the software 6 is utilizing Netscape Navi
gatorD, a program for displaying graphical multimedia docu-
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ments specified by a URL (at FIG. 26). Inside the Navigator 
window, the graphical multimedia content, the home page of 
AIS, is shown. 

Finally, DMARKS wishes to manually modify the attribute 
tokens associated with the user (at FIG. 27). The user invokes 
the Property Editor dialog, which allows the user to view and 
change the tokens associated with a user. A property of a 
given user is detennined by the Identifier and Property names. 

;;: ~~~::!~e :f:~: ~.~~:1~~:e~?~:;;,n~~1:1~~~ v;!~;:r~~ 10 

editor, a user with sufficient permissions (tokens) can change 
any of the tokens or security parameters of any user, or a 
user's ability to change security parameters can be restricted. 

To start with an alternate embodiment using a text-based 
15 

interface, a user is presented by the login/password screen (at 
FIG. 28). This screen is where a user enters the information 
that proves hisl11er identity. The user must now enter his/her 
login and password to identifY themselves. 

After the user has been identified by the controller the 20 

Channel List screen appears (at FIG. 29). The names of chan-

12 
the power system should be reconfigured to avoid getting a 
second contingency and cascading into an outage. 
POWER QUALITY MSTEARS: These outages point out the 
need for reliability as part of the overall customer picture of 
PQ 
POWERQUALITY BRIAN: Hi Jemlifer, hit crt-p for private 
messagae 
POWERQUALITY SKLEIN: In simpler terms, a single point 
failure shouldn't crash the system. 
POWERQUALITY SKLEIN: Are we all challed out? 
POWERQUALITY ANDYV: brian, johnmung has been 
banned!!! why? 
l'OWERQUALITY BRIAN: no way, new subject 
POWER QUALITY BRIAN: just a sec, andy 
POWERQUALITY 13H.lAN: No bam1ing on this channel, 
Jolm is back on 
POWP.RQUAT.TTYTKP.Y: ieee 5191imits the harmonic cur
rent a customer can inject back into the pee and limit the vthd 
the utility provides at the PCC 
POWER QUALITY JOHNMUNG: thanks guys, for unban
ning me-i've been thrown out of better places thm1 this' 
POWER QUALITY BRIAN: New subject ... now ... 
POWER QUALITY BRIAN: good one john ... :) 

nels and their associated properties are shown on tllis screen. 
By using the arrow keys and llighlighting the desired channel, 
ME may enter any publicly joinable group. Currently, there is 
only one group TESTCHANNEL, which ME will join. 

Now the screen for the channel TES TCHANNEL appears 
25 POWERQUALITY MSTEARS: For critical facilities dual 

feeds or other backup capability need to be economically 
evaluated to keep the facility in operation (at FIG. 29). 1l1e screen is split into four regions. The bottom 

left region is the response line, where messages users wish to 
enter appear. The upper left region is the transcript area where 
the conununications of the group's chmmel appear as they 30 

occur. The upper right region is the Member List region, 
where a continuously updated list of members' n=es appear, 
with their attributes. 

POWER QUALITY SAM: John, I remember that club very 
well 
POWERQUALITY JOHNMUNG: q11estion: please com
ment on frequency of complaints involving spikes, sags or 
harmonics 

A message appears in the transcript area. The controller has 
torwarded a message to the group from DMAKKS, "hello 35 

lhere"(al FIG. 31), which is seen by allmembersoflhe group, 
including ME. Now ME will respond, by entering "hi there" 
into the response area. 

POWERQUALITY WARD: Problems caused by sags is the 
main complaint. 
!'OW ERQUALITY BRlAN: What subject does anyone want 
lo see lhe nexl chal 
POWERQUALITY WARD: Surges is probably next: har
monics really don't cause that many problems, although they 
are certainly there. 
POWER QUALITY ANDYV: what is the solution ward? 
POWERQUALITY TKEY: Agree they are the most frequent 
(sags) and the panel sesion on the cost of voltage sags at PES 
drew 110 people 

When ME is finished entering his response, the participator 
software forwards the response to the controller, which sends 40 

it to the members of the channel. In the transcript area, the 
participator software notifies the user that it has received a 
private message from DMARKS, which is waiting inside the 
private message screen. To see lhe private message, ME 
presses the private message screen hot key. 

POWERQUALITY SAM: harmonics lend lo be an interior 
45 problem within a facility, rather than on the distribution sys-

A private message screen appears (at PIG. 32), and the 
private message from DMARKS is allhe bollom oflhe tran
script area. Now to reply, ME types his response into the 
response area. 

Now ME will return to the screen for the channel 
TES TCHANNEL. The member list area has changed because 
DMARKS has revoked ME's moderator pennission. ME is 
no longer permitted to see the permissions of other users, so 
this information has been removed from his display (at FIG. 
33). The only information he can see now is who is moderator 
(at FIG. 34). A"*" next to the identifier of a member of the 
group indicates the member is a moderator ofthe group. ME 
is no longer a moderator, and therefore a"*" does not appear 
the identifier ME. 

To n1rthere exemplify the use of the present invention, the 
following is a transcript of communications produced in 
accordance herewith. 
POWERQUALITY JOHNMUNG: 1mclear about meaillng of 
"first contingency" 
POWPRQUALTTY SAM: mike, that is correct on IPJ'J'. 519 
POWER QUALITY SKLEIN: In assessing network security 
(against outage) the first contingencies are tested to see how 

tern 
POWER QUALITY WARD: The best solution is making the 
equipment less susceptible to sags. This requires working 
with the manutacturers. 

su POWER QUALITY ANDYV: won't that cost more 
POWERQUALITY MSTEARS: The complaint of surges 
covers many things in the customers eyes sags have become a 
real problem because they are harder to resolve 
POWERQUALITY GRAVELY: John-The latest EPRI 

55 resulls confirms lhe 90+% of lhe lime SGS are lhe problem 
and short term ones. 
POWER QUAI .TTY WINDSONG: What is the topic tor the 
25?? 
POWER QUALITY WARD: Each problem can be dealt with 

60 as it occurs, but the time involved gets very expensive. 
POWERQUALITY JOHNMUNG: making equipment less 
susceptible causes legal problems for manufacturers-as 
each improvenmt can be cited by compinant as example of 
malfeasance 

o5 POWP.RQUAT.TTY W:I\RD: AndyV: The cost to the manu
facturer increases. The overall cosl lo everyone involved 
decreases. 
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POWERQUALITYTKEY: customerpaysanywayyoucutit, for utilicorp as we move forward with offering from our 
if the eqpt is more immune customers pay only once instead strategic marketing partners, and bring PQ technologies to the 
of every time the process fails public 
POWER QUALITY BRIAN: The topic is regarding Power POWERQUAUTY TKEY: We are finding that many mfgrs 
Quality 5 want to produce pq compatible equipment, but they have no 
POWER QUALITY BRIAN: This chat is available for every- clue as to what to test for 
one 24 hours a day POWER QUALITY ANDYV: Tom>>will the IEC standards 
POWFRQUALTTY ANDYV: ddorr>>will the manufacturer help? 

spend more to produce a better product POWER QUALITY TKEY: Its up to the utility to help define 
POWER QUALITY WARD: And as Tom says, the cost to the 10 normal events IEC will take time 
customer is far less. 
POWER QUALITY BRIAN: This chat will be functioning 24 POWER QUALITY SKLEIN: You can't have a commodity 
hrs/day product with all the variation in specifications we have been 
POWERQUALITY BRIAN: please usae it discussing. It has to be regular, premium, and super premium 
POWER QUALITY BRIAN: The next panel discussion is 15 or it won't work. 
Nov 15th POWERQUAUTY JOllNMUNG: 1om as a ±ormer manu-
POWERQUALITY WARD: Andy, that's where standards facturer i sympathize-your work at PEAC is invaluable but 
come in. anecdotal knowledge from utility people on the firing line is 
POWERQUALITY SKLEIN: Is the customer capable of equally important 
resolving the fingerpointing among the manufacturers and 20 POWERQUAUTY TKEY: Super premium, does that mean a 
utilities? UPS? 
POWERQUALITY DDORR: andy, only if the end userss 
create a market for pq compatible eqpt by demanding better 
products 
POWERQUALITY MSTEARS: The manufacturers prob- 2s 
!ems in including fixes is being competative with some who 
doesn't provide the fix 
POWERQUALITY ANDYV: how will we educate the gen
eral consumer? 
POWERQUALITY GRAVELY: Is it possible to have a basic 30 

theme topic or some core questions for 15 Nov chat? 
POWERQUALITY WARD: Stan, the customer cannot be 
expected to resolve the fingerpointing. The manufacturers 
and utilities need to work together. 
l'OWJ:iRQUALlTY ANDYV: about power quality and reli- 35 

ability? 
POWER QUALITY SKLEIN: If electric power is going to be 
treated as a fungible commodity, there has to be a definition. 
Like, everyone knows what number 2 heating oil is. 
POWER QUALITY SAM: Ideally a manufacturer would not 40 

be able to compete if they don't add the protective function in 
their products, but alot more public education is required 
before we get to this point. 
POWERQUALITY WARD: Andy, there are many ways to 
educate the customers, but they require a lot of contact 45 

between the utility and the customers. The Western Resources 
Power Technology Center in Wichita is doing it, just as an 
exmnple. 

POWERQUAUTY AND'{V: how do you stop a facility from 
affecting you super-premium power? 
POWERQUAUTY TKEY: John, Good Point 
POWERQUAUTY SAM: Tkey, a ups, local generation or 
redLmdan! service 
POWER QUALITY SKLEIN: This is what I meant earlier by 
electricity being a non-virtualizable service. You can't make 
each customer see the power system as though they had their 
own dedicated generating plant. 
POWER QUAl .TTY nRTAN: TTTE CTTAT CTTANNET. WIT J. 
BE OPEN 24/HRS/DAY 7 DAYS A WEEK 
POWERQUAUTY TKEY: I nmst sign m1t for abm1t 5 min-
utes but I'll be back 
POWERQUAUTY BRIAN: OK TOM 
POWER QUALITY MSTEARS: PQ for facilities need to be 
done with a system perspective to to get the right resolution 
POWERQUAUTY BBOYER: Andy's question is still rel
evant-how do stop a facility from downgrading utility ser
vice to other customers? 
POWERQUAUTY BRIAN: MIKE»LETS SWITCH 
BACK TO RETAIL WHEELING 
POWERQUAUTY WARD: You work with that customer to 
do whatever is needed to correct their disturbances. 
POWER QUAl .TTY nnOYER: ne more specific 
POWERQUAUTY MSTEARS: Interaction between facil
ites can be evaluated and designed for 
POWERQUAUTY JOHNMUNG: as a key to hardening it POWERQUALITY DDORR: standard power vs premium 

power is one solution as is std qpt vs Pq compatible eqpt 
POWER QUALITY SKLEIN: I want to buy number 2 electric 
power and to be able to check the nameplates of my appli
ances to be sure they can take it. Just like I buy regular 
gasoline. 

su helps to identify the most sensitive circuits, i.e. microproces
sor logic, test for vulnerability under common surges, sags, 
rfi, and then notify users that their equipment contains these 
subsystems-for a start 
POWER QUALITY BRIAN: hi DOUG 

POWER QUALITY MSTEARS: Sam-I agree, that is partly ss 
the utilities responsibility since we serve the customers 
POWFRQUAl JTY RROYFR: What difterentiates number 2 
from number 1? 

POWERQUAUTY GRAVELY: Brian: Are you saving this 
session as a file? Can we get a list of chat session participants? 
POWER QUAl .TTY RRTAN: s, we may 
POWER QUALITY DMARKS: gravely: hit TAB and use the 
arrow keys to page through the list of participants POWER QUALITY SKLEIN: I used the analogy of number 2 

heating oil. I don't know what number 1 heating oil is. 
POWER QUALITY DDORR: Number two has cap switching 
and all the normal utility operational events while number one 
is much better 
POWER QUALITY SKLEIN: Perhaps we can just say regu
lar vs high test. 
POWER QUALITY SAM: mike, yes a joint eiTor! between 
the utiliy, manufacturer and standards juristictions is a goal 

60 POWERQUAUTY SKLEIN: Will the session be available 
for downloading? 
POWER QUALITY BRIAN: yes, Mike we will publish in PQ 
Magazine 
POWER QUALITY WARD: Part of the agreement for high 

o5 quality power should be that the customerreceivingthe power 
will no! disturb the utility system. 
POWER QUALITY BRIAN: if john let's us ... 
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POWERQUALITY GRAVELY: I tried that, however, net
cruiser has a software problem and I cannot sec all of the 
narnes. 

16 
POWERQUALITY BRIAN: but the chat is available for 24 
hrs/day 7 days a week 
POWER QUALITY ANDYV: what does IEEE1159 address? 

POWER QUALITY SAM: most utilities rules and regulations 
already require that a customer not put anything back out on s 
lhe ulilily syslem 

POWERQUALITY BRIAN: Please send all suggestion to me 
for our next chat 
POWERQUALITY BRIAN: Bobbin is not banned now 
POWER QUALITY BRIAN: my fault POWERQUALITY BRIAN: MIKE G.»WE WILL PUB

f JSH THTS TN PQ MAG NEXT MONTH TF ASNDY T .FTS 
us 
POWER QUALITY BRIAN: HOW ABOUT IT ANDY? 
POWERQUALITY ANDYV ok 
POWERQUALITY BRIAN: COOL 

POWERQUALITY ANDYZYREK New PQ measuring 

10 ~~~~~~U~~~~~:~~~:~:u 0s~oi~:~~~~~·ilmy now. 

POWER QUALITY WARD: Standards will have to be set for 
what constitutes a disturbance, and then the utility should 
work with customers, install filters, etc., to be sure they stay 15 

within the ruTes. 

POWER QUALITY BRIAN: Bobbin is not bmmcd anymore 
POWER QUALITY ANDYV: you can e-mail me or john at: 
editors@powerquality.com 
POWER QUALITY BRIAN: is two hours right fdo rhtis fea
ture 

POWER QUALITY BRIAN: THANKS ANDY 
POWER QUALITY ANDYV: a meeting review or a sumary 
of events 

POWERQUALITY JOHNMUNG: do i understand that 
many programmable logic controllers can be hardened by 
addition of simple CVT like a sola? 

POWERQUALITY GRAVELY: It would be good to take a 2u 
few minutes to recommend how the 15 Nov session could be 

POWERQUALITY ANDYZYREK: Yes, but it is being deliv
ered by snail mail. 

more effective. 
POWER QUALITY BRIAN: A S\'NAPSE OF THIS CHAT 
WILL BE IN NEXT MONTHS PQ MAG 
POWER QUALITY WINDSONG: 
POWER QUALITY SKLEIN: I don't get PQ mag. Will it be 
on the Net? 
POWERQUALITY BRIAN: STAN SIGN UP FOR IT ON 
OUR HOME PAGE 
POWERQUALITY DOUGC: the transcript of this confer
ence will be available on the EnergyOne pages. 
POWER QUALITY BRIAN: YOU CAN SIGN UP ON LINE 
POWERQUALITY BRIAN HTTP:!/WWW.UTILICORP. 
COM 
POWER QUALITY W lNDSONG: Good comment Gravely 
Connnenls from lhe users would be greatly appreciated!! 
POWERQUALITY SAM: PQ magazine is available online 
on the UCU Internet bulletin board, http://www.utilicorp. 
com 
POWER QUALITY ANDYV: or link from powerquality.com 
POWERQUALITY BRIAN: YOU CAN GET A FREE MAG 
SUBSCRIPTION FROM UTILI CORP'S HOME PAGE 
POWERQUALITY SKLEIN: Thanks 
POWERQUALITY BRIAN: ALSO, THERE IS A PQ 
FORUM ON OUR HOME PAGE 
POWPRQUAT .TTY .TOTTNMTJNG: tor nov 15 shall we pick 
five key lopics? suggest heallh care, energy s lorage rfi/ erne as 
a few topics-also new gas turbine 25 kw generator just 
announce today-just some suggestions 
POWERQUALITY BRIAN: GOOD SUGGESTION JOHN 
POWERQUALITY ANDYV: lets develop an outline of top
ics for next time. 
POWER QUALITY BRIAN: OK 
POWERQUALITY GRAVELY: One suggestion for 15 
Nov-Have participants place a lisl of desired lopics on your 
other chat box m1d prioritize by interest level. 
POWFRQUALTTY SKLETN: How about deregulation and 
retail wheeling. 
POWERQUALITY BRIAN: COMMENTS SHOULD BE 
SENT TO ME BY EMAIL 
POWER QUALITY BRIAN: 
BSPENCER@UTILICORP.COM 
POWERQUALITY BRIAN: 15 minutes remaining 
POWERQUALITY ANDYZYREK: Let's discuss the new 
standard rrr.r. 1159. 
POWER QUALITY ANDYV: may be we could generate an 
online questionaire to see what people are needing discussed. 

POWERQUALITY ANDYV: no 2nd class 
POWERQUALITY BRIAN: 15minutes to go 
POWER QUALITY ANDYV: Please e-mail me you complete 

25 name and addess and I will mail you one loday 1 sl class ... 
now is that serice or what? 
POWERQUAT.TTY RRTAN: Ts nvo hours long enough for 
tthis chat? 
POWER QUALITY TKEY: Im back 

30 POWERQUALITY WARD: Brian, I think nvo hours is about 
right. 
POWER QUALITY BRIAN: hi tom 
POWERQUALITY BRIAN: good . 
POWER QUALITY ANDYV: yes I agree 2 hrs 

35 l'OWJ:iRQUALlTY BRIAN: mlJone else 
POWER QUALITY ANDYV: illhe lime of day correct? 
POWER QUALITY BRIAN: questions now ... 
POWER QUAT .TTY SKf .ETN: ll1e topic foremost in my mind 
right now is what to eat for lunch. I enjoyed the discussion, 

40 which I understand has been historic in some sense. But I 
think I will sign off now and go eat 
POWER QUALITY SAlVI: 2 hours seems to work very well 
POWER QUALITY DANIELH: time of day is good 
POWERQUALITY BILLMANN: 2 hrs is fine 

45 POWERQUALITY MSTEARS: Two hours work well, the 
middle of the day allows east and west coast to he involved 
POWER QUALITY BRIAN: good, Will everyone be back for 
the next chat 
POWERQUALITY GRAVELY: Brian, I will forward my 

su recommendations on email, thanks. 
POWER QUALITY BILLMANN: yes i' II be back 
POWERQUALITY ANDYZYREK: Brian, would it be pos
sible to have a forum published on your home page prior to 
Nov 15. 

ss POWER QUALITY BRIAN: I would like lo do another chal 
before Nov 15th. any thoughts 
POWER QUAT .TTY ANDY: U bet 
POWER QUALITY SAlVI: I believe that this chat may set an 
attendance record for most participants during a first session 

60 POWERQUALITY JOHNMUNG: a parting thought-"har
monics make the music rich, they make the tone insprinng
harmonics in your power line WILL BLOW THE BUILD
INGS WIRING" tiM MUNGENAST 
POWER QUALITY BRIAN: Your're all invited to return 

o5 POWER QUAT .TTY nRTAN: tbe next chat 
POWERQUALITY BRIAN: This chal feature will help sel 
standards of how we view our industry 

Case: 18-1400      Document: 30     Page: 303     Filed: 05/21/2018



Facebook Inc.'s Exhibit 1001033

Appx258

US 8,458,245 Bl 
17 

POWER QUALITY WARD: For me this was two hours very 
well spent, and it was quite enjoyable. 
POWER QUALITY BRIAN: Tell a colleague about our chat 
Nov 15th 
POWER QUALITY BRIAN: Thanks Ward 
POWERQUALITY BRIAN: I would like to do this on a 
weekly basis, any thoughts yet 
POWERQUALITY GRAVELY: Jolm: talk it up in Ger
many!! 
POWERQUALITY ANDY: I would like to thank utilicorp 
and everyone cnvolvcd. 
POWER QUALITY BRIAN: Thanks Andy for your help 
l'OWERQUALITY WARD: IJid this notice go out to the 
Power Globe mailing list? 
POW!_iRQUALITY URIAN: No, but could help us Ward with 
that 
POWPRQUALTTY TJRTAN: Lets all get the word out about 
this chat 
POWERQUALITY WARD I'm on the list and will be glad to 
forward anything you wish to it. 
POWERQUALITY BRIAN: Please use it whenver you wish, 
even schedule your own chats whenver 
POWERQUALITY JOHNMUNG: MANY THANKS TO 
uTILICORP AND ALL INVOLVED-FROM AN OLD 
STEAM BOATER:-) 
POWFRQUALTTY RRTAN: thanks ward 
POWER QUALITY BRIAN: Hi duane 
POWERQUALITY BRIAN: This chat is offically over, but 
do stick around for foir more chatting 
POWER QUALITY BRIAN: Thanks to all, cya on Nov 15th 
POWERQUALITY MSTEARS: Ward, Tom, and Jolm I 
appreciate your participation 
POWERQUALITY BRIAN: Thanks Guys and 
Ladies!! ! ! ! ! ! ! ! ! ! 
POWERQUALITY SWPPD: WHAT IS HAPPENING ON 
NOV 15 
POWFRQUALTTY RRTAN: our next chat with a panel of 
experts 
POWER QUALITY BRIAN: topic yet to be decided 
POWERQUALITY DPSWOBO: Hi Brian, Sorry I was on 
the phone and could not respond right away. Did I get the time 
incorrectly for the chat? 
POWERQUALITY BRIAN: please send us a suggestions 
POWERQUALITY ANDY: good bye;-) 
POWPRQUALTTY TJRTAN: Yeah, hut stick around to chat 
with some friends 
POWER QUALITY BRIAN: We had a total of 50 people and 
avg of 20 people at one time 
POWERQUALITY BRIAN: Thanks everyone!!!Lunch 
Time 
POWERQUALITYBRIAN: Next Chat Nov 15th at 10-12 ct 
POWER QUALITY BRIAN: But this chat line is available 24 
hrs/day/7 days a week 
POWERQUALITY BRIAN: Please use it whenever 
POWERQUALITY GRi\.VELY: Thanks to the panel and 
Utili corp tor the session! 
POWERQUALITY BRIAN: Talk to your collegues and 
friends about any particular topic 
POWERQUALITY BRIAN: Come see our home page for 
new topics and chats 
POWERQUALITY BRIAN: http://www.utilicorp.com 
POWERQUALITY BRIAN: Thanks Power Quality Assur
ance Magazine and All our panel members 
POWPRQUALTTY TJRTAN: :) 
POWERQUALITY SWPPD: MISSED THIS SESSION. 
ICAN WE GET HARD COPY INFO? 

18 
POWERQUALITY BRIAN: yes swwp, it will be published 
in pq mag and our home page 
POWERQUALITY BRIAN: catch our next session on nov 
15th 

s l'OWERQUALITY BRIAN: 10-12 ct 
POWER QUALITY SWPPD: THANKS A BUNCH!! 
POWERQUALITY SWPPD: GOOD BYE! 
POWER QUAT .TTY RRTAN: no prob 
POWER QUALITY BRIAN: eya 

10 POWER QUALITY DESWETT: 
POWERQUALITY TKEY: Good session brian, ddorr and I 
will be signing off now. look forward to the next session 
POWER QUALITY DPSWOBO: Thanks for the info on the 
next session, we will get on next time 

15 POWER QUALITY Dl'vlARKS: I hope everyone enjoyed this 
sesswn. 
POWERQUALITY MSTEARS: I am logging off Thanks 
POWER QUALITY SAM: This is Tony and I am watehingthe 
action ... we made history. Great work guys. 

2u POWER QUALITY BRIAN: Lunch time 
POWERQUALITY BRIAN: Next chat is nov 15th 
POWERQUALITY BRIAN: 10-12ct 
POWER QUALITY BRIAN: please continuie to look at utili
corp's hp 

2s POWER QUALITY BRIAN: for more info 
POWER QUALITY BRIAN: email if you have any questions 
regarding the chat 
POWER QUALITY BRIAN: bspencer@utilieorp.eom 
POWER QUALITY BRIAN: later 

30 SUPPORT BRIAN: hi guys 
SUPPORT BRIAN: success 
SUPPORT BRIAN: yess!! !! !! ! ! !! !!! !! ! ! !! !! !! ! ! ! !! !! !! ! ! !! !! 
111111111111111111' 
SUPPORT BRIAN: thanks for the help 

35 SUl'l'ORl" BRIAN: cya 
POWERQUALITY BRIAN: next chat on Nov 15th 
POWERQUALITY BRIAN: 10-12 ct 
POWER QUAT .TTY RRTAN: any suggestion on topics please 
contact me by email 

40 POWER QUALITY BRIAN: bspencer@utilicorp.com 
POWERQUALITY BRIAN: hi chuck 
POWER QUALITY BRIAN: hi randy 
POWER QUALITY CPREECS: hello brian 
POWERQUALITY BRIAN: How are you chuck 

45 POWERQUALITY CPREECS: how has the participation 
been? 
POWER QUALITY BRIAN: I am sorry you missed the offi
cal chat, but do come back at any time for some chatting 
POWERQUALITY BRIAN: great 20 people avg. 50 total 

su people 
POWERQUALITY CPREECS: ?yes, i got some conflicting 
info 
POWERQUALITY BRIAN: transcripts will be in PQ mag 
next month and on utilicorp's home page 

ss POWERQUALITY CPREECS: what were the topics dis
cussed? 
POWER QUAT .TTY RRTAN: how is that chuck 
POWER QUALITY BRIAN: power quality, standards, 
POWER QUALITY BRIAN: retail wheeling 

60 POWERQUALITY BRIAN: cya, lunch time 
POWER QUALITY CPREECS: later 
POWER QUALITY BRIAN: bye all 
POWERQUALITY BRIAN: email me chuck 
POWERQUALITY RB: sorry I missed it. I got 12-2 est off 

o5 the net. bye. 
POWER QUALITY BRIAN: sorry RB 
POWER QUALITY BRIAN: miss infom1ation 
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POWERQUALITY BRIAN: next chat is 10-12 
POWER QUALITY BRIAN: ct 
POWERQUALITY BRIAN nov 15th 
POWER QUALITY BRIAN: bye 
l'OWJ:iRQUALITY RB: thanks 
POWER QUALITY BRIAN: no prob, tell all 
POWER QUALITY ANDY: Is anyone still here talking about 
power quality? 
POWER QUALITY DAVE: Just signed on that is what I was 
trying to find out 
POWERQUALITY ANDY: the PQ chat was nmning from 
11:00-1 :OOest 
POWER QUALITY ANDY: Were you involved then? 
POWERQUALITY DAVE: No I just got a chance to sign on 
now 
l'OWJ:iRQUALITY ANDY: there were some great discus
sions. 
POWER QUALITY ANDY: The transcripts will be available 
to download at utilicorp.com Brian Spencer says. 
POWER QUALITY ANDY: What is your experience in PQ 
POWERQUALITY DAVE: That is what I was looking for, 
are they available to down load now, I work in a data center 
and have worked with UPS systems for about 12 years 
POWER QUALITY DAVE: I did field service for Exide 
POWERQUALITY ANDY: Brian just went to Lunch inKS I 
don!t know when it will availalbe. 
POWFRQUALTTY DAVE: TI1anks tor the lnto on the down
loads, I hope they do this again 
POWER QUALITY ANDY: so do I. 
POWERQUALITY DAVE: \\'hat is your experience on PQ 
POWER QUALITY ANDY: I am the editor or Power quality 
mag. 
POWERQUALITY DAVE: Good mag., I pick up alot in it 
POWERQUALITY ANDY: do your receive power quality 
assurance magazine? 
POWER QUALITY ANDY: great glad to hear it. 
POWER QUALITY DAVE: We get it at work but I have asked 
to have it sentto my home PS POWER QUAT JTYANDY: did 
you get the latest issue witht the lighting on the cover? 
POWERQUALITY DAVE: Not yet, have seen it on line 
though 
POWERQUALITY ANDY: great. 
POWER QUALITY ANDY: any suggestion for editorial? 
POWERQUALITY DAVE: 
POWER QUALITY DAVE: no it is good 
POWPRQUALTTY ANDY: ok. 
POWER QUALITY ANDY: I am currently editing an article 
about VRLA battery charging. 
POWERQUALITY DAVE: I am working on a resonant prob
lem with Utility and was looking for info 
POWERQUALITY ANDY: explain 
POWERQUALITY ANDY: by the way my e-mail is 
andy@powerquality.com 
POWER QUALITY DAVE: we are running a lot of 5th har. 
across our system in a large data center 
POWERQUALITY ANDY: I see 
POWFRQUALTTY ANDY: T will try to address this in an 
upcomming issue. may be march/april or even sooner. 

20 
POWER QUALITY DAVE: when we can get it fixed, It looks 
like we have a problem with input filtering on a couple of 
UPS,s 
POWER QUALITY ANDY: input fro the utility or a genera-

5 tor? 
POWER QUALITY DAVE: utility 
POWER QUALITY MSTONEHAM: I understand there was 
a chat session earlier today with some guest "chatters". Ts 
there an archive of the discussion since I missed it? 

10 POWERQUALITY DAVE: we have 66 kv to 12 kv then to 
480 v by 4 trans on property 
POWER QUALITY ANDY: What are you leaning towards in 
a solution dave 
POWERQUALITY ANDY: MTONEHAM>>yes but I don't 

15 know when. contact BSPENCER@utilicorp.com 
l'OWJ:iRQUALITY DAVE: the computer seem to have no 
problem, but we have alo! of motor heating/bad PF 
POWER QUALITY MSTONEHAM: Thanks! 
POWERQUALITY DAVE: we currently are working with a 

20 consulant but I am looking for more info 
POWERQUALITY ANDY: will capacitors solve your pto
blem 
POWER QUALITY ANDY: 
POWERQUALITY ANDY: there also is a forum underutili-

25 corp.com where you can post you questions. 
POWER QUALITY DAVE: Each 600 kw UPS has Input fil
tering/may need trap tor 5th 
POWER QUALITY ANDY: or you can access it form pow
erquality.com 

30 POWERQUALITY DAVE: thanks 
POWER QUALITY ANDY: Talk to ya later dave 
POWER QUALITY DAVE: is PQ.com your Mag 
POWERQUALITY ANDY: bye 
POWER QUALITY DAVE: bye 

35 l'OWJ:iRQUALITY ANDY: yes 
POWER QUALITY DAVE: thanks 
POWERQUALITYANDY: :-) 
POWER QUAT .TTY MSTONEHAM: 
POWERQUALITY MSTONEHAM: Is anyone else hear? 

40 There doesn't seem to be much traffic. 
POWERQUALITY MSTONEHAM: 
POWERQUALITY CILCOJRG: Hello-is the conference 
over? 
POWERQUALITY CILCOJRG: 

45 POWER QUALITY CILCOJRG: hello 
POWER QUAT .TTY nRlAN: yes 
POWER QUALITY BRIAN: the conference was from 10-12 
ct 
POWERQUALITY BRIAN: someone gave out the wrong 

su information 
POWER QUALITY BRIAN: hello cilco 
POWERQUALITY BRIAN: anyone still there 
SUPPORT BRIAN: hi all 
SUPPORT BRIAN: anyone there 

ss POWER QUALITY BRIAN: jelllly>>are you there 
POWER QUALITY CJBOUTCHER: is anyone here a utility 
employee? 
POWER QUALITY BRIAN: Hi chris 

POWER QUALITY DAVE: we have 4800 kw of UPS cap on 
two transfonners and we have alot of 5th on our other boards 60 

POWER QUALITY ANDY: If you are interested in writing up 

POWER QUALITY BRIAN: how are you? 
POWERQUALITY CJBOUTCHER: hi brian it is quiet in 
here 

a case history including you solutions I would like to review 
it and pass. publish 
POWER QUALITY MSTONEHAM: Is this chat session still 
active? 
POWER QUALITY ANDY: YES 
POWERQUALITY ANDY: We can'nt get enough! ! ! 

POWER QUALITY BRIAN: the conference was at lO:OOct 
POWERQUALITY CJBOUTCHER: ah I see 
POWER QUALITY CJBOUTCHER: when is the next one? 

o5 POWERQUAT.TTY nRlAN: nov 15th 
POWERQUALITY BRIAN: 10-12 
POWER QUALITY BRIAN: ct 
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POWER QUALITY CJBOUTCHER: is the channel open at 
other times? 
POWERQUALITY BRIAN yes 24 hours a dfay 
POWERQUALITY CJBOUTCHER: but not much discus-
sion'? 
POWER QUALITY BRIAN: nul right now, 
POWER QUALITY BRIAN: cya 
POWFRQUATJTY CJROUTCHFR: bye 
POWERQUALITY BRIAN: hijenny 
POWERQUALITY JOSH: hello? 
POWERQUALITY BRIAN hi dan 
POWER QUALITY BRIAN: hi dan 

10 

POWER QUALITY BRIAN: are you awake yet? 
POWERQUALITY BRIAN just giving present this a.nL 
POWERQUALITY BRIAN: :) 15 

POWER QUALITY BRIAN: who is guest96 
POWERQUALITY GUEST96: test 

While a particular embodiment ofthe present invention has 
been disclosed, it is to be understood that various ditlerent 
modifications are possible and are within the true spirit of the 20 

invention, the scope of which is to be determined with refer
ence to the claims set forth below. There is no intention, 
therefore, to limit the invention to the exact disclosure pre
sented herein as a teaching of one embodiment of the inven-
lion. 25 

The invention claimed is: 
1. A computer apparatus distributing a communication 

over an Internet network, the apparatus including: 
a controller computer system adapted to communicate 

responsive to a respective authenticated user identity 30 

corresponding respectively to each of a plurality of par
ticipator computers, 
each said participator computer communicatively con

nected to said Internet network, each said participator 
computer programmed to enable the communication, 35 

lhe communication including al least one of a pre
stored sound, video, graphic, and multimedia, 

the controller computer system including a controller 
computer and a database which serves as a repository 
oftokens for other programs to access, thereby afford- 40 

ing infonnation to each of the participator computers 
which are otherwise independent of each other; 
wherein 
one said authenticated user identity is used lo com

municate a pointer-triggered private message from 45 

a first of said participator computers to said con
troller computer and from said controller computer 
to a second of said participator computers that 
invokes said pointer-triggered private message to 
fetch and receive the communication from a com- su 
putcr other than said frrst or said second said par
ticipator computers in real time over the Internet 
network 

22 
4. The apparatus of claim 1, wherein the computer system 

includes data representing video communications. 
5. The apparatus of claim 1, wherein the computer system 

includes data representing sound and video communications. 
6. The apparatus system of claim 1, wherein the computer 

system further detennines that the message is not censored. 
7. An apparatus to communicate via an Internet network, 

the apparatus including: 
a computer system communicatively connected to each of 

a plurality of participator computers responsive lo com
munication of a respective login name and a password 
corresponding to a respective user identity, 
a first of the participator computers nmning software 

communicating a private message to the computer 
system, the private message comprising a pointer, 

the computer system, including a database which serves 
as a repository oftokens tor other programs to access, 
thereby affording inforn1ation to each of the partici
pator computers which are othenvise independent of 
each other, wherein 
the first participator computer of the computer system 

is nmning software communicating the private 
message to a second of the participator computers, 
and 

lhe second of lhe participator computers is running 
software receiving a communication via the pointer 
provided within the private message from the first 
of the participator computers, 
the communication being sent in real time and via 

the Internet network 
the communication including pre-stored data rep

resenting at least one of video, a graphic, sound, 
and multimedia, such that the second of the par
ticipator comp11ters detennines intemally 
whether or not the second of the participator 
computers can present the comnllmication, 

if it is determined that the second of the participator 
computers can nul present lhe communication then 
obtaining an agent with an ability to present the com
munication, and 

otherwise presenting the communication independent of 
lhe firsl of lhe independent participator computers. 

8. The apparatus of claim 7, wherein the computer system 
further determines that tbe message is not censored. 

9. The apparatus of claim 7, wherein lhe computer system 
includes the pointer as a pointer that causes the communica
tion to be produced on demand. 

10. The apparatus of claim 7, wherein the computer system 
includes data representing video communications. 

11. The apparatus of claim 7, wherein the computer system 
includes data representing sound communications. 

such that the second of said participator computers 
internally determines whether or nollhe second 
of the participator computers can present the 
communication, if it is detem1ined that the sec
ondoftheparticipator computers cannot present 
the communication then obtaining an agent with 
an ability to presentthe commtmication, and oth
erwise presenting the communication indepen
dent of the first of the independent participator 
computers and the computer. 

12. The apparatus of claim 7, wherein the computer system 
55 includes data representing sound and video communications. 

13. The apparatus of claim 7, wherein the computer system 
includes messaging data representing at least one of text 
communications and ASCII connnunications. 

2. The apparatus of claim 1, wherein the computer system 
includes a world wide web communication. 

3. The apparatus of claim1, wherein lhe computer system 
includes data representing sound communications. 

14. The apparatus of claim 7, wherein the computer system 
60 includes data representing a member-associated image com

munications. 
15. The apparatus of claim 7, wherein the computer system 

provides a chat channel via the Internet network between at 
least two ofthe plurality of independent computers. 

16. Tbe apparatus of claim 7, wberein tbe computer system 
includes alleasl one message as an out-of-band communica
tion. 
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17. The apparatus of claim 8, wherein the computer system 
includes a user age corresponding to each of the user identi
ties. 

18. The apparatus of claim 17, wherein the computer sys
tem includes messaging data representing at least one of text 
conummications and ASCII conummications. 

24 
29. The apparatus of claim 19, wherein the computer sys

tem is further progrannned to torm a chat charmel via the 
Internet network, between at least two of the plurality of 
independent computers. 

30. The apparatus of claim 19, wherein the computer sys
tem is further progranuned to conmmnicate the message as an 
out-of-band communication message. 19. An apparatus to receive a conununication via an Inter

net network, the apparatus including: 
a computer system, and 
a plurality of participator computers, 

31. The apparatus of claim19, wherein the computer sys-

10 ~~t::.tores a user age corresponding to each of the user iden-

each of the participator computers communicatively 
connected to the computer system responsive to each 

32. The apparatus of claim 31, wherein the pre-stored data 
represents the sound. 

of the plurality of participator computers being asso
ciated with a respective login name and a password; 
a first of the plurality of participator computers being 

33. The apparatus of claim 31, wherein the pre-stored data 

15 
represents the video. 

programmed to conununicate such that a private 
message is sent to the computer system, 
the private message including a pointer pointing to 

a comnnmication that includes pre-stored data 20 

representing at least one of a video, a graphic, 
sound, and multimedia: 

the computer system. including a computer and a data
base which serves as a repository of tokens for other 
programs to access, thereby aiTonling information to 25 

each of the participator computers which are other
wise independent of each other; wherein 

the computer system conununicates the private message 
to a second of the plurality of participator computers; 
and 

the second participator computer is programmed to 
receive the communication provided within the pri
vate message, which originates from the first partici
pator computer, 

30 

the communication being sent in real time and via the 35 

Internet network and the second participator com
puter internally determines whether or not the sec
ond participator computer can present the pre
stored data, if it is determined that the second 
participator computer can not present the pre- 40 

stored data then obtaining an agent with an ability 
to present the pre-stored data, and otherwise pre
senting the pre-stored data independent of the first 
participator computer. 

20. The apparatus of claim 19, wherein the computer sys- 45 

tem is further programmed to determine whether the pointer 
is not censored. 

21. The apparatus of claim 19, wherein the computer sys
tem is furtherprogranuned to determine whetherthe message 
is not censored. 

22. The apparatus of claim 19, wherein the pointer pro
duces the connnunication on demand. 

5U 

34. The apparatus of claim 31, wherein the pre-stored data 
represents the sound and the video. 

35. The apparatus of claim 31, wherein the message 
includes pre-stored data representing at least one of text and 
ASCII. 

36. The apparatus of claim 19, wherein the pre-stored data 
represents the multimedia. 

37. A communication apparatus to allow conununication 
via an Internet network, the apparatus including: 

a plurality of participator computers, 
each of the participator computers communicatively con

nected to a computer system responsive to each of the 
plurality of the participator computers being associated 
with a login name and a password, 

the computer system including a comp11ter and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 
of the participator computers which are otherwise inde
pendent from each other; wherein the participator com
puters of the computer system allow a first of the user 
identities and a second of the user identities to form a 
group in which members send private communications 
in real time and via the Tntemet network, and receive 
communications from another member, 

one of the private communications including a pointer that 
produces a pointer-triggered message on demand, 

one of the communications including pre-stored data rep
resenting sound, and 

one of the communications including pre-stored data rep
resenting at least one of text and ASCII, wherein one of 
the participator computers that receives the one of the 
communications including the pre-stored data intemall y 
determines whether or not the one of the participator 
computers can present the pre-stored data, if it is deter-
mined that the one of the participator computer can not 
present the pre-stored data then obtaining an agent with 
an ability to present the conummication, and othenvise 
presenting the pre-stored data. 23. The apparatus of claim 19, wherein the communication 

includes the pre-stored data representing the video. 
24. The apparatus of claim 19, wherein the conmmnication 

includes the pre-stored data representing the sound. 

38. Apparatus to communicate via an Internet network, the 
55 apparatus including: 

25. The apparatus of claim 19, wherein the communication 
includes the pre-stored data representing the sound and the 
video. 

26. The apparatus of claim 19, wherein the computer sys- 60 

tem is further progranm1ed to determine whether the commu
nication is not censored. 

27. The apparatus of claim 19, wherein the message 
includes pre-stored data representing at least one of text and 
ASC:TT. 

28. The apparatus of claim 19, wherein the conmmnication 
includes data representing a member-associated image. 

a computer system interactively connected with a plurality 
of participator computers 

responsive to receiving information indicative of a first 
user identity corresponding to a first of the plurality of 
participator computers and 

responsive to receiving information indicative of a second 
user identity corresponding to a second of the plurality 
of participator computers, 

the first of the plurality of participator computers running 
software, 

the second of the plurality of participator computers run
ning software, 
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the computer system, including the participator computers 
and a database which serves as a repository oftokens for 
other programs to access, thereby affording information 
to each of the participator computers which are other
wise independent of each other, the computer system 
allowing the first user identity and the second user iden
tity to form a group in which members can communicate 
by s~ndi~1g private communications, and receiving com
murucatwns from another of the members. in real time 
and via the Internet network. wherein . 10 

one of the private conmnmications includes a pointer that 
produces a pointer-triggered message on demand, 
one of the communications including pre-stored data 

representing smmd, and 
one of the conmmnications include pre-stored data rep- 15 

resenting at least one of text and ASCll, wherein one 
of the participator computers that receives the pre
stored data internally determines whether or not the 
one of the participator computers can present the pre
stored data, if it is detennined that the one of the 20 

participator computer can not present the pre-stored 
data then obtaining an agent with an ability to present 
the commtmication, and otherwise presenting the pre
stored data. 

39. The apparatus of claim 38, wherein the group includes 25 

a third of said participator computers. 
40. The apparatus of claim 38, wherein the computer sys

tem further determines that one of the communications is not 
censored. 

41. A.11 apparatus to distribute a communication via an 30 

Internet network, the apparatus including: 
a first participator computer communicativelv connected 

26 
media, and the second participator computer inter
nally determines whether or not the second participa
tor computer can present the connnunication, if it is 
detemtined that the second participator computer can 
not present the cmmmmication then obtaining an 
agent with an ability to present the conmnmication, 
and otherwise presenting the communication inde
pendent of the first participator computer. 

42. The apparatus of claim 41, wherein the computer sys
tem is further progrannned lo determine whether the pointer 
1s censored. 

43. The apparatus of claim 41, wherein the computer sys
tem is further programmed to determine whether the data are 
censored. 

44. The apparatus of claim 43, wherein the connnunication 
includes data representing the pre-stored sound, and at least 
one of text and ASCII. 

45. The apparatus of claim 41, wherein the pointer pro
duces the communication on demand. 

46. The apparatus of claim 45, wherein the connnunication 
includes the pre-stored data representing the sound. 

47. The apparatus ofclaim41, wherein the communication 
includes the pre-stored data representing the video. 

48. The apparatus ofclaim41, wherein the connnunication 
includes the pre-stored data representing the sound. 

49. The apparatus of claim 41, wherein the connnunication 
includes the pre-stored data representing the sound and the 
video. 

50. The apparatus of claim41, wherein the connnunication 
includes the pre-stored data representing the multimedia. 

51. The apparatus of claim 41, wherein the data includes 
data representing a member-associated image. to a computer system, the first independe;tt computer 

being connected in association with a user identity, and 
a private communication link between the first partici-

palor computer and a second participator computer, 

5~. The apparatus of claim 41, wherein the computer sys-
35 tem IS further programmed to allow chat communication in 

real time via the Internet network. 

the computer system including a computer and a data
base which serves as a repository of tokens tor other 
programs to access, thereby affording information to 
each of the participator computers which are other- 40 

wise independent of each other; wherein 
the first participator computer privately communicates a 

pointer within a private message from the first inde
pendent computer lo the computer system, and 

the second participator computer receives the pointer 45 

within the private message from the computer system 
and invokes the pointer lo felch and lo receive the 
private communication from the first participator 
computer, via the private conmnmication link, in real 
time, and via the Internet network, wherein the private su 
communication includes pre-stored data representing 
at least one of a video, a graphic, sotmd, and multi-

5~. The apparatus of claim 41, wherein the computer sys
tem 1s further programmed to communicate out-of-bandcom
munication. 

54. The apparatus of claim 41, wherein the wherein the 
pre-stored data represents the multimedia. 

55. The apparatus of claim 41, wherein the computer sys
tem communicates asynchronous and svnchronous commu-
nication. · 

56. The apparatus of claim 55, wherein the communication 
includes the pre-stored data representing the sound. 

57. The apparatus of claim 55, wherein the communication 
includes the pre-stored data representing the video. 

58. The apparatus of claim 55, wherein the connnunication 
includes the pre-stored data representing the sound and the 
video. 

* * * * * 
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FIG. 4 
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FIG. 6 
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FIG. 7 
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FIG. 15 
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FIG. 19 
1e1 Cbanmal List gctoSSd~d§s~n~e!!t~~g~~~~ 

File Maintenance 

T ESTCH JI>NNEL- PJT 

Untrusted .Java Applet Window·----·----

IFIG. 20 

US 8,407,356 Bl 

·-j 

F~~:::*o~_f~Biriir---r=:====-~ ___ -----~0 
TEST Property Editor __ ! 

·rnnnl"' J\11 Dnr"finn I 
~r~~~~~ Aii J~i;1i~·; I 
Lroggle Transc!:l2L_] 

Untrusted Jlava Applet Wi~ndow --------

Case: 18-1400      Document: 30     Page: 323     Filed: 05/21/2018



Facebook Inc.'s Exhibit 1001016

Appx278

U.S. Patent Mar.26,2013 Sheet 14 of 22 US 8,407,356 Bl 

FIG. 21 
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FIG. 29 
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FIG. 34 
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REAL TIME COMMUNICATIONS SYSTKVI 

I. PRIORITY DATA 

The present patent application is a continuation of and 
incorporates by reference U.S. patent application Ser. No. 
09/399,578 filed by the same inventor on Sep. 20, 1999, and 
incorporates by reference U.S. patent application Ser. No. 
08/617,658, now U.S. Pat. No. 5,956,491, titled Group Com-

10 munications Multiplexing System that was filed by the same 
inventor onApr. 1, 1996; and U.S. patent application Scr. No. 
11/780,352 filed by the same inventor on Jul. 19, 2007, aban
doned. U.S. patent application Ser. No. 09/399,578, filed Sep. 
20, 1999, is a continuation ofU.S. patent application Ser. No. 

15 
08/617,658, filedApr.1, 1996, issuing as U.S. Pat. No. 5,956, 
491, on Sep. 21, 1999. 

2 
a choice between the limited audience of a particular Internet 
Service provider or the limited chat capability of the Internet. 

IV. SUJ'viMARY OF THE INVENTION 

It is an object of the present invention to overcome such 
limitations of the prior art and to advance and improve the 
teclmology of group computer multiplexing to enable better 
computerized group cmmnunications. 

It is another object of the present invention to provide a 
computerized human communication arbitrating and distrib
uting system. 

It is yet another object of the present invention to provide a 
group communication multiplexing system involving a con
troller digital computer linked to a plurality of participator 
computers to organize communications by groups ofthe par-
ticipator computers. 

II. FIELD OF INVENTION It is still another object of the present invention to link the 

20 controller computer and the plurality of computers with 
respective software coordinated to arbitrate multiplexing This invention is directed to an apparatus, a manufacture, 

and methods for making and using the same, in a field of 
digital electrical computer systems. More particularly, the 
present invention is directed to a digital electrical computer 
system involving a plurality of participator computers linked 25 

by a network to at least one of a plurality of participator 
computers, the participator computers operating in conjunc
tion with the controller computer to handle multiplexing 
operations for communications involving groups of some of 
the participator computers. 

III. BACKGROUND OF THE INVENTION 

Multiplexing group communications among computers 
ranges from very simple to very complex conmnmications 
systems. At a simple level, group communications among 
computers involves electronic mail sent in a one way trans
mission to all those in a group or subgroup using, say, a local 
area network. Arbitrating which computers receive electronic 
mail is a rather well understood undertaking. 

On a more complex level, corporations may link remote 
offices to have a conference by computer. A central computer 
can control the multiplexing of what appears as an electronic 
equivalent to a discussion involving many individuals. 

Even more complex is linking of computers to communi
cate in what has become known as a "chat room." Chat room 
communications can be mere text, such as that offered locally 
on a file server, or can involve graphics and certain multime
dia capability, as exemplified by such Internet service provid
ers as America On Line. Multiplexing in multimedia is more 
complex for this electronic environment. 

On the Internet, "chat room" communications analogous to 
America On Line have not been developed, at least in part 
because Intemet was structured for one-way communications 
analogous to electronic mail, rather than for real time group 
chat room communications. Further, unlike the an Internet 
service provider, which has control over both the hardware 
platform and the computer program running on the platform 

activities. 
It is still a nlrther object of the present invention to provide 

a chat capability suitable for handling graphical, textual, and 
multimedia information in a platform independent manner. 

These and other objects and utilities ofthc invention, which 
apparent from the discussion herein, are addressed by a com
puterized human commtmication arbitrating and distributing 
system. The system includes a controller digital electrical 

30 computer and a plurality of participator digital computers, 
each of the participator computers including an input device 
for receiving lnunan-input information and an output device 
for presenting information to a user having a user identity. A 
connection such as the Internet links the controller computer 

35 with each of the participator computers. 
Controller software runs on the controller computer, pro

gramming the controller computer to arbitrate in accordance 
with predefined rules including said user identity, which ones 
of the participator computers can interact in one of a plurality 

40 of groups communicating through the controller computer 
and to distribute real time data to the respective ones of the 
groups. 

Participator sofnvare nms on each of the participator com
puters to program each of the participator computers to oper-

45 ate a user interface. j he user interface permits one ofthe users 
to send and/or receive a multimedia information message to 
the controller computer, which arbitrates which of the partici
pator computers receives the nmltimedia infonnation mes
sage. The controller computer also conveys the multimedia 

su information message to the selected participator computers to 
present the multimedia infonnation to the respective user. 

Therefore, for a computer system involving a plurality of 
programmed participator computers running the participator 
computer program can interact through a programmed con-

55 troller computer with the controller computer multiplexing 
the communications for groups tom1ed from the plurality, as 
well as arbitrating connnunications behavior. 

V. BRIEF DESCRIPTION OF THE DRAWINGS 
to create the "chat room", there is no particular control over 60 

the platform that would be encountered on the Internet. 
Therefore, development of multiplexing technology for such 

FIG. 1 is a depiction of hardware suitable for performing 
the present invention; 

an enviromnent has been minimal. 
Even with an emergence of the World Wide Web, which 

does have certain graphical multimedia capability, sophisti- o5 
cated chat room communication mulliplexing has been the 
domain of the Internet service providers. Users therefore have 

FIG. 2 is a cmmnunications overview of the present inven
tion. 

PlG. 3 is a data and communications dependency diagram 
for the controller group channel structure of the present 
invention. 
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FIG. 4 is a flow chan of the central controller loop com
munications for the controller computer. 

FIG. 5 is a client channel data stmcmre and information 
flow diagram of the present invention. 

FIG. 6 is a participator software out-of-band multimedia 
information llow diagram of the present invention. 

FIG. 7 is an illustration of a login/password screen of the 
present invention. 

4 
FIG. 33 is another illustration of a text-based interface 

private message screen of the present invention. 
FIG. 34 is another illustration of a text-based interface 

group with moderator screen of the present invention. 

VI. DETAILED DESCRIPTION OF THE 
DRAWINGS 

FIG. 8 is an illustration of a confirmation screen of the 
present invention. 

FIG. 9 is an illustration of a channel list area screen of the 
present invention. 

In providing a detailed description of a preferred embodi-
10 ment of the present invention, reference is made to an appen

dix hereto, including the following items. 

FIG. 10 is an illustration of a New Cham1el option pull
down menu screen of the present invention. 

FIG. 11 is an illustration of a member on a new chailllel 15 

screen of the present invention. 
FIG. 12 is an illustration of a second member on the new 

chailllel screen of the present invention. 
FIG. 13 is an illustration of a communication on the new 

chailllel screen of the present invention. 
FIG. 14 is an illustration of a private message window on 

the new channel screen of the present invention. 
FIG. 15 is an illustration of a private message displayed on 

the private message window on the new chmmel screen of the 

2U 

present invention. 25 

FIG. 16 is a further illustration of the private message on 
the private message window on new channel screen of the 
present invention. 

FIG. 17 is an illustration of an attribute revocation on the 
new chalrnel screen of the present invention. 30 

FIG.18 is a further illustration of the new chmmel screen of 
the present invention. 

FIG. 19 is all illustration of the cham1ellist window screen 
of the present invention. 

FIG. 20 is an illustration of the toggle posting option on a 35 

screen of the present invention. 
FIG. 21 is 311 illustration of a moderated version of the new 

channel screen of the present invention. 
FIG. 22 is an illustration of a communication on a modera-

tion window screen of the present invention. 40 

FIG. 23 is all illustration of the communication passed on 
to the moderated version of the new chailllel screen of the 
present invention. 

FIG. 24 is an illustration of a commtmication, for sending 
a graphical multimedia message. on to the moderated version 45 

of the new channel screen of the present invention 
FIG. 25 is an illustration of a commnnication, for passing a 

URL (Uniform Resource Locator) to chailllelmembers, on a 
moderator pull-down menu screen ofthe present invention. 

FIG. 25 is 311illustration, showingthenmne of the URL, on su 
a moderated version of the new chailllel screen ofthc present 
invention. 

FIG. 26 is 311 illustration of data associated with the graphi
cal multimedia message on a moderated version of the new 
channel screen of the present invention. 

FIG. 27 is an illustration of a proprietary editor, suitable for 
a dialog to change tokens, on a screen oft he present invention. 

FIG. 28 is an illustration of a text-based interface login! 
password screen of the present invention. 

55 

FIG. 29 is an illustration of a text-based interface group 60 

screen of the present invention. 

Appendix Contents 

ALLUSERC 
ALLUSERH 
CHANNELC 
CHANNELH 
CHANNEL HLP 
CLISTC 
CLISTH 
CLISTHLP 
EDITUSERC 
EDITUSERH 
ENTRYFRMC 
ENTRYFRMH 
ENTRYFRM HLP 
HELPC 
HELPB 
HELPSCRC 
HELPSCRH 
LINEEDITC 
LINEEDITH 
LISTC 
LISTH 
LOGIN HLP 
MAlNC 
MAKE FILE 
MESSAGEC 
MESSAGEH 
MODERATHLP 
PRIVATEC 
PRIVATEH 
PRIVATE HLP 
SOC:KlO C: 
SOCKIOH 
STRC 
STRH 
UCCLIENT 
USERC 
USERH 
WINDOWC 
WINDOWH 
Note that the appendix includes code for two different 

embodiments: a Tellnet embodiment and a JAVA embodi
ment. Documentation and error messages, help tiles, log tiles, 
are also included in the appendix. Wllile platform controlled 
embodiments are within the scope ofthe invention, it is par
ticularly advalltageous to have a platfonn independent 
embodiment, i.e., an embodiment that is byte code compiled. 

FIG. 30 is another illustration of a text-based interface 
group screen of the present invention. 

FIG. 31 is another illustration of a text-based interface 
group screen of the present invention. 

FIG. 32 is an illustration of a text-based interface private 
message screen of the present invention. 

Referring now to FIG. 1, the overall functioning of a com
puterized human communication arbitrating m1d distributing 
System 1 of the present invention is shown with odd numbers 

o5 designating hardware or programmed hardware, and even 
numbers designating computer progran1logic and data llow. 
The System 1 includes a digital Controller Computer 3, such 

Case: 18-1400      Document: 30     Page: 334     Filed: 05/21/2018



Facebook Inc.'s Exhibit 1001027

Appx289

US 8,407,356 Bl 
5 

as an Internet service provider-type computer. The Controller 
Computer 3 is operating with an operating system. 

System 1 also includes a plurality of digital Participator 
Computers 5, each of which may be an IBM-compatible 
personal computer with a processor and a DOS operating 
system. Each of the Participator Computers 5 includes an 
Input Device 7 for receiving human-input information from a 
respective hmnan user. T11e Input Device 7 can be, for 
exmnple, a keyboard, mouse or the like. Each of the Partici-

10 pator Computers 5 also includ'"s an Output D'"vic'" 9 for 
presenting information to the respective user. The Output 
Device 9 can be a monitor, printer (such as a dot-matrix or 
laser printer), or preferably both are used. Each ofthe l'artici
pator Computers 5 also includes a Memory 11, such as a disk 

15 
storage means. 

The System 1 includes a Connection 13 located between, 

6 
asynchronous status message handling via Block 32, illustra
tive of user inter±ace objects windows and screens. 

De/multiplexing via API provides a "virtual connection" 
between Channel, Private Message, and Multimedia objects 
in the controller computer 3 and each participator computer 5. 
An altemate architecture is to allow for a separate connection 
between each object so that multiplexing/demultiplexing is 
not necessary and each object handles its own connection. 
This would influence system performm1ce, however. 

Turning now to FIG. 3, a data and communications dep'"n
dcncy diagrmn controller group chmmel structure is illus
trated. Beginning from what is designated as a portion of 
Block 10 the logic flows to Block 34 to consider JOIN, 
LEAVE, STATUS, SETCHAN API instructions. Block 34 
exmnines member list maintenance instructions, accessing 
Block 36 to check pennissions, list users, and change 
attributes. Note the exploded window 38 shows a display of 
member information including a user's name, personal infor-

so as to link, the Controller Computer 3 with each of the 
Participator Computers 5. The Connection 13 can be an Inter
net or more particularly, a World Wide Web cmmection. 2U mation, and attributes/properties/pennissions (operations 

involving the subsequently discussed tokens), i.e., stored per 
chmmel attributes under each member. In m1y case, confinna
tion or denial of access is commm1icated via Block 40 for 

The Controller Computer 3 is running m1d under the con
trol of Controller Software 2, which directs the Controller 
Computer 3 to arbitrate in accordance with predefined rules 
including a user identity, which ones ofthe Participator Com
pulers 5 canint'"ract in on'"ofa plurality of groups through th'" 25 

Controller Computer 3 and to distribute real time data to the 
respective ones of the groups. 

The Participator Computers 5 are each nmning m1d under 
the control of Participator Software 4, which directs each of 
the Participator Computers 5 to handle a llSer Interface 6 30 

permitting one said user to send a multimedia information 
Message 8 to the Controller Computer 3, which arbitrates 
which of the Participator Computers 5 receives the multime
dia infonnation Message 8 and which conveys the multime
dia information Message 8 to the selected participator com- 35 

pulers 5 to pr'"s'"nt th'" multim'"dia information M'"ssag'" 8 to 
the respective user. 

TI1e present invention comprehend~ communicating all 
electrically communicable multimedia information as Mes
sage 8, by such mem1s as pointers, for exmnple, URLs. URLs 40 

can point to pre-stored audio and video conmmnications, 
which the Controller Computer 3 can fetch m1d communicate 
to the Participator Computers 5. 

Turning now to FIG. 2, th'"re is shown a communications 
overview of the present invention. Beginning with the Con- 45 

troller Computer Software 2, reference is made to mock 10, 
which illustrates demultiplexing and multiplexing operations 
carried out by message type on API messages of all types. 
Block 10 links to Block 12, which is illustrative of channel 
A .... Block 10 also links to Block 14, which illustrates su 
hm1dling private message A. Block 10 also links to Block 16, 
illustrative of handling out-of-band media. Block 10 addi
tionally links to Block 18, which illustrates asynchronous 
status messages. 

Multiple connections bdween the controller computer 3 55 

and a plurality of participator computers 5 permit communi
cation implemented via the interplay of controller software 2 
and participator software 4. With particular regard to the 
participator software 4 illustrated in FIG. 2, Block 20 is 
illustrative of demultiplexing and multiplexing operations 60 

carried out by message type on API messages of all types. 
Block 20 links to Block 22, which is illustrative of channel 
A . . Block 20 also links to Block 24, which illustrates 
hm1dling private message A. Block 20 also links to Block 26, 
illustrative of handling out-of-hand media via mock 28, o5 
which is illustrative of a W'"b browser or auxiliary computer 
program. Block 20 also links to Block 30, which illustrates 

multiplexing return of status messages to a target object. 
From the portion of Block 10, the logic flows to Block 42 

for MESSAGE and MODMSG API instructions. Block 42 
tests which of the two instructions were received, and for 
MODMSG, the logic flows to Block 44, which tests whether 
the user is a moderator. Ifthe user is not a moderator, the logic 
flows to Block 46, which sends a denial message through 
mock40. rt; however, the in mock 44 the user is a moderator, 
the logic flows to Block 48 for a repeat to all list members who 
are permitted to see the message, via Block 40. 

Returning to Block 42, if MESSAGE is detected, the logic 
flows to Block 50, which tests whether a user has post per
Inission. If the user has post permission, the logic flows to 
Block 48, etc. If the user does not have post permission, the 
logic flows to Block 52 to forward the message to moderators 
for approval, via Block 40. 

Additionally, the logic flows from Block 10 to Block 54 for 
a URL API instruction. Block 54 tests whether the user has 
graphical multimedia communication privileges, and if not, 
the logic flows via Block 56, which sends a denial message 
via Block 40. Otherwise, if the user does have graphical 
multimedia communications privileges in mock 54, mock 58 
sends graphical multimedia information to all approved users 
via Block 40. 

Tmning now to FIG. 4, central controller loop communi
cations is illustrated. Forthe data on central poll point 58 (see 
Appendix POLL_POINT), a "do" loop begins at Block 60 for 
each cmmection. Block 62 tests whether bytes are available 
on the data stremn. If they are, the bytes are added to user 
space FIFO per connection at Block 64, leading to Block 66, 
which tests wheth'"r there ar'" any more connections. Note that 
in FIG. 4, ifthere are no more bytes available in Block 62, the 
logic skips to Block 66, and if Block 66 is not finished with all 
connections, the loop returns to Block 62. 'Wilen all connec
tions have been completed in Block 62, the logic flows to 
Block 68, which looks for an available complete data instmc
tion for any com1ection by extracting packets byte-wise from 
the FIFO. Thereafter, Block 70 tests whether there is a com
plete response available from the participator computer. If the 
response is complete, the logic flows to Block 72 which, using 
a command type, demultiplexes into an appropriate object 
(output FIFOs may be flll'"d h'"re for any connection). The 
logic from Block 72 joins the "no" branch from Block 70 at 
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Block 74, which enables unblocking for writing connections 
for only connections with data available to write, looping 
back to Block 58. 

FIG. 5 shows a client channel data structure and infonna
tion flow diagram. From a message that is demultiplexed by 
message type, there are six possibilities: ERROR MES
SAGE. MESSAGE, STATUS, JOINCHANNEL, 
f ,EAVECHANNF.f ,, and MODMSG. ERROR MESSAGE is 
communicated to Block 76, where the error message is dis
played to the transcript in the transcript area of Block 80. 
MESSAGE is connmmicated to Block 78 where the message 
is immediately added to the transcript in transcript area 78. 
STATUS is communicated to Block 82 to update user data 
structure; JOIN CHANNEL is communicated to Block 84 to 
remove a user from the member list and display the change; 
and LEAVECHANNEL is communicated to Block 86. From 
Block82, Block84, andBlock88, the logic flows to Block88, 
which includes a member list, a member identifier, known 
attributes/permissions/properties, and personal inforn1ation. 
From Block 88, the logic proceeds to Block 90, a member list 
area, and on to Block 92 to compose a request to change a 
member attribute. This "SETCHAN request is then conmm
nicated to Block 94. which is the multiplexer leading to the 
controller computer connection. 

8 
another embodiment involves non-internet relay chat. In 
either embodiment, System 1 is state driven such that syn
chronous and asynchronous messages can be communicated. 
For an asynchronous notification, each message is sent 
through the system 1 (API), which updates the information on 
the output device of the participator computers 5. For a syn
chronous notification, a participator computer 5 must inter
rogate the system 1 for a message. 

10 
With regard to the arbitrating of the controller computer 3 

is directed by the controller computer program 2 to use "iden
tity tokens", which arc pieces of inforn1ation associated with 
user identity. The pieces of information are stored in memory 
11 in a control computer database, along with personal infor-

15 mation about the user, such as the user's age. The control 
computer database serves as a repository oftokens for other 
programs to access, thereby affording information to other
wise independent computer systems. ln the database, the 
storage of tokens can be by user, group, and content, and 

20 distribution controls can also be placed on the user's tokens as 
well as the database. 

Each token is used to control the ability of a user to gain 
access to other tokens in a token hierarchy arbitration process. 

MODMSG is communicated to Block 96, which sends the 25 

message to the moderation area of Block 98, and then to 
Rlock 100 to resubmit a member message as approved, 
thereby conveying a MODMSG request to Block 94. 

The arbitration also includes controlling a user's ability to 
moderate communications involving a group or subgroup of 
the participator computers 5. Once in a group, temporary 
tokens are assigned for priority to moderate/submoderate 
groups (a group is sometimes known as a channel in multi
plexing terminology). Note that a response is prepared in the response area of 

Block 102. If the response is a standard message, it is con- 30 

veyed to Block 104 to compose the response into a controller 
message, thereby sending a MESSAGE request to box 94. If, 
however, the message is a graphical information submission, 
the logic flows from Block 102 to Block 106 to compose the 
graphical information submission into a controller message, 35 

thereby sending a URL request to Block 94. 
FIG. 6 is a participator software out-of-band multimedia 

information tlow diagram, which begins with Rlock 26, the 
multimedia type patch point. Block 26 leads to Block 102, 
which tests whether there is an internally handlable multime- 40 

dia type. If not, Block 104 looks up a suitable agent for data 
type presentation, which leads to Block 106, which tests 
whether an agent was found. If not, Block 108 reports loca
tion of data to the user for future referencing. If the agent is 
found in Block 106. the logic flows to Block 110, which 45 

invokes the agent with a data reference to present the data. 
If the multimedia type is internally handlable from Block 

102, the logic flows to Block 112, which tests whether this is 

Accordingly, tokens are used by the controller computer 5 
to control a user's group priority and moderation privileges, 
as well as controlling who joins the group, who leaves the 
group, and the visibility of members in the group. Visibility 
refers to whether a user is allowed to know another user is in 
the chat group. 

Tokens are also used to permit a user's control of identity, 
and in priority contests between 2 users, for example, a chal
lenge as to whether a first user can see a second user. 

Censorship, which broadly encompasses control of what is 
said in a group, is also arbitrated by means of the tokens. 
Censorship can control of access to system 1 by identity ofthe 
user, which is associated with the user's tokens. By checking 
the tokens, a user's access can be controlled per group, as well 
as in giving group priority, moderation privileges, etc. 

Censorship also can use the tokens for real time control of 
data (ascii, text, video, audio) rrom and to users, as well as 
control over multimedia URLs-quantity, type, and subject. 

With regard to controlling communications in a group 
(which is in essence a collection of llSer identities), control a member associated image. If it is a member associated 

image, Block 114 displays the image next to member identity 
information, and if it is not, the logic flows to Block 116, 
which tests if this is a member public data reference (e.g., a 
URL ). If a URL is detected at Block 116, Block 118 invokes 

su extends to seeing messages, seeing the user, regulating the 
size of the communication, as well as the ability to sec and 
write to a specific user. Control fi.1rther extends to the ability 
to send multimedia messages. 

an external data type viewer only on demand of the operator 
of the participator software, and otherwise Block 120 stores 
the reference for future use by the operator of the participator 
software, or treats the reference as an externally handled 
multimedia type (at the user's option). 

With further regard to the manner of interaction between 
the controller computer 3 and the participator computers 5, 
and their respective computer programs 2 and 4, includes a 
moderation capability that is controlled, or arbitrated, pursu
ant to system 1 recognizing user identity. Note that using the 
user identity for moderation purposes is a use additional to the 
use of the user identity for security purposes. 

One embodiment of the present invention is to bring chat 
capability to the internet and World Wide Web. However, 

Note that tokens for members in group can involve mul-
55 tiples formed in realtime, say, within the span of a conversa

tion. For example, for private communication, tokens are 
immediately fom1ed to define a group of2 users. Hierarchical 
groups within groups can also be formed, with each inheriting 
the properties of the group before it. Thus, a subgroup can 

60 include up to all members or more by adding any surplus to 
the former group. 

With further regard to the controller computer 3, e.g., a 
server, information is controlled for distribution to the user 
interfaces at selected ones of the participator computers 5. 

o5 The controller computer program, in one embodiment, can be 
a resident program interface (such as a JAVA. application). 
There can be a token editor object (window/tear down, etc.) 
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per group, private communication, user, channel listings, user 
listings, etc. Each can link up in a token hierarchy for arbi
tration control. 

The controller computer 5, by means of the controller 
computer program 2, keeps track of states and asynchronous 
messages as well as generating a synchronous message as a 
user logs in or interrogates system 1. 

With regard to multimedia information messages 8, such 
messages are of independent data types, e.g., audio/video 
data types. The content of the message (e.g., a URL) permits 10 

the System 1 to automatically detennine the handling of the 
message: either the Controller Computer 3 passes the content 
of Message 8 directly, or the Controller Computer 3 deter
mines from the Message 8 how to find the content, say via 
Netscape. Accordingly. Message 8 can communicate video 15 

and sound (or other multimedia, e.g., a UKL)tousers, subject 
only lo the server arbitration controls over what can be sent. 

Turning now to an illustration of using the invention, the 
session starts with verifYing the user's identity (at FIG. 7). 
The login/password screen is shown, and the user enters 20 

his/her assigned login/password combination and clicks the 
"Login To Chat" button. If the password was entered cor
rectly, a confirmation box appears on the screen. 

Then the chmmellist area is shown at FIG. 8. The Channel 
List area is a window which shows a list of all of the groups 25 

currently on the server in active communication. Because no 
one is yet connected in this example, there are no groups 
currently available on the screen. 

10 
In response, the user ME has entered "This is the private 

message response that is only seen by the user DMARKS," 
which has been forwarded to user OM_I\RKS (at FIG. 15). 
This message is displayed immediately on DMARKS's win
dow. 

DMARKS now returns lo the channel window for the 
group "TESTCHANNEL" (at FIG. 16). To modifY the per
mission attributes associated with user ME on the channel 
TEST CHANNEL, DMARKS (who is a moderator of the 
channel), clicks on the user ME in the member list to select 
ME, pulls down the Moderator menu, m1d selects "Toggle 
Moderator." This removes the moderator privileges from ME. 

As a result of the attribute revocation, the "M" has disap
peared from next to ME's name in the member list (at FIG. 
17), indicating that the property is no longer associated with 
the user ME. 

Now DMARKS returns lo the Channel List window (al 
FIG. 18). DMARKS wishes to fully moderate the contents of 
the channel TESTCHANNEL, censoring all unwanted com
munications to the channel. DIVIARKS returns to the channel 
list, and selects the channel TESTCHANNEL by clicking on 
its name in the channel list. 

Now DMARKS selects the "Toggle All Posting" option in 
the Maintenance pull-down menu (at FIG. 19). This will tum 
olT the channel properly "posting," (or sending communica
tions to the chmmel without moderator approval) which will 
he indicated hy the removal of the letter "P" from next to the 
name TESTCHANNEL (at FIG. 20). 

To create a new group, the "New Channel" option is 
selected ±rom a pull-down menu (at FIG. 9). T11e name of the 
channel is entered by the input device 7. 

If the user has permission (this one does), a new chmmel is 
created for the group (at FIG.10). The window that displays 
the channel area has three regions: the bottom region, where 
responses are entered; the largest region, where a transcript of 
the communication is followed; and the rightmost region, 
which lists the group's current members. This list is continu
ously updated with asynchronously generated status mes
sages received immediately when a new member joins the 
group. Only "DMARKS" is currently in this group. The 
"M\VU" is the properties currently associated with 
DMARKS-the ability to moderate, write to the chmmel, and 
send multimedia messages. 

Now the letter "P" is removed from after the name 
30 TESTCHANNEL in the Chmmel List window (at FIG. 21), 

indicating that this chmmel is now moderated and will only 
have free posting ability by designated members. 

Now, type user ME (who is also on channel TESTCHAN
NEL) wishes to send communications: "this will not be writ-

35 ten directly to the channel" (at FIG. 22). The controller, 
ins lead of sending it immedialel y lo the cham1ello be seen by 
all members, will instead forward the message to the mod
erators tor approval. The moderator, DMARKS, will then see 
the message on the Moderation Window, which provides a 

40 preview of any messages to be sent. To approve a message for 
general vie\ving, DMARKS now clicks on the message. 

Anew member has joined the channel, and the member list 
status area is updated right away (at FIG. 11). This new 45 

member has a login of "MI' .. " 

Now that DIVIARKS has clicked directly on the message, it 
is displayed inside the group's Channel window for all mem
bers lo see (at FIG. 23). 

DMARKS now wishes to send a graphical multimedia 
message. This implementation sends graphical multimedia 
images by allowing a chmmelmember lo specify an Internet 
URL of a graphical multimedia resource to be presented to the 
group members. In this example, DMARKS wishes to send 

The user DMARKS now types "hello there" into the 
response area and presses RETURN (at FIG. 12). This mes
sage is passed to the controller computer 5, which sends the 
message to all cham1elmembers, i.e., those using participator 
computers 5, including DMARKS. 

The user ME now sends a message to the controller: "hi 
there" (at FIG. 13). Tllis message is also sent to all members 

su the URL "http://www.ais.net" (corresponding to the World 
Wide Web home page of American Information Systems, 
Inc.) to the channel members. OM_I\RKS enters the URL into 
the response window, and selects "Send URL" from the Mod-
erator pull-down menu (at FIG. 24). 

The controller computer 5 now passes the URL lo the 
chmmel members. This participator software 4 perfom1s two 
actions in response to the graphical multimedia display 
request. The first is to put the name of the URL onto the 
transcript of the group's channel, so that it can be read by 

by the controller computer 5. Now user DMARKS clicks 
(using input device 7, a mouse) on thenan1e oflhe user"ME" 55 

in the member list window. The participator software 4 will 
now create a private message window, so that the users ME 
and DIVIARKS can exchange private messages. Private mes
sages are only sent to the intended recipient by the controller, 
and no one else. 60 group members. The second response is to have the partici

pator software show the data associated with the graphical 
multimedia message in a human interpretable way (at FIG. 
25). To do this, the participator software 6 either uses built in 
rules to decide how the graphical multimedia data is to be 

A private message window appears in response to 
DMARKS's request to open private communications with 
ME (at FIG. 14). Now DMARKS types a message into the 
private message window's response area to ME: "this mes
sage is seen only hy the user ME." \\Then complete, the 
participator software 4 will forward this message lo the con
troller computer 3. 

o5 presented, or locates another program suitable to present the 
data. In this case, the software 6 is utilizing Nelscape Navi
gatorD, a program for displaying graphical multimedia docu-
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ments specified by a URL (at FIG. 26). Inside the Navigator 
window, the graphical multimedia content, the home page of 
AIS, is shown. 

Finally, DMARKS wishes to manually modify the attribute 
tokens associated with the user (at FIG. 27). The user invokes 
the Property Editor dialog, which allows the user to view and 
change the tokens associated with a user. A property of a 
given user is detennined by the Identifier and Property names. 

;;: ~~~::!~e :f:~: ~.~~:1~~:e~?~:;;,n~~1:1~~~ v;!~;:r~~ 10 

editor, a user with sufficient permissions (tokens) can change 
any of the tokens or security parameters of any user, or a 
user's ability to change security parameters can be restricted. 

To start with an alternate embodiment using a text-based 
15 

interface, a user is presented by the login/password screen (at 
FIG. 28). This screen is where a user enters the information 
that proves hisl11er identity. The user must now enter his/her 
login and password to identifY themselves. 

After the user has been identified by the controller the 20 

Channel List screen appears (at FIG. 29). The names of chan-

12 
the power system should be reconfigured to avoid getting a 
second contingency and cascading into an outage. 
POWER QUALITY MSTEARS: These outages point out the 
need for reliability as part of the overall customer picture of 
PQ 
POWERQUALITY BRIAN: Hi Jemlifer, hit crt-p for private 
messagae 
POWERQUALITY SKLEIN: In simpler terms, a single point 
failure shouldn't crash the system. 
POWERQUALITY SKLEIN: Are we all challed out? 
POWERQUALITY ANDYV: brian, johnmung has been 
banned!!! why? 
l'OWERQUALITY BRIAN: no way, new subject 
POWER QUALITY BRIAN: just a sec, andy 
POWERQUALITY 13H.lAN: No bam1ing on this channel, 
Jolm is back on 
POWP.RQUAT.TTYTKP.Y: ieee 5191imits the harmonic cur
rent a customer can inject back into the pee and limit the vthd 
the utility provides at the PCC 
POWER QUALITY JOHNMUNG: thanks guys, for unban
ning me-i've been thrown out of better places thm1 this' 
POWER QUALITY BRIAN: New subject ... now ... 
POWER QUALITY BRIAN: good one john ... :) 

nels and their associated properties are shown on tllis screen. 
By using the arrow keys and llighlighting the desired channel, 
ME may enter any publicly joinable group. Currently, there is 
only one group TESTCHANNEL, which ME will join. 

Now the screen for the channel TES TCHANNEL appears 
25 POWERQUALITY MSTEARS: For critical facilities dual 

feeds or other backup capability need to be economically 
evaluated to keep the facility in operation (at FIG. 29). 1l1e screen is split into four regions. The bottom 

left region is the response line, where messages users wish to 
enter appear. The upper left region is the transcript area where 
the conununications of the group's chmmel appear as they 30 

occur. The upper right region is the Member List region, 
where a continuously updated list of members' n=es appear, 
with their attributes. 

POWER QUALITY SAM: John, I remember that club very 
well 
POWERQUALITY JOHNMUNG: q11estion: please com
ment on frequency of complaints involving spikes, sags or 
harmonics 

A message appears in the transcript area. The controller has 
torwarded a message to the group from DMAKKS, "hello 35 

lhere"(al FIG. 31), which is seen by allmembersoflhe group, 
including ME. Now ME will respond, by entering "hi there" 
into the response area. 

POWERQUALITY WARD: Problems caused by sags is the 
main complaint. 
!'OW ERQUALITY BRlAN: What subject does anyone want 
lo see lhe nexl chal 
POWERQUALITY WARD: Surges is probably next: har
monics really don't cause that many problems, although they 
are certainly there. 
POWER QUALITY ANDYV: what is the solution ward? 
POWERQUALITY TKEY: Agree they are the most frequent 
(sags) and the panel sesion on the cost of voltage sags at PES 
drew 110 people 

When ME is finished entering his response, the participator 
software forwards the response to the controller, which sends 40 

it to the members of the channel. In the transcript area, the 
participator software notifies the user that it has received a 
private message from DMARKS, which is waiting inside the 
private message screen. To see lhe private message, ME 
presses the private message screen hot key. 

POWERQUALITY SAM: harmonics lend lo be an interior 
45 problem within a facility, rather than on the distribution sys-

A private message screen appears (at PIG. 32), and the 
private message from DMARKS is allhe bollom oflhe tran
script area. Now to reply, ME types his response into the 
response area. 

Now ME will return to the screen for the channel 
TES TCHANNEL. The member list area has changed because 
DMARKS has revoked ME's moderator pennission. ME is 
no longer permitted to see the permissions of other users, so 
this information has been removed from his display (at FIG. 
33). The only information he can see now is who is moderator 
(at FIG. 34). A"*" next to the identifier of a member of the 
group indicates the member is a moderator ofthe group. ME 
is no longer a moderator, and therefore a"*" does not appear 
the identifier ME. 

To further exemplify the use of the present invention, the 
following is a transcript of communications produced in 
accordance herewith. 
POWERQUALITY JOHNMUNG: 1mclear about meaillng of 
"first contingency" 
POWPRQUALTTY SAM: mike, that is correct on IPJ'J'. 519 
POWER QUALITY SKLEIN: In assessing network security 
(against outage) the first contingencies are tested to see how 

tern 
POWER QUALITY WARD: The best solution is making the 
equipment less susceptible to sags. This requires working 
with the manutacturers. 

su POWER QUALITY ANDYV: won't that cost more 
POWERQUALITY MSTEARS: The complaint of surges 
covers many things in the customers eyes sags have become a 
real problem because they are harder to resolve 
POWERQUALITY GRAVELY: John-The latest EPRI 

55 resulls confirms lhe 90+% of lhe lime SGS are lhe problem 
and short term ones. 
POWER QUAI .TTY WINDSONG: What is the topic tor the 
25?? 
POWER QUALITY WARD: Each problem can be dealt with 

60 as it occurs, but the time involved gets very expensive. 
POWERQUALITY JOHNMUNG: making equipment less 
susceptible causes legal problems for manufacturers-as 
each improvenmt can be cited by compinant as example of 
malfeasance 

o5 POWP.RQUAT.TTY W:I\RD: AndyV: The cost to the manu
facturer increases. The overall cosl lo everyone involved 
decreases. 
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POWERQUALITYTKEY: customerpaysanywayyoucutit, for utilicorp as we move forward with offering from our 
if the eqpt is more immune customers pay only once instead strategic marketing partners, and bring PQ technologies to the 
of every time the process fails public 
POWER QUALITY BRIAN: The topic is regarding Power POWERQUAUTY TKEY: We are finding that many mfgrs 
Quality 5 want to produce pq compatible equipment, but they have no 
POWER QUALITY BRIAN: This chat is available for every- clue as to what to test for 
one 24 hours a day POWER QUALITY ANDYV: Tom>>will the IEC standards 
POWFRQUALTTY ANDYV: ddorr>>will the manufacturer help? 

spend more to produce a better product POWER QUALITY TKEY: Its up to the utility to help define 
POWER QUALITY WARD: And as Tom says, the cost to the 10 normal events IEC will take time 
customer is far less. 
POWER QUALITY BRIAN: This chat will be functioning 24 POWER QUALITY SKLEIN: You can't have a commodity 
hrs/day product with all the variation in specifications we have been 
POWERQUALITY BRIAN: please usae it discussing. It has to be regular, premium, and super premium 
POWER QUALITY BRIAN: The next panel discussion is 15 or it won't work. 
Nov 15th POWERQUAUTY JOllNMUNG: 1om as a former manu-
POWERQUALITY WARD: Andy, that's where standards facturer i sympathize-your work at PEAC is invaluable but 
come in. anecdotal knowledge from utility people on the firing line is 
POWERQUALITY SKLEIN: Is the customer capable of equally important 
resolving the fingerpointing among the manufacturers and 20 POWERQUAUTY TKEY: Super premium, does that mean a 
utilities? UPS? 
POWERQUALITY DDORR: andy, only if the end userss 
create a market for pq compatible eqpt by demanding better 
products 
POWERQUALITY MSTEARS: The manufacturers prob- 2s 
!ems in including fixes is being competative with some who 
doesn't provide the fix 
POWERQUALITY ANDYV: how will we educate the gen
eral consumer? 
POWERQUALITY GRAVELY: Is it possible to have a basic 30 

theme topic or some core questions for 15 Nov chat? 
POWERQUALITY WARD: Stan, the customer cannot be 
expected to resolve the fingerpointing. The manufacturers 
and utilities need to work together. 
l'OWJ:iRQUALlTY ANDYV: about power quality and reli- 35 

ability? 
POWER QUALITY SKLEIN: If electric power is going to be 
treated as a fungible commodity, there has to be a definition. 
Like, everyone knows what number 2 heating oil is. 
POWER QUALITY SAM: Ideally a manufacturer would not 40 

be able to compete if they don't add the protective function in 
their products, but alot more public education is required 
before we get to this point. 
POWERQUALITY WARD: Andy, there are many ways to 
educate the customers, but they require a lot of contact 45 

between the utility and the customers. The Western Resources 
Power Technology Center in Wichita is doing it, just as an 
exmnple. 

POWERQUAUTY AND'{V: how do you stop a facility from 
affecting you super-premium power? 
POWERQUAUTY TKEY: John, Good Point 
POWERQUAUTY SAM: Tkey, a ups, local generation or 
redLmdant service 
POWER QUALITY SKLEIN: This is what I meant earlier by 
electricity being a non-virtualizable service. You can't make 
each customer see the power system as though they had their 
own dedicated generating plant. 
POWER QUAl .TTY nRTAN: TTTE CTTAT CTTANNET. WIT J. 
BE OPEN 24/HRS/DAY 7 DAYS A WEEK 
POWERQUAUTY TKEY: I nmst sign m1t for abm1t 5 min-
utes but I'll be back 
POWERQUAUTY BRIAN: OK TOM 
POWER QUALITY MSTEARS: PQ for facilities need to be 
done with a system perspective to to get the right resolution 
POWERQUAUTY BBOYER: Andy's question is still rel
evant-how do stop a facility from downgrading utility ser
vice to other customers? 
POWERQUAUTY BRIAN: MIKE»LETS SWITCH 
BACK TO RETAIL WHEELING 
POWER QUALITY WARD: You work with that customer to 
do whatever is needed to correct their disturbances. 
POWER QUALITY BBOYER: Be more specific 
POWERQUAUTY MSTEARS: Interaction between facil
ites can be evaluated and designed for 
POWERQUAUTY JOHNMUNG: as a key to hardening it POWERQUALITY DDORR: standard power vs premium 

power is one solution as is std qpt vs Pq compatible eqpt 
POWER QUALITY SKLEIN: I want to buy number 2 electric 
power and to be able to check the nameplates of my appli
ances to be sure they can take it. Just like I buy regular 
gasoline. 

50 helps to identify the most sensitive circuits, i.e. microproces
sor logic, test for vulnerability under common surges, sags, 
rfi, and then notify users that their equipment contains these 
subsystems-for a start 

POWER QUALITY MSTEARS: Sam-I agree, that is partly ss 
the utilities responsibilitysince we serve the customers 
POWFRQUAl JTY RROYFR: What difterentiates number 2 
from number 1? 

POWER QUALITY BRIAN: hi DOUG 
POWERQUAUTY GRAVELY: Brian: Are you saving this 
session as a file? Can we get a list of chat session participants? 
POWER QUALITY BRIAN: s, we may 

POWER QUALITY SKLEIN: I used the analogy of number 2 
heating oil. I don't know what number 1 heating oil is. 
POWER QUALITY DDORR: Number two has cap switching 
and all the normal utility operational events while number one 
is much better 
POWER QUALITY SKLEIN: Perhaps we can just say regu
lar vs high test. 
POWER QUALITY SAM: mike, yes a joint eiTort between 
the utiliy, manufacturer and standards juristictions is a goal 

l'OWJ:iRQUAUlY DMARKS: gravely: hit .lAB and use the 

60 arrow keys to page through the list of participants 
POWI•:RQlJAIITY SKIIi.IN: Will the session be available 
for downloading? 
POWFRQUAl.TTYRRlAN:yes, Mike we will publish in PQ 
Magazine 

o5 POWERQUAT.TTY WI\RD: Part of the agreement for high 
quality power should be that the customer receiving the power 
will not disturb the utility system. 

Case: 18-1400      Document: 30     Page: 339     Filed: 05/21/2018



Facebook Inc.'s Exhibit 1001032

Appx294

US 8,407,356 Bl 
15 

POWERQUALITY BRIAN: if john let's us. 
POWERQUALITY GRAVELY: I tried that, however, net
cmiser has a software problem and I cam10t see all of the 
names. 

16 
POWERQUALITY BRIAN: but the chat is available for 24 
hrs/day 7 days a week 
POWER QUALITY ANDYV: what does IEEE1159 address? 

POWER QUALITY SAM: most utilities rules and regulations s 
already require that a customer nul put anything back out on 
the utility system 

POWERQUALITY BRIAN: Please send all suggestion to me 
for our next chat 
POWERQUALITY BRIAN: Bobbin is not bmmed now 
POWER QUALITY BRIAN: my fault 

POWFRQUALTTY BRIAN: MIKE G.»WF WILL PUB
LISH THIS IN PQ MAG NEXT MONTH IF ASNDY US 
POWER QUALITY BRIAN: HOW ABOUT IT ANDY? 
POWERQUALITY ANDYV ok 
POWERQUALITY BRIAN: COOL 

POWERQUALITY ANDYZYREK New PQ measuring 

10 ~~~~~~U~~~~~:~~~:~:u0s~oi~:~~~~~·it my now. 

POWER QUALITY WARD: Standards will have to be set for 
what constitutes a disturbance, and then the utility should 
work with customers, install filters, etc., to be sure they stay 15 

within the rules. 

POWER QUALITY BRIAN: Bobbin is not bmmed anymore 
POWER QUALITY ANDYV: you can e-mail me or john at: 
editors@powerquality.com 
POWER QUALITY BRIAN: is two hours right fdo rhtis fea
ture 

POWER QUALITY BRIAN: THANKS ANDY 
POWER QUALITY ANDYV: a meeting review or a sumary 
of events 

POWERQUALITY JOHNMUNG: do i understand that 
many programmable logic controllers can be hardened by 
addition of simple CVT like a sola? 

POWERQUALITY GRAVELY: It would be good to take a 2u 
few minutes to recommend how the 15 Nov session could be 

POWERQUALITY ANDYZYREK: Yes, but it is being deliv
ered by snail mail. 

more effective. 
POWER QUALITY BRIAN: A S\'NAPSE OF THIS CHAT 
WILL BE IN NEXT MONTHS PQ MAG 
POWER QUALITY WINDSONG: 
POWER QUALITY SKLEIN: I don't get PQ mag. Will it be 
on the Net? 
POWERQUALITY BRIAN: STAN SIGN UP FOR IT ON 
OUR HOME PAGE 
POWERQUALITY DOUGC: the transcript of this confer
ence will be available on the EnergyOne pages. 
POWER QUALITY BRIAN: YOU CAN SIGN UP ON LINE 
POWERQUALITY BRIAN HTTP:!/WWW.UTILICORP. 
COM 
POWER QUALITY W lNDSONG: Good comment Gravely 
Connnenls from the users would be greatly appreciated!! 
POWERQUALITY SAM: PQ magazine is available online 
on the UCU Internet bulletin board, http://www.utilicorp. 
com 
POWER QUALITY ANDYV: or link from powerquality.com 
POWERQUALITY BRIAN: YOU CAN GET A FREE MAG 
SUBSCRIPTION FROM UTILICORP'S HOME PAGE 
POWERQUALITY SKLEIN: Thanks 
POWERQUALITY BRIAN: ALSO, THERE IS A PQ 
FORUM ON OUR HOME PAGE 
POWPRQUAI JTY JOTTNMUNG: tor nov 15 shall we pick 
five key topics? suggest health care, energy s lorage rfi/ erne as 
a few topics-also new gas turbine 25 kw generator just 
announce today-just some suggestions 
POWERQUALITY BRIAN: GOOD SUGGESTION JOHN 
POWERQUALITY ANDYV: lets develop an outline of top
ics for next time. 
POWER QUALITY BRIAN: OK 
POWERQUALITY GRAVELY: One suggestion for 15 
Nov-Have participants place a list of desired topics on your 
other chat box m1d prioritize by interest level. 
POWFRQUALTTY SKLETN: How about deregulation and 
retail wheeling. 
POWERQUALITY BRIAN: COMMENTS SHOULD BE 
SENT TO ME BY EMAIL 
POWERQUALITY BRIAN: BSPENCER@ 
UTILICORP.COM 
POWERQUALITY BRIAN: 15 minutes remaining 
POWERQUALITY ANDYZYREK: Let's discuss the new 
standard TPI'.I'. 1159. 
POWER QUALITY ANDYV: may be we could generate an 
online questionaire to see what people are needing discussed. 

POWERQUALITY ANDYV: no 2nd class 
POWERQUALITY BRIAN: 15 minutes to go 
POWER QUALITY ANDYV: Please e-mail me you complete 

25 name and addess and I will mail you one today lsl class ... 
now is that serice or what? 
POWFRQUAT.TTY BRIAN: Is nvo hours long enough for 
tthis chat? 
POWER QUALITY TKEY: Im back 

30 POWERQUALITY WARD: Brian, I think nvo hours is about 
right. 
POWER QUALITY BRIAN: hi tom 
POWERQUALITY BRIAN: good . 
POWER QUALITY ANDYV: yes I agree 2 hrs 

35 l'OWJ:iRQUALITY BRIAN: m1Yone else 
POWER QUALITY ANDYV: it the time of day correct? 
POWER QUALITY BRIAN: questions now .... 
POWER QUAI .TTY SKI .ETN: ll1e topic foremost in my mind 
right now is what to eat for lunch. I enjoyed the discussion, 

40 which I understand has been historic in some sense. But I 
think I will sign off now and go eat. 
POWER QUALITY SAlVI: 2 hours seems to work very well 
POWER QUALITY DANIELH: time of day is good 
POWERQUALITY BILLMANN: 2 hrs is fine 

45 POWERQUALITY MSTEARS: Two hours work well, the 
middle of the day allows east and west coast to he involved 
POWER QUALITY BRIAN: good, Will everyone be back for 
the next chat 
POWERQUALITY GRAVELY: Brian, I will forward my 

su recommendations on email, thanks. 
POWER QUALITY BILLMANN: yes i' II be back 
POWERQUALITY ANDYZYREK: Brian, would it be pos
sible to have a forum published on your home page prior to 
Nov 15. 

ss POWER QUALITY BRIAN: I would like to do another chat 
before Nov 15th. any thoughts 
POWER QUAI .TTY ANDY: U bet 
POWER QUALITY SAlVI: I believe that this chat may set an 
attendance record for most participants during a first session 

60 POWERQUALITY JOHNMUNG: a parting thought-"har
monics make the music rich, they make the tone insprinng
harmonics in your power line WILL BLOW THE BUILD
INGS WIRING" tiM MUNGENAST 
POWER QUALITY BRIAN: Your're all invited to return 

o5 POWER QUAI .TTY nRIAN: the next chat 
POWERQUALITY BRIAN: This chat feature will help set 
standards of how we view our industry 
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POWER QUALITY WARD: For me this was two hours very 
well spent, and it was quite enjoyable. 
POWER QUALITY BRIAN: Tell a colleague about our chat 
Nov 15th 
POWER QUALITY BRIAN: Thanks Ward 
POWERQUALITY BRIAN: I would like to do this on a 
weekly basis, any thoughts yet 
POWERQUALITY GRAVELY: Jolm: talk it up in Ger
many!! 
POWERQUALITY ANDY: I would like to thank utilicorp 
and everyone cnvolvcd. 
POWER QUALITY BRIAN: Thanks Andy for your help 
l'OWERQUALITY WARD: IJid this notice go out to the 
Power Globe mailing list? 
POW!_iRQUALITY URIAN: No, but could help us Ward with 
that 
POWPRQUALTTY TJRTAN: Lets all get the word out about 
this chat 
POWERQUALITY WARD I'm on the list and will be glad to 
forward anything you wish to it. 
POWERQUALITY BRIAN: Please use it whenver you wish, 
even schedule your own chats whenver 
POWERQUALITY JOHNMUNG: MANY THANKS TO 
UTILICORP AND ALL INVOLVED-FROM AN OLD 
STEAM BOATER:-) 
POWFRQUALTTY RRTAN: thanks ward 
POWER QUALITY BRIAN: Hi duane 
POWER QUALITY BRIAN: This chat is officially over, but 
do stick around for more chatting 
POWER QUALITY BRIAN: Thanks to all, cya on Nov 15th 
POWERQUALITY MSTEARS: Ward, Tom, and Jolm I 
appreciate your participation 
POWERQUALITY BRIAN: Thanks Guys and 
Ladies!! ! ! ! ! ! ! ! ! ! 
POWERQUALITY SWPPD: WHAT IS HAPPENING ON 
NOV 15 
POWFRQUALTTY RRTAN: our next chat with a panel of 
experts 
POWER QUALITY BRIAN: topic yet to be decided 
POWERQUALITY DPSWOBO: Hi Brian, Sorry I was on 
the phone and could not respond right away. Did I get the time 
incorrectly for the chat? 
POWERQUALITY BRIAN: please send us a suggestions 
POWERQUALITY ANDY: good bye;-) 
POWPRQUALTTY TJRTAN: Yeah, hut stick around to chat 
with some friends 
POWER QUALITY BRIAN: We had a total of 50 people and 
avg of 20 people at one time 
POWERQUALITY BRIAN: Thanks everyone!!!Lunch 
Time 
POWERQUALITYBRIAN: Next Chat Nov 15th at 10-12 ct 
POWER QUALITY BRIAN: But this chat line is available 24 
hrs/day/7 days a week 
POWERQUALITY BRIAN: Please use it whenever 
POWERQUALITY GRi\.VELY: Thanks to the panel and 
Utili corp tor the session! 
POWERQUALITY BRIAN: Talk to your collegues and 
friends about any particular topic 
POWERQUALITY BRIAN: Come see our home page for 
new topics and chats 
POWERQUALITY BRIAN: http://www.utilicorp.com 
POWERQUALITY BRIAN: Thanks Power Quality Assur
ance Magazine and All our panel members 
POWPRQUALTTY TJRTAN: :) 
POWERQUALITY SWPPD: MISSED THIS SESSION. 
ICAN WE GET HARD COPY INFO? 

18 
POWERQUALITY BRIAN: yes swwp, it will be published 
in pq mag and our home page 
POWERQUALITY BRIAN: catch our next session on nov 
15th 

s l'OWERQUALITY BRIAN: 10-12 ct 
POWER QUALITY SWPPD: THANKS A BUNCH!! 
POWERQUALITY SWPPD: GOOD BYE! 
POWER QUAT .TTY RRTAN: no prob 
POWER QUALITY BRIAN: eya 

10 POWER QUALITY DESWETT: 
POWERQUALITY TKEY: Good session brian, ddorr and I 
will be signing off now. look forward to the next session 
POWER QUALITY DPSWOBO: Thanks for the info on the 
next session, we will get on next time 

15 POWER QUALITY Dl'vlARKS: I hope everyone enjoyed this 
sesswn. 
POWERQUALITY MSTEARS: I am logging off Thanks 
POWER QUALITY SAM: This is Tony and I am watehingthe 
action ... we made history. Great work guys. 

2u POWER QUALITY BRIAN: Lunch time 
POWERQUALITY BRIAN: Next chat is nov 15th 
POWERQUALITY BRIAN: 10-12ct 
POWER QUALITY BRIAN: please continuie to look at utili
corp's hp 

2s POWER QUALITY BRIAN: for more info 
POWER QUALITY BRIAN: email if you have any questions 
regarding the chat 
POWER QUALITY BRIAN: bspencer@utilieorp.eom 
POWER QUALITY BRIAN: later 

30 SUPPORT BRIAN: hi guys 
SUPPORT BRIAN: success 
SUPPORT BRIAN: 
yess'll ''111111' 111111'' 11'1111''111111' ''111111 ''11'11'' 1111 
SUPPORT BRIAN: thanks for the help 

35 SUl'l'ORl" BRIAN: cya 
POWERQUALITY BRIAN: next chat on Nov 15th 
POWERQUALITY BRIAN: 10-12 ct 
POWER QUAT .TTY RRTAN: any suggestion on topics please 
contact me by email 

40 POWER QUALITY BRIAN: bspencer@utilicorp.com 
POWERQUALITY BRIAN: hi chuck 
POWER QUALITY BRIAN: hi randy 
POWER QUALITY CPREECS: hello brian 
POWERQUALITY BRIAN: How are you chuck 

45 POWERQUALITY CPREECS: how has the participation 
been? 
POWER QUALITY BRIAN: I am sorry you missed the offi
cal chat, but do come back at any time for some chatting 
POWERQUALITY BRIAN: great 20 people avg. 50 total 

su people 
POWERQUALITY CPREECS: ?yes, i got some conflicting 
info 
POWERQUALITY BRIAN: transcripts will be in PQ mag 
next month and on utilicorp's home page 

ss POWERQUALITY CPREECS: what were the topics dis
cussed? 
POWER QUAT .TTY RRTAN: how is that chuck 
POWER QUALITY BRIAN: power quality, standards, 
POWER QUALITY BRIAN: retail wheeling 

60 POWERQUALITY BRIAN: cya, lunch time 
POWER QUALITY CPREECS: later 
POWER QUALITY BRIAN: bye all 
POWERQUALITY BRIAN: email me chuck 
POWERQUALITY RB: sorry I missed it. I got 12-2 est off 

o5 the net. bye. 
POWER QUALITY BRIAN: sorry RB 
POWER QUALITY BRIAN: miss infom1ation 
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POWERQUALITY BRIAN: next chat is 10-12 
POWER QUALITY BRIAN: ct 
POWERQUALITY BRIAN nov 15th 
POWER QUALITY BRIAN: bye 
l'OWJ:iRQUALITY RB: thanks 
POWER QUALITY BRIAN: no prob, tell all 
POWER QUALITY ANDY: Is anyone still here talking about 
power quality? 
POWER QUALITY DAVE: Just signed on that is what I was 
trying to find out 
POWERQUALITY ANDY: the PQ chat was nmning from 
11:00-1 :OOest 
POWER QUALITY ANDY: Were you involved then? 
POWERQUALITY DAVE: No I just got a chance to sign on 
now 
l'OWJ:iRQUALITY ANDY: there were some great discus
sions. 
POWER QUALITY ANDY: The transcripts will be available 
to download at utilicorp.com Brian Spencer says. 
POWER QUALITY ANDY: What is your experience in PQ 
POWERQUALITY DAVE: That is what I was looking for, 
are they available to down load now, I work in a data center 
and have worked with UPS systems for about 12 years 
POWER QUALITY DAVE: I did field service for Exide 
POWERQUALITY ANDY: Brian just went to Lunch inKS I 
don!t know when it will availalbe. 
POWFRQUALTTY DAVE: TI1anks tor the lnto on the down
loads, I hope they do this again 
POWER QUALITY ANDY: so do I. 
POWERQUALITY DAVE: \\'hat is your experience on PQ 
POWER QUALITY ANDY: I am the editor or Power quality 
mag. 
POWERQUALITY DAVE: Good mag., I pick up alot in it 
POWERQUALITY ANDY: do your receive power quality 
assurance magazine? 
POWER QUALITY ANDY: great glad to hear it. 
POWER QUALITY DAVE: We get it at work but I have asked 
to have it sent to my home 
POWER QUALITY ANDY: did you get the latest issue witht 
the lighting on the cover? 
POWERQUALITY DAVE: Not yet, have seen it on line 
though 
POWERQUALITY ANDY: great. 
POWERQUALITY ANDY: any suggestion for editorial? 
POWER QUALITY DAVE: 
POWPRQUALTTY DAVE: no it is good 
POWERQUALITY ANDY: ok. 
POWER QUALITY ANDY: I am currently editing an article 
a bm1t VRLA battery charging. 

20 
POWER QUALITY ANDY: We can'nt get enough! ! ! 
POWER QUALITY DAVE: when we can get it fixed, It looks 
like we have a problem with input filtering on a couple of 
UPS,s 

s l'OWJ:iRQUALITY ANDY: input ±ro the utility or a genera-
tor? 
POWER QUALITY DAVE: utility 
POWER QUAT .TTY MSTONFHAM: T understand there was 
a chat session earlier today with some guest "chatters". Is 

10 there an archive of the discussion since I missed it? 
POWERQUALITY DAVE we have GG h to 12 h then to 
480 v by 4 trans on property 
POWER QUALITY ANDY: What are you leaning towards in 
a solution dave 

15 POWER QUALITY ANDY: MTONEHAM>>yes but I don't 
know when. contact BSl'J:iNCJ:iR@utilicorp.com 
POWERQUALITY DAVE: the computer seem to have no 
problem, but we have alot of motor heating/bad PF 
POWERQUALITY MSTONEHAM: TI1anks' 

20 POWER QUALITY DAVE: we currently are working with a 
consultant but I am looking for more info 
POWERQUALITY ANDY: will capacitors solve your prob
lem 
POWER QUALITY ANDY: 

25 POWER QUALITY ANDY: there also is a forum under utili
corp.com where you can post you questions. 
POWER QUAT .TTY DAVE: Each 600 kw UPS has lnput fil
tering/may need trap for 5th 
POWERQUALITY ANDY: or you can access it form 

30 powerquality.com 
POWER QUALITY DAVE: thanks 
POWER QUALITY ANDY: Talk to ya later dave 
POWERQUALITY DAVE: is PQ.com your Mag 
POWER QUALITY ANDY: bye 

35 l'OWJ:iRQUALITY DAVE: bye 
POWER QUALITY ANDY: yes 
POWER QUALITY DAVE: thanks 
POWFRQUAT.TTY ANDY: :-) 
POWER QUALITY MSTONEHAM: 

40 POWERQUALITY MSTONEHAM: Is anyone else hear? 
There doesn't seem to be much traffic. 
POWER QUALITY MSTONEHAM: 
POWERQUALITY CILCOJRG: Hello-is the conference 
over? 

45 POWER QUALITY CILCOJRG: 
POWER QUAT .TTY CTT J~O.TRG: hello 
POWER QUALITY BRIAN: yes 
POWERQUALITYBRIAN: the conference was from 10-12 
ct 

POWER QUALITY DAVE: I am working on a resonant prob- su 
lcm with Utility and was looking for info 

POWERQUALITY BRIAN: someone gave out the wrong 
information 

POWERQUALITY ANDY: explain 
POWERQUALITY ANDY: by the way my e-mail is 
andy@powerquality.com 
POWER QUALITY DAVE: we are running a lot of 5th har. ss 
across our system in a large data center 
POWFRQUALTTY ANDY: 1 see 
POWERQUALITY ANDY: I will try to address this in an 
upcomming issue. may be march/april or even sooner. 
POWERQUALITY DAVE: we have 4800 kw of UPS cap on 60 

two transformers and we have alot of 5th on our other boards 
POWER QUALITY ANDY: If you are interested in writing up 
a case history including you solutions I would like to review 
it and pass. publish 
POWPRQUAT JTY MSTONETlAM: ls this chat session still o5 
active? 
POWER QUALITY ANDY: YES 

POWERQUALITY BRIAN: hello cilco 
POWER QUALITY BRIAN: anyone still there 
SUPPORT BRIAN: hi all 
SUPPORT BRIAN: anyone there 
POWER QUALITY BRIAN: je1my>>are you there 
POWER QUAT .TTY C.TROUTCHFR: is anyone here a utility 
employee? 
POWER QUALITY BRIAN: Hi chris 
POWERQUALITY BRIAN: how are you? 
POWERQUALITY CJBOUTCHER: hi brian it is quiet in 
here 
POWERQUALITY BRIAN: the conference was at lO:OOct 
POWER QUALITY CJBOUTCHER: ah I see 
POWER QUAT .TTY C.TnOUTCTlPR: when is the next one? 
POWERQUALITY BRIAN: nov 15th 
POWERQUALITYBRIAN: 10-12 
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POWER QUALITY BRIAN: ct 
POW!_iRQUALITY CJUOUTClll_iR: is the channel open at 
other times? 
POWERQUALITY BRIAN: yes 24 hours a day 
POWERQUALITY CJBOUTCHER: but not much discus
sion? 
POWER QUALITY BRIAN: not right now, 
POWERQUALITY BRIAN cya 

22 
7. The method of claim 1, wherein the communicating 

content includes communicating a pointer that allows the 
content to be produced on demand. 

8. The method of claim 1, wherein the API inch1des API 
messages. 

9. The method of claim 1, wherein communications among 
the controller computer aud the participator computers are 
mediated via API messages. 

POWER QUALITY CJBOUTCHER: bye 
POWERQUALITY BRIAN: hi jenny 
POWERQUALITY JOSH: hello? 
POWER QUALITY BRIAN: hi dau 

10. The method of claim 9, wherein the API messages 
10 inclucle JOIN, LEAVE, STATUS, SETCHAN, ancl 

MODMSG instructions. 

POWER QUALITY BRIAN: hi dau 
POWER QUALITY BRIAN: are you awake yet? 
POW!_iRQUALITY URIAN: just giving present this a.m. 
POWERQUALITY BRIAN: :) 
POWPRQUALTTY TlRTAN: who is guest% 
POWERQUALITY GUEST96: test 

15 

While a particular embodiment ofthe present invention has 20 
been disclosed, it is to be understood that various different 
modifications are possible and are within the true spirit of the 
invention, the scope of which is to be determined with refer
ence to the claims set forth below. There is no intention, 
therefore, to limit the invention to the exact disclosure pre- 25 
sented herein as a teaching of one embodiment of the inven
tion. 

The invention claimed is: 
1. A method of communicating content among lJsers using 30 

of a computer system including a controller computer aud a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to each of 
a plurality of participator computers which are otherwise 
independent of each other, the method comprising: 

aulhenlicaling a frrsl user iclenlily ancl a seconcl user iclen
tity according to permissions retrieved from the reposi
tory of tokens of the database; 

35 

affording some of the information to a first of the partici
pator computers via the Intemet network, responsive to 40 

an authenticated first user identity; 
affording some of the information to a second of the par

ticipator computers via the Internet network, responsive 
to an aulhenlicalecl seconcl user iclenlily; 

running controller software on the controller computer, in 45 

accordance with predefined rules, to direct arbitration of 
which ones of lhe participator computers interactively 
connect within a group of the participator computers: 

providing an API on the controller computer, the API mul
tiplexing and demultiplexing API messages by type, su 
creating a virtual connection aud providing the virtual 
connection between cham1ek private messages, and 
multimedia objects in the controller computer aud the 
participator computers; and 

communicating real-lime messages within lhe group of the 55 

interactively connected said participator computers. 
2. 1l1e method of claim 1, wherein the communicating 

content includes communicating at least one of sound, video, 
graphic, pointer, and multimedia content. 

3. The method of claim 2, wherein said at least one com- 60 

prises at least two. 
4. The method of claim 2, wherein said at least one com

prises at least three. 

11. The method of claim 9, wherein the API messages 
include MESSAGE aud MOIJMSG instructions. 

12. The method of claim 1, wherein the controller software 
includes multiplexing and de-multiplexing operations carried 
out as a message type on API messages. 

13. The method of claim 12, wherein the message type 
includes ERROR MESSAGE, MESSAGE, STATUS, JOIN
CHANNEL LEAVECHANNEL, and MODMSG. 

14. The method of claim 1, further including determining 
censorship of the content. 

15. The method of claim 1, wherein the controller com
puter determines censorship. 

16. The melhocl of claim 1, wherein lhe communicating is 
conducted over the network, including the Intemet. 

17. 1l1e method of claim 1, wherein the communicating 
content includes communicating content invoked with a 
URL 

18. The method of claim 1, wherein the controller software 
comprises a JAVA™ application. 

19. An apparatus to communicate content among users of a 
computer system, the computer system comprising: 

a controller computer system, including a controller com
puter and a database which serves as a repository of 
tokens for olher programs lo access, thereby afforcling 
information to each of a plurality of participator com-
puters which are otherwise independent of each other, in 
communication with each of the participator computers 
by authenticating a first user identity aud a second user 
identity according to pem1issions retrieved from the 
repository of tokens of the database, wherein the con
troller computer is running controller software, in accor
clance wilh precleflnecl rules, lo clirecl arbitration of 
which ones of the participator computers interactively 
connect within a group of the participator computers, to 
provicle an API on lhe controller computer, whereby lhe 
API multiplexes and demultiplexes API messages by 
type, to create a virtual cmmection and provide the vir
tual connection between channels, private messages, 
aud multimedia objects in the controller computer and 
the participator computers, and to allow communication 
of real-time messages within the group of the interac
tively com1ected said participator computers. 

20. The apparatus of claim 19, wherein lhe conlenl inclucles 
at least one of sound, video, graphic, pointer, and multimedia 
content. 

21. The apparatus of claim 20, wherein said at least one 
comprises at least two. 

22. T11e apparatus of claim 20, wherein said at least one 
comprises at least three. 

23. The apparatus of claim 20, wherein said at least one 
comprises at least three. 

5. The method of claim 2, wherein said at least one com
prises at least tour. 

24. The apparatus of claim 20, wherein said at least one 
o5 comprises at least tour. 

6. The melhocl of claim 2, wherein saicl alleasl one com
prises at least five. 

25. The apparatus of claim 19, wherein lhe controller soft
ware comprises a JAV.A™ application. 
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26. The apparams of claim 19, wherein the content includes 
a pointer which allows the content to be produced on demand. 

27. The apparatus of claim 19, wherein the API includes 
API messages. 

28. The apparatus of claim 19, wherein communications 
among the controller computer and the participator comput
ers are mediated via API messages. 

29. The apparatus of claim 28, wherein the API messages 
include at least one of JOIN, LEAVE, STATUS, SETCHAN, 
and MODMSG instructions. 10 

30. The apparatus of claim 28, wherein the message type 
includes at least one of ERROR MESSAGE, MESSAGE, 
STATUS, JOlNCHANNEL, LEAVECHANNEL, and 
MODMSG. 

31. 'lhe apparatus of claim 19, wherein the controller soft
ware includes multiplexing and de-multiplexing operations 
carried out as a message type on API messages. 

15 

32. The apparatus of claim 31. wherein the API messages 
include at least one of MESSAGE and MODMSG instruc- 20 
tions. 

33. The apparatus of claim 19, wherein the computer sys
tem detennines censorship of the content. 

34. 'lhe apparatus of claim 19, wherein the controller com
puter determines censorship. 

35. The apparatus of claim 19, wherein the content is 
communicated over a network, including the Internet. 

25 

24 
36. The apparatus of claim 19, wherein the content is 

communicated by invoking a URL. 
37. An apparatus comprising: 
a computer system, the computer system including a con

troller computer and a database which serves as a reposi
tory of tokens for other programs to access, thereby 
affording information to each of a plurality of indepen
dent participator computers which are othenvise inde
pendent of each other, via the Internet network commu
nicating with the participator computers by 
authenticating a first user identity and a second user 
identity according to permissions retrieved from the 
repository of tokens of the database, the 

controller computer mnning controller software, in accor
dance with predefined rules, directing arbitration of 
which ones ofthe participator computers interact within 
a group of the participator computers, providing an API 
on the controller computer, whereby the API is multi
plexing and demultiplexing API messages by type, cre
ating a virtual cmmection and providing the virtual con
nection between channels, private messages, and 
multimedia objects in the controller computer and the 
participator computers, and providing communication 
of real-time messages within the group of the interac
tively corn1ected said participator computers. 

* * * * * 
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FIG. 1 
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FIG. 17 
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FIG. 19 
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FIG. 25 
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FIG. 28 
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FIG. 29 
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FIG. 31 
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FIG. 32 
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FIG. 34 
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CO.\'IMUNICATIONS SYSTEM 

I. PRIORITY DATA 

The present patent application is a continuation of and 
incorporates by reference U.S. patent application Ser. No. 
09/399,578 filed by the same inventor on Sep. 20, 1999, as 
well as U.S. patent application Scr. No. 08/617,658, issuing 
as U.S. Pat. No. 5,956,491, on Sep. 21, 1999, titled Group 
Communications Multiplexing System that was filed by the 
same inventor on Apr. 1, 1996. U.S. patent application Ser. 
No. 09/399,578, filed Sep. 20, 1999, is a continuation ofU.S. 
patent application Ser. No. 08/617,658, filed Apr. 1, 1996, 
issuing as U.S. Pat. No. 5,956,491, on Sep. 21, 1999. 

II. FIELD OF INVENTION 

This invention is directed to an apparatus, a manufacture, 
and methods for making and using the same, in a field of 
digital electrical computer systems. More partictJlarly, the 
present invention is directed lo a digital electrical computer 
system involving a plurality of participator computers linked 
by a network to at least one of a plurality of participator 
computers, the participator computers operating in conjunc
tion with the controller computer to handle multiplexing 
operations for communications involving groups of some of 
the participator computers. 

III. BACKGROUND OF THE INVENTION 

Multiplexing group conunmlications among computers 
ranges from very simple lo very complex col11ll1Lmicalions 
systems. At a simple level, group col11lllunications among 
computers involves electronic mail sent in a one way trans
mission to all those in a group or subgroup using, say, a local 
area network. Arbitrating wllich computers receive electronic 
mail is a rather well understood undertaking. 

On a more complex level, corporations may link remote 
offices to have a conference by computer. A central computer 
can control the multiplexing of what appears as an electronic 
equivalent to a discussion involving many individuals. 

Even more complex is linking of computers lo col11llluni
cate in what has become known as a "chat room." Chat room 
communications can be mere text, such as that offered locally 
on a file server, or can involve graphics and certain multime-
dia capability, as exemplified by such Internet service provid-
ers as America On Line. Multiplexing in multimedia is more 
complex for this electronic environment. 

2 
teclmology of group computer multiplexing to enable better 
computerized group col11lllunications. 

It is another object of the present invention to provide a 
computerized human col11lllunication arbitrating and distrib
uting system. 

It is yet another object of the present invention to provide a 
group communication multiplexing system involving a con
troller digital computer linked to a plurality of participator 
computers to organize conmmnications by groups of the par-

10 ticipator computers. 

15 

It is still another object of the present invention to link the 
controller computer and the plurality of computers with 
respective software coordinated to arbitrate multiplexing 
activities. 

It is still a further object ofthe present invention to provide 
a chat capability suitable for handling graphical, textual, and 
multimedia information in a platform independent marmer. 

These and other objects and utilities ofthe invention, which 
apparent from the discussion herein, are addressed by a com-

2U puterized human commtmication arbitrating and distributing 
system. The system includes a controller digital electrical 
computer and a plurality of participator digital computers, 
each of the participator computers including an input device 
for receiving hmnan-input information and an output device 

25 for presenting information to a user having a user identity. A 
connection such as the Internet links the controller computer 
with each of the participator computers. 

Controller software runs on the controller computer, pro
gramming the controller computer to arbitrate in accordance 

30 with predefined rules including said user identity, which ones 
of the participator computers can interact in one of a plurality 
of groups conununicating through the controller computer 
and to distribute real time data to the respective ones of the 

35 
groups. 

Participator software runs on each oflhe participator com
puters to program each of the participator computers to oper
ate a userintedace.1l1e userintertacepennits one oftheusers 
to send and/or receive a multimedia information message to 
the controller computer, which arbitrates which of the partici-

40 pator computers receives the nmltimedia infonnation mes
sage. The controller computer also conveys the multimedia 
information message to the selected participator computers to 
present the multimedia information to the respective user. 

Therefore, for a computer system involving a plurality of 
45 progral11llled participator computers running the participator 

computer program can interact through a progranuned con
troller computer with the controller computer multiplexing 
the conmnulications for groups ti:m11ed from the plurality, as 
well as arbitrating connnunications behavior. 

On the Internet, "chat room" col11lllunications analogous to 
America On Line have not been developed, at least in part 
because Internet was structured tor one-way communications 
analogous lo electronic mail, rather than for real lime group 
chat room col11lllunications. Further, tmlike the an Internet 50 

service provider, which has control over both the hardware 
platform and the computer program running on the platform 

V. BRIEF DESCRIPTION OF THE DRAWINGS 

to create the "chat room", there is no particular control over 
the platform that would be encountered on the Internet. 
Therefore, development of multiplexing technology for such ss 
an environment has been minimal. 

Even with an emergence of the World Wide Web, which 
does have certain graphical multimedia capability, sophisti
cated chat room communication nmltiplexing has been the 
domain of the Internet service providers. Users therefore have 60 

a choice between the limited audience of a particular Internet 
Service provider or the limited chat capability of the Internet. 

FIG. 1 is a depiction of hardware suitable for performing 
the present invention; 

FIG. 2 is a conununicalions overview oflhe present inven
tion. 

FlG. 3 is a data and communications dependency diagram 
for the controller group channel structure of the present 
invention. 

FIG. 4 is a flow chart of the central controller loop com
munications for the controller computer. 

FIG. 5 is a client channel data structure and information 
flow diagram of the present invention. 

IV SUMMARY OF THE INVENTION FIG. 6 is a participator software out-of-band multimedia 
o5 information flow diagram ofthe present invention. 

It is an object of the present invention to overcome such 
limitations of the prior art and to advance and improve the 

FIG. 7 is an illustration of a login/password screen of the 
present invention. 
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FIG. 8 is an illustration of a confirmation screen of the 
present invention. 

FIG. 9 is an illustration of a channel list area screen of the 
present invention. 

FIG. 10 is an illustration of a New Channel option pull
down menu screen of the present invention. 

lllG. 11 is an illustration of a member on a new channel 
screen of the present invention. 

FIG. 12 is an illustration of a second member on the new 
channel screen of the present invention. 10 

FIG. 13 is an illustration of a communication on the new 
channel screen of the present invention. 

FIG. 14 is an illustration of a private message window on 
the new channel screen of the present invention. 

FIG. 15 is an illustration of a private message displayed on 15 

lhe private message window on lhe new chatmel screen of the 
present invention. 

FIG. 16 is a further illustration of the private message on 
the private message window on new channel screen of the 
present invention. 20 

FIG. 17 is an ill11stration of an attribute revocation on the 
new channel screen of the present invention. 

FIG.18 is a further illustration ofthe new chmmel screen of 
the present invention. 

FIG. 19 is an illustration of the channel list window screen 25 

of the present invention. 
FIG. 20 is an illustration of the toggle posting option on a 

screen of the present invention. 
FIG. 21 is an illustration of a moderated version of the new 

channel screen of the present invention. 
FIG. 22 is an illustration of a conm1unication on a modera

tion window screen of the present invention. 
FIG. 23 is an illustration of the conmmnication passed on 

to the moderated version of the new channel screen of the 
present invention. 

FIG. 24 is an illustration of a communication, for sending 
a graphical multimedia message, on to the moderated version 
of the new channel screen of the present invention. 

FIG. 25 is an illustration, showing the nmne ofthe URL, on 

30 

35 

a moderated version of the new chmmel screen of the present 40 

invention. 
FIG. 26 is an illustration of data associated with the graphi

cal multimedia message on a moderated version of the new 
channel screen of the present invention. 

FIG. 27 is an illustration of a proprietary editor, suitable tor 45 

a dialog lo change Lukens, on a screenoflhe present invention. 
FIG. 28 is an illustration of a text-based interface login! 

password screen of the present invention. 
FIG. 29 is an illustration of a text-based interface group 

screen of the present invention. 
FIG. 30 is a11other illustration of a text-based interface 

group screen of the present invention. 
FIG. 31 is another illustration of a text-based interface 

group screen of the present invention. 

5U 

4 
Appendix Contents 

ALLUSERC 
ALLUSERH 
CHANNELC 
CHANNELH 
CHANNEL HLP 
CLISTC 
CLISTH 
CLISTHLP 
EDITUSERC 
EDITUSERH 
ENTRYFRMC 
ENTRYFRMH 
ENTRYl'RM llLP 
HELPC 
nm P n 
HELPSCRC 
HELPSCRH 
LINEEDITC 
LINEEDITH 
LISTC 
LISTH 
LOGIN HLP 
MAINC 
MAKEFH.E 
MESSAGEC 
MESSAGEH 
MODERATHLP 
PRIVATEC 
PRIVATEH 
PRIVATE HLP 
SOCKIOC 
SOCKIOH 
STRC 
STRH 
UC:CT.lENT 
USERC 
USERH 
WINDOWC 
WINDOWH 
Note that the appendix includes code for two different 

embodiments: a Tellnel embodiment and a JAVA embodi
ment. Documentation and error messages, help files. log files, 
are also included in the appendix. While platform controlled 
embodiments are within lhe scope of lhe invention, il is par
ticularly advantageous to have a platform independent 
embodiment, i.e., an embodiment that is byte code compiled. 

Referring now to FIG. 1, the overall functioning of a com-
puterized human commtmication arbitrating and distributing 
System1 of the present invention is shown with odd numbers 
designating hardware or programmed hardware, and even 
numbers designating computer progran1logic and data flow. 

FIG. 32 is an illustration of a text-based interface private 
message screen of the present invention. 

FIG. 33 is another illustration of a text-based interface 
private message screen of the present invention. 

55 The Syslem1 includes a digital Controller Computer 3, such 
as an Internet service provider-type computer. The Controller 
Computer 3 is operating with an operating system. 

FIG. 34 is another illustration of a text -based interface 
group with moderator screen of the present invention. 

VI. DETAILED DESCRIPTION OF THE 
DRAWINGS 

ln providing a detailed description of a preferred embodi
ment of lhe present invention, reference is made lo an appen
dix hereto, including the following items. 

System 1 also includes a plurality of digital Participator 
Computers 5, each of which may be an IBM-compatible 

60 personal computer with a processor and a DOS operating 
system. Each of the Participator Computers 5 includes an 
Input Device 7 for receiving hun1an-input information from a 
respective human user. T11e Input Device 7 cm1 be, for 
exmnple, a keyboard, mouse or the like. Each of the Partici-

o5 pator Computers 5 also includes an Output Device 9 for 
presenting infonnalion lo the respective user. The Oulpul 
Device 9 can be a monitor, printer (such as a dot-matrix or 
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laser printer), or preferably both are used. Each of the Partici
pator Computers 5 also includes a Memory 11, such as a disk 
storage means. 

The System 1 includes a Connection 13 located between, 
so as to link, the Controller Computer 3 with each of the 
Participator Comput'"rs 5. Th'" Conn'"ction 13 can b'" an Inter
net or more particularly. a World Wide Web connection. 

6 
LEAVE, STATUS, SETCHAN API instmctions. Block 34 
exmnines member list maintenance instructions, accessing 
Block 36 to check permissions, list users, and change 
attributes. Note the exploded window 38 shows a display of 
member intormation including a user's name, personal infor
mation, and attributes/properties/permissions (operations 
involving the subsequently discussed tokens), i.e., stored per 
channel attributes under each member. rn any case, confimla
tion or denial of access is collllllunicated via Block 40 for 

TI1e Controller Computer 3 is running and under the con
trol of Controller Software 2, which directs the Controller 
Computer 3 to arbitrate in accordance with predefined rules 
including a user identity, which ones of the Participator Com
puters 5 can interact in one of a plurality of groups through the 
Controller Computer 3 and to distribute real time data to the 
respective ones of the groups. 

10 multiplexing return of status messages to a target object. 

The Participator Computers 5 are each mnning and under 15 

the control of Participator Software 4, which directs each of 
th'" Participator Comput'"rs 5 to hand!'" a us'"r Int'"rfac'" 6 
permitting one said user to send a multimedia information 
Message 8 to the Controller Computer 3, which arbitrates 
which of the Participator Computers 5 receives the multime- 20 

dia infonnation Message 8 and which conveys the multime
dia information Message 8 to the selected participator com
puters 5 to present the multimedia information Message 8 to 
the respective user. 

Th'" pr'"s'"nt inv'"ntion compr'"h'"nds collllllunicating all 25 

electrically collllllunicable multimedia information as Mes
sage 8, by such means as pointers, tor example, URr ,s. URr .s 
can point to pre-stored audio and video connnunications, 
which the Controller Computer 3 can fetch and collllllunicate 

From the portion of Block 10, the logic flows to Block 42 
for MESSAGE and MODMSG API instmctions. Block 42 
tests which of the two instmctions were received, and for 
MODMSG, the logic flows to Block 44, which tests whether 
the user is a moderator. If the user is not a moderator, the logic 
flows to Block 46, which sends a denial message through 
Block 40. If, however, th'" in Block 44 the user is a moderator, 
the logic flows to Block 48 for a repeat to all list members who 
are permitted to see the message, via Block 40. 

Returning to Block 42, if MESSAGE is detected, the logic 
flows to Block 50, which tests whether a user has post per
mission. If the user has post pennission, the logic flows to 
Block 48, etc. If the user does not have post permission, the 
logic flows to Block 52 to forward the message to moderators 
for approval, via Block 40. 

Additionally, the logic flows from Block 10 to Block 54 for 
a URr. APr instruction. Rlock 54 tests whether the user has 
graphical multimedia communication privileges, and if not, 
the logic flows via Block 56, which sends a denial message 

to the Participator Computers 5. 30 via Block 40. Otherwise, if the user does have graphical 
multimedia communications privileges in Block 54, Block 58 
sends graphical multimedia information to all approved users 
via Block 40. 

Turning now to FIG. 2, there is shown a collllllunications 
overview of the present invention. Beginning with the Con
troller Computer Software 2, reference is made to Block 10, 
which illustrates demultiplexing and multiplexing operations 
carried out by message type on Al'l messages of all types. 35 

Block 10 links to Block 12, which is illustrativ'" of channel 
A .... Block 10 also links to Block 14, which illustrates 
handling private message A. Rlock 10 also links to Block 16, 
illustrative of handling out-of-band media. Block 10 addi
tionally links to Block 18, which illustrates asynchronous 40 

status messages. 

Turning now to FIG. 4. central controller loop colllllluni
cations is illustrated. Forthe data on central poll point 58 (see 
Appendix POLL_POINT), a "do" loop begins at Block 60 for 
each com1ection. Block 62 tests whether bytes are available 
on the data stream. rfthey are, the bytes are added to user 
space FIFO per connection at Block 64, leading to Block 66, 
which tests whether there are m1y more connections. Note that 
in FIG. 4, ifthere are no more bytes available in Block 62, the 
logic skips to Block 66, a11d if Block 66 is not finished with all 
connections, the loop returns to Block 62. When all connec
tions hav'" been completed in Block 62, the logic flows to 

Multiple connections between the controller computer 3 
and a plurality of participator computers 5 permit colllllluni
cation impl'"m'"nt'"d via th'" int'"rplay of controll'"r software 2 
and participator software 4. With particular regard to the 
participator software 4 illustrated in PIG. 2, mock 20 is 
illustrative of demultiplexing and multiplexing operations 
carried out by message type on API messages of all types. 
Block 20 links to Block 22, which is illustrative of channel 
A .... Block 20 also links to Block 24, which illustrates 
handling private message A. Block 20 also links to Block 26, 
illustrative of handling out-of-band media via Block 28, 
which is illustrative of a Web browser or auxiliary computer 
program. Block 20 also links to Block 30, which illustrates 
asynchronous status m'"ssage handling via Block 32, illustra
tive of user interface objects windows and screens. 

45 Block 68. which looks for an available complete data instmc
tion tor any connection by extracting packets byte-wise from 
the FIFO. Th'"reafter, Block 70 tests wheth'"r th'"re is a com
plete response available from the participator computer. If the 
response is complete, the logic flows to Block 72 which, using 

su a collllllaJ1d type, demultiplexes into an appropriate object 
(output FIFOs may be filled here for any connection). The 
logic from Block 72 joins the "no" branch from Block 70 at 
Block 74, which enables tmblocking for writing connections 
for only connections with data available to write, looping 

55 back to Block 58. 

De/multiplexing via APr provides a "virtual connection" 
between Chmmel, Private Message, and Multimedia objects 
in the controller computer 3 and each participator computer 5. 
An altemate architecture is to allow for a separate connection 60 

between each object so that multiplexing/demultiplexing is 
not necessary a11d each object handles its own connection. 
This would influence system performm1ce, however. 

Turning now to FIG. 3, a data and connnunications depen
dency diagram controller group channel structure is illus- o5 
!rated. B'"ginning from what is d'"signated as a portion of 
Block 10 the logic flows to Block 34 to consider JOIN, 

FIG. 5 shows a client chmmel data structure a11d informa
tion tlow diagram. From a message that is demultiplexed by 
message type, there are six possibilities: ERROR MES
SAGE, MESSAGE STATUS, JOINCHANNEL, 
LEAVECHANNEL, m1d MODMSG. ERROR MESSAGE is 
collllllunicated to Block 76, where the error message is dis
played to the transcript in the transcript area of Block 80. 
MESSAGE is connnw1icated to Block 78 where the message 
is illllllediately added to the transcript in transcript area 78. 
STATIJS is communicated to mock 82 to update user data 
structure; JOIN CHANNEL is connnunicated to Block 84 to 
remove a user from the member list and display the change; 
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and LEAVECHANNEL is communicated to Block 86. From 
Block82, Block 84, and Block 88, the logic flows to Block88, 
which includes a member list, a member identifier, known 
attributes/permissions/properties, and personal inforn1ation. 
From Block 88, the logic proceeds to Block 90, a member list 
area, ami on lo Block 92 lo compose a reyuesl lo change a 
member attribute. This "SETCHAN request is then commu
nicated to Rlock 94, which is the multiplexer leading to the 
controller computer connection. 

MODMSG is communicated to Block 96, which sends the 10 

message to the moderation area of Block 98, and then to 
Block 100 to resubmit a member message as approved, 
thereby conveying a MODMSG request to Block 94. 

Note that a response is prepared in the response area of 
Block 102. If the response is a standard message, it is con- 15 

veyed to Block 104 to compose the response into a controller 
message, thereby sending a MESSAGE reyuesllo box 94. If, 
however, the message is a graphical information submission, 
the logic flows from Block 102 to Block 106 to compose the 
graphical information submission into a controller message, 20 

thereby sending a URL request to Block 94. 
FIG. 6 is a participator software out-of-band multimedia 

information flow diagram, which begins with Block 26, the 
multimedia type patch point. Block 26 leads to Block 102, 
which lesls whether there is an internally handlable multime- 25 

dia type. If not, Block 104looks up a suitable agent for data 
type presentation, which leads to Rlock 106, which tests 
whether an agent was found. If not, Block 108 reports loca
tion of data to the user for future referencing. If the agent is 
found in Block 106, the logic flows to Block 110, which 30 

invokes the agent with a data reference to present the data. 
If the multimedia type is internally handlable from Block 

102, the logic flows to Block 112, which tests whether this is 
a member associated image. If it is a member associated 
image, Block 114 displays the image next to member identity 35 

information, and if it is nul, the logic flows lo Block 116, 
which tests if this is a member public data reference (e.g., a 
URT,). Tf a URT. is detected at Rlock 116, Rlock 118 invokes 
an external data type viewer only on demand of the operator 
of the participator software, and otherwise Block 120 stores 40 

the reference for nJture use by the operator of the participator 
software. or treats the reference as an externally handled 
multimedia type (at the user's option). 

8 
programs to access, thereby affording information to other
wise independent computer systems. ln the database, the 
storage of tokens can be by user, group, and content, and 
distribution controls can also be placed on the user's tokens as 
well as the database. 

Each token is used to control the ability of a user to gain 
access to other tokens in a token hierarchy arbitration process. 
The arbitration also includes controlling a user's ability to 
moderate communications involving a group or subgroup of 
the participator computers 5. Once in a group, temporary 
tokens arc assigned for priority to modcratc/submodcratc 
groups (a group is sometimes known as a channel in multi
plexing terminology). 

Accordingly, tokens are used by the controller computer 5 
to control a user's group priority and moderation privileges, 
as well as controlling who joins the group, who leaves the 
group, and the visihility of members in the group. Visibility 
refers to whether a user is allowed to know another user is in 
the chat group. 

Tokens are also used to permit a user's control of identity, 
and in priority contests between 2 users, for example, a chal
lenge as to whether a first user can see a second user. 

Censorship, which broadly encompasses control of what is 
said in a group, is also arbitrated by means of the tokens. 
Censorship can control of access to system 1 by identity ofthe 
user, which is associated with the user's tokens. Ry checking 
the tokens, a user's access can be controlled per group, as well 
as in giving group priority, moderation privileges, etc. 

Censorship also can use the tokens tor real time control of 
data (ascii, text, video, audio) from and to users, as well as 
control over multimedia URLs-quantity, type, and subject 

\Vith regard to controlling communications in a group 
(which is in essence a collection of user identities), control 
extends to seeing messages, seeing the user, regulating the 
size of the connnunicalion, as well as the ability lo see and 
write to a specific user. Control further extends to the ability 
to send multimedia messages. 

Note that tokens for members in group can involve mul
tiples formed in real time, say, within the span of a conversa
tion. For example, for private communication, tokens are 
immediately formed to define a group of2 users. Hierarchical 
groups within groups can also be formed, with each inheriting 
the properties of the group before it. Thus, a subgroup can 
include up to all members or more by adding any surplus to 
the tormer group. 

With further regard lo the controller computer 3, e.g., a 
server, information is controlled for distribution to the user 
interfaces at selected ones of the participator computers 5. 

With further regard lo the manner of interaction between 
the controller computer 3 and the participator computers 5, 45 

and their respective computer programs 2 and 4, includes a 
moderation capability that is controlled, or arbitrated, pursu
ant to system 1 recognizing user identity. Note that using the 
user identity tor moderation pmposes is a use additional to the 
use of the user identity for security purposes. 

One embodiment of the present invention is to bring chat 
capability to the intemet and World Wide Web. However, 
another embodiment involves non-internet relay chat. In 
either embodiment System 1 is state driven such that syn
chronous and asynchronous messages can be communicated. 55 

For an asynchronous notification, each message is sent 
through the system 1 (APT), which updates the infom1ation on 
the output device of the participator computers 5. For a syn
chronous notification, a participator computer 5 must inter
rogate the system 1 for a message. 

su The controller computer program, in one embodiment, can be 
a resident program interface (such as a JAV.A application). 
There can be a token editor object (window/tear down, etc.) 
per group, private communication, user, channel listings, user 

With regard to the arbitrating of the controller computer 3 
is directed by the controller computer program 2 to use "iden
tity tokens", which are pieces of information associated with 
user identity. The pieces of information are stored in memory 

60 

11 in a control computer datahase, along with personal in tor- o5 
malion about the user, such as the user's age. The control 
computer database serves as a repository of tokens for other 

listings, etc. Each can link up in a token hierarchy for arbi
tration control. 

The controller computer 5, by means of the controller 
computer program 2, keeps track of states and asynchronous 
messages as well as generating a synchronous message as a 
user logs in or interrogates system 1. 

\Vith regard to multimedia information messages 8, such 
messages are of independent data types, e.g., audio/video 
data types. The content of the message (e.g., a URL) permits 
the System 1 to automatically determine the handling of the 
message: either the Controller Computer 3 passes the content 
of Message 8 directly, or the Controller Computer 3 deter
mines from the Message 8 how to find the content, say via 
Netscape. Accordingly, Message 8 can communicate video 
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and sound (or other multimedia, e.g., a URL) to users, subject 
only to the server arbitration controls over what can be sent. 

Turning now to an illustration of using the invention, the 
session starts with verifYing the user's identity (at FIG. 7). 
The login/password screen is shown, and the user enters 
his/her assigned login/password combination and clicks the 
"Login To Chat" button. If the password was entered cor
rectly, a confirmation box appears on the screen. 

Then the chmmellist area is shown at FIG. 8. The Channel 
List area is a window which shows a list of all of the groups 
currently on the server in active communication. Because no 
one is yet connected in this example, there are no groups 
currently available on the screen. 

To create a new group, the "New Channel" option is 
selected ±rom a pull-downmenu (at l'lG. 9). 'lhe name of the 
channel is entered by the input device 7. 

lfthe user has permission (this one does), a new channel is 
created for the group (at FIG.10). The window that displays 
the chmmel area has three regions: the bottom region, where 
responses are entered; the largest region, where a transcript of 
the communication is followed; m1d the rightmost region, 
which lists the group's current members. This list is continu
ously updated with asynchronously generated status mes
sages received immediately when a new member joins the 
group. Only "DMARKS" is currently in this group. The 
''MWU" is the properties currently associated with 
DMARKS-the ability to moderate, write to the channel, and 
send multimedia messages. 

Anew member has joined the channel, and the member list 
status area is updated right away (at PlG. 11 ). This new 
member has a login of "ME." 

The user DMARKS now types "hello there" into the 
response area and presses RETURN (at FIG. 12). This mes
sage is passed to the controller computer 5, which sends the 
message to all cham1el members, i.e., those using participator 
computers 5, including DMARKS. 

The user ME now sends a message to the controller: "hi 
there" (at FIG. 13). Tllis message is also senllo all members 
by the controller computer 5. Now user DMARKS clicks 
(using input device 7, a mouse) on the name oflhe user"ME" 
in the member list window. The participator software 4 will 
now create a private message window, so that the users ME 
and lJI'vlARKS can exchange private messages. Private mes
sages are only sent to the intended recipient by the controller, 
and no one else. 

A private message window appears in response to 
DMARKS's request to open private communications with 
ME (at FIG. 14). Now DMARKS types a message into the 
private message window's response area to ME: "this mes
sage is seen only by the user ME." When complete, the 
participator software 4 will forward this message to the con
troller computer 3. 

In response, the user ME has entered "This is the private 
message response that is only seen by the user DMARKS," 
which has been forwarded to user DMARKS (at FIG. 15). 
This message is displayed immediately on lJMARKS's win
dow. 

DMARKS now returns to the channel window for the 
group 'TESTCHANNEL" (at FIG. 16). To modify the per
mission attributes associated with user MF on the channel 
TEST CHANNEL, DMARKS (who is a moderator of the 
channel), clicks on the user ME in the member list to select 
ME, pulls down the Moderator menu, and selects "Toggle 
Moderator." This removes the moderator privileges from ME. 

10 
As a result of the attribute revocation, the "M" has disap

peared from next to ME's name in the member list (at l·'lG. 
17), indicating that the property is no longer associated with 
the user ME. 

Now DMARKS returns to the Channel List window (at 
FIG. 18). DMARKS wishes to ndly moderate the contents of 
the channel TESTCHANNEL, censoring all unwanted com
munications to the channel. Dl'vlARKS retums to the channel 
list, and selects the channel TESTCHANNEL by clicking on 

10 its name in the channel list. 
Now DMARKS selects the "Toggle All Posting" option in 

the Maintenance pull-down menu (at FIG. 19). This will tum 
off the channel property "posting," (or sending communica-

15 tions to the channel without moderator approval) which will 
be indicated by the removal of the letter "P" ±rom next to the 
nmne TESTCHANNEL (at FIG. 20). 

Now the letter "P" is removed trom after the name 
TESTCHANNEL in the Channel List window (at FIG. 21), 

20 indicating that tllis cham1el is now moderated and will only 
have free posting ability by designated members. 

Now, type user ME (who is also on channel TESTCHAN
NEL) wishes to send communications: "this will not be writ
ten directly to the channel" (at FIG. 22). The controller, 

25 ins lead of sending it immediate! y lo the cham1ello be seen by 
all members, will instead forward the message to the mod
erators tor approval. The moderator, DMARKS, will then see 
the message on the Moderation Window, which provides a 
preview of any messages to be sent. To approve a message for 

30 general vie\ving, DMARKS now clicks on the message. 
Now that Dl'vlARKS has clicked directly on the message, it 

is displayed inside the group's Channel window for all mem
bers to see (at FIG. 23). 

DMARKS now wishes to send a graphical multimedia 
35 message. This implementation sends graphical multimedia 

images by allowing a chmmel member lo specify an Intemel 
URL of a graphical multimedia resource to be presented to the 
group members. ln this example, DMARKS wishes to send 
the URL "http://www.ais.net" (corresponding to the World 

40 Wide Web home page of American Information Systems, 
Inc.) to the chmmel members. DMARKS enters the URL into 
the response window, and selects "Send URL" from the Mod
erator pull-down menu (at FIG. 24). 

The controller computer 5 now passes the URL lo the 
45 channel members. This participator software 4 perfom1s two 

actions in response to the graphical multimedia display 
request. The frrsl is lo put the name of the URL onto the 
transcript of the group's channel, so that it can be read by 
group members. The second response is to have the partici-

5U pator software show the data associated with the graphical 
multimedia message in a human interpretable way (at FIG. 
25). To do this, the participator software 6 either uses built in 
rules to decide how the graphical multimedia data is to be 
presented, or locates another program suitable to present the 

55 data. In this case, the software 6 is utilizing Nelscape Navi
gatorD, a program for displaying graphical multimedia docu
ments specified by a URl. (at FlG. 26). Inside the Navigator 
window, the graphical multimedia content, the home page of 
AIS, is shown. 

60 Finally, DMARKS wishes to manually modifY the attribute 
tokens associated with the user (at FIG. 27). The user invokes 
the Property Editor dialog, which allows the user to view and 
change the tokens associated with a user. A property of a 
given user is determined by the Identifier and Property nmnes. 

o5 An old value of the property is shown, and a token value can 
be changed in the "New Value" field. With this property 
editor, a user with sufficient permissions (tokens) can chm1ge 
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any of the tokens or security parameters of any user, or a 
user's ability to change security parmneters can be restricted. 

To start with an alternate embodiment using a text -based 
interface, a user is presented by the login/password screen (at 
FIG. 28). This screen is where a user enters the information 
lhal proves hisl11er idenlily. The user must now euler his/her 
login and password to identifY themselves. 

After the user has been identified by the controller the 
Chmmel List screen appears (at FIG. 29). The names of chan
nels and their associated properties are shown on this screen. 
By using the arrow keys and highlighting the desired channel, 
ME may enter any publicly joinable group. Currently, there is 
only one group TESTCHANNEL, which ME will join. 

Now the screen for the channel TES TCHANNEL appears 

12 
POWER QUALITY BRIAN: no way, new subject 
POWER QUALITY BRIAN: just a sec, andy 
POWERQUALITY BRIAN: No banning on this channel, 
Jolm is back on 
POW ERQUAUTY TKEY: ieee 519limits the harmonic cur
rent a customer can injecl back into lhe pee and limillhe vlhd 
the utility provides at the PCC 
POWERQUAT.TTY .TOHNMUNG: thanks guys, tor unhan
ning me-i've been thrown out of better places than tllis! 

10 POWER QUALITY BRIAN: New subject ... now .... 
POWERQUALITY BRIAN: good one john ... :) 
POWERQUALITY MSTEARS: For critical facilities dual 
feeds or other backup capability need to be economically 
evaluated to keep the facility in operation 

15 POWER QUALITY SAM: John, I remember that club very 
well 

(at FIG. 29). The screen is split into four regions. The bottom 
left region is the response line, where messages users wish to 
euler appear. The upper lefl region is lhe lranscripl area where 
the communications of the group's channel appear as they 
occur. The upper right region is the Member List region, 
where a continuously updated list of members' nmnes appear, 20 

with their attributes. 

POWERQUALITY JOHNMUNG: question: please com
ment on frequency of complaints involving spikes, sags or 
harmmlics 
POWER QUALITY WARD: Problems caused by sags is the 
main complaint. 

A message appears in the transcript area. The controller has 
forwarded a message to the group from DMARKS, "hello 
there"(at FIG. 31), which is seen by allmembersofthe group, 
including ME. Now ME will respond, by entering "hi lhere" 
into the response area. 

When ME is finished entering his response, the participator 
software forwards the response to the controller, which sends 
it to the members of the channel. In the transcript area, the 
participator software notifies the user that it has received a 
private message from DMARKS, which is waiting inside the 
private message screen. To see the private message, ME 
presses the private message screen hot key. 

A private message screen appears (at FIG. 32), and the 
private message from D MARKS is at the bottom of the tran
scripl area. Now lo reply, ME lypes his response inlo the 
response area. 

Now ME will return to the screen tor the channel 
TES TCHANNEL. The member list area has changed because 
DMARKS has revoked ME's moderator permission. ME is 
no longer pennitted to see the permissions of other users, so 
this information has been removed from his display (at FIG. 
33 ). The only information he can see now is who is moderator 
(al FIG. 34). A"*" nexllo lhe identifier of a member of the 
group indicates the member is a moderator of the group. ME 
is no longer a moderator, and therefore a"*" does not appear 
lhe identifier ME. 

To furthere exemplify the use of the present invention, the 
following is a transcript of conununications produced in 
accordance herewith. 
POWER QUALITY JOHNMUNG: unclear about meaning of 
"first contingency" 
POWER QUALITY SAM: mike, that is correct on IEEE 519 
POWER QUALITY SKLEIN: In assessing network security 
(against oulage) lhe frrsl contingencies are tested lo see how 
the power system should be reconfigured to avoid getting a 
second contingency and cascading into an outage. 
POWER QUALITY MSTEARS: These outages point out the 
need for reliability as part of the overall customer picture of 
PQ 
POWER QUALITY BRIAN: Hi Jennifer, hit crt-p for private 
message 
POWERQUALITY SKLEIN: In simpler terms, a single point 
failure shouldn't crash the system. 
POWPRQUATJTY SKT,ETN: Are we all chatted out? 
POWERQUALITY ANDYV: brian, johnnmng has been 
banned!!! why? 

POWERQUALITY BRIAN: 'Wl1at subject does anyone want 
to see the next chat 
POWERQUALITY WARD: Surges is probably next; har-

25 monies really don'l cause lhal many problems, although lhey 
are certainly there. 
POWER QUAT .TTY ANDYV: what is the solution ward? 
POWER QUALITY TKEY: Agree they are the most frequent 
(sags) and the panel session on the cost of voltage sags at PES 

30 drew 110 people 
POWERQUALITY SAM: harmonics tend to be an interior 
problem within a facility, rather than on the distribution sys
tem 
POWER QUALITY WARD: The best solution is making the 

35 equipment less susceptible to sags. This requires working 
wilh the manufacturers. 
POWER QUALITY ANDYV: won't that cost more 
POWERQUAT.TTY MSTEARS: The complaint of surges 
covers many things in the customers eyes sags have become a 

40 real problem because they are harder to resolve 
POWERQUALITY GRAVELY: John-The latest EPRI 
results confirms the 90+% of the time SGS are the problem 
and short term ones. 
POWERQUALITY WINDSONG: 'Wllal is lhe lopic for lhe 

45 25?? 
POWER QUAT .TTY WARD: Each problem can he dealt with 
as il occurs, butlhe linle involved gels very expensive. 
POWERQUALITY JOHNMUNG: making equipment less 
SlJsceptible causes legal problems tor manufacturers-as each 

5U improvement can be cited by component as example ofmal
fcasancc 
POWERQUALITY WARD: A.ndyV: The cost to the manu
facturer increases. The overall cost to everyone involved 
decreases. 

55 POWERQUALITYTKEY: cuslomerpays any way you cul il, 
if the eqpt is more immune customers pay only once instead 
of every time the process tails 
POWERQUALITY BRIAN: The topic is regarding Power 
Quality 

60 POWERQUALITY BRIAN: This chat is available for every
one 24 hours a day 
POWER QUALITY ANDYV: ddorr>>will the manufacturer 
spend more to produce a better product 
POWER QUALITY WARD: And as Tom says, the cost to the 

o5 customer is tar less. 
POWER QUALITY BRIAN: This chat will be functioning 24 
hrs/day 
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POWER QUALITY BRIAN: please usae it 
POW!_iRQUALITY URIAN: 'lbe next panel discussion is 
November 15th 
POWERQUALITY WARD: Andy, that's where standards 
come in. 
POWERQUALITY SKLEIN: Is the customer capable of 
resolving the fingerpointing among the manufacturers and 
utilities? 
POWERQUALITY DDORR: andy, only if the end users 
create a market for pq compatible eqpt by demanding bel!er 
products 
POWERQUALITY MSTEARS: The manufacturers prob
lems in including fixes is being competative with some who 
doesn't provide the fix 
POW!_iRQUALITY ANIJYY: how will we educate the gen
eral consumer? 
POWPRQUALTTY GRAVPTY: Ts itpossibleto have a basic 
theme topic or some core questions for 15 November chat? 
POWERQUALITY WARD: Stan, the customer cmmot be 
expected to resolve the fingerpointing, The manufacturers 
and utilities need to work together 
POWERQUALITY AND\'V: about power quality and reli
ability? 
POWER QUALITY SKLEIN: If electric power is going to be 
treated as a fLmgible conm10dity, there has to be a definition. 
Like, everyone knows what number 2 heating oil is. 
POWER QUALITY SAM: Ideally a manufacturer would not 
be able to compete if they don't add the protective function in 
their products, but alot more public education is required 
before we get to this point. 
POWERQUALITY WARD: Andy, there are many ways to 
educate the customers, but they require a lot of contact 
between the utility and the customers. The Western Resources 
Power Teclmology Center in Wichita is doing it, just as an 
exmnple. 
POWERQUALITY DDORR: standard power vs premium 
power is one solution as is std qpt vs Pq compatible eqpt 
POWERQUALITY SKLEIN: I want to buy number2 electric 
power and to be able to check the nameplates of my appli
ances to be sure they can tah it. Just like I buy regular 
gasoline. 
POWER QUALITY MSTEARS: Sam-I agree, that is partly 
the utilities responsibility since we serve the customers 
POWER QUALITY BBOYER: What differentiates number 2 
from number 1? 
POWER QUALITY SKLEIN: I used the analogy of number 2 
heating oil. I don't know what number 1 heating oil is. 
POWER QUALITY DDORR: Number two has cap switching 
and all the nom1al utility operational events while number one 
is much better 
POWERQUALITY SKLEIN: Perhaps we cm1just say regu-

14 
POWERQUALITY SKLEIN: You can't have a commodity 
product with all the variation in specifications we have been 
discussing. It has to be regular, premium, m1d super premium 
or it won't work. 

s l'OWERQUALITY JOHNMUNG: 1om as a former manu
facturer i sympathize-your work at PEAC is invaluable but 
anecdotal knowledge from utility people on the firing line is 
equally important 
POWER QUALITY TKEY: Super premium, does that mean a 

10 UPS? 
POWERQUALITY AND\'V: how do you stop a facility from 
affecting you super-premium power? 
POWER QUALITY TKEY: John, Good Point 
POWERQUALITY SAM: Tkey, a ups, local generation or 

15 redundant service 
l'OWERQUALITY SKLElN: 'Ibis is what lmeant earlier by 
electricity being a non-virtualizable service. You can't mah 
each customer see the power system as though they had their 
own dedicated generating plant. 

2u POWER QUALITY BRIAN: THE CHAT CHANNEL WILL 
BE OPEN 24/HRS/DAY 7 DAYS A WEEK POWERQUAL
ITY TKEY: I must sign out for about 5 minutes but I'll be 
back 
POWER QUALITY BRIAN: OK TOM 

2s POWER QUALITY MSTEARS: PQ for facilities need to be 
done with a system perspective to get the right resolution 
POWERQUAT.TTY RROYER: Andy's question is still rel
evant-how do stop a facility from downgrading utility ser
vice to other customers? 

30 POWERQUALITY BRIAN: MIKE»LETS SWITCH 
BACK TO RETAIL WHEELING 
POWER QUALITY WARD: You work with that customer to 
do whatever is needed to correct their disturbances. 
POWER QUALITY BBOYER: Be more specific 

35 l'OWERQUALITY MSTEARS: interaction bet\veen facili
ties can be evaluated and designed for 
POWERQUALITY JOHNMUNG: as a key to hardening it 
helps to identity the most sensitive circuits, i.e. microproces
sor logic, test for vulnerability under common surges, sags, 

40 rfi, and then notify users that their equipment contains these 
subsystems-for a start 
POWER QUALITY BRIAN: hi DOUG 
POWERQUALITY GRAVELY: Brian: Are you saving this 
session as a file? Can we get a list of chat session participants? 

45 POWER QUALITY BRIAN: s, we may 
POWERQUAT.TTY DMARKS: gravely: hit TAn and use the 
arrow keys to page through the list of participants 
POWERQUALITY SKLEIN: Will the session be available 
tor downloading? 

su POWER QUALITY BRIAN: yes, Mike we will publish in PQ 
Magazine 
POWERQUALITY WARD Part of the agreement for high 
quality power should be that the customer receiving the power 

lar vs high test. 
55 

POWER QUALITY SAM: mih, yes a joint dfort between 
the utility, manufacturer and standards juristictions is a goal 
for utilicorp as we move forward with offering from our 
strategic marketing partuers, and bring l'Q technologies to the 
public 

will not disturb the utility system. 
POWERQUALITYBRIAN: ifjohnle!'s us .... 
POWERQUALITY GRAVELY: I tried that, however, net-

POW I q{QlJAI JTY TKI •:V: We are finding that many mfgrs 
want to produce pq compatible equipment, but they have no 
clue as to what to test tor 
POWERQUALITY ANDYV: Tom»will the IEC standards 
help? 
POWER QUALITY TKEY: Its up to the utility to help define 
normal events IEC will take time 

cmiser has a software problem and T cannot see all of the 
nmnes. 
POWER QUALITY SAM: most utilities mles and regulations 

60 already require that a customer not put m1ything back out on 
the utility system 
POWERQUALITY BRIAN: MIKE G.»WE WILL PUB
LISH THIS IN PQ MAG NEXT MONTH IF ASNDY LETS 
us 

o5 POWER QUAT .TTY nRTAN: TTOW AnOUT TT ANDY? 
POWER QUALITY ANDYV: ok 
POWER QUALITY BRIAN: COOL 
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POWER QUALITY WARD: Standards will have to be set for 
what constitutes a disturbance, and then the utility should 
work with customers, install filters, etc., to be sure they stay 
within the mles. 
POWER QUALITY BRIAN: THANKS ANDY 
POWERQUALITY ANDYV: a meeting review or a smnmary 
of events 
POWERQUALITY GRAVELY: It would be good to take a 
few minutes to recommend how the 15 November session 
could be more effective. 
POWER QUALITY BRIAN: A S1'NAPSE OF THIS CHAT 
WILL BE IN NEXT MONTHS PQ Mli.G 
l'OWJ:iRQUALITY WlNIJSONG: 
POWER QUALITY SKLEIN: I don't get PQ mag. Will it be 
on the Net'! 
POWERQUALITY BRIAN: STAN SIGN UP FOR IT ON 
OUR TlOME PAGE 
POWER QUALITY DOUGC: the transcript of this confer
ence will be available on the EnergyOne pages. 
POWER QUALITY BRIAN: YOU CAN SIGN UP ON LINE 
POWERQUALITY BRIAN: HTTP://WWW.UTILICORP
.COM 
POWERQUALITY WINDSONG: Good connnent Gravely 
Comments from the users would be greatly appreciated!! 
POWERQUALITY SAM: PQ magazine is available online 
on the UCU internet bulletin hoard, http://W\vw.utilicorp.com 
POWER QUALITY ANDYV: or link from powerquality.com 
POWER QUALITY BRIAN: YOU CAN GET A FREE MAG 
SUBSCRIPTION FROM 
UTILI CORP'S HOME PAGE 
POWERQUALITY SKLEIN: Thanks 
POWERQUALITY BRIAN: ALSO, THERE IS A PQ 
FORUM ON OUR HOME PAGE 
l'OWJ:iRQUALITY JOHNMUNG: tor November 15 shall 
we pick five key topics? suggest health care, energy stomge 
rfi!emc as a few topics-also new gas turbine 25 kw generator 
just announce today-just some suggestions 
POWERQUALITY BRIAN: GOOD SUGGESTION JOHN 
POWERQUALITY ANDYV: lets develop an outline of top
ics for next time. 
POWER QUALITY BRIAN: OK 
POWERQUALITY GRAVELY: One suggestion for 15 
November-Have participants place a list of desired topics 
on your other chat box and prioritize by interest level. 
POWERQUALTTY SKLEIN: flow about deregulation and 
retail wheeling. 
POWERQUALITY BRIAN: COMMENTS SHOULD BE 
SENT TO ME BY EMAIL 
POWERQUALITY BRIAN: 
BSPENCER@UTILICORP.COM 
POWERQUALITY BRIAN: 15 minutes remaining 
POWERQUALITY ANDYZYREK: Let's discuss the new 
standard IEEE 1159. 
POWER QUALITY ANDYV: may be we could generate an 
online questionaire to see what people are needing discussed. 
POWFRQUALTTY BRIAN: hut the chat is available tor 24 
hrs/day 7 days a week 
POWER QUALITY ANDYV: what does IEEE1159 address? 
POWERQUALITY BRIAN: Please send all suggestion to me 
for our next chat 
POWER QUALITY BRIAN: Bobbin is not banned now 
POWERQUALITY BRIAN my fault 
POWERQUALITY ANDYZYREK: New PQ measuring 
techniques. We have not received our issue yet. 
POWER QUALITY ANDYV: You should have it my now. 
POWER QUALITY BRIAN: Bobbin is not banned anymore 

16 
POWER QUALITY ANDYV: you can e-mail me or john at: 
cditors@powcrquality.com 
POWERQUALITY BRIAN: is two hours right for this fea
ture 

s l'OWJ:iRQUALITY JOHNMUNG: do i understand that 
many programmable logic controllers can be hardened by 
addition of simple CVT like a sola? 
POWER QUAI .TTY ANDYZYREK: Yes, hut it is being deliv
ered by snail mail. 

10 POWER QUALITY ANDYV: no 2nd class 
POWERQUALITY BRIAN: 15 minutes to go 
POWER QUALITY ANDYV: Please e-mail me you complete 
name and address and I will mail you one today 1st class ... 
now is that service or what? 

15 POWERQUALITY BRIAN: Is two hours long enough for 
this chat'! 
POWER QUALITY TKEY: Im back 
POWER QUALITY WARD: Brian, I think two hours is about 
right. 

2u POWER QUALITY BRIAN: hi tom 
POWER QUALITY BRIAN: good .... 
POWERQUALITY ANDYV: yes I agree 2 hrs 
POWER QUALITY BRIAN: anyone else 
POWER QUALITY ANDYV: it the time of day correct? 

2s POWER QUALITY BRIAN: questions now .... 
POWER QUALITY SKLEIN: The topic foremost in my mind 
right now is what to eat tor lunch. I enjoyed the discussion, 
which I understand has been historic in some sense. But I 
think I will sign off now and go eat. 

30 POWERQUALITY SAlVI: 2 homs seems to work very well 
POWER QUALITY DANIELH: time of day is good 
POWER QUALITY BILLMANN: 2 hrs is fine 
POWERQUALITY MSTEARS: Two hours work well, the 
middle of the day allows east and west coast to be involved 

35 POW ERQUALITY BRIAN: good, Will everyone be back for 
the next chat 
POWERQUALITY GRAVELY: Brian, I will forward my 
recommendations on email, thanks. 
POWER QUALITY BILLMANN: yes i'll be back 

40 POWER QUALITY ANDYZYREK: Brian, would it be pos
sible to have a fonm1 published on your home page prior to 
November 15. 
POWER QUALITY BRIAN: I would like to do another chat 
before November 15th, any thoughts 

45 POWER QUALITY ANDY: U bet 
POWER QUAI .TTY SAM: I believe that this chat may set an 
allendance record for most participants during a first session 
POWER QUALITY JOHNMUNG: a parting thought-"har
monics make the music rich, they make the tone insprilmg-

5U harmonics in your power line WILL BLOW THE BUILD
INGS WIRING" tiM MUNGENAST 
POWERQUALITY BRIAN: Ymrr're all invited to return 
POWER QUALITY BRIAN: the next chat 
POWERQUALITY BRIAN: This chat feature will help set 

55 standards of how we view our industry 
POWER QUALITY WARD: For me this was two hours very 
well spent, and it was quite enjoyable. 
POWER QUALITY BRIAN: Tell a colleague about our chat 
November 15th 

60 POWERQUALITY BRIAN: Thanks Ward 
POWERQUALITY BRIAN: I would like to do this on a 
weekly basis, any thoughts yet 
POWERQUALITY GRAVELY: Jolm talk it up in Ger
many!! 

o5 POWERQUAT.TTY ANDY: I would like to thank utilicorp 
and everyone envolved. 
POWER QUALITY BRIAN: Thanks Andy for your help 
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POWERQUALITY WARD: Did this notice go out to the 
Power Globe mailing list? 
POWER QUALITY BRIAN: No, but could help us Ward with 
that 

18 
POWER QUALITY TKEY: Good session brian, ddorr and I 
will be signing off now, look forward to the next session 
POWERQUALITY DPSWOBO: Thanks for the info on the 
next session, we will get on next time 

POWER QUALITY BRIAN: Lets all get the word out about 5 

this chat 

POW ERQUALITY lJI'vlARKS: I hope everyone enjoyed this 
sesswn. 

POWER QUALITY Wi\RD: I'm on the list and will be glad to 
forward anything you wish to it. 

POWERQUALITY MSTEARS: I am logging off Thanks 
POWER QUAI .TTY SAM: 1l1is is Tony and I am watching the 

POWER QUALITY BRIAN: Please use it whenveryou wish, 
10 even schedule your own chals whenver 

action ... we made history. Great work guys. 
POWER QUALITY BRIAN: Lunch time 
POWERQUALITY BRIAN: Next chat is November 15th 

POWERQUALITY JOHNMUNG: MANY THANKS TO 
uTILICORP AND ALL INVOLVED-FROM AN OLD 
STEAM BOAfER :-) 
POWER QUALITY BRIAN: thanks ward 
POW!_iRQUALITY URIAN: lli duane 
POWER QUALITY BRIAN: This chat is officially over, but 
do stick around for foir more chatting 
POWER QUALITY BRIAN: Thanks to all, cya on November 
15th 
POWERQUALITY MSTEARS: Ward. Tom, and Jo1m I 
appreciate your participation 
POWERQUALITY BRIAN: Thanks Guys and 
Ladies!! ! ! ! ! ! ! ! ! ! 
POWERQUALITY SWPPD: WHAT IS HAPPENING ON 
NOVEMBER 15 
POWFRQUALTTY BRIAN: our next chat with a panel of 
experts 
POWER QUALITY BRIAN: topic yet to be decided 
POWERQUALITY DPSWOBO: Hi Brian, Sorry I was on 
the phone and could not respond right away. Did I get the time 
incorrectly for the chat? 
POWERQUALITY BRIAN: please send us a suggestions 
POWERQUALITY ANDY: good bye;-) 
POWERQUALITY BRIAN: Yeah, but stick around to chat 
with some friends 
POWER QUALITY BRIAN: We had a total of 50 people and 
avg of 20 people at one time 
POWERQUALITY BRIAN: Thanks everyone!!!Lunch 
Time 
POWERQUALITY BRIAN: Next Chat November 15th at 
10-12ct 
POWER QUALITY BRIAN: But this chat line is available 24 
hrs/day/7 days a week 
POWER QUALITY BRIAN: Please use it whenever 
POWPRQUALTTY GRAVPJY: Thanks to the panel and 
Ulilicorp for lhe session! 
POWERQUALITY BRIAN: Talk to your colleagues and 
friends a bout any partic11lar topic 
POWERQUALITY BRIAN: Come see our home page for 
new topics and chats 
POWERQUALITY BRIAN http//www.utilicorp.com 
POWERQUALITY BRIAN: Thanks Power Quality Assur
ance Magazine and All our panel members 
POWER QUALITY BRIAN::) 
POWERQUALITY SWPPD: MISSED THIS SESSION. 
TC:AN WE GET HARD COPY INFO? 
POWER QUALITY BRIAN: yes swwp, it will be published 
in pq mag and our home page 

POWERQUALITY BRIAN: 10-12 ct 
POWER QUALITY BRIAN: please continue to look at utili
corp's hp 

15 POWER QUALITY BRIAN: for more info 
POW ERQUALITY BRIAN: email if you have any questions 
regarding lhe chal 
POWER QUALITY BRIAN: bspencer@utilicorp.com 
POWERQUALITY BRIAN: later 

2u SUPPORT BRIAN: hi guys 
SUPPORT BRIAN: success 
SUPPORT 
yess!!! !!!!!!!!! !!!!!!!! !!!!!!!!!!!!!!!! !!!!!!!! !!!!!!!!! !!!! 
SUPPORT BRIAN: thanks for the help 

2s SUPPORT BRIAN: cya 

BRIAN: 

POWER QUALITY BRIAN: next chat on November 15th 
POWERQUAI.TTYBRIAN: 10-12 ct 
POWER QUALITY BRIAN: any suggestion on topics please 
contact me by email 

30 POWERQUALITY BRIAN: bspencer@utilicorp.com 
POWER QUALITY BRIAN: hi chuck 
POWER QUALITY BRIAN: hi randy 
POWERQUALITY CPREECS: hello brian 
POWER QUALITY BRIAN: How are you chuck 

35 POWERQUALITY CPREECS: how has the participation 
been? 
POWER QUALITY BRIAN: I am sorry you missed the offi
cial chat, hut do come hack at any time for some chatting 
POWERQUALITY BRIAN: great 20 people avg. 50 total 

40 people 
POWERQUALITY CPREECS: ?yes, i got some conflicting 
info 
POWERQUALITY BRIAN: transcripts will be in PQ mag 
nexlmonlh and on ulilicorp's home page 

45 POWERQUALITY CPREECS: what were the topics dis
cussed~ 

POWER QUALITY BRIAN: how is lhal chuck 
POWER QUALITY BRIAN: power quality, standards, 
POWERQUALITY BRIAN: retail wheeling 

su POWER QUALITY BRIAN: cya, lunch time 
POWER QUALITY CPREECS: later 
POWERQUALITY BRIAN: bye all 
POWER QUALITY BRIAN: email me chuck 
POWERQUALITY RB: sorry I missed it. I got 12-2 est off 

55 lhe nel. bye. 
POWER QUALITY BRIAN: sorry RB 
POWER QUAI .TTY BRIAN: miss information 
POWERQUALITY BRIAN: next chat is 10-12 

POWERQUALITY BRIAN: catch our next session on 60 

November 15th 

POWER QUALITY BRIAN: ct 
POWERQUALITY BRIAN: November 15th 
POWER QUALITY BRIAN: bye 

POWERQUALITY BRIAN: 10-12 ct 
POWERQUALITY SWPPD: THANKS A BUNCH'' 
POWERQUALITY SWPPD: GOOD BYE! 
POWPRQUALTTY TlRIAN: no proh 
POWER QUALITY BRIAN: cya 
POWERQUALITY DESWETT: 

POWER QUALITY RB: thanks 
POWERQUALITY BRIAN: no prob, tell all 
POWER QUALITY ANDY: Is anyone still here talking about 

o5 power quality? 
POWERQUALITY DAVE: Jusl signed on lhal is whal I was 
trying to find out 
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POWERQUALITY ANDY: the PQ chat was running from 
11:00-1:00 est 
POWERQUALITY ANDY: Were you involved then? 
POWER QUALITY DAVE: No I just got a chance to sign on 
now 
POWERQUALITY ANDY: lhere were some greal discus
sions. 
POWFRQUAl JTY ANDY: The transcripts will be available 
to down load at utilicorp.com Brian Spencer says. 
POWER QUALITY ANDY: What is your experience in PQ 
POWERQUALITY DAVE: That is what I was looking for, 
are they available to down load now, I work in a data center 
and have worked with UPS systems for about 12 years 
POWERQUALITY DAVE: I did field service for Exide 
POWER QUALITY ANDY: Brian just went to Lunch inKS I 
don/t know when it will available. 
POWER QUALITY DAVE: Thanks for lhe Info on lhe down
loads, I hope they do this again 
POWERQUALITY ANDY: so do I. 
POWER QUALITY DAVE: 'What is your experience on PQ 
POWER QUALITY ANDY: I am the editor or Power quality 
mag. 
POWER QUALITY DAVE: Good mag., I pick up alot in it 
POWERQUALITY ANDY: do your receive power quality 
assurance magazine? 
POWER QUALITY ANDY: great glad to hear it. 
POWER QUAT JTY DAVE: We get it at work butT have asked 
to have it sent to my home 
POWER QUALITY ANDY: did you get the latest issue with 
the lighting on the cover? 
POWERQUALITY DAVE: Not yet, have seen it on line 
though 
POWERQUALITY ANDY: great. 
POWERQUALITY ANDY: any suggestion for editorial? 
l'OWJ:iRQUALITY DAVE: 
POWERQUALITY DAVE: no il is good 
POWERQUALITY ANDY: ok. 
POWFRQUALTTY ANDY: Tam currently editing an article 
about VRLA battery charging. 

20 
POWERQUALITY DAVE: we have 66 J...v to 12 J...v then to 
480 v by 4 trans on property 
POWERQUALITY ANDY: What are you leaning towards in 
a solution dave 

s l'OWJ:iRQUALITY ANDY: MTONbHAM>>yes but 1 don't 
know when. conlacl BSPENCER@;ulilicorp.com 
POWERQUALITY DAVE: the computer seem to have no 
problem, but we have a lot of motor heating/bad PF 
POWER QUALITY MSTONEHAM: Thanks! 

10 POWER QUALITY DAVE: we currently are working with a 
consulant but I am looking for more info 
POWER QUALITY ANDY: will capacitors solve your prob
lem 
POWERQUALITY ANDY: 

15 POWERQUALITY ANDY: there also is a forum underutili
corp.com where you can post you questions. 
POWERQUALITY DAVE: Each 600 kw UPS has Inpul fil
tering/may need trap for 5th 
POWERQUALITY ANDY: or you can access it form pow-

2U erquality.com 
POWER QUALITY DAVE: thanks 
POWERQUALITY ANDY: Talk to ya later dave 
POWER QUALITY DAVE: is PQ.com your Mag 
POWER QUALITY ANDY: bye 

2s POWER QUALITY DAVE: bye 
POWER QUALITY ANDY: yes 
POWER QUAl .TTY DAVE: thanks 
POWERQUALITYANDY: :-) 
POWER QUALITY MSTONEHAM: 

30 POWERQUALITY MSTONEHAM: Is anyone else hear? 
There doesn't seem to be much traffic. 
POWER QUALITY MSTONEHAM: 
POWERQUALITY CILCOJRG: Hello-is the conference 
over? 

35 l'OWERQUALITY ClLCOJRG: 
POWER QUALITY CILCOJRG: hello 
POWER QUALITY BRIAN: yes 
POWER QUAl .TTY RRTAN: the conference was from 10-12 
ct 

POWER QUALITY DAVE: I am working on a resonant prob- 40 POWERQUALITY BRIAN: someone gave out the wrong 
information !em with Utility and was looking for info 

POWERQUALITY ANDY: explain 
POWERQUALITY ANDY: by the way my e-mail is 
andy@powerquality.com 

POWER QUALITY BRIAN: hello cilco 
POWER QUALITY BRIAN: anyone still there 
SUPPORT BRIAN: hi all 

POWER QUALITY DAVE: we are running a lot of 5th har. 45 SUPPORT BRIAN: anyone there 
across our system in a large data center 
POWERQUALITY ANDY: I see 
POWERQUALITY ANDY: I will try to address this in an 
upcomming issue. may be march/april or even sooner. 
POWER QUALITY DAVE: we have 4800 kw of UPS cap on 5U 

two transformers and we have alot of 5th on our other boards 
POWERQUALITY ANDY: If you are interested in writing up 
a case history including you solutions I would like to review 
it and pass. publish 
POWER QUALITY MSTONEHAM: Is this chat session still 55 

active? 
POWFRQUATJTY ANDY: YES 
POWER QUALITY ANDY: We can'nt get enough!!! 
POWER QUALITY DAVE: when we can get it fixed, It looks 
like we have a problem with input filtering on a couple of 60 

UPS, s 
POWER QUALITY ANDY: input fro the utility or a genera
tor? 
POWER QUALITY DAVE: utility 
POWPRQUAl JTY MSTONPJTAM: T understand there was o5 
a chal session earlier loday with some guest" challers". Is 
there an archive of the discussion since I missed it? 

POWER QUAl .TTY nRTAN: jenny>>are you there 
POWER QUALITY CJBOUTCHER: is anyone here a utility 
employee? 
POWERQUALITY BRIAN: Hi chris 
POWER QUALITY BRIAN: how are you? 
POWERQUALITY CJBOUTCHER: hi brian it is quiet in 
here 
POWER QUALITY BRIAN: the conference was at 10:00 ct 
POWER QUALITY CJBOUTCHER: ah I see 
POWER QUALITY CJBOUTCHER: when is lhe nexl one? 
POWERQUALITY BRIAN: November 15th 
POWFRQUAl.TTYRRTAN: 10-12 
POWER QUALITY BRIAN: ct 
POWERQUALITY CJBOUTCHER: is the channel open at 
other times? 
POWER QUALITY BRIAN: yes 24 hours a dfay 
POWERQUALITY CJBOUTCHER: but not much discus
sion? 
POWER QUALITY BRIAN: not right now, 
POWER QUAl .TTY nRTAN: cya 
POWER QUALITY CJBOUTCHER: bye 
POWER QUALITY BRIAN: hi jenny 
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POWERQUALITY JOSH: hello? 
POWER QUALITY BRIAN: hi dan 
POWERQUALITY BRIAN hi dan 
POWER QUALITY BRIAN: are you awake yet? 
POWER QUALITY BRIAN: just giving present this a.m. 
POWER QUALITY BRIAN::) 
POWER QUALITY BRIAN: who is guest96 
POWFRQUALTTY GUEST9!i: test 

While a particular embodiment ofthe present invention has 
been disclosed, it is to be understood that various different 10 

modifications are possible and are within the tme spirit of the 
invention, the scope of which is to be determined with refer
ence to the claims set forth below. There is no intention, 
therefore, to limit the invention to the exact disclosure pre
sented herein as a teaching of one embodiment of the inven- 15 

tion. 
Th'" inv'"ntion claim'"d is: 
1. Apparatus to control communication, the apparatus 

including: 
a controller computer system including a controller com- 20 

puter and a database which serves as a repository of 
tokens for other programs to access, thereby affording 
information to each of a plurality of participator com
puters which are otherwise independent of each other, 
through an Int'"n1el n'"lwork, r'"sponsiv'" to a r'"sp'"ctiv'" 25 

authenticated user identity, wherein the controller com
puter system is programmed to provide access to the 
controller computer system via any of two client soft
ware alternatives. wherein both of the two client soft
ware alternatives allow the respective user identities to 30 

be recognized by the controller computer system and 
allow at least some ofthe participator computers to form 
at least one group in which members can send commu
nications and receive communications from another of 
the members, wherein at least some ofthe communica- 35 

Lions ar'" r'"c'"iv'"d in r'"altim'" via th'" Int'"rn'"t n'"twork, 
and wherein the at least one of client software alterna
tives allows the controller computer system to detem1ine 
whether at least one of the user identities, individually, is 
censored from data representing at least one of a pointer, 40 

video, audio, graphic, and multimedia such that the data 
that is censored is not presented by the corresponding 
participator computer, the controller computer system 
controlling r'"al-tim'" communications by: 

storing each said user identity and a respective authoriza- 45 

tion to send multimedia data, the multimedia data com
prising graphical data; and 

if permitted by the user identity corresponding to one of the 
participator computers, allowing the one of the partici
pator computers to send multimedia data to another of su 
the participator computers. 

2. A method of conummicating via an Internet network by 
using a computer system including a controller computer and 
a database which serves as a repository of tokens for other 
programs to acc'"ss, th'"r'"by a1Tording information to '"ach of 55 

a plurality of participator computers which are otherwise 
independent of each other, wherein the controller computer 
system is programmed to provide access to the controller 
computer system via any of two client software alternatives, 
wherein both of the two client software alternatives allow the 60 

respective user identities to be recognized by the controller 
computer system and allow at least some of the participator 
computers to form at least one group in which members can 
send communications and receive communications from 
another of the memhers, wherein at least some of the com- o5 

munications ar'" r'"c'"iv'"d in r'"altim'" via th'" Int'"rnet n'"twork, 
and wherein the at least one of client software alternatives 

22 
allows the controller computer system to determine whether 
at least one of the user identities, individually, is censored 
from data representing at least one of a pointer, video, audio, 
graphic. and multimedia such that the data that is censored is 
not presented by the corresponding participator computer, the 
m'"Lhod including: 

affording some ofthe information to a first of the partici
pator computers via the Internet network, responsive to 
an authenticated first user identity; 

affording some of the information to a second of the par
ticipator computers via the Internet network responsive 
to an authenticated second user identity; 

permitting at least the first user identity and the second user 
identity to form a group; and 

permitting sending commtmications in real time, via the 
Internet network, among the participator computers cor
r'"sponding to th'" us'"r identiti'"s in th'" group, wh'"r'"in at 
least some of the communications include messages 
comprising more than one data type, and at least some 
other of the commw1ications include a pointer that pro
duces a pointer-triggered message on demand. 

3. T11e method of claim 2, wherein at least one of the 
messages includes data representing sound. 

4. The method of claim3, further including: 
storing, forth'" first us'"r i~ntity, an authorization associ

ated with presentation of multimedia; and 
based on the authorization, presenting the multimedia at 

one of the participator computers corresponding to the 
second user identity. 

5. T11e method of claim 2, wherein at least one of the 
messages includes data representing video. 

6. The method of claimS, further including: 
storing, for the first user identity, an authorization associ

ated with presentation of multimedia; and 
based on the authorization, presenting the multimedia at 

on'" of th'" participator comput'"rs corr~sponding to th~ 
second user identity. 

7. ll1e method of claim 2, wherein at least one of the 
messages includes data representing sound and video. 

8. The method of claim 7, further including: 
storing, for the first user identity, an authorization associ

ated with presentation of multimedia; and 
based on the authorization, presenting the multimedia at 

on~ of th~ participator comput~rs corr~sponding to th~ 
second user identity. 

9. The method of claim 2, further including: 
storing, forth~ first us~r i~ntity, an authorization associ

ated with presentation of multimedia, the multimedia 
comprising graphic data; and 

based on the authorization, presenting the multimedia at 
one of the participator computers corresponding to the 
second user identity. 

10. Apparatus to conununicate via an Internet network, the 
apparatus including: 

a computer syst'"m, including a controll~r comput~r and a 
database which serves as a repository of tokens for other 
programs to access, thereby atlording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, in communication 
with each of the participator computers responsive to a 
respective authenticated user identity, wherein the com
puter system permits at least a first of the participator 
computers and a second of the participator computers to 
form a group in which members can send communica
tions in real time via the Internet nehvork, and receive 
communications from anoth'"r of th~ m~mb'"rs, wh~r~in 
at least one of the communications includes a message 
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comprising more than one data type, and at least one of 
the conmmnications includes a pointer that produces a 
pointer-triggered message on demand; wherein 

24 

the controller computer system is programmed to provide 
access to the controller computer system via any of two 
cli'"nl soflwar'" all'"rnaliv'"s, wh'"r'"in both of lh'" two 
client software alternatives allow the respective user 
identities to be recognized by the controller computer 
system and allow at least some of the participator com
puters to form at least one group in which members can 10 

send conunmlications and receive conmnmications 
from another of the members, wherein at least some of 
the communications are received in real time via the 

software alternatives allows the controller computer sys
tem to determine whether at least one of the user iden
tities, individually, is censored from data representing at 
least one of a pointer, video. audio, graphic, and multi
media such that the data that is censored is not presented 
by lh'" corr'"sponding participator compul'"r. 

19. The apparatus of claim 18, wherein the computer sys-
tem is programmed to allow the participator computers to 
communicate, in real time communications among members 
of a group, a pointer that produces a pointer-triggered mes
sage on demand. 

20. The apparatus of claim 19, wherein the computer sys
tem is further programmed to provide access to a member
associated image. Internet network, and wherein the at least one of client 

software alternatives allows the controller computer sys- 15 

tern to determine whether at least one of the user iden-
21. The apparatus of claim 18, wherein the multimedia data 

comprises graphic data. 
tili'"s, individually, is c'"nsor'"d from data r'"pr'"s'"nling al 
least one of a pointer, video, audio, graphic, and multi
media SlJch that the data that is censored is not presented 
by the corresponding participator computer. 

11. The apparatus of claim 10, wherein at least one of the 
messages includes data representing smmd. 

12. The apparatus of claim 11, wherein the computer sys
tem is further programmed to provide access to a member
associatoo imag'". 

13. The apparatus of claim 10. wherein at least one of the 
messages includes data representing video. 

14. The apparatus of claim 13, wherein the computer sys
tem is further programmed to provide access to a member
associated image. 

15. The apparatus of claim 10, wherein at least one of the 
messages includes data representing sound and video. 

16. The apparatus of claim 15, wherein the computer sys
tem is further programmed to provide access to a member
associated image. 

17. Th'" apparatus of claim10, wh'"r'"in lh'" compul'"r sys
tem is further programmed to provide access to a member
associated image. 

18. An apparatus to communicate via an Internet network, 
the apparatus including: 

22. Th'" apparatus of claim 21, wh~r~in lh'" compul~r sys
tem is programmed to allow the participator computers to 
cmm1nmicate, in real time conm1mlications among members 

20 of a group, a pointer that produces a pointer-triggered mes
sage on demand. 

25 

23. The apparatus of claim 22, wherein the computer sys
tem is further programmed to provide access to a member
associated image. 

24. Th~ apparatus of claim18, wh'"r~in lh~ mullim~dia data 
comprises audio data. 

25. The apparatus of claim 24, wherein the computer sys
tem is programmed to allow the participator computers to 
communicate, in real time communications among members 

30 of a group, a pointer that produces a pointer-triggered mes
sage on demand. 

35 

40 

26. The apparatus of claim 25, wherein the computer sys
tem is further programmed to provide access to a member
associated image. 

27. The apparatus of claim 24, wherein the computer sys
l~m is furlh~r programm~d lo provid~ acc~ss lo a m~mb~r
associated image. 

28. The apparatus of claim 18, wherein the multimedia data 
comprises video data. 

29. The apparatus of claim 28, wherein the computer sys
tem is programmed to allow the participator computers to 
communicate, in real time communications among members 
of the group, a pointer that produces a pointer-triggered mes
sag'" on d~mand. 

3 0. The apparatus of claim 29, wherein the computer sys
tem is further programmed to provide access to a memher
associal~d imag'". 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
'"ach of a plurality of participator compul'"rs which ar'" 
otherwise independent of each other, the computer sys- 45 

tem in communication with each of the participator 
compul'"rs, r'"sponsiv'" lo ar'"sp'"cliv'" aulh'"nlical'"d us'"r 
identity, wherein the computer system: 31. The apparatus of claim 28, wherein the computer sys

tem is fi1rther progranm1ed to provide access to a member-
50 associated image. 

stores, tor a first of the llSer identities, a respective autho
rization associated with multimedia data communica
tion, and 

allows the participator computers to send in real time via 
the Internet network, and, based on the respective autho
rization, cause the multimedia data to be presented at 
on'" of lh'" participator compul'"rs corr'"sponding lo a 
second of the user identities; wherein 

the controller computer system is programmed to provide 
access to the controller computer system via any of two 
client software alternatives, wherein both of the two 
client software alternatives allow the respective user 
identities to be recognized by the controller computer 
system and allow at least some of the participator com
puters to form at least one group in which members can 
send communications and receive communications 
trom another of the members, wherein at least some of 
th'" communications ar'" r'"c'"iv'"d in r'"al lim'" via th'" 
Internet network, and wherein the at least one of client 

32. The apparatus of claim 18, wherein the multimedia data 
comprises grapllic and audio data. 

33. The apparatus of claim32, wherein the computer sys
tem is programmed to allow the participator computers to 

55 communical~, in real lim~ commullicalions among m~mb~rs 
of a group. a pointer that produces a pointer-triggered mes
sage on demand. 

34. The apparatus of claim 33, wherein the computer sys
tem is further programmed to provide access to a member-

60 associated image. 
35. The apparatus of claim 32, wherein the computer sys

tem is further programmed to provide access to a member
associated image. 

36. The apparatus of claim 18, wherein the multimedia data 
o5 comprises graphic and video data. 

37. Th~ apparatus of claim 36, wh~r~in lh'" compul~r sys
tem is programmed to allow the participator computers to 
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communicate, in real time communications among members 
of a group, a pointer that produces a pointer-triggered mes
sage on demand. 

38. The apparatus of claim 37, wherein the computer sys
tem is further programmed to provide access to a member
associated image. 

39. The apparatus of claim 36, wherein the computer sys
tem is further programmed to provide access to a member
associated image. 

40. The apparatus of claim 18, wherein the multimedia data 10 

comprises video and audio data. 
41. The apparatus of claim 40, wherein the computer sys

tem is programmed to allow the participator computers to 
comnnmicate, in real time communications among members 
of a group, a pointer that produces a pointer-triggered mes- 15 

sage on demand. 
42. The apparatus of claim 41, wherein the computer sys

tem is further programmed to provide access to a member
associated image. 

43. The apparatus of claim 40, wherein the computer sys- 20 

tem is further programmed to provide access to a member
associated image. 

44. The apparatus of claim18, wherein the multimedia data 
comprises graphic and audio and video data. 

45. The apparatus of claim 44, wherein the computer sys- 25 

tem is programmed to allow the participator of computers to 
communicate, in real time communications among members 
of the group, a pointer that produces a pointer-triggered mes
sage on demand. 

46. The apparatus of claim 45, wherein the computer sys- 30 

tem is further programmed to provide access to a member
associated image. 

26 
receive communications from another of the mem
bers, wherein at least some of the communications are 
received in real time via the Internet network, and 
wherein the at least one of client software alternatives 
allows the controller computer system to detern1ine 
whether at least one of the user identities, individu
ally, is censored from data representing at least one of 
a pointer, video, audio, graphic, and multimedia such 
that the data that is censored is not presented by the 
corresponding participator computer. 

51. The apparatus of claim 50, wherein the computer sys
tem is programmed to allow the participator computers to 
communicate, in real time communications among members 
of the group, a pointer that produces a pointer-triggered mes
sage on demand. 

52. The apparatus of claim 51, wherein the computer sys
tem is further programmed to provide access to a member
associated image. 

53. The apparatus of claim 50, wherein the computer sys
tem is further programmed to provide access to a member
associated image. 

54. A method to sending of multimedia via an Internet 
network by using a computer system including a controller 
computer and a database which serves as a repository of 
tokens for other programs to access, thereby affording infor-
mation to each of a plurality of participator computers which 
are otherwise independent of each other, wherein the control
ler computer system is programmed to provide access to the 
controller computer system via any of two client software 
alternatives, wherein both of the two client software alterna-
tives allow the respective user identities to be recognized by 
the controller computer system and allow at least some ofthe 

47. The apparatus of claim 44, wherein the computer sys
tem is further programmed to provide access to a member
associated image. 

48. The apparatus of claim 18, wherein the computer sys
tem is further programmed to provide access to a member
associated image. 

35 
participator computers to form at least one group in which 
members can send connnunications and receive comnnmica
tions from another of the members, wherein at least some of 
the cmmmmications are received in real time via the Internet 
network, and wherein the at least one of client sofuvare alter-49. The apparatus of claim 18, wherein the computer sys

tem is further programmed to provide access to member 40 

identity information. 
50. Apparatus to send multimedia data, the apparatus 

including: 
a controller computer system including a controller com

puter and a database which serves as a repository of 45 

tokens tor other programs to access, thereby affording 
information to each of a plurality of participator com
puters which are otherwise independent of each other, 
the participator computers communicatively connected 
to the controller computer system through an Internet su 
network in association with an authenticated user iden-
tity, wherein the controller computer system controls 
real-time communications among the participator com
puters by: 

associating with the user identities a respective authoriza- 55 

tion to communicate multimedia data; and 

natives allows the controller computer system to detem1ine 
whether at least one of the user identities, individually, is 
censored from data representing at least one of a pointer, 
video, audio, graphic, and multimedia such that the data that 
is censored is not presented by the corresponding participator 
computer, the method including: 

affording some of the information to a tirst of the partici
pator computers via the Internet network, responsive to 
an authenticated first user identity; and 

aflording some of the information to a second of the par
ticipator computers via the Internet network responsive 
to an authenticated second user identity; 

associating the user identities with a respective authoriza
tion to communicate multimedia data; and 

sending communications in real time, via an Internet net
work, from the first participator computer to the second 
participator computer, if permitted by the authorization 
oft he user identity corresponding to the tirst participator 
computer. 

sending multimedia data representing at least one of a 
pointer, video, audio, graphic, and multimedia if permit
ted by the respective authorization; wherein 
the controller computer system is progrannned to pro

vide access to the controller computer system via any 

55. The method of claim 54, wherein the communications 
60 are multimedia messages containing more than one data type. 

of two client software alternatives, wherein both of 
the two client sofuvare alternatives allow the respec
tive user identities to be recognized by the controller 
computer system and allow at least some of the par- o5 
ticipator computers to fonn at least one group in 
which members can send communications and 

56. The method of claim 54, wherein the communications 
contain a pointer, and that pointer is utilized on the second 
participator computer to request the sending of data associ
ated with the pointer from another computer. 

57. The method of claim 54, wherein some ofthe commu
nications are multimedia messages containing more than one 
data type and some of the communications contain a pointer, 
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and that pointer is utilized on the second participator com
puterto request the sending of data associated with the pointer 
from another computer. 

58. A method to send nmltimedia messages via an Internet 
network, the method including: 

communicatively connecting a controller computer sys
tem, the controller system including a controller com
puter and a database which serves as a repository of 
tokens f~r other programs to access, thereby affording 
mformat1on to each of a plurality of participator com- 10 

putcrs which arc otherwise independent of each other, to 
each of the participator computers responsive to receiv
ing information associated with a respective authenti
cated user identity, wherein the controller computer sys
tem is programmed to provide access to the controller 15 

computer system via any of two client software alterna
tives, wherein both of the two client software alterna
tives allow the respective user identities to be recognized 
by the controller computer system and allow at least 
some of the participator computers to fonn at least one 2U 

group in which members can send communications and 
receive communications from another of the members 
wherein at least some of the cmmnunications ar~ 
received in real time via the Internet network, and 
wherein the at least one of client software alternatives 25 

allows the controller computer system to determine 
whether at least one of the user identities, individually, is 
censored from data representing at least one of a pointer, 
video, audio, graphic, and multimedia such that the data 
that _i~ censored is not presented by the corresponding 30 

participator computer, wherein the controller computer 
system sends the multimedia messages by: 

associating with each of the user identities a respective 
authorization to con11mmicate multimedia data: and 

sending connmmications in real time, via an Intemet net- 35 

work, tram a first participator computer to a second 
participator computers, if permitted solely by the 
respective authorization of the user identity of the first 
participator computer. 

. 59. Computerized human communication arbitrating and 40 

d1stnbutmg system, the system including: 
a controller computer system, the controller computer sys

tem including a controller computer and a database 
which serves as a repository of tokens tor other pro
grams to access, thereby affording information to each 45 

of a plurality of participator computers which are other
wise independent of each other and linked to the con
troller system through the Intemet, the controller com
putcr system 
arbitrating in accordance with predefined rnles includ- su 

ing a test for an authenticated user identity corre
sponding to a respective user, which ones of the par
ticipator computers can be a member in one of a 
plurality of groups in which members distribute, in 
accordance with the predefined rnles, the user mes- 55 

sages in real time to the respective ones of the partici
pator computers; wherein 
at least some of the user messages are multimedia 

messages; and wherein 
the controller computer system is progran1med to pro- 60 

vide access to the controller computer system via 
any of two client software altematives, wherein 
both of the two client software alternatives allow 
the respective user identities to be recognized by 

28 
the controller computer system and allow at least 
some of the participator computers to form at least 
one group in which members can send communi
cations and receive communications from another 
oflhe members, wherein at least some oflhe com
munications are received in real time via the Inter
net network, and wherein the at least one of client 
software altematives allows the controller com
puter system to detennine whether at least one of 
the user identities, individmlly, is censored from 
data representing at least one of a pointer, video, 
audio, graphic, and multimedia such that the data 
that is censored is not presented by the correspond
ing participator computer. 

60. 'lbe system ofclaim59, furthereomprising participator 
software respectively operating on and directing each of the 
participator computers to enable one of said users to send one 
ofthe user messages to the controller computer and to enable 
the arbitrating and the distributing of the one of the user 
messages. 
. 61. The system of claim 59, wherein the user messages 
mclude an address to instrnct the participator computers to 
opt10nally locate another multimedia message. 
. 62. The system of claim 59, wherein the user messages 
mclude an address to compel the participator computers to 
locate an other message and to present the other message at 
the output device. 

63. The system of claim 59, wherein the other message is a 
multimedia message. 

64. A method of using a computer system including a 
controller computer and a database which serves as a reposi
~ory ofto.kens for other programs to access, thereby affording 
mformat10n to each of a plurality of participator computers 
wh1ch are otherwise independent of each other, wherein the 
controller computer system is programmed to provide access 
to the controller computer system via any of two client soft
ware alternatives, wherein both of the two client software 
altematives allow the respective user identities to be recog
nized by the controller computer system and allow at least 
~ome ~f the participator computers to fonn at least one group 
m wh1ch members can send commtmications and receive 
communications from another of the members, wherein at 
least some ofthe con11nunications are received in real time via 
the Intemet network, and wherein the at least one of client 
software ~lternatives allows the controller computer system 
to detennme whether at least one of the user identities, indi
vidually, is censored from data representing at least one of a 
pointer, video, audio, graphic, and multimedia such that the 
data that is censored is not presented by the corresponding 
part1c1pator computer, the method including: 

affording some of the infornmtion to a first of the partici
pator computers via the Internet network, responsive to 
an authenticated first user identity; 

aff~rding some of the information to a second of the par
tiCipator computers via the Intemet network responsive 
to an authenticated second user identity; and 

arbitrating, in accordance with predefined rules including a 
test for an authenticated user identity, which ones of the 
participator computers can be a member in one of a 
plurality of groups in which members distribute via 
~redefined mles, the messages in real time to the re;pcc
ttve ones of the participator computers, wherein at least 
some of the user messages are multimedia messages. 

* * * * * 
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FIG. 19 
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FIG. 21 
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FIG. 23 
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FIG. 25 
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FIG. 27 
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FIG. 28 
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FIG. 29 
61 
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FIG. 31 
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FIG. 32 
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FIG. 34 
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REAL TIME COMMU~ICATIO~S SYSTEM 

This invention is a continuation of Ser. No. 08/617,658 
filed Apr. 1, 1996, and issued as U.S. Pat. No. 5,956,491 on 
Sep. 21, 1999, directed to an apparatus, a manufacture, and 
methods for making and using the same, in a field of digital 
electrical computer systems. 

I. FIELD OF INVENTION 

2 
It is still another object of the present invention to link the 

controller computer and the plurality of computers with 
respective software coordinated to arbitrate multiplexing 
activities. 

It is still a fiirther object of the present invention to provide 
a chat capability suitable for handling graphical, textual, and 
multimedia information in a platform independent marmer. 

These and other objects and utilities of the invention, 
apparent from the discussion herein, are addressed by a com-

More particularly, the present invention is directed to a 
digital electrical computer system involving a plurality of 
participator computers linked by a network to at least one of 
a plurality of participator computers, the participator comput
ers operating in conjunction with the controller computer to 
handle multiplexing operations for commtmications involv
ing groups of some of the participator computers. 

10 ptlterized human comnnmication arbitrating and distributing 
system. The system includes a controller digital electrical 
computer and a plurality of participator digital computers, 
each of the participator computers including an input device 
for receiving human-input information and an output device 

15 for presenting information to a user having a user identity. A 
connection such as the Internet links the controller computer 
with each of the participator computers. 

Controller software nms on the controller computer, pro
gralll1lling the controller computer to arbitrate in accordance 

II. BACKGROUND OF THE INVENTION 
20 with predefined rules including said user identity, which ones 

of the participator computers can interact in one of a plurality 
of groups colll1llunicating through the controller computer 
and to distribute real time data to the respective ones of the 

Multiplexing group communications among computers 
ranges from very simple to very complex colll1llunications 
systems. At a simple level, group communications among 
computers involve electronic mail sent in a one way transmis- 25 

sion to all those in a group or subgroup using, say, a local area 
network. Arbitrating which computers receive electronic mail 
is a rather well understood undertaking. 

On a more complex leveL corporations may link remote 
offices to have a conference by computer. A central computer 30 

can control the multiplexing of what appears as m1 electronic 
equivalent to a discussion involving many individuals. 

Even more complex is linking computers to colll1llunicate 

groups. 
Participator software nms on each of the participator com

puters to program each ofthe participator computers to oper
ate a user interface. The user interface pennits one of the users 
to send and/or receive a multimedia information message to 
the controller computer, which arbitrates which of the partici
pator computers receives the multimedia information mes
sage. The controller computer also conveys the multimedia 
information message to the selected participator computers to 
present the multimedia information to the respective user. 

Therefore, tor a computer system involving a plurality of in what has become known as a "chat room." Chat room 
colll1llunications can be text, as exemplified by such Internet 
service providers as America On Line. Multiplexing multi
media is more complex tor this electronic environment. 

35 progra=ed participator computers running the participator 
computer program can interact through a progranuned con
troller computer with the controller computer multiplexing 
the communications for groups formed from the plurality, as 
well as arbitrating colll1llunications behavior. 

The Internet was structured for one-way colll1llunications 
analogous to electronic mail, rather than for real time group 
chat room communications. Further, unlike the an Internet 40 

service provider, which has control over both the hardware 
platform and the computer progrmn running on the platform 
to create the "chat room", there is no particular control over 
the platform that would be encountered on the Internet. 
Therefore, development of multiplexing technology for such 45 

an enviromnent has been minimaL 
Even with an emergence of the World Wide Web, which 

does have certain graphical nmltimedia capability, sophisti
cated chat room commtmication multiplexing has been the 
domain ofthc Internet service providers. U scrs therefore have 50 

a choice between the limited audience of a particular Internet 
Service provider or the limited chat capability of the Internet. 

IV. BRIEF DESCRIPTION OF THE DRAWINGS 

FIG. 1 is a depiction of hardware suitable for perfornling 
the present invention; 

FIG. 2 is a colll1llunications overview of the present inven
tion. 

FIG. 3 is a data and colll1llunications dependency diagram 
for the controller group channel structure of the present 
invention. 

FIG. 4 is a flow chart of the central controller loop com
munications for the controller computer. 

FIG. 5 is a client chmmel data stmcture and infonnation 
flow diagrmn of the present invention. 

III. SUMMARY OF THE INVENTION FIG. 6 is a participator software out-of-band multimedia 
55 information Jlow diagram of the present invention. 

It is an object of the present invention to overcome such 
limitations of the prior art and to advance and improve the 
technology of group computer multiplexing to enable better 
computerized group communications. 

It is another object of the present invention to provide a 60 

computerized human communication arbitrating and distrib
uting system. 

FIG. 7 is an illustration of a login/password screen of the 
present invention. 

FIG. 8 is an illustration of a confim1ation screen of the 
present invention. 

FIG. 9 is an illustration of a chmmellist area screen of the 
present invention. 

FIG. 10 is an illustration of a New Channel option pull
down menu screen of the present invention. 

FIG. 11 is an illustration of a member on a new channel 
It is yet another object of the present invention to provide a 

group comn1tmication multiplexing system involving a con
troller digital computer linked to a plurality of participator 
computers to organize colll1llunications by groups of the par
ticipator computers. 

61 screen ofthe present invention. 
FIG. 12 is an illustration of a second member on the new 

channel screen of the present invention. 
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FIG. 13 is an illustration of a communication on the new 
channel screen of the present invention. 

FIG. 14 is an illustration of a private message window on 
the new channel screen of the present invention. 

FIG. 15 is an illustration of a private message displayed on 
the private message window on the new channel screen of the 
present invention. 

FIG. 16 is a further illustration of the private message on 
the private message window on new channel screen of the 

EDITUSERH 
l_iNTKYHZMC 
ENTRYFRMH 
ENTRYFRM HLP 
HELPC 

4 

present invention. 1 o 

HELPB 
HELPSCRC 
HELPSCRH 
LINEEDIT C 
LINEEDIT H 
LISTC FIG. 17 is an illustration of an attribute revocation on the 

new channel screen of the present invention. 
FIG.18 is a further illustration of the new channel screen of 

the present invention. 

LISTH 

FIG. 19 is an illustration of the channel list window screen 15 

of the present invention. 

LOGIN HLP 
MAINC 
MAKI_iFILI_i 
MESSAGEC 
MPSSAGI'. TT 
MODERATHLP 
PRIVATE C 
PRIVATE H 
PRIVATE HLP 
SOCKIOC 
SOCKIOH 
STRC 

FIG. 20 is an illustration of the toggle posting option on a 
screen of the present invention. 

FIG. 21 is an illustration of a moderated version of the new 
channel screen of the present invention. 

FIG. 22 is an illustration of a communication on a modera
tion window screen of the present invention. 

FIG. 23 is an illustration of the communication passed on 
to the moderated version of the new channel screen of the 
present invention. 

l"lG. 24 is an illustration of a conm1unication, for sending 
a graphical multimedia message, on to the moderated version 
of the new chmmel screen of the present invention 

FIG. 25 is an illustration, showing the name of the URL, on 

20 

25 

STRH 
UCCLTENT 
USERC 

a moderated version of the new channel screen of the present 30 

invention. 

USERH 
WINDOWC 
WINDOWH 

FIG. 26 is m1 illustration of data associated with the grapb.i
cal multimedia message on a moderated version of the new 
channel screen of the present invention. 

FIG. 27 is anilluslralionofa proprietary editor, suitable for 35 

a dialog to change tokens, on a screenofthe present invention. 

While platfonn controlled embodiments are within the 
scope of the invention, it is particularly advantageous to have 
a platform independent embodiment, i.e., an embodiment that 
is byte code compiled. 

Referring now lo FIG. 1, the overall functioning of a com
puterized human communication arbitrating and distributing 
System 1 ofthe present invention is shown with odd numbers 
designating hardware or programmed hardware, and even 

FTG. 28 is an illustration of a text based interface login/ 
password screen of the present invention. 

FIG. 29 is an illustration of a text-based interface group 
screen of the present invention. 

FIG. 30 is another illustration of a text-based interface 
group screen of the present invention. 

FIG. 31 is another illustration of a text-based interface 
group screen of the present invention. 

FIG. 32 is an illustration of a text-based intedace private 
message screen of the present invention. 

FIG. 33 is another illustration of a text-based interface 
private message screen of the present invention. 

FIG. 34 is another illustration of a text-based interface 
group with moderator screen of the present invention. 

V. DETAILED DESCRIPTION OF THE 
DRAWINGS 

In providing a detailed description of a preferred embodi
ment of the present invention, reference is made to an appen
dix hereto, including the following items. 

Appendix Contents 
ALLUSERC 
ALLUSERH 
CHANNELC 
CHANNELH 
CHANNEL HLP 
CLISTC 
C:UST TT 
CLIST HLP 
EDITUSERC 

40 numbers designating computer progrmn logic and data flow. 
The System1 includes a digital Controller Computer 3, such 
as an Internet service provider-type computer. The Controller 
Computer 3 is operating with an operating system. 

System 1 also includes a plurality of digital Participator 
45 Computers 5, each of which may be an IBM-compatible 

personal computer with a processor and a DOS operating 
system. Each of the Participator Computers 5 includes an 
Input Device 7 for receiving human-input information from a 
respective human user. T11e Input Device 7 can be, ±or 

50 exan1ple, a keyboard, mouse or the like. Each of the Partici
pator Computers 5 also includes an Output Device 9 for 
presenting infonnation to the respective user. The Output 
Device 9 can be a monitor, printer (such as a dot-matrix or 
laser printer), or preferably both are used. Each of the Partici-

55 palor Computers 5 also includes a Memory 11, such as a disk 
storage means. 

The System 1 includes a Connection 13 located between, 
so as to link, the Controller Computer 3 with each of the 
Participator Computers 5. The Connection 13 can be an Inter-

60 net or more particularly, a World Wide Web cmmection. 
The Controller Computer 3 is running and under the con

trol of Controller Software 2, which directs the Controller 
Computer 3 to arbitrate in accordm1ce with predefined rules 
including a user identity, which ones of the Participator Com-

61 puters 5 can interact in one of a plurality of groups through the 
Controller Computer 3 and lo distribute real lime data lo the 
respective ones of the groups. 
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The Participator Computers 5 are each running and under 
the control of Participator Software 4, which directs each of 
the Participator Computers 5 to handle a user Interface per
mitting one said user to send a multimedia information Mes
sage 8 to the Controller Computer 3, which arbitrates which 
of the Participator Computers 5 receives the multimedia 
information Message 8 and which conveys the multimedia 
information Message 8 to the selected participator computers 
5 to present the multimedia information Message 8 to the 
respective user. 

6 
the user is a moderator. If the user is not a moderator, the logic 
flows to 13lock 46, which sends a denial message through 
Block 40. If, however. the in Block 44 the user is a moderator, 
the logic flows to Block48 for a repeatto all list members who 
are permitted to see the message, via Block 40. 

Returning to Block 42, if MESSAGE is detected, the logic 
flows to Block 50, which tests whether a user has post per
mission. If the user has post pennission, the logic flows to 

10 
Block 48, etc. If the user does not have post permission, the 
logic flows lo Block 52 lo forward the message lo moderators 
for approval, via Block 40. 

Additionally, the logic flows from Block 10 to Block 54 for 
a URL Al'l instruction. Block 54 tests whether the user has 

T11e present invention comprehends connmmicating all 
electrically co111111unicable multimedia information as Mes
sage 8, by such means as pointers, for exan1ple, URLs. URLs 
can point to pre-stored audio and video communications, 
which the Controller Computer 3 can fetch and col11111unicate 15 graphical multimedia communication privileges, and if not, 
to the Participator Computers 5. the logic flows via 13lock 56, which sends a denial message 

Turning now to FIG. 2, there is shown a co111111unicalions via Block 40. Otherwise. if the user does have graphical 
overview of the present invention. Beginning with the Con- multimedia communications privileges in mock 54, mock 58 
troller Computer Software 2, reference is made to Block 10, sends graphical multimedia information to all approved users 
which illustrates demultiplexing and multiplexing operations 20 via Block 40. 
carried out by message type on API messages of all types. Turning now to FIG. 4, central controller loop communi-
Block 10 links to Block 12, which is illustrative of chmmel cations is illustrated. For the data on central poll point 58 (see 
A ... Block 10 also links to Block 14. which illustrates Appendix POLL_POINT), a "do" loop begins at Block 60 for 
handling private message A. Block 10 also links to Block 16, each connection. Block 62 tests whether bytes are available 
illustrative of handling out-of-band media. Block 10 addi- 25 on the data stream. If they are, the bytes are added lo user 
tionally links to Block 18, which illustrates asynchronous space FIFO per com1ection at Block 64. leading to Block 66, 
status messages. which tests whether there are anymore connections. Note that 

Multiple connections between the controller computer 3 in FIG. 4, if there are no more bytes available in Block 62, the 
and a plurality of participator computers 5 permit co111111uni- logic skips to Block 66, and ifBlock 66 is not finished with all 
cation implemented via the interplay of controller software 2 30 connections, the loop retums to Block 62. When all connec-
and participator software 4. With particular regard to the tions have been completed in Block 62, the logic flows to 
participator software 4 illustrated in FIG. 2, Block 20 is Block 68, which looks for an available complete data instruc-
illustrative of demultiplexing and multiplexing operations tion for any cmmection by extracting packets byte-wise from 
carried out by message type on API messages of all types. the FIFO. Thereafter, Block 70 tests whether there is a com-
Block 20 links to Block 22, which is illustrative of channel 35 plete response available from the participator computer.lfthe 
A ... Block 20 also links lo Block 24, which illustrates response is complete, the logic flows lo Block 72 which, using 
handling private message A. Block 20 also linlcs to Block 26, a co111111and type, demultiplexes into m1 appropriate object 
illustrative of handling out-ot~hand media via Rlock 28, (output FTFOs may he tilled here tor any connection). The 
which is illustrative of a Web browser or auxiliary computer logic from Block 72 joins the "no" branch from Block 70 at 
program. Block 20 also linlcs to Block 30, which illustrates 40 Block 74, which enables unblocking for writing connections 
asynchronous status message handling via Block 32, illustra- for only cmmections with data available to write, looping 
tive of user interface objects windows and screens. back to Block 58. 

De/multiplexing via API provides a .. virtual connection" FIG. 5 shows a client ch=el data structure and informa-
belween Chmmel, Private Message, and Multimedia objects lion flow diagram. From a message that is demulliplexed by 
in the controllercomputer3 and each participatorcomputer5. 45 message type, there are six possibilities: ERROR MES-
An alternate architecture is to allow tor a separate connection SAGP., MP.SSAGP., STATIJS, .TOTNCTTANNP.T ., 
between each object so that mulliplexing/demultiplexing is LEAVECHANNEL, and MODMSG. ERROR MESSAGE is 
not necessary and each object handles its own connection. co111111unicated to Block 76, where the error message is dis-
This would influence system performance, however. played to the transcript in the transcript area of Block 78. 

Turning now to FIG. 3, a data and co111111unications depen- 50 MESSAGE is co111111unicated to Block 80 where the message 
dcncy diagran1 controller group cham1cl structure is illus- is i111111cdiatcly added to the transcript in transcript area 78. 
trated. Beginning from what is designated as a portion of STATUS is communicated to Block 82 to update user data 
Block 10 the logic flows to Block 34 to consider JOIN, structure: JOIN CHANNEL is co111111unicated to Block 84 to 
LEAVE, STATUS, SETCHAN API instructions. Block 34 add a user from the member list and display the change: and 
examines member list maintenance instructions, accessing 55 LEAVECHANNEL is co111111unicaled lo Block 86. From 
Block 36 to check permissions, list users, and change Block82, Block84, andBlock86. the logic flows to Block88, 
attributes. Note the exploded window 38 shows a display of which includes a member list, a member identifier, known 
member information including a user's name, personal infor- attributes/permissions/properties, and personal information. 
mation, and attributes/properties/permissions (operations From Block 88, the logic proceeds to Block 90, a member list 
involving the subsequently discussed tokens), i.e., stored per 60 area, and on to Block 92 to compose a request to change a 
channel attributes under each member. In any case, confirma- member attribute. This "SETCHAN request is then cm11111u-
tion or denial of access is communicated via Block 40 for nicated to Block 94, which is the multiplexer leading to the 
multiplexing return of stams messages to a target object. controller computer cmmection. 

From the portion of Block 10, the logic flows to Block 42 MODMSG is communicated to Block 96, which sends the 
tor MPSSAGP. and MODMSG APT instmctions. mock 42 61 message to the moderation area of mock 98, and then to 
lesls which of the two instructions were received, and for Block 100 lo resubmit a member message as approved, 
MODMSG, the logic flows to Block 44, which tests whether thereby conveying a MODMSG request to Block 94. 
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Note that a response is prepared in the response area of 
13lock 102. If the response is a standard message, it is con
veyed to Block 104 to compose the response into a controller 
message, thereby sending a MESSAGE request to box 94. If, 
however, the message is a graphical information submission, 
the logic flows from Block 102 to Block 106 to compose the 
graphical information submission into a controller message, 
thereby sending a URL request to Block 94. 

FIG. 6 is a participator software out-of-band multimedia 
information llow diagram, which begins with Block 26, the 
multimedia type patch point. Block 26 leads to Block 102, 
which tests whether there is an internally handlable multime
dia type. If not, Block 104 looks up a suitable agent ±or data 
type presentation, which leads to Block 106, which tests 
whether an agent was found. If not, 13lock 108 reports loca
tion of data to the user for future referencing. If the agent is 
found in mock 106, the logic flows to mock 11 0, which 
invokes the agent with a data reference to present the data. 

8 
Accordingly, tokens are used by the controller computer 5 

to control a user's group priority and moderation privileges, 
as well as controlling who joins the group. who leaves the 
group, and the visibility of members in the group. Visibility 
refers to whether a user is allowed to know another user is in 
the chat group. 

Tokens are also used to permit a user's control of identity, 
and in priority contests between 2 users, for example, a chal-

1 
0 

lenge as to whether a first user can see a second user. 
Censorship, which broadly encompasses control of what is 

said in a group, is also arbitrated by means of the tokens. 
Censorship can control of access to system 1 by identity of the 
user, which is associated with the user's tokens. By checking 

15 
the tokens, a user's access can be controlled per group, as well 
as in giving group priority, moderation privileges, etc. 

Censorship also can use the tokens for real time control of 
data (ascii, text, video, audio) from and to users, as well as 
control over multimedia URLs-quantity, type, and subject. 

If the multimedia type is internally handlable from Block 20 

102, the logic flows to Block 112, which tests whether this is 
With regard to controlling conmnmications in a group 

(which is in essence a collection of user identities), control 
extends to seeing messages, seeing the user, regulating the 
size of the communication, as well as the ability to see and 
write to a specific user. Control further extends to the ability 

a member associated image. If it is a member associated 
image, Block 114 displays the image next to member identity 
information, and if it is not, the logic flows to Block 116, 
which lesls if this is a member public data reference (e.g., a 
URL). If a URL is detected at Block 116, Block 118 invokes 
an external data type viewer only on demand of the operator 
of the participator software, and otherwise Block 120 stores 
the reference for future use by the operator of the participator 
software, or treats the reference as an extermlly handled 
multimedia type (at the user's option). 

With n1rther regard to the mmmer of interaction between 
the controller computer 3 and the participator computers 5, 
and their respective computer programs 2 and 4. includes a 
moderation capability that is controlled, or arbitrated, pursu
anllo system 1 recognizing user identity. Nole lhal using the 
user identity for moderation purposes is a use additional to the 
use of the user identity tor security purposes. 

One embodiment of the present invention is to bring chat 
capability to the internet and World Wide Web. However, 
another embodiment involves non-internet relay chat. In 
either embodiment, System 1 is state driven such that syn
chronous and asynchronous messages can be communicated. 
For an asynchronous notification, each message is senl 
through the system 1 (API), which updates the information on 
the output device of the participator computers 5. Por a syn
chronous notification, a participator computer 5 musl inter
rogate the system 1 for a message. 

With regard to the arbitrating of the controller computer 3 
is directed by the controller computer progrmn 2 to use "iden
tity tokens", which arc pieces of information associated with 
user identity. The pieces of information are stored in memory 
in a control computer base, along with personal information 
about the user, such as the user's age. The control computer 
database serves as a repository oflokens for other programs lo 
access, thereby affording information to otherwise indepen
dent computer systems. Tn the database, the storage oftokens 
can be by user, group, m1d content, and distribution controls 
can also be placed on the user's tokens as well as the database. 

25 lo send mullimedia messages. 
Note that tokens for members in group can involve mul

tiples formed in real time, say, within the span of a conversa
tion. For example, for private communication, tokens are 
immediately formed to define a group of2 users. Hierarchical 

30 groups within groups can also be fom1ed, with each inheriting 
the properties of the group before it. Thus, a subgroup can 
include up to all members or more by adding any surplus to 
the former group. 

With further regard to the controller computer 3, e.g., a 
35 server, information is controlled ±or distribution to the user 

interfaces al selected ones of lhe participator computers 5. 
The controller computer progrmn, in one embodiment, can be 
a resident program interlace (such as a JAVA application). 
There cm1 be a token editor object (window/tear down, etc.) 

40 per group, private communication, user, channel listings, user 
listings, etc. Each can link up in a token hierarchy for arbi
tration control. 

The controller computer 3, by means of the controller 
computer program 2, keeps track of stales and asynchronous 

45 messages as well as generating a synchronous message as a 
user logs in or interrogates system 1. 

With regard lo multimedia information messages 8, such 
messages are of independent data types, e.g., audio/video 
data types. The content of the message (e.g., a URL) permits 

50 the System 1 to automatically determine the handling of the 
message: either the Controller Computer 3 passes the content 
of Message 8 directly, or the Controller Computer 3 deter
mines from the Message 8 how to find the content, say via 
Netscape. Accordingly, Message 8 can communicate video 

55 and sound (orolhermullimedia, e.g., a URL) lo users, subject 
only to the server arbitration controls over what can be sent. 

Each token is used to control the ability of a user to gain 60 

access to other tokens ina token hierarchy arbitration process. 
The arbitration also includes controlling a user's ability to 
moderate cmmmmications involving a group or subgroup of 
the participator computers 5. Once in a group, temporary 
tokens are assigned for priority to moderate/submoderate 61 

groups (a group is sometimes known as a cham1el in multi
plexing terminology). 

Turning now to an illustration of using the invention, the 
session starts with verifYing the user's identity (at FIG. 7). 
The login/password screen is shown, m1d the user enters 
his/her assigned login/password combination and clicks the 
"Login To Chat" button. If the password was entered cor
rectly, a confirmation box appears on the screen. 

Then the channel list area is shown at FIG. 8. T11e Charmel 
List area is a window which shows a list of all ofthe groups 
currently on the server in active communication. Tlecause no 
one is yel com1ecled in this example, there are no groups 
currently available on the screen. 
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To create a new group, the "New Channel" option is 
selected from a pull-down menu (at FIG. 9). The name of the 
channel is entered by the input device 7. 

If the user has permission (this one does), a new channel is 
created for the group (at FlU. 10). The window that displays 
th'" charn1d ar'"a has thr'"'" r'"gions: th'" bo!!om r'"gion, wh'"r'" 
responses are entered; the largest region, where a transcript of 
the communication is followed; and the rightmost region, 
which lists the group's current members. This list is continu
ously updated with asynchronously generated status mes- 10 

sages received immediately when a new member joins the 
group. Only "DMARKS" is currently in this group. The 
"MWU" is the properties currently associated with 
DMARKS-the ability to moderate, write to the channeL and 
send multimedia messages. 15 

A new member has joined the channel, and the member list 
status ar'"a is upclakcl right away (at FIG. 11). This n'"w 
member has a login of"ME." 

T11e user DM_I\RKS now types "hello there" into the 
response area and presses RETURN (at FIG. 12). This mes- 20 

sage is passed to the controller computer 5, which sends the 
message to all channel members, i.e., those using participator 
computers 5, including DMARKS. 

The user ME now sends a message to the controller: "hi 
th'"r'"" (at FIG. 13). This m'"ssag'" is also s'"nt to allm'"mb'"rs 25 

by the controller computer 5. Now user DMARKS clicks 
(using inputdevice7, a mouse) on the name ofthe user "ME" 
in the member list window. The participator software 4 will 
now create a private message window, so that the users ME 
and DMARKS can exchange private messages. Private mes- 30 

sages are only sent to the intended recipient by the controller, 
and no one else. 

10 
Now the letter "P" is removed from after the nmne 

TESTCllANNUL in the Channel List window (at l11U. 21), 
indicating that this channel is now moderated and will only 
have free posting ability by designated members. 

Now, type user ME (who is also on channel TESTCHAN
NEL) wishes to send conmnmications: "this will not be writ
ten directly to the channel" (at FIG. 22). The controller, 
instead of sending it inunediately to the chmmel to be seen by 
all members, will instead forward the message to the mod
'"rators for approvaL Th'" mocl'"rator, DMARKS, will th'"n s'"'" 
the message on the Moderation Window, which provides a 
preview of any messages to be sent. To approve a message for 
general viewing, DMARKS now clicks on the message. 

Now that DMARKS has clicked directly on the message, it 
is displayed inside the group's Channel window for all mem
bers to see (at FIG. 23). 

DMARKS now wishes to send a graphical multimedia 
message. This implementation sends graphical multimedia 
images by allowing a channel member to specify aJl Internet 
URL of a graphical multimedia resource to be presented to the 
group members. In this example, DM_I\RKS wishes to the 
URL corresponding to the World Wide Web home page of 
American Information Systems, lnc. to the channel members. 
DMARKS enters the URL into the response window, and 
selects "Send URL" from the Moderator pull-down menu (at 
FICT. 24). 

The controller computer 5 now passes the URL to the 
channel members. This participator software 4 performs two 
actions in response to the graphical nmltimedia display 
request. The first is to put the name of the URL onto the 
traJlscript of the group's channel, so that it can be read by 
group members. The second response is to have the partici
pator software show the data associated with the graphical 

A private message window appears in response to 
DM_I\RKS's request to open private communications with 
ME (at FlU. 14). Now DMARKS types a message into the 
privak m'"ssag'" winclow's r'"spons'" ar'"a to ME: "this m'"s
sage is seen only by the user ME." When complete, the 
participator sofuvare 4 will forward this message to the con
troller computer 3. 

35 multimedia message in a human interpretable way (at l11U. 
25). To clo this, th'" participator soft war'" 6 '"ith'"r us'"s built in 
rules to decide how the graphical multimedia data is to be 
presented, or locates another program suitable to present the 
data. In this case, the software 6 is utilizing Netscape Navi-

In response, the user ME has entered "This is the private 
message response that is only seen by the user DMARKS!' 
which has been forwarded to user DMARKS (at FIG. 15). 
This message is displayed immediately on Dl'vlARKS's win
claw. 

DMARKS now returns to the chmmel window for the 
group "TI'.STCTTANNI'.L" (at PTG. 16). To modity the per
mission a!!ribut'"s associat'"cl with us'"r ME on th'" channd 
TEST CHANNEL, DMARKS (who is a moderator of the 
channel), clicks on the user ME in the member list to select 
ME, pulls down the Moderator menu, a!ld selects 'Toggle 
Moderator." This removes the moderator privileges from ME. 

As a result of the attribute revocation, the "M" has disap
peared from next to ME's name in the member list (at FIG. 
17), indicating that the property is no longer associated with 
th'" us'"rME. 

Now DM_'\.RKS returns to the Channel List window (at 
FTG. 1 R). DMARKS wishes to fully moderate the contents of 
the charn1el TESTCHANNEL, censoring all unwanted com
munications to the channeL DM_I\RKS returns to the channel 
list, and selects the channel TESTCHANNEL by clicking on 
its nmne in the cham1ellist. 

40 gator6, a program for displaying graphical multimedia docu
ments specified by a URL (at FIG. 26). Inside the Navigator 
window, the graphical multimedia content, the home page of 
AIS, is shown. 

Finally, Dl'vlARKS wish'"s to manually moclify th'"aUribute 
45 tokens associated with the user (at FIG. 27). The user invokes 

the Property l'.ditor dialog, which allows the user to view and 
chang'" th'" tok'"ns associatecl with a user. A property of a 
given user is determined by the Identifier a!ld Property nmnes. 
An old value of the property is shown, and a token value can 

50 be cha!lged in the "New Value" field. With this property 
editor, a user with sufficient pennissions (tokens) can cha!lge 
any of the tokens or security parameters of any user, or a 
user's ability to cha!lge security parmneters can be restricted. 

To start with an alternate embodiment using a text-based 
55 interface, a us'"r is presentecl by the login/passworcl screen (at 

FIG. 28). This screen is where a user enters the information 
that proves his/her identity. The user must now enter his/her 
login and password to identifY themselves. 

After the user has been identified by the controller the 
60 Chmmel List screen appears (at FIG. 29). The names of chan

nels and their associated properties are shown on this screen. 
By using the arrow keys and highlighting the desired chmmel, 
ME may enter any publicly joinable group. Currently, there is 

Now DMARKS selects the "Toggle All Posting" option in 
the Maintenance pull-downmenu (at FIG.19). T11is will turn 
off the channel property "posting," (or sending communica
tions to the channel without moderator approval) which will 61 

b'" inclicakcl by th'" r'"moval of th'" lett'"r "P" from n'"xt to th'" 
nmne TESTCHANNEL (at FIG. 20). 

only one group TESTCHANNEL, which ME will join. 
Now the screen tor the channel TI'.STCTTANNPJ. appears 

(at FIG. 29). The screen is split into four regions. Th'" bo!!om 
left region is the response line, where messages users wish to 
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enter appear. The upper left region is the transcript area where 
the communications of the group's channel appear as they 
occur. The upper right region is the Member List region, 
where a continuously updated list of members' names appear, 
with their attributes. 

12 
POWERQUALITY JOHNMUNG: question: please com
ment on frequency of complaints involving spikes, sags or 
harmonics 
POWER QUALITY WARD: Problems caused by sags is the 
main complaint. 
POWER QUALITY BRIAN: What subject does anyone want 
to see the next chat 
POWERQUAT.TTY WI\RD: Surges is probably next; har
monics really don't cause that many problems, although they 

A message appears in the transcript area. The controller has 
forwarded a message to the group from Dl'viARKS, "hello 
there" (at FTG. 31 ), which is seen hy all members ofthe group, 
including ME. Now ME will respond, by entering "hi there" 
into the response area. 10 are certainly there. 

When ME is finished entering his response, the participator 
software forwards the response to the controller, which sends 

POWERQUALITY ANDYV: what is the solution ward? 
POWER QUALITY TKEY: Agree they are the most frequent 
(sags) and the panel session on the cost of voltage sags at PES 
drew 110 people 

it to the members of the channel. In the transcript area, the 
participator software notifies the user that it has received a 
private message from DMARKS, which is waiting inside the 
private message screen. To see the private message, ME 
presses the private message screen hot key. 

15 POWERQUALITY SAM: harmonics tend to be an interior 
problem within a facility, rather than on the distribution sys-

A private message screen appears (at FIG. 32), and the 
private message from DMARKS is at the bottom ofthe tran
script area. Now to reply, ME types his response into the 20 

response area. 

tem 
POWER QUALITY WARD: The best solution is making the 
equipment less susceptible to sags. This req11ires working 
with the manufacturers. 
POWER QUALITY ANDYV: won't that cost more 
POWERQUALITY MSTEARS: The complaint of surges 
covers many things in the customers eyes sags have become a 
real problem because they are harder to resolve 

Now ME will retum to the screen for the channel 
TESTCHANNEL. The member list area has changed because 
DMARKS has revoked ME's moderator permission. ME is 
no longer permitted to see the permissions of other users, so 
this information has been removed from his display (at FIG. 
33 ). 1l1e only information he can see now is who is moderator 

25 POWERQUALITY GRAVELY: John-The latest EPRI 
results confirms the 90+% of the time SGS are the problem 
and short tem1 ones. 

(at FIG. 34). A"*" next to the identifier of a member of the 
group indicates the member is a moderator of the group. ME 
is no longer a moderator, and therefore a"*" does not appear 30 

the identifier ME. 
To n1rther exemplify the use of the present invention, the 

following is a transcript of cmmmmications produced in 
accordance herewith. 

POWER QUALITY WINDSONG: What is the topic for the 
25?? 
POWERQUALITY WARD: Each problem can be dealt with 
as it occurs, but the time involved gets very expensive. 
POWERQUALITY JOHNMUNG: making equipment less 
susceptible causes legal problems for manufacturers-as 
each improvement can be cited by compinant as example of 

l'OWEKQUALlTY JOHN MUNG: unclear about meaning of 
"first contingency" 

35 malfeasance 

POWERQUALITY SAM: mike, that is correct on IEEE 519 
POWERQUALTTY SKLETN: Tn assessing network security 
(against outage) the first contingencies are tested to see how 
the power system should be reconfigured to avoid getting a 40 

second contingency and cascading into an outage. 
POWERQUALITY MSTEARS: These outages point out the 
need for reliability as part of the overall customer picture of 
PQ 
POWERQUALITY BRIAN: Hi Jennifer, hit crt-p for private 45 

message 
POWERQUALITY SKLEIN: In simpler tenns, a single point 
failure shouldn't crash the system. 
POWERQUALITY SKLEIN: Are we all chatted out? 
POWERQUALITY ANDYV: brian, johnn1ung has been 50 

banned!!! why? 

POWERQUALITY WARD: AndyV: The cost to the manu
facturer increases. The overall cost to everyone involved 
decreases. 
POWERQUALITYTKEY: customer pays any way you cut it, 
ifthe eqpt is more i1mnune customers pay only once instead 
of every time the process fails 
POWERQUALITY BRIAN: The topic is regarding Power 
Quality 
POWERQUALITY BRIAN: This chat is available for every
one 24 hours a day 
POWflRQUAT.TTY ANDYV: ddorr>>will the manufacturer 
spend more to produce a beller product 
POWER QUALITY WARD: And as Tom says, the cost to the 
customer is tar less. 
POWER QUALITY BRIAN: This chat will be flmctioning 24 
hrs/day 
POWERQUALITY BRIAN please usae it 
POWERQUALITY BRIAN: The next panel discussion is 
Nov 15th 

POWERQUALITY BRIAN: no way, new subject 
POWERQUALITY BRIAN: just a sec, andy 
POWERQUALITY BRIAN: No banning on this channel, 
John is back on 55 POWERQUALITY WARD: Andy, that's where standards 
POWERQUALITY TKEY: ieee 519limits the harmonic cur
rent a customer can inject back into the pee and limit the vihd 
the utility provides at the PCC 
POWERQUALITY JOHNMUNG: thanks guys, for unban
ning me-i've been thrown out of better places than this' 
POWERQUALITY BRIAN: New subject ... now ... 
POWERQUALITY BRIAN: good one john ... :) 
POWERQUALITY MSTEARS: For critical facilities dual 
feeds or other back-up capability need to be economically 
evaluated to keep tbe facility in operation 
POWERQUALITY SAM: John, I remember that club very 
well 

come in. 
POWERQUAT.TTY SKT.FTN: Ts the customer capable of 
resolving the fingerpointing among the manufacturers and 
utilities? 

60 POWERQUALITY DDORR: andy, only if the end users 
create a market for pq compatible eqpt by demanding better 
products 
POWERQUALITY MSTEARS: The manufacturers prob
lems in including fixes is being competative with some who 

61 doesn't provide the fix 
POWERQUALITY ANDYV: how will we educate the gen
eral consumer? 
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POWERQUALITY GRAVELY: Is it possible to have a basic 
theme topic or some core questions for 15 Nov chat? 
POWERQUALITY WARD: Stan, the customer cannot be 
expected to resolve the fingerpointing. The manufacturers 
and utilities need to work together. 
POWERQUALITY ANDYV: about pow'"r quality ami r'"li
ability? 

14 
POWER QUALITY BRIAN: THE CHAT CHANNEL WILL 
BE OPEN 24/HRS/DAY 7 DAYS A WEEK 
POWERQUALITY TKEY: I must sign out for about 5 min
utes but I'll be back 
l'OWEKQUALlTY BRIAN: OK TOM 
POWER QUALITY MSTEARS: PQ for faciliti'"s n'"'"d to b'" 
done with a system perspective to to get the right resolution 
POWFRQUAT.TTY RROYER: Andy's question is still rel
evant-how do stop a facility from downgrading utility ser-

POWERQUALTTY SKLETN: If electric power is going to he 
treated as a fw1gible commodity, there has to be a definition. 
Like, everyone knows what number 2 heating oil is. 
POWERQUALITY SAM: Ideally a manufacturer would not 
be able to compete if they don't add the protective function in 
their products, but alot more public education is required 
before we get to this point. 

10 vice to other customers? 

POWERQUALITY WARD: Andy, there are many ways to 15 

educate the customers, but they require a lot of contact 
betw'"'"n th'"utility ami th'"custom'"rs. Th'" W'"st'"mR'"sourc'"s 
Power Technology Center in Wichita is doing it, just as an 
example. 

POWERQUALITY BRIAN: MIKE»LETS SWITCH 
BACK TO RETAIL WHEELING POWERQUALITY 
WARD: You work with that customer to do whatever is 
needed to correct their dish1rbances. 
POWER QUALITY BBOYER: Be more specific 
l'OWEKQUALlTY MSTEAKS: Interaction between ±acil
ites can b'" '"valuat'"d and d'"sign'"d for 
POWERQUALITY JOHNl'vfUNG: as a key to hardening it 
helps to identify the most sensitive circuits, i.e. microproces
sor logic, test for vulnerability under common surges, sags, 
rfi, and then notify users that their equipment contains these 
subsystems-for a start 
POWER QUALITY BRIAN: hi DOUG 
POWERQUALITY GRAVELY: Brian: Are you saving tllis 

POWERQUALITY DDORR: standard power vs premium 20 

power is one solution as is std qpt vs Pq compatible eqpt 
POWERQUALITY SKLEIN: I want to buy number 2 electric 
power and to be able to check the nameplates of my appli
ances to be sure they can take it. Just like I buy regular 
gas olin'". 25 s'"ssionas a fil'"? Can w'" get a list of chat s'"ssion participants? 
POWERQUALITY MSTEARS: Sam I agree, that is partly 
the utilities responsibilitysince we serve the customers 
POWERQUALITY BBOYER: What differentiates number 2 
from number I? 
POWERQUALITY SKLEIN: I used the analogy of number 2 30 

heating oil. I don't know what number 1 heating oil is. 
POWERQUALITY DDORR: Number two has cap switching 
and all the normal utility operational events while number one 
is much better 
l'OWEKQUALlTY SKLEIN: Perhaps we can just say regu- 35 

Jar vs high lest. 
POWERQUALITY SAM: mike, yes a joint effort between 
the utility, manufacturer and standards jurisdictions is a goal 
for utilicorp as we move forward with offering from our 
strategic marketing partners, and bring PQ teclmologies to the 40 

public 
POWERQUALITY TKEY: We are finding that many mfgrs 
want to produce pq compatible equipment, but they have no 
clu'" as to what to t'"st for 
POWERQUALITY AND't'V: Tom>>will the IEC standards 45 

help? 
POWERQUALITY TKEY: Its up to th'" utility to hdp d'"fin'" 
normal events IEC will tal<e time 
POWERQUALITY SKLEIN: You can't have a commodity 
product with all the variation in specifications we have been 50 

discussing. It has to be regular, premium, and super premium 
or it won't work. 
POWERQUALITY JOHNMUNG: Tom as a former manu
facturer i sympathize-your work at PEAC is invaluable but 
an'"cdotal knowl'"dg'" from utility P'"opl'" on th'" firing lin'" is 55 

equally important 
POWER QUAT JTYTKEY: Super premium, does that mean a 
UPS? 

POWER QUALITY BRIAN: s, we may 
POWER QUAT .TTY DMARKS: gravely: hit TAR and use the 
arrow keys to page through the list of participants 
POWERQUALITY SKLEIN: Will the session be available 
for downloading? 
POWER QUALITY BRIAN: yes, Mike we will publish in PQ 
Magazine 
POWERQUALITY WARD: Part of the agreement for high 
quality power should be that the customer receiving the power 
will not disturb the utility system. 
POWERQUALITYBRIAN: ifjohnl'"!'s us ... 
POWERQUALITY GRA.VELY: I tried that, however, net
cruiser has a sofuvare problem and I cannot see all of the 
names. 
POWER QUALITY SAM: most utilities rules and regulations 
already require that a customer not put anything back out on 
the utility system 
POWERQUALITY BRIAN: MIKE G.»WE WILL PUB
LISH THIS IN PQ MAG NEXT MONTH IF ASNDY LETS 
us 
POWT'RQUAT .TTY nRTAN: TTOW AnOlJT TT ANDY? 
POWERQUALITY ANDYV: ok 
POWER QUALITY BRIAN: COOL 
POWERQUALITY WARD: Standards will have to be set for 
what constitutes a disrurbance, and then the utility should 
work with customers, install filters, etc., to be sure they stay 
within the rules. 
POWER QUALITY BRIAN: THANKS ANDY 
POWER QUALITY ANDYV: a meeting review or a summary 
of '"v'"nts 
POWERQUALITY GRAVELY: It would be good to take a 
tew minutes to recommend how the 15 Nov session could he 
more effective. 
POWER QUALITY BRIAN: A SYNAPSE OF THIS CHAT POWERQUALITY ANDYV: how do you stop a facility from 

affecting you super-premium power? 
POWERQUALITY TKEY: John, Good Point 
POWERQUALITY SAM: Tkey, a ups, local generation or 
redundant service 

60 WILL BE IN NEXT MONTHS PQ MAG 
POWER QUALITY WINDSONG: 

POWERQUALITY SKLEIN: This is what I meant earlier by 
electricity being a non-virtualizahle service. You can't make 
'"ach custom'"r s'"'" th'" pow'"r system as though th'"y had th'"ir 
own dedicated generating plant. 

POWER QUALITY SKLEIN: I don't get PQ mag. Will it be 
on the Net? 
POWERQUALITY BRIAN: STAN SIGN UP FOR IT ON 

61 OUR TTOMT'. PAGJ1 
POWERQUALITY DOUGC: th'" transcript of this conf'"r
ence will be available on the EnergyOne pages. 
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POWERQUALITY BRIAN: YOU CAN SIGN UP ON LINE 
POWERQUALITY BRIAN: HTTP://WWW.UTILICORP. 
COM 
POWERQUALITY WINDSONG: Good comment Gravely 
Comments ±rom the users would be greatly appreciated!! 
POWERQUALITY SAM: PQ magazine is available online 
on the UCU internet bulletin board, http://www.utilicorp.com 
POWER QUAT JTY ANDYV: or link trom powerquality.com 
POWERQUALITY BRIAN: YOU CAN GET A FREE MAG 
SUBSCRIPTION FROM UTILICORP'S HOME PAGE 
POWERQUALITY SKLEIN: Thanks 
POWERQUALITY BRIAN: ALSO, THERE IS A PQ 
FORUM ON OUR HOME PAGE 
POWERQUALITY JOHNMUNG: for nov 15 shall we pick 
five key topics? suggest health care, energy storage rfi/emc as 
a few topics-also new gas turbine 25 kw generator just 
announce today~just some suggestions 
POWERQUALITY BRIAN: GOOD SUGGESTION JOHN 
POWERQUALITY ANDYV: lets develop an outline of top
ics for next time. 
POWERQUALITY BRIAN: OK 
POWERQUALITY GRA.VELY One suggestion for 15 
Nov-Have participants place a list of desired topics on your 
other chat box and prioritize by interest level. 
POWERQUALITY SKLEIN: How about deregulation and 
retail wheeling. 
POWERQUALTTY RRTAN: COMMENTS SHOULD RE 
SENT TO ME BY EMAIL POWERQUALITY BRIAN: 
BSPENCER@UTILICORP.COM POWERQUALITY 
BRIAN: 15 minutes remaining 
POWERQUALITY ANDYZYREK: Let's discuss the new 
standard IEEE 1159. 
POWERQUALITY ANDYV: may be we could generate an 
online questionaire to see what people are needing discussed. 
l'OWEKQUALlTY BKlAN: but the chat is available ±or 24 
lrrs/day 7 days a week 
POWERQUALITY ANDYV: what does IEEE1159 address? 
POWER QUAT JTYRRTAN: Please send all suggestion to me 
for our next chat 
POWERQUALITY BRIAN: Bobbin is not banned now 
POWERQUALITY BRIAN: my fault 
POWERQUALITY ANDYZYREK: New PQ measuring 
techniques. We have not received our issue yet. 
POWERQUALITY ANDYV: You should have it my now. 
POWERQUALITY BRIAN: Bobbin is not banned anymore 
POWER QUAT JTY ANDYV: you can e-mail me or john at: 
editors@;powerquality.com 
POWERQUALITY BRIAN: is two hours right fdo rhtis fea
ture 
POWERQUALITY JOHNMUNG: do i understand that 
many programmable logic controllers can be hardened by 
addition of simple CVT like a sola? 
POWERQUALITY ANDYZYREK: Yes, but it is being deliv
ered by snail mail. 
POWERQUALITY ANDYV: no 2nd class 
POWERQUALITY BRIAN: 15 minutes to go 
POWERQUATJTY ANDYV: Please e-mail meyoucomplete 
name and addess and I will mail you one today 1st class ... 
now is that serice or what? 
POWERQUALITY BRIAN: Is two hours long enough for 
tthis chat? 
POWERQUALITY TKEY: Im back 
POWERQUALITY WARD: Brian, I think two hours is about 
right. 
POWERQUALTTY 11R1AN: hi tom 
POWERQUALITY BRIAN: good . 
POWERQUALITY ANDYV: yes I agree 2 hrs 

16 
POWER QUALITY BRIAN: anyone else 
POWER QUALITY ANDYV: it the time of day correct? 
POWERQUALITY BRIAN questions now . 
POWER QUALITY SKLEIN: The topic foremost in my mind 
right now is what to eat ±or lunch. 1 enjoyed the discussion, 
which I understand has been historic in some sense. But I 
think I will sign off now and go eat. 
POWER QUAT .TTY SAM: 2 hours seems to work very well 
POWER QUALITY DANIELH: time of day is good 

10 POWER QUALITY BILLMANN: 2 hrs is fine 
POWERQUALITY MSTEARS: Two hours work well, the 
middle of the day allows east and west coast to be involved 
POWERQUALITYBRIAN: good, Will everyone be back for 
the next chat 

15 POWERQUALITY GRAVELY: Brian, I will forward my 
recommendations on email, thanks. 
POWERQUALITY BILLMANN: yes i'll be back 
POWER QUALITY ANDYZYREK: Brian, would it be pos
sible to have a fomm published on your home page prior to 

20 Nov 15. 
POWER QUALITY BRIAN: I would like to do another chat 
before Nov 15th, any thoughts 
POWER QUALITY ANDY: U bet 
POWER QUALITY SAM: I believe that this chat may set an 

25 allendance record for most participants during a first session 
POWER QUALITY JOHNMUNG: a parting thought "har
monics make the music rich, they make the tone insprinng
harmonics in your power line WILL BLOW THE BUILD
INGS WIRING" tiM MUNGENAST 

30 POWERQUALITY BRIAN: Your're all invited to return 
POWER QUALITY BRIAN: the next chat 
POWERQUALITY BRIAN: This chat feature will help set 
standards of how we view our industry 
POWER QUALITY WARD: For me this was two hours very 

35 well spent, and it was quite enjoyable. 
POWER QUALITY BRIAN: Tell a colleague about our chat 
Nov 15th 
POWER QUAT .TTY RRTAN: Thanks Ward 
POWERQUALITY BRIAN: I would like to do this on a 

40 weekly basis, any thoughts yet 
POWERQUALITY GRAVELY John: talk it up in Ger
many!! 
POWERQUALITY ANDY: I would like to thank utilicorp 
and everyone envolved. 

45 POWER QUALITY BRIAN: Thanks Andy for your help 
POWT'RQUAT.TTY WI\RD: Did this notice go out to the 
Power Globe mailing list? 
POWERQUALITYBRIAN: No, but could help us Ward with 
that 

50 POWER QUALITY BRIAN: Lets all get the word out about 
this chat 
POWERQUALITYWARD I'm on the list and will be glad to 
forward anything you wish to it. 
POWER QUALITY BRIAN: Please use it whenver you wish, 

55 even schedule your own chats whenver 
POWERQUALITY JOHNMUNG: MANY THANKS TO 
uTTLTCORP AND ALL INVOLVED-FROM AN OLD 
STEAM BOATER:-) 
POWER QUALITY BRIAN: thanks ward 

60 POWERQUALITY BRIAN Hi duane 
POWERQUALITY BRIAN: This chat is offically over, but 
do stick around for foir more chatting 
POWERQUALITY BRIAN: Thanks to all, cya on Nov 15th 
POWERQUALITY MSTEARS: Ward, Tom, and John I 

61 appreciate your participation 
POWERQUALITY BRIAN: Thanks Guys and 
Ladies!!!!!!!!!!! 
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POWERQUALITY SWPPD: WHAT IS HAPPENING ON 
NOV. 15 
POWERQUALITY BRIAN: our next chat with a panel of 
experts 
l'OWERQUALlTY BRIAN: topic yet to be decided 
POWERQUALITY DPSWOBO: Hi Brian, Sorry I was on 
the phone and could not respond right away. Did I get the time 
incorrectly tor the chat? 
POWERQUALITY BRIAN: please send us a suggestions 
POWERQUALITY ANDY: good bye;-) 
POWERQUALITY BRIAN: Yeah, but stick around to chat 
with some friends 
POWERQUALITY BRIAN: We had a total of 50 people and 
avg of 20 people at one time 
POWERQUALITY BRIAN: Thanks everyone!!! Lunch 
Time 
POWERQUALITYBRIAN: N"xlChatNov 15Lhal10-12cl 
POWERQUALITY BRIAN: But this chat line is available 24 
hrs/day/7 days a week 
POWERQUALITY BRIAN: Please use it whenever 
POWERQUALITY GRAVELY: Thanks to the panel and 
Utili corp for the session' 
POWERQUALITY BRIAN: Talk to your collegues and 
friends about any particular topic 
POWERQUALITY BRIAN: Com" s"" our hom" pag" for 
new topics and chats 
POWERQUALTTY RR1AN: http://wW\v.utilicorp.com 
POWERQUALITY BRIAN: Thanks Power Quality Assur
ance Magazine and All our panel members 
POWERQUALITY BRIAN: :) 
POWERQUALITY SWPPD: MISSED THIS SESSION. 
ICAN WE GET HARD COPY INFO? 
POWERQUALITY BRIAN: yes swwp, it will be published 
in pq mag and our home page 
l'OWERQUALlTY BRIAN: catch our next session on nov 
15th 
POWERQUALITY BRIAN: 10-12 ct 
POWER QUAT HY SWPPD: THANKS A RUNC:H'! 
POWERQUALITY SWPPD: GOOD BYE! 
POWERQUALITY BRIAN: no prob 
POWERQUALITY BRIAN: cya 
POWERQUALITY DESWETT: 
POWERQUALITY TKEY: Good session brian, ddorr and I 
will b" signing o1Tnow, look forward lo lh" n"xl s"ssion 
POWERQUALITY DPSWOBO: Thanks for the info on the 
next session, we will get on next time 
POWERQUALITY DMARKS: I hop" "v"ryon" "njoy"d this 
session. 

18 
POWERQUALITY BRIAN: next chat on Nov 15th 
POWER QUALITY BRIAN: 10-12 ct 
POWERQUALITY BRIAN: any suggestion on topics please 
contact me by email 
l'OWERQUALlTY BRIAN: bspencer@utilicorp.corn 
POWER QUALITY BRIAN: hi chuck 
POWER QUALITY BRIAN: hi randy 
POWFRQUAT.TTY C:PREEC:S: hello brian 
POWER QUALITY BRIAN: How are you chuck 

10 POWERQUALITY CPREECS: how has the participation 
been? 
POWER QUALITY BRIAN: I an1 sorry you missed the offi
cal chat, but do come back at any time for some chatting 
POWERQUALITY BRIAN: great 20 people avg. 50 total 

15 people 
l'OWERQUALlTY Cl'REECS: '!yes, i got some conflicting 
info 
POWERQUALITY BRIAN: transcripts will be in PQ mag 
next month and on utilicorp's home page 

20 POWERQUALITY CPREECS: what were the topics dis
cussed? 
POWERQUALITY BRIAN how is that chuck 
POWER QUALITY BRIAN: power quality, standards, 
POWER QUALITY BRIAN: retail wheeling 

25 POWER QUALITY BRIAN: cya, lunch Lim" 
POWER QUALITY CPREECS: later 
POWER QUAT .TTY RRTAN: bye all 
POWER QUALITY BRIAN: email me chuck 
POWERQUALITY RB: sorry I missed it. I got 12-2 est off 

30 the net. bye. 
POWER QUALITY BRIAN: sorry RB 
POWER QUALITY BRIAN: miss infonnation 
POWERQUALITY BRIAN next chat is 10-12 
POWER QUALITY BRIAN: ct 

35 l'OWERQUALlTY BRIAN: nov 15th 
POWER QUALITY BRIAN: by" 
POWER QUALITY RB: thanks 
POWER QUAT .TTY RRTAN: no prob, tell all 
POWER QUALITY ANDY: Is anyone still here talking about 

40 power quality? 
POWERQUALITY DAVE: Just signed on that is what I was 
trying to find out 
POWERQUALITY ANDY: the PQ chat was running from 
11:00-1:00 "sl 

45 POWER QUALITY ANDY: Were you involved then? 
POWT'RQUAT.TTY DAVT': No 1 just got a chance to sign on 
now 

POWERQUALITY MSTEARS: I am logging o±fThanks 
POWERQUALITY SAM: This is Tony and I am watching the 50 

action ... we made history. Great work guys. 
POWERQUALITY BRIAN: Llmch time 

POWERQUALITY ANDY: there were some great discus
sions. 
POWER QUALITY ANDY: The transcripts will be available 
to down load at utilicorp.com Brian Spencer says. 
POWERQUALITY ANDY: What is your experience in PQ 
POWERQUALITY DAVE: That is what I was looking for, 
are they available to down load now, I work in a data center 
and have work"d with UPS sysl"ms for aboul12 Y"ars 
POWER QUALITY DAVE: I did field service for Exide 

POWERQUALITY BRIAN: Next chat is nov 15th 
POWERQUALITY BRIAN: 10-12 ct 
POWERQUALITY BRIAN: pl"as" conlinui" lo look al utili- 55 

corp's hp 
POWER QUAT JTY RR1AN: tor more into 
POWERQUALITY BRIAN: email if you have any questions 
regarding the chat 
POWERQUALITY BRIAN: bspencer@utilicorp.com 
POWERQUALITY BRIAN: later 
SUPPORT BRIAN: hi guys 
SUPPORT BRIAN: success 
SUPPORT 
yess!!!!!'' ''!!!!!!!'' ''!!!!!!!!!'' ''!!!!!!!'' ''!!!!!!!!!'' 11 

SUPPORT BRIAN: thanks for lh" h"lp 
SUPPORT BRIAN: cya 

BRIAN: 

POWFRQUAT.TTY ANDY: Rrianjust went to Lunch inKS 1 
don!t know when it will availalbe. 
POWER QUALITY DAVE: Thanks for the Info on the down-

60 loads, I hope they do this again 
POWERQUALITY ANDY: so do I. 
POWER QUALITY DAVE: What is your experience on PQ 
POWERQUALITY ANDY: I am the editor or Power quality 
mag. 

61 POWT'RQUAT .TTY DAVT': Good mag., T pick up alot in it 
POWERQUALITY ANDY: do your r"c"iv" pow"r quality 
assurance magazine? 
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POWERQUALITY ANDY: great glad to hear it. 
POWERQUALITY DAVE: We get it at work but I have asked 
to have it sent to my home 
POWERQUALITY ANDY: did you get the latest issue witht 
the lighting on the cover? 
POWERQUALITY DAVE: Not yet, have seen it on line 
though 
POWER QUAT HY ANDY: great. 

20 
POWERQUALITY ANDY: yes 
POWURQUAUTY lJAVU: thmlks 
POWERQUALITY ANDY::-) 
POWERQUAUTY MSTONEHAM: 
POWERQUAUTY MSTONEHAl'vi: Is m1yone else hear? 
There doesn't seem to be much traffic. 
POWER QUALITY MSTONEHAM: 
POWERQUAUTY CILCOJRG: Hello-is the conference 
over? POWERQUALITY ANDY: any suggestion for editorial? 

POWERQUALITY DAVE: 
POWERQUALITY DAVE: no it is good 
POWERQUALITY ANDY: ok. 

10 POWER QUALITY CILCOJRG: 

POWERQUALITY ANDY: I am currently editing an article 
about VRLA battery charging. 
POWERQUALITY DAVE: I am working on a resonantprob- 15 

!em with Utility and was looking for info 
POWERQUALITY ANDY: explain 
POWERQUALITY ANDY: by the way my e-mail is 
andy@powerquality.com 
POWERQUALITY DAVE: we are mmling a lot of 5th har. 20 

across our system in a large data center 
POWERQUALITY ANDY: I see 
POWERQUALITY ANDY: I will try to address this in an 
upcomming issue. may be march/april or even sooner. 
POWERQUALITY DAVE: we have 4800 kw of UPS cap on 25 

two trm1sformers and we have alot of 5th on our other boards 
POWER QUAT JTY ANDY: T fyou are interested in writing up 
a case history including you solutions I would like to review 
it and poss. publish 
POWERQUALITY MSTONEHAM: Is this chat session still 30 

active? 
POWERQUALITY ANDY: YES 
POWERQUALITY ANDY: We cm1'nt get enough' ' ' 
POWERQUALITY DAVE: when we can get it fixed, It looks 
like we have a problem with input filtering on a couple of 35 

UPS,s 
POWERQUALITY ANDY: input fro the utility or a genera
tor? 
POWERQUALITY DAVE: utility 
POWERQUALITY MSTONEHAM: I understand there was 40 

a chat session earlier today with some guest "chatters". Is 
there an arcillve of the discussion since I missed it? 
POWERQUALITY DAVE: we have 66 kv to 12 kv then to 
480 v by 4 trans on property 
POWERQUALITY ANDY: What are you leaning towards in 45 

a solution dave 

POWER QUALITY CILCOJRG: hello 
POWER QUALITY BRIAN: yes 
l'OWERQUAUTY BRIAN: the conference was ±rom 10-12 
ct 
POWURQUAUTY URIAN: someone gave out the wrong 
information 
POWPRQUAT .TTY nRTAN: hello cilco 
POWER QUALITY BRIAN: anyone still there 
SUPPORT BRIAN: hi all 
SUPPORT BRIAN: anyone there 
POWER QUALITY BRIAN: jenny>>are you there 
POWER QUALITY CJBOUTCHER: is anyone here a utility 
employee? 
POWER QUALITY BRIAN: Hi chris 
POWJ•:RQlJAI.ITY llRIAN: how are you? 
POWERQUAUTY CJBOUTCHER: hi brian it is quiet in 
here 
POWERQUAUTY BRIAN: the conference was at 10:00 ct 
POWER QUALITY CJBOUTCHER: ah I see 
POWER QUALITY CJBOUTCHER: when is the next one? 
POWERQUAUTY BRIAN nov 15tll 
POWER QUALITY BRIAN: 10-12 
POWER QUALITY BRIAN: ct 
POWERQUAUTY CJBOUTCHER: is the channel open at 
other times? 
POW I •:RQlJAI.ITY llRIAN: yes 24 hours a dtay 
POWERQUAUTY CJBOUTCHER: but not much discus
sion? 
POWERQUAUTY BRIAN not right now, 
POWER QUALITY BRIAN: cya 
POWER QUALITY CJBOUTCHER: bye 
POWERQUAUTY BRIAN: ill jenny 
POWERQUAUTY JOSH: hello? 
POWURQUAUTY URIAN: ill dan 
POWERQUAUTY BRIAN: ill dan 
POWER QUALITY BRIAN: are you awake yet? 
POWERQUAUTY BRIAN: just giving present this a.m. 
POWER QUALITY BRIAN: :) 

POWERQUALITY ANDY: MTONEHAM>>yes but I don't 
!mow when. contact BSPENCER@utilicorp.com 
POWERQUALITY DAVE: the computer seem to have no 
problem, but we have alot of motor heating/bad PF 
POWERQUALITY MSTONEHAM: Thmlks! 
POWERQUALITY DAVE: we currently are working with a 
consulant but I am looking for more info 

50 POWER QUALITY BRIAN: who is gucst96 
POWERQUAUTY GUEST9G: test 

POWERQUALITY ANDY: will capacitors solve your pto
blem 
POWERQUALITY ANDY: 
POWERQUALTTYANDY: there also is a forum underutili
corp.com where you can post you questions. 
POWERQUALITY DAVE: Each 600 kw UPS has Input fil
tering/may need trap for 5th 
POWERQUALITY ANDY: or you can access it fonn pow
erquality.com 
POWERQUALITY DAVE: thmlks 
POWERQUALITY ANDY: Talk to ya later dave 
POWER QUAT HY DAVP: is PQ.com your Mag 
POWERQUALITY ANDY: bye 
POWERQUALITY DAVE: bye 

Wllile a particular embodiment of the present invention has 
been disclosed, it is to be understood that various different 
modifications are possible and are within the true spirit of the 

55 invention, the scope of which is to be determined with refer
ence to the claims set torth below. There is no intention, 
therefore, to limit the invention to the exact disclosure pre
sented herein as a teacillng of one embodiment of the inven
tion. 

60 

I claim: 
1. A method of communicating via an Internet network by 

using a computer system including a controller computer and 
a database which serves as a repository of tokens for other 

61 programs to access, thereby affording information to each of 
a plurality of participator computers which are otherwise 
independent of each other, the method including: 
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affording some of the information to a first of the partici
pator computers via the lntemet network, responsive to 
an authenticated first user identity; and 

affording some of the infomtation to a second of the par
ticipator computers via the Internet network, responsive 
to an authenticated second user identity; and 

determining whether the first user identity and the second 
user identity are able to fonn a group to send and to 
receive real-time communications; and 

determining whether the first user identity is individually 10 

censored from receiving data in the communications, the 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia by determining whether a 
respective at least one parameter corresponding to the 15 
first user identity has been determined by an other ofthe 
user identities; 

ifthe user identities are able to form the group, forming the 
group and facilitating receiving the communications 
that are sent and not censored from the second partici- 20 

pator computer to the first participator computer, 
wherein the receiving is in real time and via the Internet 
network, and wherein, for the commtmications which 
are received and which present an Internet URL, facili
tating handling the Internet URL via the computer sys- 25 

tern so as to find content specified by the Internet URL 
and presenting the content at an ontpnt device ofthe first 
participator computer, and 

ifthe first user identity is censored from the receiving ofthe 
data, not allowing the data that is censored to be pre- 30 

sented from the second participator computer to the 
output device. 

2. The method of claim 1, wherein the determining whether 
the first user identity is censored includes determining that the 
first user identity is censored from the data presenting the 35 

pointer. 

22 
7. The method of claim 2, further including determining 

whether at least one of the communications is censored based 
on content. 

8. Tite method of claim 7, further including determining a 
user age corresponding to each of the user identities. 

9. The method of claimS, wherein each said user identity is 
associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

10. The method of claim 7, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and mullimedia. 

11. The method of claim 2, wherein the determining 
whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

12. The method of claimll, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer. video, audio. a 
graphic, and multimedia. 

13. The method of claim 2, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group incltJdes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

14. The method of claim 13, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

3. The method of claim 2, wherein the computer system 
provides access via any of two client software altematives, 
wherein both of the client software altematives allow respec
tive user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send communications and receive conmmnica
tions. 

15. The method of claim 2, further including determining a 
40 user age corresponding to each of the user identities. 

16. The method of claim15, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 4. The method of claim 3, wherein each said user identity is 

associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

45 data presenting at least one of a pointer. video, audio. a 
graphic, and multimedia. 

5. The method of claim 2, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

17. The method of claim2, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 

50 identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

facilitating sending the communications that are not cen
sored from the sending, from the frrst participator com- 55 

puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com- 60 

puter. 
6. The method of claim 5, wherein each said user identity is 

associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 61 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

18. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the video. 

19. The method of claim 18, wherein the computer system 
provides access via any of two client software altematives, 
wherein both of the client software altematives allow respec
tive user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send communications and receive commtmica
tions. 

20. The method of claim 18, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia: 
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facilitating sending the connnunications that are not cen
sorcd from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing lhe data lhal is censored to be sent from lhe ursl 
participator computer to the second participator com
puter. 

24 
34. The method of claim 27, further including determining 

a user age corresponding to each of the user identities. 
35. The method of claim 1, wherein the determining 

whether the first user identity is censored includes determin
ing that the first user identity is censored ±rom the data pre
senting lhe graphic. 

36. The method of claim 35, wherein the computer system 
provides access via any of two client sofuvare alternatives, 
wherein both of the client software alternatives allow respec-21. The method of claim 18, further including determining 

whether at least one ofthe connnunications is censored based 
on content. 

22. The method of claim 21, further including determining 
a user age corresponding to each of the user identities. 

10 tiveuseridentities to be recognized m1d allow at least some of 
the participator computers to form at least one group in which 
members can send communications m1d receive commtmica
tions. 

23. The method of claim 18, wherein the determining 
whether the first user identity is censored includes determin- 15 

ing whether a parameter corresponding to the first user iden
tity has been determined by an other of lhe user identities. 

24. The method of claim 23, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 20 

identity is censored from receiving, in the connnunications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

25. The method of claim 18, wherein the determining 
whether the frrsl user identity and lhe second useridenlily are 25 

able to form a group includes determining from access rights 
stored by user in the database that neither ofthe user identities 
is censored. 

37. The method of claim 35, fmther including: 
determining whether the first user identity is censored from 

sending in the connnunications data presenting at least 
one of a pointer, video, a graphic, and multimedia: 

facilitating sending the commnnications that are not cen
sored ±rom the sending, ±rom the first participator com
puter to the second participator computer, wherein the 
sending is in real time m1d via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puler. 

38. The method of claim 35, further including determining 
whether at least one ofthe communications is censored based 
on content. 

26. The method of claim 18, further including determining 
a llSer age corresponding to each ofthe user identities. 

39. The method of claim 38, further including determining 
30 a user age corresponding to each of the llSer identities. 

27. The method of claim 1. wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the audio. 

28. "lhe method of claim 27, wherein the computer system 35 

provides access via any of lwo client software allernalives, 
wherein both of the client software alternatives allow respec
tive user identities to he recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send communications m1dreceive communica- 40 

tions. 
29. The method of claim 27, further including: 

40. The method of claim 35, wherein the determining 
whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

41. The method of claim 35, wherein the determining 
whether the ursl useridenlily and lhe second useridenlily are 
able to form a group includes determining from access rights 
stored by user in the database that neither ofthe user identities 
is censored. 

42. The method of claim 35, further including determining 
a user age corresponding to each of the user identities. 

43. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin-determining whether the first user identity is censored from 

sending in lhe connnunicalions data presenting alleasl 
one of a pointer, video, a graphic, m1d multimedia; 

ing lhallhe ursl user identity is censored from lhe data pre-
45 senting the multimedia. 

facilitating sending the communications that are not cen
sored from lhe sending, from lhe frrsl participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 50 

allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

30. The method of claim 27, further including determining 
whether alleasl one of the connnunicalions is censored based 55 

on content. 
31. The method of claim 30, further including detem1ining 

a user age corresponding to each of the user identities. 
32. The method of claim 27, wherein the determining 

whether the first user identity is censored includes determin- 60 

ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

33. The method of claim 27, wherein the determining 
whether the first user identity m1d the second user identity are 
able to form a group includes determining from access rights 61 

stored by user in lhe database lhal neither oflhe user identities 
is censored. 

44. The method of claim 43, wherein the computer system 
provides access via any of lwo client soil ware alternatives, 
wherein both of the client software alternatives allow respec
tive user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send communications m1d receive commtmica-
tions. 

45. The method of claim43, further including: 
determining whether the first user identity is censored from 

sending in lhe connnunicalions data presenting alleasl 
one of a pointer, video, a graphic. m1d multimedia: 

facilitating sending the communications that are not cen-
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Intemet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

46. The method of claim 43, further including determining 
whether atleasl one of the communications is censored based 
on content. 
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47. The method of claim 46, further including determining 
a user age corresponding to each of the user identities. 

48. T11e method of claim 43, wherein the determining 
whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

49. The method of claim 43, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

50. The method of claim 43, further including determining 
a user age corresponding to each of the user identities. 

26 
60. The method of claim 51, wherein the determining 

whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

61. The method of claim 60, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 

10 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

51. The method of claim 1. wherein the determining 
whether the first user identity is censored includes determin- 15 

ing that the first user identity is censored ±rom the data pre
senting the pointer and the video. 

62. The method of claim 51, further including determining 
a user age corresponding to each of the user identities. 

63. Themethodofclaim 62, wherein each said user identity 
is associated with a respective particular user's stored access 
rights. which determine whether the corresponding said user 
identity is censored trom receiving, in the communications, 
data presenting at least one of a pointer. video, audio. a 

52. The method of claim 51, wherein the computer system 
provides access via any of two client software altematives, 
wherein both of the client software altematives allow respec
tive user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send communications and receive communica
tions. 

20 graphic, and multimedia. 
64. The method of claim 51, wherein each said user identity 

is associated with a respective particular user's stored access 
rights. which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 

53. Themethodofclaim52, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which detennine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

25 data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

65. The method of claim 1, wherein the detem1ining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre-

30 senting the pointer and the audio. 
54. The method of claim 51, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

66. The method of claim 65, wherein the computer system 
provides access via any of two client sofuvare alternatives, 
wherein both of the client software alternatives allow respec
tive user identities to be recognized and allow at least some of 

facilitating sending the communications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

35 the participator computers to form at least one group in which 
members can send conllllunications and receive commtmica
tions. 

67. Themethodofclaim 66, wherein each said user identity 
is associated with a respective particular user's stored access if the first user identity is censored from the sending, not 

allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

55. The method of claim 54, wherein each said user identity 

40 rights, which determine whether the corresponding said user 
identity is censored from receiving, in the connnunications, 
data presenting at least one of a pointer. video, audio. a 
graphic, and multimedia. 

is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 45 

identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

56. The method of claim 51, further incl11ding detennining 
whether at least one of the communications is censored based 50 

on content. 
57. The method of claim 56, wherein each said user identity 

is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 55 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

68. The method of claim 65, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia: 

facilitating sending the communications that are not cen
sored ±rom the sending, ±rom the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

69. Themethodofclaim 68, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 

58. The method of claim 51, wherein the determining 
whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

60 data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

59. The method of claim 58, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 61 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

70. The method of claim 65, further including determining 
whether at least one of the communications is censored based 
on content. 

71. Themethodofclaim 70, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 

Case: 18-1400      Document: 30     Page: 424     Filed: 05/21/2018



Facebook Inc.'s Exhibit 1001043

Appx379

US 8,694,657 Bl 
27 

identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

72. The method of claim 65, wherein the determining 
whether the first user identity is censored includes determin
ing whether a parameter corresponding lo lhe firsl user iden
tity has been determined by an other of the user identities. 

73. The methodofclaim 72, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 10 

identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

74. T11e method of claim 65, wherein the determining 
whether the first user identity and the second user identity are 15 

able to form a group includes determining from access rights 
stored by user in lhe database lhal neither oflhe user identities 
is censored. 

75. Themethodofclaim 74, whereineachsaidllSeridentity 
is associated with a respective particular user's stored access 20 

rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

76. The method of claim 65, further including determining 25 

a user age corresponding to each of the user identities. 
77. The methodofclaim 76, wherein each said user identity 

is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the conummications, 30 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

78. The method of claim65, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 35 

identity is censored from receiving, in lhe communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

79. The method of claim L wherein the determining 
whether the first user identity is censored includes determin- 40 

ing that the first user identity is censored from the data pre
senting the pointer and the graphic. 

80. The method of claim 79, wherein the computer system 
provides access via any of lwo client software allernalives, 
wherein both of the client software alternatives allow respec- 45 

tive user identities to he recognized and allow at least some of 
lhe participator computers lo form alleasl one group in which 
members can send conununications m1dreceive communica
tions. 

8L The method of claim 80, wherein each said user identity 50 

is associated with a respective particular user's stored access 
rights, which detennine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 55 

82. The method of claim 79, further including: 
detern1 i nin g whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the conmnmications that are not cen- 60 

sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time m1d via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to he sent from the first 61 

participator computer to lhe second participator com
puter. 

28 
83. The method of claim 82, wherein each said user identity 

is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and mullimedia. 

84. The method of claim 79, further including determining 
whether at least one ofthe communications is censored based 
on content. 

85. The method of claim 84, wherein each said user identity 
is associated with a respective particular user's stored access 
rights. which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

86. The method of claim 79, wherein the determining 
whether lhe firsl user idenlily is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been detern1ined by an other ofthe user identities. 

87. The method of claim 86 wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and mullimedia. 

88. The method of claim 79, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

89. The method of claim 88, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and mullimedia. 

90. The method of claim 79, further including determining 
a user age corresponding to each of the user identities. 

91. The method of claim 90, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and mullimedia. 

92. Themethodofclaim 79, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether lhe corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, m1dio, a 
graphic, and multimedia. 

93. The method of claim 1, wherein the determining 
whether the first user identity is censored includes detennin
ing that the first user identity is censored from the data pre
senting the video and the audio. 

94. The method of claim 93, wherein lhe computer system 
provides access via any of two client software alternatives, 
wherein both ofthe client software altematives allow respec
tive user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send communications and receive communica
tions. 

95. The method of claim 93, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia: 

facilitating sending lhe communications lhal are nul cen-
sored from the sending, from the first participator com-
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puter to the second participator computer, wherein the 
sending is in real time m1d via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puler. 

96. The method of claim 93, further including determining 
whether at least one ofthe communications is censored based 
on content. 

97. The method of claim 93, wherein the determining 10 

whether the first user identity is censored includes determin
ing whether a parmneter corresponding to the first user iden
tity has been determined by an other of the user identities. 

98. The method of claim 93, wherein the determining 
whether the first user identity m1d the second user identity are 15 

able to form a group includes determining from access rights 
stored by user in the database that neither oflhe user identities 
is censored. 

99. The method of claim 93, further incltJding detennining 
a user age corresponding to each of the user identities. 20 

30 
109. The method of claim 108, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some ofthe participator computers to fonn at least one group 
in which members can send commtmications and receive 
communications. 

11 0. ll1e method of claim 108, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia: 

facilitating sending the cmlllllunications that are not cen-
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time m1d via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

111. The method of claim 108, further including determin
ing whether at least one of the communications is censored 
based on content. 

100. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the video and the graphic. 

101. The method of claim 100, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software altematives allow 
respective user identities to be recognized and allow at least 
some ofthe participator computers to form at least one group 

112. The method of claim 108, wherein the determining 
whether the first user identity m1d the second user identity are 

25 able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

in which members can send COilll11mlications and receive 30 

communications. 

113. The method of claim 108, further including determin
ing a user age corresponding to each of the user identities. 

114. The method of claim 1, wherein the detennining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the pointer and the video and the audio. 

115. The method of claim 114, wherein the computer sys-

102. The method of claim 100, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, m1d multimedia; 

facilitating sending the communications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time m1d via the Internet network; and 

35 tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some ofthe participator computers to tcm11 at least one group 
in which members can send commtmications m1d receive 

if the first user identity is censored from the sending, not 40 

allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

103. The method of claim 100, further including determin
ing whether at least one of the connnunications is censored 45 

based on content. 
104. The method of claim 100, wherein the determining 

whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first 11ser iden
tity has been determined by an other of the user identities. 50 

105. The method of claim 104, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 55 

audio, a graphic, m1d multimedia. 

communications. 
116. The method of claim 115, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the cmlllllu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

117. The method of claim 114, further including: 
determining whether the first user identity is censored from 

sending in the conmnnlications data presenting at least 
one of a pointer, video, a graphic, m1d multimedia: 

facilitating sending the cmlllllunications that arc not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time m1d via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

118. The method of claim 117, wherein each said user 

106. The method of claim 100, wherein the detem1ining 
whether the first user identity m1d the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

107. The method of claim 100, further including determin
ing a user age corresponding to each of the user identities. 

60 identity is associated with a respective particular user's stored 
and rights, which determine whether the corresponding said 
user identity is censored from receiving, in the commtmica
tions, data presenting at least one of a pointer, video, audio, a 

108. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin- 61 

ing that the first user identity is censored from the data pre
senting the audio and the graphic. 

graphic, m1d multimedia. 
119. Themethodofclaim 114, further including determin

ing whether at least one of the communications is censored 
based on content. 
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120. The method of claim 119, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

121. The method of claim 114, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 

10 stored by user in the database that neither oflhe user identities 
is censored. 

122. The method of claim 12L wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 15 
said user identity is censored tram receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

32 
13 L The method of claim 126, further including determin

ing whether at least one of the communications is censored 
based on content. 

132. The method of claim 131, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

133. The method of claim 126, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

134. The method of claim 133, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 123. The method of claim 114, further including determin

ing a user age corresponding to each of the user identities. 20 audio, a graphic, and multimedia. 
135. The method of claim 126, further including determin

ing a user age corresponding to each of the user identities. 
136. The method of claim 135, wherein each said user 

identity is associated with a respective particular user's stored 

124. The method of claim 123. wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

125. The method of claim 114, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

25 access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

137. The method of claim 126, wherein each said user 
30 identity is associated with a respective particular user's stored 

access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 126. The method of claim 1, wherein the determining 

whether the first user identity is censored includes determin
ing that the first user identity is censored trom the data pre- 35 

senting the pointer and the video and the graphic. 

audio, a graphic, and multimedia. 
138. The method of claim 1, wherein the determining 

whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the a pointer and the audio and the graphic. 

139. The method of claim138, wherein the computer sys-

127. The method of claim 126, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in which members can send communications and receive 
communications. 

128. The method of claim 127, wherein each said user 

40 tem provides access via any of two client software alterna
tives, wherein both of the client software altematives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in which members can send commtmications and receive 

identity is associated with a respectiveparticularuser' s stored 45 

access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

communications. 
140. The method of claim 139, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the connnu-

129. The method of claim 126, further including: 
determining whether the first user identity is censored from 

sending in the conununications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

50 nications, data presenting at least one of a pointer, video, 

facilitating sending the communications that are not cen
sored from the sending, from the frrst participator com- 55 

puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com- 60 

puter. 
130. The method of claim 129, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu- 61 

nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

audio, a graphic, and multimedia. 
141. Tile method of claim 138, nlrther including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia: 

facilitating sending the communications that are not cen
sored trom the sending, hom the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Intemet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

142. The method of claim 141, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu-
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nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

143. The method of claim 138, further including determin
ing whether at least one of the communications is censored 
based on content. 

144. The method of claim 143, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

34 
155. The method of claim150, further including determin

ing a user age corresponding to each of the user identities. 
156. The method of claim 1, wherein the determining 

whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the pointer and the video and the audio and the 
graphic. 

157. The method of claim156, wherein the computer sys-

1 ° ~~~:s:~~~~:~n a~~~~s o~i~h=n~i~!tt:ofl~=~t ~~::~~~e:1~1~: 
145. The method of claim 138, wherein the determining 

whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 15 

is censored. 

respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in which members can send conm11mications and receive 
communications. 

158. The method of claim 157, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu-

146. The method of claim 145, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

147. The method ofclaim138, further including determin
ing a user age corresponding to each of the user identities. 

20 nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

148. The method of claim 147, wherein each said user 25 

159. The method of claim157, n1rther including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia: 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

149. The method of claim 138, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

150. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the video and the audio and the graphic. 

151. The method of claim150, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

152. The method of claim150, further including: 
detennining whether the first user identity is censored fi'Oln 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the conmnmications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in realtime and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

30 

facilitating sending the communications that are not cen
sored from the sending, hom the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

160. The method of claim 159, wherein each said user 
35 identity is associated with a respective particular user's stored 

access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 

40 

audio, a graphic, and multimedia. 
161. The method of claim 157, further including determin

ing whether at least one of the conununications is censored 
based on content. 

162. The method of claim 161, wherein each said user 
identity is associated with a respective particular user's stored 

45 access rights, which determine whether the corresponding 
said user identity is censored hom receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

163. The method of claim 157, wherein the detennining 
50 whether the first user identity and the second user identity are 

able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

164. The method of claim 163, wherein each said user 
55 identity is associated witharespectiveparticular user's stored 

access rights, which determine whether the corresponding 
said user identity is censored hom receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

153. The method of claim150, further including determin- 60 

ing whether at least one of the conlll1unications is censored 
based on content. 

165. The method of claim157, further including detennin
ing a user age corresponding to each of the user identities. 

166. The method of claim 165, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

61 said user identity is censored hom receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

154. The method of claim 150, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither oflhe user identities 
is censored. 
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167. The method of claim 157, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

36 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

179. The method of claim 178, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

180. The method of claim 1, further including determining 
a user age corresponding to each of the user identities. 

168. The method of claim1, wherein the computer system 
provides access via any of two client software altematives, 
wherein both of the client software altematives allow respec-

10 tiw user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send communications and receive communica
tions. 

181. The method of claim 180, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

15 said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

169. The method of claim 168, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

182. The method of claim 1, wherein each said user identity 
is associated with a respective particular 11ser's stored access 

170. The method of claim 1, further including: 
detennining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

20 rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

facilitating sending the communications that are no! cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

183. The method of claim 1, wherein receiving the com-
25 munications includes causing presentation of some of the 

communications by one of the plurality of participator com
puters in the group. 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

184. The method of claim 1. wherein, if the first user 
identity is censored, not allowing the communications that 

30 include the data that is censored. 

171. The method of claim 170, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 35 

said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

172. The method of claim 1, further including determining 
whether at least one ofthe communications is censored based 40 

on content. 
173. The method of claim 172, further including determin

ing a user age corresponding to each of the user identities. 
174. The method of claim 173, wherein each said user 

identity is associated with a respectiveparticularuser' s stored 45 

access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

175. The method of claim 172, wherein each said user 50 

185. The method of claim 1, wherein the computer system 
comprises an Internet service provider computer. 

186. T11e method of claim 1, further including: 
storing, for the first user identity. an authorization associ

ated with presentation of graphical multimedia: and 
based on the authorization, facilitating presentation ofthe 

graphical multimedia at an output device corresponding 
to the second user identity. 

187. The method of claim 1, further including: 
providing the first user identity with access to a member

associated image corresponding to the second user iden
tity. 

188. The method of claim 1, further including: 
determining whether the flrs! user identity is censored from 

access to a member-associated image corresponding to 
the second user identity: 

if the flrs! user identity is censored, no! allowing access to 
the member-associated image; and 

if the first user identity is not censored, allowing access to 
the member-associated image. 

189. A method of communicating via an Internet network 
by using a computer system including a controller computer 
and a database which serves as a repository oftokens for other 
programs to access, thereby affording information to each of 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

176. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

55 a plurality of participator computers which are otherwise 
independent of each other, the method including: 

177. The method of claim 176, wherein each said user 60 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

178. The method of claim 1, wherein the determining 
whether the first user identity and the second user identity are 

affording some of the information to a first of the partici
pator computers via the Internet network responsive to 
an authenticated first user identity; 

affording some of the information to a second of the par
ticipator computers via the Internet network, responsive 
to an authenticated second user identity; and 

determining whether the first user identity and the second 
user identity are able to form a group to send and to 
receive real-time communications; and 

determining whether the flrs! user identity is individually 
censored from sending data in the communications, the 
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data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia by determining whether a 
respective at least one parameter corresponding to the 
first user identity lms been determined by an other of the 
user identities; and 

if the user identities are able to form the group, fanning the 
group and facilitating sending the communications that 
are not censored from the first participator computer to 

38 
199. The method of claim190, wherein at least one of the 

communications includes data presenting a human commu
nication of smmd. 

200. The method of claim 199, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 

~~er::~~~:::~c~:t~~:~::r~::;·~:~;~:~ ~;:~~~=: 1 o 

a graphic, and multimedia. 
20L The method of claim 190, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 

for the communications which arc received and which 
present an Internet URL, facilitating handling the Inter
net U RL via the computer system so as to find content 
specified by the Internet URL and presenting the content 
at an output device ofthe second participator computer, 
and 

15 a graphic, and multimedia. 

ifthe first user identity is censored trom the sending of the 
data, not allowing sending the data that is censored from 
the first participator computer to the second participator 20 

202. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the video. 

203. The method of claim 202, wherein the computer sys-
computer. 

190. The method of claim 189, wherein the detennining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the pointer. 

tem provides access via any of two client software alterna
tives, wherein both of the client software altematives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 

25 in which members can send commtmications and receive 
191. The method of claim 190, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 30 

in which members can send communications and receive 
communications. 

communications. 
204. The method of claim 202, further including detem1in

ing whether at least one of the communications is censored 
based on content. 

205. The method of claim 202, wherein the detennining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 192. The method of claim 19L wherein each said user 

identity is associated with a respectiveparticularuser' s stored 
35 

access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 

206. The method of claim 202, further including determin
ing a user age corresponding to each of the user identities. 

207. The method of claim202. wherein at least one of the 
communications includes data presenting a human commu
nication of sow1d. a graphic, and multimedia. 

193. The method of claim190, further including determin- 40 

ing whether at least one of the communications is censored 
based on content. 

208. The method of claim 189, wherein the determining 
whether the first user identity is censored includes detennin
ing that the first user identity is censored from the sending of 
the data presenting the audio. 194. The method of claim 193, wherein each said user 

identity is associated with arespectiveparticular user's stored 
access rights, which determine whether the corresponding 
said nser identity is censored trom sending, in the commnni
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

195. The method of claim 190, wherein the detennining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

196. The method of claim 195, wherein each said user 
identity is associated with arespectiveparticular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored trom sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

197. The method of claim190, further including determin
ing a user age corresponding to each of the user identities. 

198. The method of claim 197, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored trom sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

209. The method of claim 208, wherein the computer sys-
45 tem provides access via any of two client software altema

tives, wherein both of the client software altematives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in which members can send communications and receive 

50 communications. 
210. The method of claim 208, further including determin

ing whether at least one of the conununications is censored 
based on content. 

21L The method of claim 208, wherein the determining 
55 whether the first user identity and the second user identity are 

able to form a group includes determining from access rights 
stored hy user in the database that neither ofthe user identities 
is censored. 

212. The method of claim 208, further including determin-
60 ing a user age corresponding to each of the user identities. 

213. The method of claim208, wherein at least one of the 
communications includes data presenting a human cmmnu
nication of smmd. 

214. The method of claim 189, wherein the determining 
61 whether the first user identity is censored includes determin

ing that the first user identity is censored from the sending of 
the data presenting the graphic. 
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215. The method of claim 214, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

40 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

231. The method of claim 226, wherein the detennining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

232. The method of claim 231 wherein each said user 

216. The method of claim 214, turther including determin
ing whether at least one of the communications is censored 
based on content. 

217. The method of claim 214, wherein the detennining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

10 identity is associated witharespectiveparticular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 

15 a graphic, and multimedia. 

218. The method of claim 214, further including determin
ing a user age corresponding to each of the user identities. 

233. The method of claim 226, further including determin
ing a user age corresponding to each of the user identities. 

234. The method of claim 233, wherein each said user 
identity is associated with a respective particular user's stored 

219. The method of claim 214, wherein at least one of the 
communications inch1des data presenting a human commu
nication of sound. 

220. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the multimedia. 

20 access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

221. The method of claim 220, wherein the computer sys- 25 

tern provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send COilll11mlications and receive 30 

communications. 
222. The method of claim 220, further including determin

ing whether at least one of the comrmmications is censored 
based on content. 

223. The method of claim 220, wherein the determining 35 

whether the frrs! user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither ofthe user identities 
is censored. 

224. The method of claim 220, further including determin- 40 

ing a user age corresponding to each of the user identities. 
225. The method of claim 220, wherein at least one of the 

communications includes data presenting a hmnan commu
nication of sound. 

226. The method of claim 189, wherein the determining 45 

whether the first user identity is censored includes determin
ing that the firs! user identity is censored from the sending of 
the data presenting the pointer and the video. 

227. T11e method of claim 226, wherein the computer sys
tem provides access via any of two client software alterna- 50 

tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 

235. The method of claim 226, wherein at least one of the 
communications includes data presenting a hmnan cmnrnu
nication of sound. 

236. The method of claim 235, wherein each said user 
identity is associated with a respective particular user· s stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

237. The method of claim 226, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

238. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the firs! user identity is censored from the sending of 
the data presenting the pointer and the audio. 

239. The method of claim 238, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in wllich members can send communications and receive 
communications. 

240. The method of claim 239, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi-in which members can send communications and receive 

communications. 55 cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 228. The method of claim 227. wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 60 

a graphic, and multimedia. 
229. The method of claim 226, further including determin

ing whether at least one of the cornrmmications is censored 
based on content. 

230. The method of claim 229, wherein each said user 61 

identity is associated with arespectiveparticular user's stored 
access rights, which determine whether the corresponding 

241. The method of claim 238, turther including detern1in
ing whether at least one of the communications is censored 
based on content. 

242. The method of claim 241, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the commurli
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

243. The method of claim 238, wherein the determining 
whether the first user identity and the second user identity are 
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able to form a group includes determining from access rights 
stored by user in the database that neither ofthe user identities 
is censored. 

244. The method of claim 243, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

245. The method of claim 238, further including determin
ing a user age corresponding to each of the user identities. 

246. The method of claim 245, wherein each said user 

42 
said user identity is censored from sending, in the connnuni
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

257. The method of claim 250, further including detennin
ing a user age corresponding to each of the user identities. 

258. The method of claim 257, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

10 
said user identity is censored from sending, in the connnuni
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 15 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 

259. The method of claim250, wherein at least one of the 
communications includes data presenting a hllillan cmmnu
nication of som1d. 

260. The method of claim 259, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding a graphic, and multimedia. 

247. The method of claim 238, wherein at least one of the 
comnnmications includes data presenting a hmnan commu- 20 

nication of sound. 

said user identity is censored from sending, in the connnuni
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

248. The method of claim 247, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

261. The method of claim 250, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

25 said user identity is censored from sending, in the connnuni
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

249. The method of claim 238, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 30 

said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

250. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin- 35 

ing that the first user identity is censored from the sending of 
the data presenting the pointer and the graphic. 

251. 1l1e method of claim 250, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 40 

respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
commLmications. 

252. The method of claim 251. wherein each said user 45 

262. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the video and the audio. 

263. The method of claim 262, wherein the computer sys-
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in which members can send commtmications and receive 
communications. 

264. The method of claim 262, further including determin
ing whether at least one of the communications is censored 
based on content. 

265. The method of claim 262, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. identity is associated with a respective particular user's stored 

access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

253. The method of claim 250, further including determin
ing whether at least one of the cmmmmications is censored 
based on content. 

266. The method of claim 262, further including determin
ing a user age corresponding to each of the user identities. 

267. The method of claim 262, wherein at least one ofthe 
50 communications includes data presenting a hllillan cmmnu

nication of sow1d. 

254. The method of claim 253, wherein each said user 
identity is associated with arespectiveparticular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

255. The method of claim 250, wherein the detennining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

268. The method of claim 189, wherein the detennining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 

55 the data presenting the video and the graphic. 
269. The method of claim 268, wherein the computer sys

tem provides access via any of two client software altema
tives, wherein both of the client software altematives allow 
respective user identities to be recognized and allow at least 

60 some of the participator computers to fom1 at least one group 
in which members can send commtmications and receive 
communications. 

256. The method of claim 255, wherein each said user 61 

identity is associated with arespectiveparticular user's stored 
access rights, which determine whether the corresponding 

270. The method of claim 268, further including determin
ing whether at least one of the communications is censored 
based on content. 

271. The method of claim 268, wherein the determining 
whether the first user identity and the second user identity are 

Case: 18-1400      Document: 30     Page: 432     Filed: 05/21/2018



Facebook Inc.'s Exhibit 1001051

Appx387

US 8,694,657 Bl 
43 

able to form a group includes determining from access rights 
stored by user in the database that neither ofthe user identities 
is censored. 

272. The method of claim 268, further including determin
ing a user age corresponding to each of the user identities. 

273. The method of claim 268, wherein at least one of the 
communications includes data presenting a human commu
nication of sound. 

274. The method of claim 189, wherein the determining 
whether the frrst user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the audio and the graphic. 

44 
said user identity is censored from sending, in the connnuni
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

287. The method of claim 280, further including determin
ing a user age corresponding to each of the user identities. 

288. The method of claim 287, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the connnuni-

10 cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

275. 'lhe method of claim 274, wherein the computer sys
tem provides access via any of two client software alterna- 15 
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some ofthe participator computers to form at least one group 

289. The method of claim 280. wherein at least one of the 
communications includes data presenting a human cmmnu
nication of smmd. 

290. The method of claim 289, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the connnuni
cations, data presenting at least one of a pointer, video, audio, in which members can send communications and receive 

comnnmications. 
276. The method of claim 274, further including determin

ing whether at least one of the connmmications is censored 
based on content. 

277. The method of claim 274 wherein the determining 
whether the frrst user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither ofthe user identities 
is censored. 

278. The method of claim 274, further including determin
ing a user age corresponding to each of the user identities. 

279. The method of claim 274, wherein at least one of the 
communications includes data presenting a human commu
nication of sound. 

280. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the pointer and the video and the audio. 

20 a graphic, and multimedia. 
291. The method of claim 280, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the connnuni-

25 cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

292. The method of claim 189, wherein the detem1ining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 

30 the data presenting the pointer and the video and the graphic. 
293. The method of claim 292, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 

35 some ofthe participator computers to fonn at least one group 
in which members can send COI11l11Lmications and receive 
communications. 

281. 1l1e method of claim 280, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 40 

respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 

294. The method of claim 293, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the conmmni-
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. in which members can send connnunications and receive 

commLmications. 
282. The method of claim 281. wherein each said user 45 

295. The method of claim 292, further including determin
ing whether at least one of the communications is censored 
based on content. identity is associated with a respective particular user's stored 

access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

283. The method of claim 280, further including determin
ing whether at least one of the cmmmmications is censored 
based on content. 

284. The method of claim 283, wherein each said user 
identity is associated with arespectiveparticular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

285. The method of claim 280, wherein the detennining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

286. The method of claim 285, wherein each said user 
identity is associated with arespectiveparticular user's stored 
access rights, which determine whether the corresponding 

296. The method of claim 295, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

50 said user identity is censored from sending, in the connnuni
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

297. The method of claim 292, wherein the determining 
whether the first user identity and the second user identity are 

55 able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

298. The method of claim 297, wherein each said user 
identity is associated with a respective particular user's stored 

60 access rights, which determine whether the corresponding 
said user identity is censored from sending, in the connnuni
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

299. The method of claim 292, further including determin-
61 ing a user age corresponding to each of the user identities. 

300. The method of claim 299, wherein each said user 
identity is associated with a respective particular user's stored 
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access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

301. 'lhe method of claim 292, wherein at least one ofthe 
communications includes data presenting a human commu
nication of sound. 

302. The method of claim 30L wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the conununi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

303. The method of claim 292, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

304. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the pointer and the audio and the graphic. 

46 
314. The method of claim 313, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the connnuni
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

315. The method of claim 304, wherein each said user 
identity is associated with a respective particular user's stored 

10 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the collllnuni
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

316. The method of claim 189, wherein the determining 

15 whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the video and the audio and the graphic. 

317. The method of claim 316, wherein the computer sys
tem provides access via any of two client software alterna-

20 tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to forn1 at least one group 
in which members can send collllmmications and receive 

305. The method of claim304, wherein the computer sys
tem provides access via any of two client software allerna- 25 

tives, wherein both of the client software alternatives allow 

communications. 
318. The method of claim 316, further including determin

ing whether at least one of the commtmications is censored 
based on content. respective user identities to be recognized and allow at least 

some of the participator computers to form at least one group 
in which members can send communications and receive 
connnunications. 

306. The method of claim 305, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

307. The method ofclaim304, further including determin
ing whether at least one of the communications is censored 
based on content. 

319. The method of claim 316, wherein the determining 
whether the first user identity and the second user identity are 

30 able to form a group includes determining from access rights 
stored by user in the database that neither ofthe user identities 
is censored. 

320. The method ofclaim316, further including detennin-
35 ing a user age corresponding to each of the user identities. 

321. The method of claim316, wherein at least one of the 
communications includes data presenting a human commu
nication of sotmd. 

308. The method of claim 307, wherein each said user 40 

322. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the pointer and the video and the audio and 
the graphic. 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

309. The method of claim 304, wherein the determining 
whether the frrst user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by llSer in the data base that neither ofthe 11ser identities 
is censored. 

310. The method of claim 309, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

311. The method of claim 304, turther including determin
ing a user age corresponding to each of the user identities. 

312. The method of claim 311. wherein each said user 

323. The method of claim 322, wherein the computer sys-
45 tem provides access via any of two client software alterna

tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in which members can send communications and receive 

so communications. 
324. The method of claim 323, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the collllnuni-

55 cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

325. The method of claim 322, turther including detem1in
ing whether at least one of the communications is censored 
based on content. 

identity is associated with a respective particular user's stored 60 

access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 

326. The method of claim 325, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

a graphic, and multimedia. 
313. The method of claim 304, wherein at least one ofthe 61 

communications includes data presenting a human commu
nication of sound. 

327. The method of claim 322, wherein the determining 
whether the first user identity and the second user identity are 
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able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

328. The method of claim 189, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

329. The method of claim 322, further including determin
ing a user age corresponding to each of the user identities. 10 

48 
34L The method of claim 340, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

342. The method of claim 189. wherein at least one of the 
communications includes data presenting a human connnu-
nication of sow1d. 

343. The method of claim 342, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the connnuni-

330. The method of claim 329, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

15 cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

331. The method of claim322, wherein at least one ofthe 
communications includes data presenting a human commu
nication of sound. 

332. The method of claim 33L wherein each said user 20 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 25 

344. The method of claim 189, wherein the computer sys
tem is comprised of an Internet service provider computer. 

345. The method of claim 344, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the conmmtli
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

346. The method of claim 189, further including: 
storing, for the firs! user identity, an authorization associ-

ated with presentation of graphical multimedia: and 
based on the authorization, facilitating presentation of the 

graphical multimedia at an output device corresponding 
to the second user identity. 

333. The method of claim 322. wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 30 

a graphic, and multimedia. 347. The method of claim 346, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

35 
said user identity is censored from sending, in the connnuni
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

334. The method of claim 189, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some ofthe participator computers to form at least one group 
in which members can send communications and receive 
communications. 

335. The method of claim 334, wherein each said user 
identity is associated with a respective particular user's stored 40 

access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

336. Themethodofclaim 189, further including determin- 45 

ing whether at least one of the communications is censored 
based on content. 

337. The method of claim 336, wherein each said user 
identity is associated with a respectivepartic1Jlaruser's stored 
access rights, which determine whether the corresponding 50 

said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

338. The method of claim 327, wherein each said user 
identity is associated with a respective user's stored access 55 

rights, which determine whether the corresponding said user 
identity is censored trom sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

339. The method of claim 328, wherein each said user 60 

348. The method of claim 189, fiirther including: 
providing the first user identity with access to a member

associated image corresponding to the second user iden
tity. 

349. The method of claim 348, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the connnuni
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

350. The method of claim 189, further including: 
detem1i1ling whether the first 11ser identity is censored from 

access to a member-associated image corresponding to 
the second user identity: 

if the first user identity is censored, not allowing access to 
the member-associated image; and 

if the first user identity is not censored, allowing access to 
the member-associated image. 

351. The method of claim 350, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the connnuni
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. identity is associated with a respective particular user's stored 

access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

340. The method of claim 189, f ur!her including de!ermin
ing a user age corresponding to each of the user identities. 

352. The method of claim 189, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

61 said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 
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353. A system to communicate over an Internet network, 
the system including: 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, the computer sys
tem in conmmnication with a first of the participator 
computers responsive to a first authenticated user iden-

10 lily ami with a second of the participator computers 
responsive to a second authenticated user identity, 
wherein the computer system: 
determines whether the first user identity and the second 

of the user identity are able to form a group to send 15 
and to receive real-time communications; and 

determines whether the first user identity is individually 
censored from data in the communications, the data 
presenting at least one of a pointer, video, audio, a 
graphic, and multimedia by determining whether a 20 

respective at least one parameter corresponding to the 
first user identity has been determined by an other of 
the user identities; and 

ifthe user identities are determined to be able to form the 
group, forms the group and facilitates receiving the 25 

communications that are sent and not censored from 
the second participator computer to the first partici
pator computer, wherein the receiving is in real time 
and via the Internet net\vork, and wherein the com
puter system facilitates, for the communications 30 

which are received and which present an Internet 
URL, handling the Internet URL via the computer 
system so as to find content specified by the Internet 
URL and facilitates presenting the content at an out
put device of the first participator computer; and 35 

if the first user identity is censored from the data, does 
not facilitate the data that is censored to be presented 
from the second participator computer to the output 
device. 

354. The system of claim 353, wherein the data presents the 40 

pointer. 

50 
359. The system of claim 354, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in which members can send communications and receive 
communications. 

360. The system of claim 359, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

361. The system of claim 354, wherein the computer sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights. which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer. video, audio. a 
graphic, and multimedia. 

362. The system of claim 353, wherein the data presents the 
video. 

363. The system of claim 362, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

364. The system of claim 362, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia. and 

facilitates sending the communications that are not cen
sored from the sending. 

365. The system of claim 362, wherein the computer sys-
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to forn1 at least one group 
in which members can send conm1tmications and receive 
communications. 

355. The system of claim 354, wherein the computer sys
tem is further progranm1ed to determine whether at least one 
of the communications is censored based on content. 366. The system of claim 353, wherein the data presents the 

45 audio. 356. The system of claim 355, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 50 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

357. The system of claim 354, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 55 

sending the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitating sending the communications that are not cen
sored from the sending. 

358. The system of claim 357, wherein the computer sys- 60 

tern associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 61 

data presenting al least one of a pointer, video, audio, a 
graphic, and multimedia. 

367. The system of claim 366, wherein the computer sys
tem is further programmed lo determine whether alleasl one 
of the communications is censored based on content. 

368. The system of claim 366, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia. and 

facilitates sending the communications that are not cen
sored from the sending. 

369. The system of claim 366, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to forn1 at least one group 
in which members can send conm1tmications and receive 
communications. 

370. The system of claim 353, wherein the data presents the 
graphic. 

371. The system of claim 370, wherein the computer sys
tem is further programmed lo determine whether alleasl one 
of the communications is censored based on content. 
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372. The system of claim 370, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the conumnucations data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the conumuucations that are not cen
sored from the sending. 

373. The system of claim 370, wherein the computer sys-

52 
some of the participator computers to fonn at least one group 
in which members can send commtmications and receive 
communications. 

384. The system of claim 383, wherein the computer sys
tem associates each said user identity in the group with a 
r~sp~ctiw particular user's s!or~d acc~ss rights, which det~r
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 

~~~s:~~~~::n a~~~~s 0~i~=~i~!~t:0°It~=~t ~~:=a~~~:~~~~~: 10 

identity is censored from sending, in the collllllunications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
collllllunications. 

374. The system of claim 353, wherein the data presents the 
multimedia. 

375. The system of claim 374, wherein the computer sys
tem is further programmed to determine whether at least one 
of the conununications is censored based on content. 

376. The system of claim 374, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilita!~s s~nding th~ collllllunications that ar~ no! c~n
sored from the sending. 

385. The system of claim 378, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter-

IS mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
id~ntity is c~nsor~d from s~nding, in th~ collllllunications, 
data presenting at least one of a pointer, video, audio, a 

20 

25 

graphic, and multimedia. 
386. The system of claim 353, wherein the data presents the 

pointer and the audio. 
387. The system of claim 386, wherein the computer sys

tem is further progralllllled to determine whether at least one 
of the collllllunications is censored based on content. 

377. The system of claim 374, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 30 

388. Th~ sys!~m of claim 387, wh~r~in th~ compu!~r sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the conmunucations, 
data presenting at least one of a pointer, video, audio, a respective user identities to he recognized and allow at least 

some of the participator computers to form at least one group 
in which members can send COilll11lllucations and receive 
collllllunieations. 

378. The system of claim 353, wherein the data presents the 
pointer and the video. 

379. The system of claim 378, wherein the computer sys
tem is further programmed to determine whether at least one 
of th~ collllllLmications is c~nsor~d bas~d on con!~n!. 

380. The system of claim 379, wherein the computer sys
!~m associates ~ach said us~r id~ntity in th~ group with a 
respective particular user's stored access rights, which deter
min~ wh~th~r th~ corr~sponding said us~r id~ntity is c~nsor~d 
from receiving, and whether the corresponding said user 
identity is censored trom sending, in the communications, 
data pr~s~nting at !~as! on~ of a point~r, vid~o, audio, a 
graphic, and multimedia. 

381. The system of claim 378, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the conmmtucations data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the collllllunications that are not cen
sored from th~ s~nding. 

graphic, and multimedia. 
389. The system of claim 386, wherein the computer sys

tem determines whether at least one of the first user identity 
35 and the second user identity, individually, is censored trom 

s~nding in th~ communications data pr~s~nting at !~as! on~ of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

40 390. The system of claim 389, wherein the computer sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights. which deter
mine whether the corresponding said user identity is censored 
from receiving, and wh~th~r the corr~sponding said us~r 

45 identity is censored from sending, in the collllllunications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and mul!im~dia. 

391. The system of claim 386, wherein the computer sys
tem provides access via any of two client software altema-

50 tives, wherein both of the client software altematives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fom1 at least one group 
in which members can send commtmications and receive 
collllllunications. 

55 

382. The system of claim 381, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 60 

identity is censored from sending, in the collllllunications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

392. Th~ sys!~m of claim 391, wh~r~in th~ compu!~r sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the conumuucations, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

393. The system of claim 386, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
min~ w heth~r th~ corr~sponding said us~r id~ntit y is c~nsor~d 

383. The system of claim 378, wherein the computer sys
tem provides access via any of two client software alterna- 61 

tiws, wh~r~in both of th~ cli~n! soft war~ al!~matiws allow 
respective user identities to be recognized and allow at least from receiving, and whether the corresponding said user 
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identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

394. The system of claim 353, wherein the data presents the 
pointer and the graphic. 

395. The system of claim 394, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

!e~9:~s~~~a~~sst::~:~~J~i~s!;:d~~~~~e~: t~e c~:~;t~~i~~s~ 10 

respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 15 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

397. The system of claim 394, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 20 

sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

398. The system of claim 397, wherein the computer sys- 25 

tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the conummications, 30 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

399. The system of claim 394, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 35 

respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

400. The system of claim 399, wherein the computer sys- 40 

tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 45 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

54 
405. The system of claim 402, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some ofthe participator computers to fonn at least one group 
in which members can send commtmications and receive 
communications. 

406. The system of claim 353, wherein the data presents the 
video and the graphic. 

407. The system of claim 406, wherein the computer sys
tem is nlrther progranmled to determine whether at least one 
of the communications is censored based on content. 

408. The system of claim 406, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the conununications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the conununications that are not cen
sored from the sending. 

409. The system of claim 406, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in which members can send co!1lllltmications and receive 
communications. 

410. The system of claim 353, wherein the data presents the 
audio and the graphic. 

411. The system of claim 410, wherein the computer sys
tem is ±iJrther progranm1ed to determine whether at least one 
of the communications is censored based on content. 

412. The system of claim 410, wherein the computer sys-
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the conununications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the conununications that are not cen
sored from the sending. 

413. The system of claim 410, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in which members can send co!1lllltmications and receive 
communications. 

414. The system of claim 353, wherein the data presents the 
pointer and the video and the audio. 

415. The system of claim 414, wherein the computer sys
tem is ±iJrther progranm1ed to determine whether at least one 
of the communications is censored based on content. 

416. The system of claim 415, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights. which deter
mine whether the corresponding said user identity is censored 

401. The system of claim 394, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter- 50 

mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 55 from receiving, and whether the corresponding said user 

identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

402. The system of claim 353, wherein the data presents the 
video and the audio. 

403. The system of claim 402, wherein the computer sys
tem is further programmed to determine whether at least one 
of the conununications is censored based on content. 

404. The system of claim 402, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the connnunications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are no! cen
sored from the sending. 

417. The system of claim 414, wherein the computer sys-
60 tem detem1ines whether at least one of the first user identity 

and the second user identity, individually, is censored from 
sending in the conununications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the conununications that are not cen
sored from the sending. 

418. The system of claim 417, wherein the computer sys
tem associates each said user identity in the group with a 
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respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, ami mul!im'"dia. 

56 
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, m1dio, a 
graphic, and multimedia. 

429. The system of claim 422, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, winch deter-

419. The system of claim 414, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in which members can send communications and receive 
communications. 

to mine whether the corresponding said user identity is censored 
from r'"c'"iving, and wh'"th'"r th'" corr'"sponding said us'"r 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 420. The system of claim 419, wherein the computer sys

tem associates each said user identity in the group with a 15 

respective particular user's stored access rights, which deter
min'" wh'"th'"r th'" corr'"sponding said us'"r id'"ntity is c'"nsor'"d 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the conummications, 
data presenting at least one of a pointer, video, audio, a 20 

graphic, and multimedia. 
421. The system of claim 414, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
min'" wh'"th'"r th'" corr'"sponding said us'"r id'"ntity is c'"nsor'"d 25 

from receiving, and whether the corresponding said user 
identity is censored trom sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

422. The system of claim 353, wherein the data presents the 30 

pointer and the video and the graphic. 
423. The system of claim 422, wherein the computer sys

tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

424. The system of claim 423, wherein the computer sys- 35 

t'"m associat'"s '"ach said us'"r id'"ntity in th'" group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 40 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

425. The system of claim 422, wherein the computer sys
t'"m determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 45 

sending in the communications data presenting at least one of 
th'" point'"r, th'" vid'"o, th'" graphic, and th'" mul!im'"dia, and 

facilitates sending the communications that are not cen
sored from the sending. 

426. The system of claim 425, wherein the computer sys- 50 

tcm associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
id'"ntity is c'"nsor'"d from s'"nding, in th'" communications, 55 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

427. The system of claim 422, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 60 

respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send cmmmuncations and receive 
communications. 

428. The system of claim 427, wherein the computer sys- 61 

t'"m associat'"s '"ach said us'"r id'"ntity in th'" group with a 
respective particular user's stored access rights, which deter-

430. The system of claim 353, wherein the data presents the 
pointer and the audio and the graphic. 

431. The system of claim 430, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

432. The system of claim 431, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, winch deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
id'"ntity is c'"nsor'"d from s'"nding, in th'" communications, 
data presenting at least one of a pointer. video, audio. a 
graphic, and multimedia. 

433. The system of claim 430, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the conununications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the conummications that are not cen
sored from the sending. 

434. The system of claim 433, wherein the computer sys
t'"m associat'"s '"ach said us'"r id'"ntity in th'" group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer. video, audio, a 
graphic, and multimedia. 

435. The system of claim 430, wherein the computer sys
t'"m provides access via any of two client soflware alterna
tives, wherein both of the client software alternatives allow 
respective user identities to he recognized and allow at least 
sum'" ofth'" participator computers to fonn atl'"ast on'" group 
in which members can send commtmications and receive 
conununications. 

436. The system of claim 435, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, winch deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
id'"ntity is c'"nsor'"d from s'"nding, in th'" communications, 
data presenting at least one of a pointer. video, audio. a 
graphic, and multimedia. 

437. The system of claim 430, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, winch deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the conumuncations, 
data presenting at least one of a pointer. video, audio. a 
graphic, and multimedia. 

438. Th'" system of claim 353, wh'"r'"in th'" data pr'"s'"nls th'" 
video and the audio and the graphic. 
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439. The system of claim 438, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

440. The system of claim 438, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the connnunications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sor'"d from th'" s'"nding. 

441. The system of claim 438, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

442. The system of claim 353, wherein the data presents the 
pointer and the video and the audio and the graphic. 

443. The system of claim 442, wherein the computer sys
tem is nJrther progrannned to determine whether at least one 
of the communications is censored based on content. 

444. The system of claim 443, wherein the computer sys
tem associates each said user identity in the group with a 
r'"spective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

445. The system of claim 442, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the conmumications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

58 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

450. The system of claim 353, wherein the computer sys
tem is further programmed to determine whether at least one 
of the connnunications is censored based on content. 

451. The system of claim 450, wherein the computer sys
tem associates each said user identity in the group with a 

10 
respective particular user's stored access rights, which deter
mine whether the corr'"spomling said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 

15 graphic, and multimedia. 
452. The system of claim 353, wherein the computer sys

tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the connnunications data presenting at least one of 

20 the pointer, the video, the graphic, and the multimedia, and 
facilitates sending the connnunications that are not cen

sored from the sending. 
453. The system of claim 452, wherein the computer sys

tem associates each said user identity in the group with a 
25 respective particular us'"r's stored access rights, which deter

mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 

30 graphic, and multimedia. 
454. The system of claim 353, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 

35 some ofthe participator computers to fonn at least one group 
in which m'"mbers can s'"nd commtmications and rec'"iv'" 
communications. 

446. The system of claim 445, wherein th'" comput'"r sys- 40 

tcm associates each said user identity in the group with a 
r'"sp'"ctiv'" particular us'"r's stor'"d acc'"ss rights, which det'"r
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 45 

data presenting at least one of a pointer, video, audio, a 
graphic, and multim'"dia. 

455. The system of claim 454, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, vid'"o, audio, a 
graphic, and multimedia. 

456. The system of claim 353, wherein the computer sys
t'"m provides access via any of two client soft war'" alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in which members can send commtmications and receive 

447. The system of claim 442, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 50 

respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in which members can send communications and receive 
communications. 

connnunications. 
457. The system of claim 456, wherein the computer sys

tem associates each said user identity in the group with a 
448. The system of claim 447, wherein th'" comput'"r sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

55 respective particular us'"r's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 

60 graphic, and multimedia. 

449. The system of claim 442, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter- 61 

mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 

458. The system of claim 353, wherein the computer sys
tem is programmed to: 

store, for the first user identity, an authorization associated 
with presentation of graphical data, and 

based on the authorization, allow the graphical data to be 
presented at an output device corresponding to the sec
ond user identity. 
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459. The system of claim 458, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

460. The system of claim 353, wherein the computer sys-
10 !em is programmed to: 

provide the first user identity with access to a member
associated image corresponding to the second user iden
tity. 

461. The system of claim460, wherein the computer sys- 15 
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 20 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

462. The system of claim 353, wherein the computer sys
tem is programmed to: 

determine whether the first user identity is censored from 25 

access to a member-associated image corresponding to 
the second user identity, 

if the first user identity is censored, not allowing access to 
member-associated image, and 

if the first user identity is not censored, allow access to the 30 

member-associated image. 

60 
respective at least one parameter corresponding to the 
first user identity has been determined by an other ofthe 
user identities; and 

if the user identities are detemtined to be able to form the 
group, forms the group and facilitates sending the com
munications that are not censored from the first partici
pator computer to the second participator computer, 
wherein the sending is in real time and via the Internet 
network, and wherein the computer system facilitates, 
for the communications which are received and which 
present an Internet URL, handling the Internet URL via 
the computer system so as to find content specified by 
the Internet U RL and facilitates presenting the content at 
an output device of the second participator computer; 
and 

if the first user identity is censored from sending the data, 
does not facilitate sending the data that is censored tmm 
the first participator computer to the second participator 
computer. 

466. The system of claim 465, wherein the data presents the 
pointer. 

467. The system of claim 466, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some ofthe participator computers to tcm11 at least one group 
in which members can send conm11mications and receive 
communications. 

468. The system of claim 467, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored trom sending, in the commtmica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

469. The system of claim 466, wherein the computer sys
tem determines whether at least one of the conmmnications is 

463. The system of claim 462, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter-

35 
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 40 censored based on content. 

464. The system of claim 353, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 45 

identity is censored trom sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

470. The system of claim 469, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored trom sending, in the communica-
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

465. An Internet network conmmnications system, the sys
tem including: 

471. The system of claim 466, wherein at least one of the 
50 communications includes a human conmmnication of sound. 

472. The system of claim 471, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the commtmica-
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, the computer sys- 55 

tem in communication with a first of the participator 
computers responsive to a first authenticated user iden
tity and with a second of the participator computers 
responsive to a second authenticated user identity, 
wherein the computer system 

473. The system of claim 466, wherein the computer sys-
60 tem detennines from access rights stored by user that neither 

of the first user identity and the second user identity is cen
sored from the group. 

determines whether the first user identity and the second of 
the user identity are able to form a group to send and to 
receive real-time communications; and 

determines whether the first user identity, is individually 
censored trom sending data in the communications, the 61 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia by determining whether a 

474. The system of claim 473, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen-
sored from receiving, and whether the corresponding said 
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user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

62 
492. The system of claim 491, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in wllich members can send conunm1ications and receive 
communications. 

493. The system of claim 491, wherein the computer sys
tem determines whether at least one of the col1111mnications is 
censored based on content. 

475. The system of claim 466, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 10 

graphic, and multimedia. 
494. The system of claim 491, wherein at least one of the 

communications includes a human communication of sound. 
495. The system of claim 491, wherein the computer sys-

15 tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

476. The system of claim 465, wherein data presents the 
video. 

477. The system of claim 476, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

478. The system of claim 476, wherein the computer sys
tem determines whether at least one of the conummications is 
censored based on content. 

479. The system of claim 476, wherein at least one of the 
communications includes a human communication of sound. 

480. The system of claim 476, wherein the computer sys
tem detem1ines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

20 

496. The system of claim 465, wherein the data presents the 
pointer and the video. 

497. The system of claim 496, wherein the computer sys-
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 

25 in which members can send col11111Lmications and receive 
communications. 

498. The system of claim 496, wherein the computer sys
tem determines whether at least one of the col1111mnications is 
censored based on content. 

481. The system of claim 465, wherein the data presents the 30 

audio. 
499. The system of claim 498, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored trom sending, in the commtmica
tions, data presenting at least one of a pointer, video, audio, a 

482. The system of claim 481, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 35 

some oflhe participator computers to form at least one group 
in which members can send communications and receive 
communications. 

graphic, and multimedia. 

483. The system of claim 481, wherein the computer sys
tem determines whether at least one of the communications is 40 

500. The system of claim 496, wherein at least one of the 
communications includes a human communication of sound. 

501. The system of claim 500, wherein the computer sys-
censored based on content. 

484. The system of claim 481, wherein at least one of the 
communications includes a human communication of sound. 

485. The system of claim 481, wherein the computer sys
tem deternlines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

486. The system of claim 465, wherein the data presents the 
graphic. 

487. The system of claim 486, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software altematives allow 
respective user identities to be recognized and allow at least 
some ofthe participator computers to form at least one group 
in which members can send communications and receive 
communications. 

488. The system of claim 486, wherein the computer sys
tem determines whether at least one of the communications is 
censored based on content. 

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 

45 user identity is censored from sending, in the commtmica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and mullimedia. 

502. The system of claim 496, wherein the computer sys
tem detennines trom access rights stored by user that neither 

50 of the first user identity and the second user identity is cen
sored from the group. 

503. The system of claim 502, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter-

55 mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored trom sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

489. The system of claim 486, wherein at least one of the 60 

communications includes a human communication of sound. 
504. The system of claim 496, wherein the computer sys-

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 

490. The system of claim 486, wherein the computer sys
tem deternlines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored trom the group. 

491. The system of claim 465, wherein the data presents the 
multimedia. 

61 user identity is censored trom sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 
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505. The system of claim 465, wherein the data presents the 
pointer and the audio. 

64 
517. The system of claim 516, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored trom receiving, and whether the corresponding said 
user identity is censored from sending, in the commtmica
tions, data presenting at least one of a pointer, video. audio, a 
graphic, and multimedia. 

506. The system of claim 505, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 518. The system of claim 515, wherein the computer sys-

10 tem determines whether at least one ofthe communications is 507. The system of claim 506, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica- 15 

tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

508. The system of claim 505, wherein the computer sys
tem determines whether at least one ofthe COilll11mlications is 
censored based on content. 20 

509. The system of claim 508, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 25 

user identity is censored from sending, in the cmlll11unica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

510. The system of claim 505, wherein at least one of the 
communications includes a human communication of sound. 30 

511. The system of claim 510, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored trom receiving, and whether the corresponding said 35 

user identity is censored from sending, in the cmlll11unica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

512. The system of claim 505, wherein the computer sys
tem deternlines from access rights stored by user that neither 40 

of the first user identity and the second user identity is cen
sored from the group. 

513. The system of claim 512, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter- 45 

mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the cmlll11unica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 50 

514. The system of claim 505, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 55 

user identity is censored from sending, in the cmlll11unica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

censored based on content. 
519. The system of claim 518, wherein the computer sys-

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored trom receiving, and whether the corresponding said 
user identity is censored from sending, in the commtmica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

520. The system of claim 515, wherein at least one of the 
communications includes a human cm11111unication of sound. 

521. The system of claim 520, wherein the computer sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

522. The system of claim 515, wherein the computer sys-
tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

523. The system of claim 522, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the commtmica-
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

524. The system of claim 515, wherein the computer sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the commtmica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

525. The system of claim 465, wherein the data presents the 
video and the audio. 

526. The system of claim 525, wherein the computer sys-
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to fonn at least one group 
in which members can send communications and receive 
communications. 

515. The system of claim 465, wherein the data presents the 
pointer and the graphic. 

527. The system of claim 525, wherein the computer sys-
60 tem detennines whether at least one of the connnunications is 

censored based on content. 516. The system of claim 515, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some ofthe participator computers to form at least one group 61 

in which members can send cm11111unications and receive 
communications. 

528. The system of claim 525, wherein at least one of the 
communications includes a lnunan cm111murication of smmd. 

529. The system of claim 525, wherein the computer sys
tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 
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530. The system of claim 465, wherein the data presents the 
video and the graphic. 

66 
user identity is censored from sending, in the commtmica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

544. The system of claim 535, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 

531. The system of claim 530, wherein the computer 
wherein the computer system provides access via any of two 
client software alternatives, wherein both of the client soft
ware alternatives allow respective user identities to be recog
nized and allow at least some of the participator computers to 
form at least one group in which members can send commu
nications m1d receive communications. 

532. Th~ system of claim 530, wh~r~in the computer sys
tem determines whether at least one of the communications is 
censored based on content. 

10 
user identity is censored from sending, in the commtmica
tions, data pr~s~nting at !~as! on~ of a point~r, vid~o, audio, a 
graphic, and multimedia. 

533. The system of claim53U, wherein at least one of the 
communications includes a humm1 communication of sound. 15 

534. The system of claim 530, wherein the computer sys
tem deternlines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

535. The system of claim 465, wherein the data presents the 20 

pointer and the video and the audio. 
536. The system of claim 535, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 25 

some ofthe participator compu!~rs to form at least one group 
in which members can send communications and receive 
communications. 

537. The system of claim 536, wherein the computer sys
tem associates each said user identity in the group with a 30 

respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica-

35 
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

545. The system of claim 465, wherein the data presents the 
pointer and the video and the graphic. 

546. The system of claim 545, wherein the computer sys
tem provides access via any of two client software altema
tives, wherein both of the client software altematives allow 
respective user identities to he recognized and allow at least 
some of the participator computers to fonn at least one group 
in wllich members can send communications and receive 
communications. 

547. The system of claim 546, wherein the computer sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
min~s whether th~ corresponding said us~r id~ntity is c~n
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

548. The system of claim 545, wherein the computer sys
tem determines whether at least one of the communications is 
censored based on content. 

549. The system of claim 548, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
min~s whether th~ corresponding said us~r id~ntity is c~n-
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 

538. The system of claim 535, wherein the computer sys
tem determines whether at least one of the communications is 
censored bas~d on con!~n!. 40 graphic, and multimedia. 

539. The system of claim 538, wherein the computer sys
!~m associates ~ach said us~r id~ntity in th~ group with a 
respective particular user's stored access rights, and deter
min~s wh~th~r th~ corr~sponding said user id~ntity is c~n
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data pr~s~nting at !~as! on~ of a pointer, video, audio, a 
graphic, and multimedia. 

540. The system of claim535, wherein at least one of the 
communications includes a humm1 communication of sound. 

550. The system of claim 545, wherein at least one of the 
communications includes a human cm1lll1unication of sound. 

551. The system of claim 550, wherein the computer sys
tem associat~s ~ach said user id~ntity in th~ group with a 

45 respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sor~d from r~c~iving, and wheth~r th~ corr~sponding said 
user identity is censored from sending, in the commtmica
tions, data presenting at least one of a pointer, video, audio, a 

so graphic, and multimedia. 
541. The system of claim540, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sor~d from r~c~iving, and wh~th~r th~ corr~sponding said 55 

user identity is censored from sending, in the cm1lll1unica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

552. The system of claim 545, wherein the computer sys
tem detennines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

553. Th~ sys!~m of claim 552, wh~r~in th~ compu!~r sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 542. The system of claim 535, wherein the computer sys

tem detemlines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

543. The system of claim 542, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
min~s wheth~r th~ corr~sponding said user id~ntity is c~n
sored from receiving, and whether the corresponding said 

60 user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

554. The system of claim 545, wherein the computer sys
tem associates each said user identity in the group with a 

61 respective particular user's stored access rights, and deter
min~s whether th~ corresponding said us~r id~ntity is c~n
sored from receiving, and whether the corresponding said 
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user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

555. The system of claim 465, wherein the data presents the 
pointer and the audio and the graphic. 

556. Th~ system of claim 555, wh~r~in the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 1 o 
in which members can send conunmlications and receive 
conununications. 

68 
some of the participator computers to fonn at least one group 
in which members can send commtmications and receive 
communications. 

567. The system of claim 565, wherein the computer sys
tem determines whether at least one ofthe communications is 
c~nsoroo bas~c.l on con!~nl. 

568. The system of claim 565, wherein at least one of the 
communications includes a human communication of sound. 

569. The system of claim 565, wherein the computer sys
tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

570. The system of claim 465, wherein the data presents the 
pointer and the video and the audio and the graphic. 

571. The system of claim 570, wherein the computer sys-
tem provides access via any of two client software altema
tiv~s, wher~in both of th~ cli~n! softwar~ alt~mativ~s allow 
respective user identities to be recognized and allow at least 
some ofthe participator computers to ±ann at least one group 

557. The system of claim 556, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter- 15 

mines whether the corresponding said user identity is cen
sor~c.l from r~c~iving, anc.l wh~th~r th~ corr~sponc.ling saic.l 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 20 in which members can send commtmications and receive 

558. The system of claim 555, wherein the computer sys
tem determines whether at least one of the conumulications is 
censored based on content. 

559. The system of claim 558, wherein the computer sys
!~m associates ~ach saic.l us~r ic.l~ntity in th~ group with a 25 

respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 30 

graphic, and multimedia. 
560. The system of claim 555, wherein at least one of the 

conummications includes a human communication of sound. 
561. The system of claim 560, wherein the computer sys

tem associates each said user identity in the group with a 35 

r~spectiv~ particular us~r's s!or~c.l acc~ss rights, anc.l c.let~r
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 40 

graphic, and multimedia. 
562. The system of claim 555, wherein the computer sys

tem deternlines from access rights stored by user that neither 

conununications. 
572. The system of claim 571, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
min~s whether th~ corresponc.ling saic.l us~r ic.l~ntity is c~n
sored from receiving, and whether the corresponding said 
user identity is censored ±rom sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

573. The system of claim 570, wherein the computer sys
tem determines whether at least one of the communications is 
censored based on content. 

57 4. The system of claim 573, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
min~s whether th~ corresponc.ling saic.l us~r ic.l~ntity is c~n-
sored from receiving, and whether the corresponding said 
user identity is censored ±rom sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

575. The system of claim 570, wherein at least one of the 
conununications includes a human communication of sound. 

576. The system of claim 575, wherein the computer sys
tem associat~s ~ach saic.l user ic.l~ntity in th~ group with a of th~ firs! user ic.lentity anc.l th~ seconc.l us~r ic.l~ntity is c~n

sored from the group. 45 respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sor~c.l from r~c~iving, anc.l wheth~r th~ corr~sponc.ling saic.l 
user identity is censored from sending, in the commtmica-

563. The system of claim 562, wherein the computer sys
!~m associates ~ach saic.l us~r ic.l~ntity in th~ group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 50 

user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

564. The system of claim 555, wherein the computer sys
!~m associates ~ach saic.l us~r ic.l~ntity in th~ group with a 55 

respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 60 

graphic, and multimedia. 
565. The system of claim 465, wherein the data presents the 

video and the audio and the grapllic. 
566. The system of claim 565, wherein the computer sys

tem provides access via any of two client software alterna- 61 

tiws, wh~r~in both of th~ cli~n! soft war~ al!~matiws allow 
respective user identities to be recognized and allow at least 

tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

577. The system of claim 570, wherein the computer sys
tem detennines from access rights stored by user that neither 
of the first user identity and the second user identity is cen-
sored from the group. 

578. Th~ sys!~m of claim 577, wh~r~in th~ compu!~r sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the commmlica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

579. The system of claim 570, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
min~s whether th~ corresponc.ling saic.l us~r ic.l~ntity is c~n-
sored from receiving, and whether the corresponding said 
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user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

580. The system of claim 465, wherein the computer sys
tem provides access via any of two client software alterna
tiws, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some ofthe participator computers to fom1 at least one group 

70 
based on the authorization, allow the graphical data to be 

presented at the output device corresponding to the sec
ond user identity. 

591. The system of claim 590, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 

in which members can send communications and receive 
collllllunications. 10 

user identity is censored from sending, in the commtmica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

581. The system of claim 580, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 15 

user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

582. The system of claim 465, wherein the computer sys
tem determines whether at least one of the communications is 20 

censored based on content. 

592. The system of claim 465, wherein the computer sys
tem is programmed to: 

provide the first user identity with access to a member
associated image corresponding to the second user iden
tity. 

593. The system of claim 592, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen-
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the commtmica
tions, data presenting at least one of a pointer, video, audio, a 

583. The system of claim 582, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored hom sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

25 graphic, and multimedia. 

584. The system of claim465, wherein at least one of the 30 

collllllunications includes a human collllllunication of sound. 
585. The system of claim 584, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen- 35 

sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

594. The system of claim 465, wherein the computer sys-
tem is programmed to: 

determine whether the first user identity is censored from 
access to a member-associated image corresponding to 
the second user identity, 

if the first user identity is censored, not allow access to the 
member-associated image, and 

if the first user identity is not censored, allow access to the 
member-associated image. 

595. The system of claim 594, wherein the computer sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 

586. The system of claim 465, wherein the computer sys
tem detennines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

40 user identity is censored from sending, in the commtmica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

596. The system of claim 465, wherein the computer sys
tem associates each said user identity in the group with a 587. The system of claim 586, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the COilll11llnica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

45 respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the commtmica
tions, data presenting at least one of a pointer, video, audio, a 

50 graphic, and multimedia. 

588. The system of claim 465, wherein the computer sys
tem deternlines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 55 

589. The system of claim 588, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 60 

user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

590. The system of claim 465, wherein the computer sys
tem is programmed to: 

store, for the firs! user identity, an authorization associated 
with presentation of graphical data; and 

597. An Internet network collllllunication system, the sys-
tem including: 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
participator computers that are otherwise independent of 
each other, in communication with each of the partici
pator computers responsive to a respective authenticated 
user identity, the computers configured so as to 
respond to one of the participator computers conmmtli-

cating a pointer in real time and via the Intemet, 
wherein the pointer produces a pointer-triggered mes
sage on demand, by determining whether the first user 
identity is individually censored from content in the 
pointer-triggered message, by determining whether a 
parameter corresponding to the firs! user identity has 
been determined by an other of the user identities, 
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if the content is censored, disallow the pointer-trig
gered message tram being presented at an output 
device of the participator computer corresponding 
to the first user identity, and 

if the content is not censored, allow the pointer-trig
gered message to be presented, wherein the com
puter system facilitates handling an Internet URL 
via the computer system so as to find content speci
fied by the Internet URL and facilitates presenting 

10 the pointer-triggered message at the output device. 
598. The system of claim 597, wherein the computer sys

tem is further programmed to: 
send and receive communications between members in a 

group, the commw1ications including data presenting at 15 
least one of video, sound, a graphic, and multimedia, 

the communications being sent and received in real time 
via the T nternet network. 

599. The system of claim 598, wherein the data includes 
data presenting sound. 20 

600. The system of claim 599, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 

601. The system of claim 598, wherein the data includes 25 

data presenting video. 
602. The system of claim 601, wherein the computer sys

tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 30 

603. The system of claim 598, wherein the data includes 
data presenting sound and video. 

604. The system of claim 603, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 35 

corresponding to the second user identity. 
605. The system of claim 598, wherein the computer sys

tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 40 

606. A method of conununicating via an Intemet network 
by using a computer system including a controller computer 
and a database which serves as a repository oftokens for other 
programs to access, thereby aiTording information to each of 
a plurality of participator computers which are otherwise 45 

independent of each other, the method including: 
affording some of the information to a firs! of the partici

pator computers via the Intemet network, responsive to 
an authenticated first user identity; and 

affording some of the information to a second of the par- 50 

ticipator computers via the Internet network, responsive 
to an authenticated second user identity; 

responsive to the first of the participator computers com
municating a pointer in real time and via the Intemet, the 
pointer producing a pointer-triggered message on 55 

demand, detennining whether a parameter correspond
ing to the first user identity has been detem1ined by an 
other of the user identities so that the first user identity is 
individually censored from content in the pointer-trig-
gered message; and 60 

if the content is censored, disallowing the pointer-trig-
gered message to be presented at an output device of 
the first of the participator computers, and 

if the content is not censored, allowing the pointer-trig
gered message to be presented, wherein the computer 61 

system facilitates handling an Internet URL via the 
computer system so as to find content specified by the 

72 
Internet URL and facilitates presenting the pointer
triggered message at the output device. 

607. The method of claim 606, further including sending 
and receiving communications between members in a group, 
the communications including data presenting at least one of 
video, sound, a graphic, and multimedia, the receiving in real 
time via the Internet network. 

608. The method of claim 607, wherein the data presents 
sound. 

609. The method of claim 608, further including: 
store, for the first user identity, an authorization associated 

with presentation of graphical multimedia; and 
based on the authorization, facilitate presentation of the 

graphical multimedia at the participator computer cor
responding to the second user identity. 

610. The method of claim 607, wherein the data presents 
video. 

611. The method of claim 610, further including: 
store, for the first user identity, an authorization associated 

with presentation of graphical multimedia; and 
based on the authorization, facilitate presentation of the 

graphical multimedia the participator computer corre
sponding to the second user identity. 

612. The method of claim 607, wherein the data presents 
sound and video. 

613. The method of claim 607, further including: 
store, for the first user identity, an authorization associated 

with presentation of graphical multimedia; and 
based on the authorization, facilitate presentation of the 

graphical multimedia at the participator computer cor
responding to the second user identity. 

614. The method of claim 606, :fiJrther including sending 
and receiving communications between members in a group, 
the connnunications including data presenting a member
associated image, sound, and video. 

615. The method of claim 606, further including: 
store, for the first user identity, an authorization associated 

with presentation of graphical multimedia; and 
based on the authorization, facilitate presentation of the 

graphical multimedia at the participator computer cor
responding to the second user identity. 

616. A method of communicating via an Internet network 
by using a computer system including a controller computer 
and a database which serves as a repository oftokens for other 
programs to access, thereby affording information to each of 
a plurality of participator computers which are otherwise 
independent of each other, the method including: 

affording some of the information to a first of the partici
pator computers via the Internet network. responsive to 
an authenticated first user identity; and 

affording some of the information to a second of the par
ticipator computers via the Intemet network, responsive 
to an authenticated second user identity; 

determining whether at least one of the first user identity 
and the second user identity is individually censored, by 
determining whether a parameter corresponding to said 
at least one has been detem1ined by an other of the user 
identities, from receiving data comprising a pointer in 
communications that include at least one of text or ascii, 
the pointer being a pointer that produces a pointer-trig
gered message on demand; 

determining whether the first and the second of the user 
identities are able to form a group; and 

if the first and the second user identities are able to form the 
group, then forming the group and facilitating receiving 
the communications that are sen! and no! censored from 
one of the participator computers to another of the par-
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ttctpator computers, wherein the computer system 
facilitates handling an Internet URL via the computer 
system so as to find content specified by the Internet 
URL and facilitates presenting the content specified by 
the Internet URL at an output device of the other of the 
participator computers, ami not allowing the data that is 
censored to be presented at the output device. 

74 
computers in real time over the Internet network, 
wherein the computer system facilitates handling an 
Internet URL via the computer system so as to find 
content specified by the Internet URL and facilitates 
presenting the content at an output device of the other of 
the participator computers, and not facilitating sending a 
pointer that is censored. 

626. The method of claim 625, wherein at least one of the 617. 1l1e method of claim 616, wherein at least one ofthe 
communications includes data presenting sound. 

618. The method of claim 617, further including: 
storing, for the first user identity, an authorization associ

ated with presentation of graphical multimedia; and 

10 co:;~~:::;~~~c~~~~:i:~::.e;~~~:; i~~~~1ing: 

based on the authorization, allowing presentation of the 
graphical multimedia at the participator computer cor
responding to the second user identity. 

619. 'lhe method of claim 616, wherein at least one ofthe 
communications includes data presenting video. 

620. The method of claim 619, further including: 
storing, ±or the first user identity, an authorization associ

ated with presentation of graphical multimedia; and 
based on the authorization, allowing presentation of the 

graphical multimedia at the participator computer cor
responding to the second user identity. 

621. The method of claim 616, wherein at least one of the 
communications includes data presenting sound and video. 

622. The method of claim 616, further including: 
storing, tor the first user identity, an authori7ation associ

ated with presentation of graphical multimedia; and 

15 

20 

25 

based on the authorization, allowing presentation of the 
graphical multimedia at the participator computer cor- 30 

responding to the second user identity. 
623. The method of claim 622, wherein the graphical data 

includes graphical multimedia data. 

storing, for the first user identity, an authorization associ-
ated with presentation of graphical multimedia: and 

based on the authorization, allowing presentation of the 
graphical multimedia at the participator computer cor
responding to the second user identity. 

628. The method of claim 625. wherein at least one of the 
communications includes data presenting video. 

629. The method of claim 628, further including: 
storing, for the first user identity, an authorization associ

ated with presentation of graphical multimedia: and 
based on the authorization, allowing presentation of the 

graphical multimedia at the participator computer cor
responding to the second user identity. 

630. The method of claim 625, wherein at least one ofthe 
communications includes data presenting sound and video. 

631. ll1e method of claim 630, further including: 
storing, for the first user identity, an authorization associ

ated with presentation of graphical data; and 
based on the authorization, allowing presentation of the 

graphical data at the participator computer correspond
ing to the second user identity. 

632. T11e method of claim 625, further including: 
storing, for the first user identity. an authorization associ

ated with presentation of graphical multimedia: and 
based on the authorization, allowing presentation of the 

graphical multimedia at the participator computer cor
responding to the second user identity. 

624. The method of claim 616, based on the authorization, 
presenting the graphical multimedia data at the output device 35 

corresponding to the second user identity, and wherein one of 
the determining steps includes determining whether a param
eter corresponding to the first user identity has been deter
mined by a user corresponding to another of the user identi
ties. 

633. A system to communicate via an Internet network, the 
40 system including: 

625. A method of conununicating via an Intemet network 
by using a computer system including a controller computer 
and a database which serves as a repository oftokens for other 
programs to access, thereby aiTording information to each of 
a plurality of participator computers which are otherwise 45 

independent of each other, the method including: 
affording some of the information to a first of the partici

pator computers via the Internet network, responsive to 
an authenticated first user identity; and 

affording some of the information to a second of the par- 50 

ticipator computers via the Internet network, responsive 
to an authenticated second user identity; 

determining whether the first user identity and the second 
of the user identity are able to form a group to send and 
to receive real-time communications: 

determining whether at least one of the first user identity 
and the second user identity is individually censored, by 
determining whether a parameter corresponding to said 

55 

at least one has been determined by an other of the user 
identities, from sending a pointer in the connnunications 60 

including at least one of text or ascii, the pointer being a 
pointer that produces a pointer-triggered message on 
demand; and 

if the first and the second user identities are able to form the 
group, then forming the group and facilitating sending 61 

the communications that are not censored from one of 
the participator computers to another of the participator 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
each of a plurality of participator computers which are 
otherwise independent of each other. the computer sys
tem in communication with a first of the participator 
computers responsive to a first authenticated user iden
tity and with a second of the participator computers 
responsive to a second authenticated user identity, 
wherein the computers are configured to 

determine whether at least one of the first user identity and 
the second user identity is individually censored, by 
determining whether a parameter corresponding to said 
at least one has been determined by an other of the user 
identities, from receiving, in communications, data 
comprising a pointer, the pointer producing a pointer-
triggered message on demand, and 

thereafter allow the participator computers to receive, in 
real time via the Internet network, and present the com
munications that are not censored, wherein the computer 
system facilitates, for the communications which are 
received and which present an Internet URL, handling 
the Internet URL via the computer system so as to find 
content specified by the Internet URL and facilitates 
presenting the content at an output device of one of the 
participator computers corresponding the user identity 
which presents the communications, and to not present 
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the data that is censored at an output device correspond
ing to the user identity that is censored from receiving 
the data. 

634. The system of claim 633, wherein at least one of the 
communications includes data presenting sound. 

76 
645. The system of claim 644, wherein the computer sys

tem provides the participator computer corresponding to the 
first user identity with access to a member-associated irnage 
corresponding to the second user identity. 

646. The system of claim 641, wherein at least one of the 
communications includ'"s dala pr'"s'"nling vid'"o. 635. The system of claim 634, wherein the computer sys

tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 

636. Th'" system of claim 633, wh'"r'"in all'"asl on'" of lh'" 
communications includes data presenting video. 

647. The system of claim 646, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 

1 o corresponding to the second user identity. 

637. The system of claim 636, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 15 
corresponding to the second user identity. 

638. The system of claim 633, wherein at least one of the 
communications includes data presenting sound and video. 

648. The system of claim 641, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 

649. A method communicating via an Internet network by 
using a computer system including a controller computer and 
a dalabas'" which s'"rv'"s as a r'"posilory of lok'"ns for olh'"r 
programs to access, thereby affording information to each of 
a plurality of participator computers which are otherwise 639. The system of claim 638, wherein the computer sys

tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 

20 independent of each other, the method including: 

640. The system of claim 633, wherein the computer sys
tem provides the participator computer corresponding to the 
first us'"r id'"nlily with acc'"ss loa m'"mb'"r-associal'"d imag'" 25 

corresponding to the second user identity. 
641. A system to communicate via an Internet network, the 

system including: 
a computer system including a controller computer and a 

database which serves as a repository oftokens ±or other 30 

programs to access, thereby affording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, the computer sys
tem in communication with a first of the participator 
computers responsive to a first authenticated user iden- 35 

lily and wilh a s'"cond of lh'" parlicipalor compul'"rs 
responsive to a second authenticated user identity, 
wherein the computers are configured to 

determine whether at least one of the first user identity and 
the second user identity is individually censored, by 40 

determining whether a parameter corresponding to said 
at least one has been determined by an other of the user 
identities, from sending, in communications, a pointer 
lhal produc'"s a poinler-lriggered message on demand, 
~ ~ 

thereafter allow the participator computers to receive, in 
r'"altim'" via lh'" Intern'" I network, and pr'"s'"nllh'" com
munications that are not censored based on the indi-
vidual user identity, wherein the computer system ±acili
tates, for the conmmnications which are received and 50 

which present an Internet URL, handling the Internet 
URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device of one of the participator 
compul'"rs corr'"sponding lh'" us'"r id'"nlily which pr'"- 55 

sents the communications, and to not present the com
munications that are censored at an output device corre
sponding to the user identity that is censored from the 
sending. 

642. The system of claim 641, wherein at least one of the 60 

communications includes data presenting sound. 

affording some of the information to a first of the partici
pator computers via the Internet network responsive to 
an authenticated first user identity, and affording some 
of the infonnation to a second of the participator com
pul'"rs via lh'" Inlern'"t network, r'"sponsiv'" to an aulh'"n
ticated second user identity; 
storing a respective particular user's access rights cor

responding to each said user identity; 
determining whether the first user identity and the sec

ond user identity are able to ±onn a group to send and 
to receive real-time connnunications; 

determining whether at least one ofthe first user identity 
and the second user identity is individually censored 
by the corresponding user's stored access rights from 
receiving data in the communications, the data pre
s'"nling al l'"asl on'" of a poinl'"r, video, audio, a 
graphic, and multimedia, by determining whether a 
respective at least one parameter corresponding to 
said at least one of the first user identity and the 
second user identity has been determined by an other 
of the user identities; and 

if the first and the second user identities are able to form 
the group, forming the group and facilitating receiv
ing lhe communications, including receiving alleasl 
some of the communications with the data that is not 
censored, that are sent from one of the participator 
compul'"rs lo anolh'"r of lh'" parlicipalor compul'"rs, 
wherein the receiving is in real time via the Internet 
network and wherein the computer system facilitates, 
for the communications which are received and which 
present an Internet URL, handling the Internet URL 
via the computer system so as to find content specified 
by the Internet URL and facilitates presenting the 
content at an output device of the participator com
pul'"rwhich is r'"c'"iving lh'" connnunicalions, and nul 
allowing the data that is censored by the correspond-
ing user's stored access rights to be presented at an 
output device of the participator computer corre
sponding to the user identity that is censored. 

650. A method connnunicating via an Internet network by 
using a computer system including a controller computer and 
a database which serves as a repository of tokens for other 
programs to access, thereby affording information to each of 
a plurality of participator computers which are otherwise 

643. The system of claim 642, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 61 independent of each other, the method including: 

644. Th'" system of claim 641, wh'"r'"in all'"asl on'" of lh'" 
communications includes data presenting sound. 

affording sum'" ofth'" information loa first oflh'" partici
pator computers via the Internet network, responsive to 
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an authenticated first user identity, and affording some 
of the information to a second of the participator com
puters via the Internet network, responsive to an authen
ticated second user identity: 

78 
content specified by the Internet URL and facilitates 
presenting the content at an output device of the other of 
the participator computers, and not allowing sending the 
data that is censored by the corresponding user's stored 
access rights. 

652. A m'"thod communicating via an Int'"rn'"t n'"t work by 
using a computer system including a controller computer and 
a database which serves as a repository of tokens tor other 
programs to access, thereby affording information to each of 

determining whether the first user identity and the second 
us'"r id'"ntity ar'" abl'" to form a group to s'"nd and to 
receive data in communications in real time by deter
mining whether at least one ofthe first user identity and 
the second user identity is individually censored from 
receiving the data in the communications, the data pre
senting at least one of a pointer, video, audio, a graphic, 
and multimedia, by determining whether a respective at 
least one parameter corresponding to said at least one of 
the first user identity and the second user identity has 
been determined by an other of the user identities; and 15 

10 a plurality of participator computers which are otherwise 
independent of each other, the method including: 

ifthe first and the second user identities are determined to 
b'" abl'" to form th'" group, forming th'" group and facili
tating receiving the communications, including receiv
ing at least some of the conmmnications with the data 
that is not censored, that are sent from one of the par- 20 

ticipator computers to another of the participator com
puters, in real time via the Internet network and wherein 
the computer system facilitates, for the communications 
which are received and which present an Intemet URL, 
handling th'" Int'"rn'"t URL via th'" comput'"r syst'"m so as 25 

to find content specified by the Internet URL and facili
tates presenting the content at an output device of the 
other of the participator computers; and 

if the first m1d the second user identities are determined to 
not be able to fom1 the group with respect to receiving 30 

the data that is censored, not forming the group. 
651. A method communicating via an Internet network by 

using a computer system including a controller computer and 
a database which serves as a repository of tokens for other 
programs to access, thereby affording information to each of 35 

a plurality of participator computers which ar'" oth'"rwis'" 
independent of each other, the method including: 

atlording some of the intom1ation to a first of the partici
pator computers via the Intemet network, responsive to 
an authenticated first user identity, and affording some 40 

of the infonnation to a second of the participator com
puters via the Intemet network, responsive to an authen
ticated second user identity: 

storing a r'"sp'"ctiv'" particular us'"r's acc'"ss rights corr'"-
sponding to each said user identity; 45 

determining whether the first user identity and the second 
us'"r id'"ntity ar'" abl'" to form a group to s'"nd and to 
receive real-time communications; 

detennining whether at least one of the first user identity 
and the second user identity is individually censored by 50 

the corresponding user's stored access rights from send
ing data in the communications, the data presenting at 
least one of a pointer, video, audio, a graphic, and mul
timedia by determining whether a respective at least one 
paran1e!'"r corr'"sponding to said at !'"as! on'" of th'" first 55 

user identity and the second user identity has been deter-
mined by an other of the user identities; and 

if the first and the second user identities are able to form the 
group, forming the group and facilitating sending the 
connnunications, including sending at least some of the 60 

communications with the data that is not censored, from 
one of the participator computers to another of the par
ticipator computers, wherein the sending is in real time 
via the Internet network and wherein the computer sys
tem facilitates, tor the communications which are 61 

r'"c'"iv'"d and which pr'"s'"nt an Int'"rn'"t URL, handling 
the Intemet URL via the computer system so as to find 

affording some of the information to a first of the partici-
pator computers via the Internet network responsive to 
an authenticated first user identity, and affording some 
of the infonnation to a second of the participator com
puters via the Internet network, responsive to an authen-
ticated s'"cond us'"r id'"ntity; 

determining whether a first of the user identities and a 
second of the llSer identities are able to form a grm1p to 
send and to receive communications in real time by 
determining whether at least one of the first user identity 
and the second user identity is individually censored 
from sending data in the commtmications, the data pre
senting at least one of a pointer, video, audio, a graphic, 
and multim'"dia, by det'"rmining wheth'"r a r'"sp'"ctiv'" at 
least one parameter corresponding to said at least one of 
the first user identity and the second user identity has 
been determined by an other of the user identities; and 

if the first and the second user identities are determined to 
be able to form the group, fomling the group and facili
tating sending the commmlications, including sending at 
least some of the conununications with the data that is 
not censored, from one of the participator computers to 
another of the participator computers in real time via the 
lntemet network and wherein the computer system 
facilitat'"s, for th'" conununications which ar'" r'"c'"ived 
and which present an Internet URL, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device of the other of the par
ticipator computers; and 

if the first and the second user identities are determined to 
not be able to form the group with respect to sending the 
data that is c'"nsor'"d, not fornling th'" group. 

653. A system to communicate via an Internet network, the 
system including: 

a comput'"r syst'"m including a controll'"r computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby atlording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, the computer sys-
tem in communication with a first of the participator 
computers responsive to a first authenticated user iden
tity and with a second of the participator computers 
r'"sponsiv'" to a s'"cond auth'"nticat'"d us'"r id'"ntity, 
wherein the computers are arranged so as to store a 
respective particular user's access rights corresponding 
to each said user identity, 

determine whether the first user identity and the second 
user identity are able to fonn a group to send and to 
receive real-time communications, 

determine whether at least one of the first user identity and 
the second user identity is individually censored by the 
corresponding user's stored access rights from receiving 
data in the communications, the data presenting at least 
on'" of a point'"r, vid'"o, audio, a graphic, andmultim'"dia, 
by determining whether a respective at least one param-
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eter corresponding to said at least one of the first user 
identity and the second user identity has been deter
mined by an other of the user identities, and 

if the first and the second user identities are able to form the 
group, form the group and facilitate receiving the com
munications that are sen! and no! censored from one of 
the participator computers to another of the participator 
computers, wherein the receiving is in real time via the 
Internet network and wherein the computer system 
facilitates, for the communications which are received 10 

and which present an Internet URL, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device of the other of the par-
ticipator computers, and 15 

not allow the data that is censored by the corresponding 
user's stored access rights to be presented at an output 
device of the participator computer corresponding to the 
user identity that is censored. 

654. A system to communicate via an Internet network, the 20 

system including: 
a computer system including a controller computer and a 

database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
each of a plurality of participator computers which are 25 

otherwise independent of each other, the computer sys
tem in communication with a first of the participator 
computers responsive to a first authenticated user iden
tity and with a second of the participator computers 
responsive to a second authenticated 11ser identity, 30 

wherein the computers are arranged so as to 
determine whether the first user identity and the second 

user identity are able to form a group to send and to 
receive real-time communications by determining 
whether at least one of the first user identity and the 35 

second user identity is individually censored from 
receiving data in the communications, the data pre
senting at least one of a pointer, video, audio, a 
graphic, and multimedia, by determining whether a 
respective at least one parameter corresponding to 40 

said at least one of the first user identity and the 
second user identity has been determined by an other 
of the user identities, and 

if the first and the second user identities are determined 
to be able to form the group, form the group and 45 

facilitate receiving the communications from one of 
the participator computers to an other of the partici
pator computers, in real time via the Internet network 
and wherein the computer system facilitates, for the 
communications which are received and which 50 

present an Internet URL, handling the Internet URL 
via the computer system so as to find content specified 
by the Internet URL and facilitates presenting the 
content at an output device of the other of the partici-
pa!or computers, and 55 

if the first and the second user identities are determined 
to not he able to forn1 the group with respectto receiv
ing the data that is censored, not form the group. 

655. A system to communicate via an Internet network, the 
system including: 60 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, the computer sys- 61 

!em in conununication with a first of the participator 
computers responsive to a first authenticated user iden-

80 
tity and with a second of the participator computers 
responsive to a second authenticated user identity, 
wherein the computers are arranged so as to 
store a respective particular user's access rights corre

sponding to each said user identity, 
determine whether the first user identity and the second 

user identity are able to form a group to send and to 
receive real-time connnunications, 

determine whether at least one of the first user identity 
and the second user identity is individually censored 
by the corresponding user's stored access rights from 
sending data in the conununications, the data includ
ing at least one of a pointer, video, audio, a graphic, 
and multin1edia, by determining whether a respective 
at least one parameter corresponding to said at least 
one of the first user identity and the second user iden
tity has been determined by an other of the user iden
tities, and 

if the first and the second user identities are able to fonn 
the group, and facilitate sending the communications 
that are not censored from one of the participator 
computers to another of the participator computers, 
wherein the sending is in real time via the Internet 
network and wherein the computer system facilitates, 
for the communications which are received m1d which 
present an Internet URL, handling the Internet URl. 
via the computer system so as to find content specified 
by the Internet URL and facilitates presenting the 
content at an outp11t device of the other of the partici
patorcomputers, and not allow sending the data that is 
censored by the corresponding user's stored access 
rights. 

656. A system to communicate via an Internet network, the 
system including: 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby atlording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, the controller com
puter system in connmmication with a first of the par
ticipator computers responsive to a first authenticated 
user identity and with a second of the participator com
puters responsive to a second authenticated user identity, 
wherein the computers are arranged so as to 
determine whether a first of the user identities and a 

second of the user identities are able to form a group 
to send and to receive conununications in real time by 
detennining whether at least one ofthe first user iden
tity and the second user identity is individually cen
sored from sending data in the communications, the 
data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia, by detern1ining whether a 
respective at least one parameter corresponding to 
said at least one of the frrs! user identity and the 
second user identity has been determined by an other 
of the user identities, and 

if the first and the second user identities are determined 
to be able to form the group, form the group and 
facilitate sending the conmnmications from one of the 
participator computers to another of the participator 
computers, wherein the sending is in real time via the 
Internet net\vork and wherein the computer system 
facilitates, for the communications which are 
received and which present an Internet URT ., handling 
the Internet URL via the computer system so as to find 
content specified by the Internet URL and facilitates 
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presenting the content at an output device of the other 
of the participator computers, and 

if the first and the second user identities are determined 
to not be able to fonn the gro11p with respect to send
ing the data that is censored, not form the group. 

657. A method connnunicating via an Internet network by 
using a computer system including a controller computer that 
is an Internet service provider computer and a database which 

~~:;;~;:~f~:~~~~t~~o0r~~;~:: t~:~~~e~f:o::~i~~ ~~c;:;: 10 

ticipator computers which arc otherwise independent of each 
other, the method including: 

affording some of the information to a first of the partici
pator computers via the Intemet network, responsive to 15 
an authenticated first user identity, and affording some 
of the information to a second of the participator com
puters via the I ntemet network, responsive to an authen
ticated second user identity: and 

storing a respective particular user's access rights corre- 20 

sponding to each said user identity; 
detennining whether the first user identity and the second 

user identity are able to form a group to send and to 
receive real-time communications; and 

determining, based on the access rights of the first user 25 

identity by determining whether a parameter corre
sponding to the first user identity has been determined 
by an other of the user identities, whether the first user 
identity is individually censored from receiving content 
in the communications; 30 

if the user identities are determined to be able to form the 
group, forming the group and facilitating receiving the 
communications that are sent and not censored from the 
second participator computer to the first participator 
computer, wherein the receiving is in real time and via 35 

the Internet network and wherein the computer system 
facilitates, for the communications which are received 
and which present an Internet URI,, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 40 

the content at an output device of the other of the par
ticipator computers, and 

ifthe first user identity is censored, not allowing the content 
that is censored to be presented from the second partici
pator computer to a user of the first participator com- 45 

puter. 
658. A method communicating via an Internet network by 

using a computer system including a controller computer that 
is an Internet service provider computer and a database which 
serves as a repository of tokens for other programs to access, 50 

thereby affording information to each of a plurality of par
ticipator computers which are otherwise independent of each 
other, the method including: 

affording some of the information to a first of the partici
pator computers via the Intemet network, responsive to 55 

an authenticated first user identity, and affording some 
of the intom1ation to a second of the participator com
puters via the Intemet network, responsive to an authen
ticated second user identity: and 

storing a respective particular user's access rights corre- 60 

sponding to each said user identity; 
determining whether the first user identity and the second 

user identity are able to form a group to send and to 
receive real-time communications; and 

determining, based on the access rights of the first user 61 

identity by determining whether a parameter corre
sponding to the first user identity has been determined 

82 
by an other of the user identities, whether the first user 
identity is individually censored from sending content in 
the cmmmmications; 

if the user identities are determined to be able to form the 
group, forming the group and facilitating sending the 
communications that are not censored from the first 
participator computer to the second participator com
puter, wherein the sending is in real time and via the 
Intemet network and wherein the computer system 
facilitates, for the communications which are received 
and which present an Internet URL, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device of the second participator 
computer, and 

ifthe first user identity is censored, not allowing the content 
that is censored to be sent from the first participator 
computer the second participator computer. 

659. A method communicating via an Internet network by 
using a computer system including a controller computer that 
is an Internet service provider computer and a database which 
serves as a repository of tokens for other programs to access, 
thereby affording information to each of a plurality of par
ticipator computers which are otherwise independent of each 
other, the method including: 

affording some of the information to a first of the partici
pator computers via the Internet network responsive to 
an authenticated first user identity, and affording some 
of the infonnation to a second of the participator com
puters via the Internet network, responsive to an authen
ticated second user identity; and 

determining whether the first user identity and the second 
user identity are able to form a group to send and to 
receive real-time communications; and 

determining whether the first user identity is individually 
censored from data in the communications, the data 
presenting at least one of an Intemet URL, video, audio, 
a graphic, and multimedia, by determining whether a 
respective at least one parameter corresponding to said 
at least one of the first user identity and the second user 
identity has been detennined by an other of the user 
identities: and 

if the user identities are determined to be able to form the 
group, forming the group and facilitating receiving the 
communications that are sent and not censored from the 
second participator computer to the first participator 
computer, wherein the receiving is in realtime and via 
the Internet network and wherein the computer system 
facilitates, ±or the connnunications which are received 
and which present the Internet URL, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device of the first participator 
computer, and 

if the first user identity is censored, not allowing the data 
that is censored to be presented from the second partici
pator computer to a user of the first participator com
puter. 

660. A method communicating via an Internet network by 
using a computer system including a controller computer that 
is an Internet service provider computer and a database which 
serves as a repository of tokens for other programs to access, 
thereby affording information to each of a plurality of par
ticipator computers which are otherwise independent of each 
other, the method including: 

affording some of the information to a first of the partici
pator computers via the Internet network responsive to 
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an authenticated first user identity, and affording some 
of the information to a second of the participator com
puters via the Internet network, responsive to an authen
ticated second user identity: and 

determining whether the first user identity and the second 
us'"r id'"ntity ar'" abl'" to form a group to s'"nd and to 
receive real-time communications; and 

detern1ining whether the first user identity is individually 
censored from sending data in the communications, the 
data presenting at least one of an Internet URL, video, 10 

audio, a graphic, and multimedia, by detennining 
whether a respective parameter corresponding to the first 
user identity has been determined by an other ofthe user 
identities; and 

if the user identities are determined to be able to form the 15 

group, forming the group and facilitating sending the 
conrnmnications that ar'" not c'"nsor'"d from th'" first 
participator computer to the second participator com
puter, wherein the sending is in real time and via the 
Internet network and wherein the computer system 20 

facilitates, for the communications which arc received 
and which present the Intemet URL, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
th'" content at an output d'"vic'" ofth'" s'"cond participator 25 

computer, and 
if the first user identity is censored, not allowing sending 

the data that is censored from the first participator com
puter to the second participator computer. 

661. A system to connnunicate via an Inten1et network, the 30 

system including: 
a computer system including a controller computer that is 

an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby a±1ording information to each 35 

of a plurality of participator comput'"rs which ar'" oth'"r
wise independent of each other, the computer system in 
communication with a first ofthe participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 40 

second authenticated user identity, wherein the comput-
ers are arranged so as to 

determine whether the first user identity is individually 
c'"nsor'"d from r'"c'"iving cont'"nt in th'" communications, 
by determining whether a parameter corresponding to 45 

the first user identity has been determined by an other of 
th'" us'"r id'"ntiti'"s, 

if the user identities are determined to be able to form the 
group, fonn the group and facilitate receiving the com
munications that are sent and not censored from the 50 

second participator computer to the first participator 
computer, wherein the receiving is in real time and via 
the Internet network and wherein the computer system 
facilitates, for the communications which are received 
and which pr'"s'"nt an Internet URL, handling th'" Inter- 55 

net URL via the computer system so as to find content 
specified by the Internet URI. and facilitates presenting 
the content at an output device of the other of the par
ticipator computers at an output device of the first par-
ticipator computer, and 60 

if the first user identity is censored, not allow the content 
that is censored to be presented from the second partici
pator computer at the first participator computer. 

662. A system to communicate via an Internet network, the 
system including: 61 

a computer system including a controll'"r comput'"r that is 
an Intemet service provider computer and a database 

84 
which serves as a repository of tokens for other pro
grams to access, thereby a±1ording information to each 
of a plurality of participator computers which are other
wise independent of each other, the computer system in 
communication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 
second authenticated user identity, wherein the comput
ers are arranged so as to 

d'"t'"rmin'" wh'"th'"r th'" first us'"r id'"ntity and th'" s'"cond 
user identity arc able to form a group to send and to 
receive real-time communications, and 

determine whether the first user identity is individually 
censored from sending content in the communications, 
by determining whether a parameter corresponding to 
the first user identity has been determined by an other of 
the user identities, 

if the user identities are determined to be able to form the 
group, fonn the group and facilitate sending the com
munications that are not censored from the first partici
pator computer to the second participator computer, 
wherein the sending is in real time and via the Intemet 
network and wherein the computer system facilitates, 
for th'" communications which ar'" r'"c'"iv'"d and which 
present an Intemet URL, handling the Intemet URL via 
the computer system so as to find content specified by 
the Intemet URL and facilitates presenting the content at 
an output device of the other of the participator comput
ers at an output device of the second participator com
puter, and 

if the first user identity is censored, not allow the content 
that is censored to be sent from the first participator 
computer the second participator computer. 

663. A system to communicate via an Internet network, the 
system including: 

a computer system including a controller computer that is 
an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 
of a plurality of participator computers which are other
wise independent of each other, the computer system in 
communication with a first ofthe participator computers 
r'"sponsiv'" to a first authenticated user id'"ntity and with 
a second of the participator computers responsive to a 
second authenticated user identity, wherein the comput
'"rs ar'" arrang'"d so as to 

determine whether the first user identity and the second 
user identity are able to fonn a group to send and to 
receive real-time communications, and 

determine whether the first user identity is individually 
censored from sending content in the connnunications, 
by determining whether a parameter corresponding to 
the first user identity has been determined by an other of 
th'" us'"r id'"ntiti'"s, 

if the user identities are determined to be able to form the 
group, forn1 the group and facilitate sending the com
munications that are not censored from the first partici
pator computer to the second participator computer, 
wherein the sending is in real time and via the Intemet 
network and wherein the computer system facilitates, 
for the communications which are received and which 
present an Internet URL, handling the Internet URL via 
the computer system so as to find content specified by 
the Internet URI. and facilitates presenting the content at 
an output d'"vic'" ofth'" oth'"r ofth'" participator comput
ers, and 
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if the first user identity is censored, not allow the content 
that is censored to be sent from the first participator 
computer the second participator computer. 

664. The method of claim 663. wherein each said user 
identity in the group is associated with a respective particular 
user's stored access rights, which delennine whether the cor
responding said user identity is censored from receiving, in 
the communications, data presenting at least one of a pointer, 
video, audio, a graphic, and multimedia. 

665. The method of claim 663, further including: 10 

detennining whether the first user identity is censored from 
the data by determining whether a parameter corre
sponding to the first user identity has been determined 
by a user corresponding to an other of the user identities. 

666. A system to connnunicate via an Internet network, the 15 

system including: 
a computer system including a controller computer that is 

an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 20 

of a plurality of participator computers which arc other
wise independent of each other, the computer system in 
conmmnication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 25 

second authenticated user identity, wherein the comput-
ers are arranged so as to 

determine whether a first of the user identities and a second 
of the user identities are able to form a group to send and 
to receive communications in real time by detennining 30 

whether at least one of the first user identity and the 
second user identity is individually censored from data 
in the communications, the data presenting at least one 
of a pointer, video, audio, graphic, and multimedia, by 
determining whether a respective at least one parameter 35 

corresponding lo said at leas lone of the flrsl user idenlil y 
and the second user identity has been determined by an 
other of the user identities, and 

if the first and the second user identities are determined to 
be able to form the group, form the group and facilitate 40 

receiving the connnmlications that are sent and include 
said data that is not censored from one of the participator 
computers to another of the participator computers, 
wherein the receiving is in real lime via the Internet 
network and wherein the computer system facilitates, 45 

tor the communications which are received and which 
present an Internet URL, handling the Internet URL via 
the computer system so as to find content specified by 
the Internet URL and facilitates presenting the content at 
an output device of the other of the participator comput- 50 

crs at an output device of the other of the participator 
computers, and 

if the first and the second user identities are determined to 
not be able to form the group, not form the group. 

667. A syslemlo connnunicale via an Internet net work, the 55 

system including: 
a computer system including a controller computer that is 

an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 60 

of a plurality of participator computers which are other
wise independent of each other, the computer system in 
communication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 61 

second authenticated user identity, wherein the comput-
ers are configured so as to 

86 
allow the first user identity and the second user identity 

to send communications and to receive commtmica
tions sent by another user identity on at least one of a 
plurality of channels. wherein at least some of the 
communications are received in real time via the 
Internet nel work, excepllhal if alleasl one oflhe user 
identities is individually censored, from data in one of 
the channels, the data presenting at least one of a 
pointer, video, audio, graphic, or multimedia, and 
multimedia, by a determination of whether a respec
tive at least one parameter corresponding to said at 
least one of the first user identity and the second user 
identity has been determined by an other of the user 
identities, the data that is censored is not presented by 
the participator computer corresponding to the user 
identity that is censored ±rom the data, and otherwise 
allow the data lo be presented al an output device 
corresponding to the participator computer which 
receives the data, wherein the computer system facili
tates, for the communications which are received and 
which present an Internet URL, handling the Internet 
URL via the computer system so as to find content 
specified by the Internet URL and facilitates present
ing the content at the output device. 

668. A syslemlo communicate via an Internet network, the 
system including: 

a computer system including a controller computer that is 
an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby afl:ording information to each 
of a plurality of participator computers which are other
wise independent of each other, the computer system in 
communication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 
second authenticated user identity, wherein the comput
ers are configured so as to censor communications based 
on: 
whether the first user identity and the second of the user 

identity are able to form a group to send and to receive 
real-time communications, and 

whether the first user identity, is individually censored 
from sending data in the communications, the data 
presenting al least one of a pointer, video, audio, a 
graphic, and multimedia, by determining whether a 
respective at least one parameter corresponding to the 
flrsl user identity has been determined by an other of 
the user identities; and 

ifthe user identities are able to forn1 the group, fonn the 
group and facilitate receiving the communications 
that arc sent and not censored from the first participa
tor computer to the second participator computer, 
wherein the sending is in real time and via the Internet 
network and wherein the computer system facilitates 
handling an Internet URL via the computer system so 
as to find content specified by the Internet URL and 
facilitates presenting the content at an output device 
of the second participator computer; 

if the first user identity is censored, not allowing the data 
that is censored to be sent from the first participator 
computer to the second participator computer. 

669. A system to communicate via an Internet network, the 
system including: 

a computer system including a controller computer that is 
an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 
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of a plurality of participator computers which are other
wise independent of each other, the computer system in 
communication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 
second authenticated user identity, wherein the comput
ers are configured so as to censor communications based 
on: 

whether the first user identity and the second of the user 
identity arc able to form a group to send and to receive 10 
real-time conununications, and 

whether the first user identity, is individually censored 
from receiving data in the communications, the data 
presenting at least one of a pointer, video, audio, a 
graphic, and multimedia, by determining whether a 15 
respective at least one parameter corresponding to the 
first user identity has been determined by an other of the 
user identities; and 

if the user identities are able to forn1 the group, fonn the 
group and facilitate receiving the communications that 20 
arc sent and not censored from the second participator 
computer to the first participator computer, wherein the 
receiving is in real time and via the Internet network and 
wherein the computer system tacilitates, tor the commu
nications which are received and which present an Inter- 25 
net URL, handling the Internet URL via the computer 
system so as to find content specified by the Internet 
URL and facilitates presenting the content at an output 
device of the first participator computer: 

if the first user identity is censored, not allowing the data 30 
that is censored to be presented from the second partici
pator computer at the output device. 

670. A system to conummicate via an Internet network the 
system including: ' 

a computer system including a controller computer that is 35 
an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby aftording information to each 
of a plurality of participator computers which are other
wise independent of each other, the computer system in 40 
conununication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 
second authenticated user identity, wherein the comput-
ers are configured so as to 45 

store a respective particular user's access rights corre
sponding to each said user identity, and 

determine whether the first user identity and the second of 
the 11ser identity are able to fonn a group to send and to 
receive real-time communications, and 50 

determine whether the first user identity, is individually 
censored from sending data in the conmnmications, the 
data presenting at least one of a pointer, video, audio. a 
graphic, and multimedia, by determining whether a 
respective at least one parameter corresponding to the 55 
first user identity has been determined by an other of the 
user identities, such that 

88 
if the user identities are determined to be able to form the 

group, form the group and tacilitate receiving the 
communications that are sent and not censored from 
the first participator computer to the second partici
pator computer, wherein the sending is in real time 
and via the Internet nenvork and wherein the com
puter system facilitates, for the communications 
which are received and which present an Internet 
URL, handling the Internet URL via the computer 
system so as to find content specified by the Internet 
URL and facilitates presenting the content at an out-

. put device of the second participator computer, and 
1f the first user identity is censored, not send of the data 

that is censored from the first participator computer to 
the second participator computer. 

671. A system to communicate via an Internet network the 
system including: ' 

a computer system including a controller computer that is 
an Inten1et service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 
of a plurality of participator computers which are other
wise independent of each other, the computer system in 
communication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 
second authenticated user identity, wherein the comput
ers are configured so as to 

store a respective particular user's access rights corre
sponding to each said user identity, and 

determine whether the first user identity and the second 
user identity arc able to form a group to send and to 
receive real-time commtmications, and 

determine whether the first user identity is individually 
censored from sending data in the communications, the 
data presenting at least one of an Internet URL video 
audio, a graphic, multimedia, by determining whether~ 
respective at least one parameter corresponding to the 
first user identity has been determined by an other of the 
user identities, such that 

if the user identities are detern1ined to be able to form the 
group, forming the group and facilitating sending the 
communications that are not censored from the first 
participator computer to the second participator com
puter, wherein the sending is in real time and via the 
Internet network and wherein the computer system 
facilitates, for the conununications which are received 
and which present an Internet URL, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device ofthe second participator 
computer, and 

if the first user identity is censored, not allowing sending 
the data that is censored trom the first participator com
puter to the second participator computer. 

* * * * * 
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